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Description

New functionality in v3.12.x:

Bandwidth Exclusion Zones, Carrier Presence Switching; Operations Monitor,
ViperView2 Multi-Select, Antenna View Drag-and-Drop, Active Demodulator
Blocking, Codecast Image Upgrade, Bandwidth View Animation options, Dual
Speed Status Update Timer, Event Log Auto Scroll control, CDM-760 SNMP
driver for OOB switching; RESTful Interface for NMS.

New functionality & device drivers in 3.13.x:

NetVue Interface, CDM-570A, CDD-564A, Heights, HTO/HTX, HRX & Hx
device drivers with VersaFEC2 support. Carrier Preservation, Hub
Redundancy Enhancements. Heights Roaming support.

New functionality in 3.14.x:

Inband & OOB dynamic CnC switching. Device driver CDM-625A, CDM-570A
VersaFEC2 support.

Not used.

New functionality 3.16.x:
Hub Resiliency

The VMS platform now supports a completely revised Hub Resiliency with the
addition of Service Area protection. The standard device redundancy was
enhanced to provide backing up a group of units on failure across multiple
hub uplink and/or downlink channels.

This new hub resiliency feature minimize cost, rack space and power within a
network. Managed RF combiner/splitter offers the ability to share one or more
backup units among different up/down entrance links using a Matrix Switch.
In addition, maintain LAN segmentation adding management of a network
traffic switch using VLAN ID/Port control.

Amongst these new changes automatic rearming of failed units increases the
reliability reducing the possible downtime by trying to ensure that a backup is
always in place.

Backward compatibility with current redundancy configurations. The upgrade
process during installation from older versions of VMS will transform
redundancy database to the new 3.16.x structure.

Supported Changes:

e Standard Modem to Multiple Modem (M:N) control
e Standard AC power management providing failed unit shut-
down protection
e New H-DNA Service Area, grouping multiple units as a single
protection switchover
¢ New RF Matrix Switch device providing multiple service area
control
0 SNMP command support for Quintech™ QRM-2500
e New command control of Network LAN switches
0 SNMP command support for Cisco SG300-xx at

minimum
e Updated the ViperView2 GUI for configuration management
and control
e Modified API to support configuration and operational controls
via NetVue
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Distributed VMS (Roaming)

The VMS roaming architecture was enhanced allowing either single source
manager or multiple units distributed at each shore point service area. This new
enhancement promotes increased reliability, no one single point of failure and
reduced timing latency in HDNA.

Normally a roaming device in a single VMS architecture is identified through the
site RF antenna which indicates satellite resources it is currently assigned.

Each time a remote roam the antenna and its associated RF components, up
converter, modulator, down converter, and demodulator are moved to a new
satellite binding the frequency domain essentials on a successful roam.

In a distributed architecture along with normal roaming the remotes will leave
one shore point VMS and appear in another requesting registration. The recep-
tion VMS announces to all listening VMS through a peer list that it has taken
management of roaming remote. The shore point that was vacated processes
cleanup of previously allocated satellite resources issuing management route
updates, while bridged traffic interface relies on routing protocols, e.g. OSPF to
update customer data.

NetVue recognizes that the applicable HTO’s have modified their site list infor-
mation through removal and addition updating capacity group list accordingly.
Standard entry and dynamic switching operate normally from this point forward.

Roaming Avoidance

The avoidance algorithm utilizes resource availability to guide selection of a
beam when a roaming operation is required. To make this decision, it considers
the availability of outbound symbols, inbound symbols, and demodulator’s
availability. Then proceeds to broadcast a message to all service area remote
modems a preferred list of beams and their loading conditions. This allows re-
mote roaming modems to determine before beam switch to roam to the best
available for bandwidth and throughput.

HDNA Diagnostic Switching

HDNA 3.3.1 package release supports a feature call “Diagnostic Switching”
where an operator can issue a switch multi-command (like dSCPC) during
HDNA operation. The command will stand-up the remote return carrier at com-
manded, MODCOD and Symbol Rate, but because the allocation of bandwidth
is from the pool(s) the frequency is dynamically assigned. During the operation
the carrier slot remains fixed, non-movable until command to return to HDNA.
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GENERAL

1. How to Use This Manual

This manual document the features and functions of the Vipersat Management System (VMS), and guides
the user in how to install, configure, and operate this product in a Comtech EF Data network.

NOC administrators and operators responsible for the configuration and maintenance of the Comtech EF
Data network, as well as earth station engineers, are the intended audience for this document.

1.1 Manual Organization

This User Guide is organized into the following sections:

Chapter 1 - General

Contains VMS product description, customer support information, and manual conventions and
references.

Chapter 2 - VMS Installation

Covers the steps for installing the VMS software applications on a host server, in both stand-alone and
redundant configurations, and on a client PC.

Chapter 3 — VMS Configuration

Covers the Quick Configuration procedure as well as detailed steps for full System Configuration in
building the Comtech EF Data network.

Chapter 4 — Configuring Network Modems

Describes how VMS is used to configure modems in the Comtech EF Data network. The use of
Parameter Editor and its application to the Series, 500, 800 modem is presented.

Chapter 5 — Roaming Configurations

Multiple VMS distribution, peer list and avoidance information on operation and configuration.
MN/22156, Revision 16 Page 11 of 455



Chapter 6 — VMS Services

Describes the various service managers that comprise VMS and how ViperView is used to monitor and
control the Comtech EF Data network.

Chapter 7 — Qut-of-Band Units
Describes the methods for integrating Out-of-Band modem units into a VMS-controlled satellite network.

Appendix A — VMS Cross Banding

An explanation of how VMS accommodates applications involving satellite cross strapping and cross
banding.

Appendix B — Antenna Visibility

An explanation of how to use the VMS antenna visibility function to control the frequency spectrum used
in VMS switching.

Appendix C — Redundancy

Describes the optional redundancy services available for VMS—N:1 Server redundancy and N:M Hub
Modem redundancy.

Appendix D — SNMP Traps
Describes the use of SNMP traps by VMS.

Appendix E — Automatic Switching

Reference on how the VMS monitors and automatically responds to changing load and traffic type, as
well as ToS and QoS requirements in the network. This includes the features that provide load switching
(response to network traffic load) functions, application switching (response to network traffic type)
functions, Entry Channel Mode switching functions, and carrier presence switching functions.

Appendix F — Northbound Interface

Reference on the SNMP module Northbound Interface service for external network management systems.

Appendix G — VMS Client Users

Describes dual-level user account control and presents procedures for configuring security and account
policies between the VMS Server and VMS Client workstations.

Appendix H — Glossary
A glossary of terms that pertain to Vipersat satellite network technology.
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1.2 Conventions and References

The following conventions are utilized in this manual to assist the reader:

Warnings, Cautions, and Notes

A WARNING gives information about a possible system failure MAY CAUSE
COMMUNICATIONS FAILURES.

A CAUTION gives information about a possible system configuration errors that
could result in improper operations.

A NOTE gives important information about a task or the equipment.

A REFERENCE directs the user to additional information about a task or the
equipment.

LOEP

The following documents are referenced in this manual, and provide supplementary information for the
reader:

e CDM-570/570L Modem Installation and Operation Manual (Part Number MN/CDM570L.I0OM)
o Vipersat CDM-570/570L User Guide (Part Number MN/22125)

e CDD-562L/-564 Demodulator with IP Module Installation and Operation Manual (Part Number
MN/CDD562L-564.10M)

o Vipersat CDD-56X Series User Guide (Part Number MN/22137)
o CDM-570A/570AL Modem Installation and Operation Manual (Part Number MN-CDM570A)
e CDD-564AL Demodulator Installation and Operation Manual (Part Number MN-CDD564A)

¢ CDM-600/600L Installation and Operation Manual (Part Number
MN/CDM600L.IOM)

e CDM-625 Installation and Operation Manual (Part Number MN-CDM625)

e CDM-625A Installation and Operation Manual (Part Number MN-CDM625A)

e CDM-800 Installation and Operation Manual (Part Number MN-CDM800)

e CDM-840 Installation and Operation Manual (Part Number MN-CDM840)

e CDM-880 Installation and Operation Manual (Part Number MN-CDM880)

e Roaming Configuration Editor User Guide (Part Number MN-RCE)

e Vload Utility User Guide (Part Number MN/22117)

o Vipersat CDM-570/L, CDD-56X Parameter Editor User Guide (Part Number MN-0000038)
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o Heights Hub Installation and Operation Manual, Part Number
0 MN-HEIGHTS-HUB
0 MN-HEIGHTS-HTO
0 MN-HRXMCR
0 MN-HEIGHTS-SPOKE
e Heights Remote Gateway Installation and Operation Manual, Part Numbers:
0 MN-H-DNA-NRS-HPRO
0 MN-H-DNA-NRS-HPLUS
0 MN-H-DNA-NRS-HPICO
e NetVue User Guide (Part Number MN-NETVUE)
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1.3 Introduction

Product Description

The Vipersat Management System (VMS) is a server and client-based network management system that
gathers and processes information it receives from the networking modems that comprise a CEFD
satellite network. The modem’s internal microprocessor-based input/output (1/0) controller measures,
captures, and transmits real-time network operating parameters to the VMS via either PLDM (Path Loss
Data Message) or SUM (Status Update Message) packets, depending on the type of modem product.

The VMS receives, stores, and processes these messages and uses the data to update and display current
network status information, and to manage bandwidth resources and switching operations. The network
data is then displayed by the VMS in an easy-to-interpret, real-time graphic presentation. The result is a
comprehensive, intuitive operator’s network Management and Control tool for quick, responsive network
control.

The VMS is customized at setup for each satellite network it controls, recognizing the unique bandwidth
resources and limitations associated with each network. The VMS has trigger points set defining the
upper and lower limits for usage, type of service, and other network parameters defining bandwidth
resource allocations for each traffic type. These triggers, or set-points, are easily modified at any time by
a qualified operator whenever network resource allocations need to be reconfigured.

As the VMS receives a switching request from a network modem, it uses sophisticated algorithms to
evaluate the request against available network resources and network policies before sending a switch
command back to the requesting modem to make a switch to a given frequency and bit rate. If the switch
request is denied—because of lack of available network resources, for example—the modem will not
make the switch until the necessary resources become available.

The CEFD satellite network modems detect, monitor and, when commanded by the VMS, physically or
logically make network changes. The VMS collects, analyzes, and displays data, and commands the
CEFD modems to make these network changes. Refer to each modem’s User Guide for more details on
each device’s role in the satellite network.

The Vipersat External Switching Protocol (VESP) is available to equipment manufacturers, making it
possible for them to smoothly integrate their products into a VMS controlled satellite network. Contact a
CEFD representative for details.

®The VMS ViperView?2 display gives the operator a complete view of a network’s configuration,
the health of all network components, and current bandwidth usage. The ViperView2 display is flexible
and can be modified by the operator at any time, as described in this User Guide, to optimize network

Management and Control.

®ViperVieW H is being deprecated and replaced with ViperView2. For an indeterminate
duration ViperView will continue to be part of the install base, however support for newer features
and Ul controls, i.e. hub resiliency will not be accessible.
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CEFD uses IP connections between network nodes, supporting UDP connectivity. The CEFD network
modem consists of a satellite modem with an imbedded microprocessor router, which is the interface
between LAN M&C traffic and the satellite links that connect Remote stations to the Hub.

The VMS has a client/server architecture, as shown in ViperView2 Client / Server (VOS) Relationship,
with rack servers communicating with remote client PC’s. The client/server model has several
advantages. The server maintains all databases in a central location accessible to all clients. Thus, all
network status updates and performance data are stored in a single place, processed by the VMS running
on the central server, and the results are available to all clients across the network.

Through its client/server architecture, the VMS supports centralized management, control, and
distribution of data, alarms, and events. The VMS also simultaneously supports multiple clients, NetVue
network management, and complete visibility of the entire network operation.
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1.3.1 VMS Features

The VMS network management software has the following features:

System Configuration
Network Status Displays (automatic and manual)
Dynamic Bandwidth Management
Guaranteed Bandwidth Reservations
Switching Operations, including:
dSCPCv1l
dSCPCv2/HDNA
Meshing
Single Hop On Demand (SHOD)
Point-to-Point Switching
Carrier in Carrier Switching
Advanced Modulation/Code Switching
Out-of-Band Switching
Diagnostics Monitor and Control (automatic and manual)
Alarm Processing
Run Authorization via USB Crypto-Key
Optional Management Security
Optional VMS and Critical Hardware Redundancy
Statistics Gathering (automatic and manual)
Report Generation
Network Administrator Mode
Remote Access via Local LAN or Internet/Intranet
Dual-level User Account Authorization
Interfaces to external NMS:
REST Interface, NetVue
Northbound Interface SNMP
Event Log Relay Server

MN/22156, Revision 16
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1.3.2 VMS Operation & Architecture

The VMS Client (ViperView?2) and Server (Vipersat Object Service) architecture (ViperView?2 Client /
Server (VOS) Relationship-2) supports centralized management, control, and distribution of data, alarms,
and events. CEFD Network unit’s, while functioning as a modulator/demodulator, also detect, analyze,
and report details on network operation to the VMS. The VMS collects, stores, analyzes, and acts on this
information to intelligently control network operation to optimize bandwidth utilization and overall
network performance.

Redundant VMS

Vipersat Object Service Servers

'0S) Server

VMS

VM
Clieﬁl Vipersat Object Service
ViperView (VOS) Server

VMS

Client
ViperView

Figure 1-2 ViperView2 Client / Server (VOS) Relationship

The VMS management and monitoring system uses an intuitive graphic display, as illustrated in VMS
ViperView? display. The VMS makes visible the entire network’s operation and performance. All
network status and performance data are collected, processed, and stored at the server. Any client
workstation can retrieve information from the VMS server’s single, central database.

The VMS network management system displays the following information gathered from the network
modems:

» System configuration

» Transmission configurations

* Satellite link Status

* QoS displayed with demand per CIR/MIR circuit groups

» Switching times and connection type and duration for each circuit

» Network alarms showing health of network hardware IP and RF connections
» Bandwidth resource allocations

* Modem, RF equipment, and VSAT station management
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The network map displays an integrated view of the entire network including all nets, subnets, equipment,
and equipment interconnections. The user can double-click on an icon to display its status information
and/or sub-components. Right-clicking on an icon displays a drop-down menu allowing the operator to
issue commands, change configurations, or change the unit’s state, as applicable.

The colors associated with each icon, as shown in the display illustrated in VMS ViperView display,
reflect the current status condition of the network component or its sub-components:

* Green = Okay

* Red = Alarm
* Yellow = Disabled
* Gray = Disconnected (offline) as the result of missing three consecutive PLDMs and not

responding to the recovery process

All devices, networks, and carriers displayed by ViperView?2 share the same color scheme for indicating
their health in the network, giving the operator real-time at-a-glance network health status.

The VMS provides operator notification in the event of network alarms. This notification can be in the
form of both visual and audible alerts. The VMS also maintains a log of all network activity, making use
of analysis and network trouble-shooting information readily available.
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1.3.3 Contact Information

Customer Support

Contact Comtech EF Data Customer Support for information or assistance with product support, service,
or training on any product.

Tel:
+1.240.243.1880
+1.866.472.3963 (toll-free USA)
Email:
ESC@comtechefdata.com

Comtech EF Data Headquarters

Comtech EF Data Corporation
2114 West 7th Street

Tempe, Arizona 85281

USA

Tel:
+1.480.333.2200

Web:
www.comtechefdata.com

Reader Comments / Corrections

If the reader would like to submit any comments or corrections regarding this manual and its contents,
please forward them to a Comtech Customer Support representative. All input is appreciated.
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VMS INSTALLATION

2. VMS Installation

For specifications for the minimum recommended hardware and software platform configuration to host
the VM, please refer to the VMS Release Notes for the version of software that will be installed. Both
Server and Client configurations are provided.

The VMS software is installed using an Installation Wizard. Depending on the desired setup, installation
can be performed with the full set of files (both client and server), client-only files, or server-only files.

The Wizard guides the installer through the installation process and provides all necessary information to
complete typical, compact, and custom installations.

The same procedure for installation of the VMS on a server is used for both stand-alone and redundant
configurations.

A Installing VMS on non-recommended hardware or operating system will void the support
warranty. Also, VMS must be installed on a dedicated server to retain support warranty.

ACEFD strongly recommends against running any kind of anti-virus program on the VMS
server. Instead, all Microsoft Windows Updates should be installed as they become available.
However, the Automatic Updates function in Microsoft Windows must be properly set to avoid
possible disruption of the VMS and the CEFD network. Please see the information below.
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2.1 New Server Installation

This section installs and configures Windows ™ OS and VMS software in order to build a NEW out-of-
the-box Bandwidth Manager (BWM) server product.

®AII revision markings and ordered options are omitted for standardization at this level.
If your server is already preinstalled with Windows server, go to “VMS Software Installation”.
VMS version 3.16.x or greater is certified to install and operate on Windows Server 2019.

2.1.1 PartList

e Production Server — (PP-0020721) with Windows Server 2019 Installed
¢ VMS Software Provided by PSO
e Serialized USB Encryption Key Assembly Provided by PSO

2.1.2 Requirements

e Monitor, USB keyboard & mouse
e Internet Connection, OS updates

2.2 Procedure

The following steps listed will ensure that all necessary applications and sub-server configurations are set
and tested before shipment.

2.2.1 Stock Server Setup

The manufacture servers come preinstalled with the latest Operating System. When powered on the auto
setup will walk through a series of steps completing the default settings.

2.2.2 Required Test Equipment

e Connect all peripherals, (monitor, keyboard, mouse, power cord and Ethernet network cable) to
production server.
o Once all peripherals have been connected, power on the server.

2.2.3 Windows Settings

e This screen configures system region, language and input device format.
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Settings

Deutsch
English

Country or region

e From the dropdown lists select the follow and click ‘Next” when complete.
e Country or Region United States *Default Option
e Application Language English (United States) *Default Option
o Keyboard input US *Default Option

2.2.4 Standard license agreement

o Click accept

MN/22156, Revision 16
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2.2.5 Setting the Administrator Password

Settings

Type a password for the built-in administrator sccount that you can use 1o sign in 1o this computer.

e Type in the default administrator password “ComtechHeights#2015”.

2.2.6  Setting OS drive partition.

e The OS drive partition size by default is too small and requires resizing.

Select partitian

Aemat of physecal mamory ot berver B GB

Wosmnrs pnedis 05 pwtton wre X GO
Mlammon pras e (15 parvhon sure 467 B

W 05 parnion ko oo Sen
bow dmtarrrang o Fage fie Lire tetes M reash K1 pnsis

e Drag the slider bar selection until 500 GB and click ‘Ok’.

2.2.7 Notification Screen

e This next screen is only indicating that there are options, click ‘Ok’.
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Notification

Thans yon, $or P s e Dol P ohgre iystem. To srhamis pins empivsrecs, Dall hs ot & rmsmines.
o vl wadcin. o emars edcwrmator, e the Resdem Sles s O\l Ol

The installation process will run for a while and when complete will display the Administrator
login screen.

2.2.8  Server Login

Administrator

Hll Windows Server2012R2

Login in using the default password “ComtechHeights#2015”.
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2.2.9 OEM OS Package Options

e Some of the OEM OS packages have an option to load old OS version for possible downgrades in
case of problems. It is not necessary to install the image so select ‘Cancel’.

2.3 Operational Settings

2.3.1 Firewall Configuration

e From the Service Manager select Windows Firewall setting Public-On.

Server Manager |= | .

472015 120416 PM

e Select Turn Windows Firewall on or off.
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(3) ~ 1 [ » Control Panel » System and Security » Windows Firewall v & [ search Control Panel

2]

Help protect your PC with Windows Firewall

Control Panel Home

Windows Firewall can help prevent hackers or malicious software from gaining access to your PC
Allow an app o feature through the Internet or 2 network.

through Windows Fir

ings l @ Private networks

Not connected @|

® Tum Windows Firewsll on or

off l @ Guest or public networks

Connected (%)

Action Center
Network and Sharing Center

&) Restore defaults
Networks in public places such as airports or coffee shops
) Advanced settings
Troubleshoot my netwerk Windows Firewall state: on
Incoming connections: Block all connections to apps that are not on the
list of allowed apps
Active public networks: MNone
Motification state: Do not notify me when Windows Firewall blocks a
new app
Seealso

e Turn off both Public and Private settings and click OK.

2.3.2 Remote Desktop

Private network settings

Public network settings

®© - ¢ ‘ﬂ <« Windows Firewall » Customize Settings v o ‘ [ search Control Panel »
~
Customize settings for each type of network
‘You can modify the firewall settings for each type of network that you use,
@ O Turn on Windows Firewall
[[]Block all incoming connections, including those in the list of allowed apps
["] Notify me when Windows Firewall blacks a new app -
@ (@ Turn off Windows Firewall (not recommended)
@ () Turn on Windows Firewall
[[]Block all incoming connections, including those in the list of allowed apps
[] Notify me when Windows Firewall blocks a new app
@ (@ Turn off Windows Firewzll (not recommended) "

e Enable Remote Desktop from Server Manager Local Machine
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e Select Allow Remote connection to this computer and Check the second box.
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8§ Fie and Storage Senices b

PROPERTIES
For BACZVSS2

Daczvss2 Lostrstaied updstes Never

Last cheshed for upeiates Mever

Hardware informatian Installed memary (RAM)

WORKGROUP Vindows Update Mot configured

rew Puibic: OFF Wendoues rror Reprtng o
Remete mansgement Enstied @ Experiznce Imgroiement rogram. Not partiipsting
sanced Securty Canfiguration an

Windn
Remte Desiop Dsabie

HIC Teaming Disabied Time z0ne (UTC-06:00) Cental Tune US & Canad)
HE [ — Product 1B 00252-20000-00116-AAOEM factvte
Hic2 Mot connected

Opersting system version  Microsaft Windows Ser

R2Standard  Praceszars InkedFQ Neori) CPU £5-2407 42 @ 24
8GE

<] W

A event | 1 totsl

Fiter p @ @~

Servertame D Severity Source Log Date and Time

DBCZVSS2 1058 Waming Microsoft Windows-Securty-SPP Appication. S/24/2015 120416 PM

SERVICES

Computer Name | Hardware | Advanced | Remdte |

Remote Assistance

[] Allow Remote Assistance connections to this computer

Remote Deskiop

Choose an option, and then specify who can connect.
() Don't allow remote connections to this computer
(® Allow remate connections to this computer

[w] Allow connections only from computers running Remote
Deesltop with Network Level Authentication recommended)

ok | [ Cancel |[ Aoy
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2.4 VMS Installation Procedure

This section requires the VMS installation DVD/USB drive with the latest release of software ap-
plications and the VMS USB license encryption key. The USB key as generated by the projects
sales order and must be authorized to match the VMS software release version and the options pur-
chased.

241 Preparation

There are a few setup configurations required before installation can commence.

2.4.2 File Copy

e Insert the VMS installation DVD/USB into the drive.
e Copy the VMS Installation folder to Desktop.

e Remove DVD/USB from drive.

243 VMS Account
The VMS user account setup and configuration.

e Under the Server Manager click on “Tools” and from the dropdown list select ‘Computer Man-
agement.
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I PROPERTIES

oBCzvss2
WORKSROUP

LocalSecurty Poiey
Microsoh Reuee Servces
ODBC Data Sources (B2

R File and Storage Services b

Secuiy Cenfigursticn Wisrd
Sences
Syt Coniquration

System nformation

Task Schedular

Windows el wih Advanced Secury
Windns Memory Dagnestc

P PomerShell (136)
Wirsdows PomerShel €
Wirsdows PomerShelISE (86}
Wirsdows Sever Backup.

% o
DRCZVSS2 1058 Wemng Appication ™
DRCZVSS2 1058 Waming : Applcation

DBCZVSS2 4 Wemng bSTde0s Sytem  MOSROISEI M
DECZVSR2 4 Wemng bsTreos Sysem HOSRIS 130 M

SERVICES

e Select Users from the ‘Local Users and Groups’.
e In the list of users window right click and select ‘New User...’
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File Acion View Help
oo #lm iz
& Computer Management (Local | Name Full Name Description. Actions

4} System Tools Administrator Built-in account for administering... | users e

b () Task Scheduler #ilGuest Built-in account for uest accesst...
b (@] Event Viewer
b ) Shared Folders
4 & Local Users and Groups| .y
= [T—
] Groups
b (8 Performance o=
2 Device Manager Export List...
4 8 Storage = s
b Y Windows Server Backug|
=9 Disk Management Amange (cons
b By Services and Applications Line up lcons:

@ B

Creates 3 new Local User account

Type “vms” in the User name: field.

Type “vms server” in the Full name: field.

Type “V1persat” in the Password: field and confirm.
Select User cannot change password.

Select Password never expires as shown below.

Page 30 of 455



e Click Create and close Computer Management window.

Uzer name: |\ﬂ'|'|5

Full name: |\u’|'|'|5 server

Description: |

Password: |oovunoovun

Confirm password: |""""

[ ] User must change password at next logon

[w] User cannot change password
[#] Password never expires
[] Account is disabled

e User account should be added as shown below.

File Acion View Help

o nE 6 @3

4 3 Storage

b [y Services and Applications

&/ Computer Management (Local| Name Full Name Description
a4 | systemTools & Administrator Built-in accs
b () Task Scheduler i Guest Built-in account for guest access t..

b [d Event Viewer Ehims s server

b @ Shared Folders
4 &8 Local Users and Groups,
 Users
1 Groups
b (@ Performance
& Device Manager

b ¥ Windows Server Backur
i3 Disk Management

2.4.4 VMS Service Port Range Protection

¢ Right click on the Windows icon at the bottom left corner on the desktop.
o From the list select ‘Command Prompt (Admin).
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e In the command window type the follow command

Programs and Features
Power Options

Event Viewer

System

Device Manager

Metwork Connections

Disk Management

Computer Management

Command Prompt

Command Prompt (Admin)

Task Manager
Control Panel

File Explorer

Search

Run

Shut down or sign out
Desktop
| F=] |

=T

start=49200 num=10000" and enter.

Administrator: Command Prompt

icrosoft Windows [Uersion 6.3.96801

(c» 2813 Microsoft Corporation. All rights reserved.

“netsh int ipv4 set dynamicport udp

= (0O IIIIII

m | >

sMWindowsssystem32>»netsh int ipu4 set dynamicport udp start=472800 num=18008_

e The system should return ‘Ok.” if the command was successful.

o]
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Administrator: Command Prompt

icrosoft Windows [Uersion 6.3.76881
<c> 2813 Microsoft Corporation. All rights reserved.

sMWindows\system32>

m| >

]:‘\'.-J:i.ndous\system32)netsh int ipuv4 set dynamicport wdp start=42200 nun=18000
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2.4.5 USB High Performance Power setting

The VMS encryption security key is periodically accessed opening a USB port connection reading infor-
mation to allow continued operation of Vipersat Operating System. The following settings assure that
Windows assigns priority to this interface assigning system settings to keep server processes from placing
the port in a power saving sleep mode.

The following settings are accessible from the System, Power & Sleep “Additional power setting” select-
ing “High performance”.

5 Power Options — O

« v @ » Control Panel » All Control Panel lterms » Power Options v O Search Control Panel 2

Coentrol Panel Home .
Choose or customize a power plan

Choose what the power button A power plan is a collection of hardware and system settings (like display brightness, sleep, etc.) that
does manages how your computer uses power. Tell me more about power plans
Create a power plan Preferred plans
1] E.holosewhen to turn off the (O Balanced (recommended) Change plan settings
isplay

Automatically balances performance with energy consumption on capable hardware.

(® High performance Change plan settings
Favors performance, but may use more energy.

Show additional plans

Next “Change plan settings” — “Change advanced power settings” selecting USB to Disabled as shown.

« « 4 i « All Control Panel ltems > Power Options » Edit Plan Settings v @ | Search Control Panel o

Change settings for the plan: High performance

Choose the sleep and display settings that you want your computer to use,

[ Turn off the display: | 15 minutes b

Change advanced power settings

Restore default settings for this plan

23 Power Options ? bl
Advanced settings

i Select the power plan that you want to customize, and
Q then choose settings that reflect how you want your
computer to manage power.

High performance [Active] v

Hard disk ~
Internet Explorer
Desktop background settings
Sleep
[ USB settings
=) USB selective suspend setting
Disabled
Power buttons and lid
PCl Express
Processor power management

o Diewla

Restore plan defaults

Conoa | [ oot
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2.5 VMS Software Installation

Open the VMS Installation folder on the desktop and double click VMS Core Setup file. Note cur-

rently do not insert the USB encryption key.

Refer to VMS Server Installation for a more detailed procedure.

[ A

VMS Installation

1 ‘ + VMS Installation »

v rg‘ [ search VMS Installation A

¢ Favorites Name

B Desktop Utilities
1§ Downloads

5l Recent places

18 This PC
s Desktop
I Documents
18 Downloads
U Music
= Pictures
B Videos
= 05(C)
a DATA (E)

€ Network

2items

59 VIMS 3130000 Core Setup 10,

Date modified Type Size
19PM Filefolder

Application 33,536 KB

e The installer will start with a Welcome window, select ‘Next’.

L Vipersat Management System Setup

MN/22156, Revision 16

_I:I-

Welcome to the Vipersat
Management System Setup Wizard

This wizard will guide you through the installation of Vipersat
Management System,

It is recommended that you dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
computer,

Click Mext to continue.

MNext = | | Cancel
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e On the License Agreement window select ‘I Agree’.

o Under the Installation Type use Full Install and select ‘Install VC++Redistributable’.

(1 Vipersat Management System Setup = x
License Agreement P
Flease review the license terms before installing Vipersat Management System, { 9 ,

Press Page Down to see the rest of the agreement.

iVipersat Management System 2l
Copyright® 1997-2020 Comtech EF Data
All Rights Reserved

END-USER LICENSE AGREEMENT FOR COMTECH EF DATA SOFTWARE

IMDADTART DEAN MADCCI L1 V- Thicr End llerarl icanca AAranmnan: 4 ML AT >

If you accept the terms of the agreement, dick I Agree to continue. You must accept the
agreement to install Vipersat Management System.

< Back Cancel

L5 Select the type of installation SEI

Installation Type —
Select the type of installation you would like to perform. ( 9 7

@ Full Instal

This installs both the dient & server. This requires a USE key to operate. This
allows this machine to connect and be connected, localy and remotely.

(O Server Install
This installs only the server. This requires a USE key to operate. This allows
this machine to be connected to remotely.

O Client Install
This installs only the dient. This does not require a USE key. This allows this
machine to connect remotely to other machines.

Install VC ++ Redistributable

Installs the Visual C++ Runtime Library. This is only required once per
machine, and is not uninstalled automatically.

< Back ” MNext > || Cancel

e This next window sets up the service configurations. Leave the default settings and click ‘Next’.
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Service Configuration

install this as a non-domain system.

Enter a user account for the YMS service to run on, Leave the domain field blank to @

Service Account

Enter service account, leave the domain

[l Configure as Service field blank to use a local service account.
[#] Install USB Key Driver Username |
[ ] nisable Flush to Disk

Domain

Password

F..... |

Re-enter password
. .

Mullsaft Install Syster w246

[ <Back |[ next> | [ cancel

e Leave the Choose Components as defaults, click ‘Next’.

Choose Components

Choose which features of Vipersat Management System you want to install. @

Check the components you want to install and uncheck the compaonents you don't want to
install. Click Next to continue.

Description

Position your mouse
over a component ko
see its description,

Select components to install:

> |

Metwork Manager
OBCM

SNMP Service
Subnet Manager
Bandwidth Manager
Switching Manager
SMNMP Modem Manag

Space required: 81.5MB

Mullsoft Install System vz, 46

[ <Back |[ next> | [ cancel

e Leave the Choose Install Location as default, click ‘Next”

MN/22156, Revision 16

Choose Install Location

Choose the folder in which to install Vipersat Management System. @

Setup will install Vipersat Management System in the following folder. To install in 2 different
folder, dick Browse and select another folder. Click Mext to continue.

Destination Folder

Space required: 81.5MB
Space available: 228.9GB

Mullsaft Install System v2.46
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e Leave the Choose Start Menu Folder as default, click ‘Install”

% Vipersat Management System Setup =NiE -
Choose Start Menu Folder .
Choose a Start Menu folder for the Vipersat Management System shortcuts. (,'j

Select the Start Menu folder in which you would like to create the program's shorteuts. You
can also enter a name to create a new folder.

js]
Accessibility
Accessories
Administrative Tools
Broadcom
Maintenance
Startlp
System Toals

< Back ” Install | | Cancel
e The installation will start displaying the progress.
& Vipersat Management System Setup || =], e
Installing =
Please wait while Vipersat Management System is being installed. (,'J

Execute: "C:\Users\ADMINI~1\AppData'LocalTempl 1\nsr 139E. tmplvcredist_x86.exe” "finstz

Extract: C:\Users\ADMINI~1\AppData'LocalTemp\1nsr 139E. tmpvoredist_x86.exe...
Execute: "C:\Users\ADMINI~1\AppData'LocaliTempl 1\nsr 139E. tmplveoredist_x86.ex...

< Back Mext >

The VC++Redistribution installation may take a few minutes to complete.
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& Vipersat Management System Setup =1 L

43 Microsoft Visual C++ 2015 Redistributable (x86) - 14._|;|£-

Microsoft Visual C++ 2015
Redistributable (x86) - 14.0.23026

Setup Progress

Processing:  Windows81_x64

Cancel

o When the installation process indicates completed, click ‘Next’.

() Vipersat Management System Setup =BT
Installation Complete =
Setup was completed successfully. (4 9y
Completed
Extract: ParamEdit-RO55-6. L.dll... 100% ~

Extract: ParamEdit-COMSXXA-3. 1.dll... 100%

Extract: ParamEdit-COMSXXA-4. 1.dll... 100%

Create folder: C:\Program Files (x86)\Vipersat\vMs\3.0\data\DeviceRedundancy

Execute: "C:\Program Files {x86)\Vipersat\¥M5\3.0%bin\VOS.ini" status Hnstall YMS ...
Output folder: C:\Users\Administrator \AppData\Roaming Microsoft\WindowsStart M.
Create shortcut: C:\UsersladministratorAppDataRoaming\Microsoft\Windows\Start. ..
Create shortcut: C:\Users\Administrator\AppData'Roaming\Microsoft\Windows\Start. ..
Created uninstaller: C:\Program Files (x88)\Vipersat\yMS\3.0\uninstall.exe

Completed R

e To complete the installation, click ‘Finish’.

MN/22156, Revision 16

%) Vipersat Management System Setup -

Completing the Vipersat
Management System Setup Wizard

Vipersat Management System has been installed on your
computer,

Click Finish to dose this wizard.
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e At this point insert USB encryption key into any available USB port on the server.

Figure 2-1 VMS USB Encryption Key
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2.6 VMS Server - MS Windows Update Setting

The Microsoft Windows Update feature provides a selection of configuration settings. The default setting,
Automatic, will automatically download and install Windows updates. Typically, this process includes an
automatic reboot of the server to implement the updates.

A VMS server with the default setting and an active connection to the Internet is susceptible to
experiencing an automatic reboot that may adversely impact CEFD network functions.

CEFD therefore strongly recommends that the Windows Update configuration NOT be set to Automatic.
This feature should be set to either of the two selections below:

» Check for updates, but let me choose whether to download and install them

» Download updates, but let me choose whether to install them

1. Access the Windows Update configuration window from the task bar Windows logo Settings Icon
choosing Windows Update Security.

2. Select Advanced options and turn Off all options.

L Settings - O X

@ Advanced options

Update options

Give me updates for other Microsoft products when | update Windows.
@D of

Automatically download updates, even over metered data connections (charges may apply)

@ or

Update notifications

Show a notification when your PC requires a restart to finish updating

@ or

Pause updates

Temporarily pause updates from being installed on this device for up to 35 days. When updates resume, this device will need to get the
latest updates before it can be paused again.

@ or

Pausing now will pause updates until 10/26/2020.

Figure 2-2 Windows Update window
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2.7 Types of Installation

The VMS can be installed in three different configurations:
1. On assingle VMS server; Vipersat Management System Service.

2. On two or more (1:N) VMS servers in the optional fault-tolerant, redundant configuration; Vipersat
Management System Service.

3. On a client workstation; ViperView2 User Interface.

Server installations can be performed as either:
» Clean Installation - An installation on a server that has not previously operated as a VMS server, or
that has had its hard drive re-formatted. With no existing network database, a full network
configuration (“New Server Installation”) must be performed following installation.

» Upgrade Installation - An installation on a server that has previously been installed as a VMS
server in a CEFD network, operating with a previous version of VMS. An existing v3.7 or later
network database will be automatically converted during installation.

A When upgrading from v3.6.x, the existing network database is incompatible and will NOT be
automatically converted during installation. Contact a service representative prior to attempting
this type of upgrade. PSO technician will guide the operator in the necessary transition process to
prevent loss of network configuration.

@ Itis NOT RECOMMENDED to run ViperView?2 on the same machine as the VOS. Therefore,
installing and running the VMS Client software component on a workstation that is separate from
the VMS server is preferred.

®Upgrade installations require a file (.vku) update for the CEFD USB Crypto-Key to be compatible
with the new version of VMS software. An incompatibility will prevent the VMS from running on
the server.

Redundant Server Upgrade

For a redundant VMS configuration, perform the upgrade on the Standby server first. This will allow the
installation of the new software and database creation to be verified without losing VMS service. If
successful, continue the upgrade by doing the following:

Deactivate the Active (Primary) server.

Activate the Standby (Secondary) server.

Perform upgrade installation on the now deactivated server.

This method provides a seamless upgrade with no VMS downtime.
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AThe installation instructions in the following section include special instructions for each of these
various installation types.

Failure to note and follow the instructions for the intended network configuration may cause the
VMS installation to fail or to operate erratically.

2.8 Back Up VMS Database (Upgrade)

For VMS upgrades, it is recommended that the current VMS database be backed up prior to installing the
new version of VMS. This precaution will allow for the current database to be restored if the new install
fails.

This database backup can only be restored on the current VMS version. It is not compatible with the new
VMS version.

Should the new VMS installation fail, the fallback procedure would be to re-install the previous version
of VMS, then restore the database with the backup.

A successful installation of the new VMS will result in a new database. This new database should
immediately be backed up, and any previous database backups should be removed from the server to
avoid compatibility issues.

1. Right-click on the VMS Server icon and select Backup from the drop-down menu (Backup
Command, VMS Server).

& localhost - ViperView - O X
(@ Tree View _ CA-8M2BOR2 [ List View
= cA-8M2RnR2 -
e Tz Event Log
€ Netv Open With > | Network Manager
o4 Su
A Backu,
A ) IR 1 s ‘
® Swit  Restore & Saveds X
I Dev RF Manager
% snm [Sjy"(hmmze Save in: ‘ VMS Backups v‘ o2 = Er
& Vipe Gl Switching Manager ~
5 Name Date modified Type
icensing ;%
Device Redundancy Mo items match your search,
About Quick access
Snmp Modem Manager
Properties !
‘1;3 Vipersat Manager Desktop
Libraries
H This PC
Figure 2-3 Backup Command, VMS Server
v . >
Metwork
Fil name: [Eimnamed vms backug) v e ]
Save as type: WMS Backup Files (* vms-backup) ~ Cancel

Figure 2-4 VMS Backup Save As dialog

2. Enter the Name for the backup file and select the directory location for saving the file from the
Save As dialog window that opens (VMS Backup Save As dialog).
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2.9 Prepare for Crypto-Key Updating (Upgrade)

Each time the VMS software is upgraded to a new version, the USB Crypto-Key must be updated for the
VMS to run on the server. An update utility, vms-key-update.exe, is used for this purpose and is obtained
by contacting (“Contact Information™).

The following information will be required:
» Key Serial Number
* Licensing
» Customer Name
Both the serial number and the licensing can be obtained from ViperView?2 using the following method:

Click on the Server icon in the menu bar and select Properties, as shown in Server Menu, ViperView2.

1. The serial number is listed in the Properties dialog that opens. Record this number, or capture it
as a screen shot graphic, then close the window.

g localhost - ViperView

Tree Wiew ' Englab DListView
B WMo ﬁ SpaceSat-| Sky King Operations
] Open & SES-7 not specified
=& Open With » | & SES-B not specified
ah & SES-9 not specified
earc|
B (ORI
Backup % Hub-?
Restore % Hub-8 ok ]
Lo (ORI
S % R QORI
Deactivate % R12_Hpro
e E :E_Eslruos o)
About %Kit (UIOKID
— HR7PCO (ORI
roperties
tow riarps | bREPco (D
Ho® R16_Hpro %y R20_ProCtrir (ORI
Boh rirpico b R Prolist- ( Diconnected )
Fo% R18 PICO

Figure 2-5 Server Properties Selection, ViperView?2

. VMS101 ? X

Security VMS Server Status

Redundancy

i Peers
4 GHMP Up Time : 2 days, 0 hours, 9 minutes, 54 seconds

Version : 3.156.4.1785

-Event Lag I Serial : {75597FC1-2EEB-450F-B659-2DD2E2813CB 2} I
i Switching Local Status: Active

- Yipersat

E---Network

- Timers

TN O ® NI ISR SN

Figure 2-6 Serial Number, Server Properties dialog

MN/22156, Revision 16 Page 43 of 455



2. Again, click on the Server icon, and select Licensing.

3. The Licensing Information dialog that opens (Licensing Information, Crypto-Key) contains a
listing of the Authorized Services associated with this key.

Licensing Information X
Authorized Services

Service Additional Information

Vipersat Event Log Service none

Network Manager none

Subret Manager none

Vipersat RF Management Service Unlimited Antennas, MTM enabled

Switching Manager none

Device Redundancy none

Snmp Modem Manager none

Vipersat Equipment Manager none

Figure 2-7 Licensing Information, Crypto-Key

4. Perform a screen capture and save the graphic file. The licensing list may extend beyond the win-
dow view, as shown in the example above; if this is the case, use the scroll bar and capture a sec-
ond screen.

5. The customer name provides a reference in the key database lookup.

®Do not perform the key update currently. The procedure will be executed in a later sub-section
(Update USB Crypto-Key (Upgrade)

“Sto p” Previous VMS Version (Upgrade)

A If there is an earlier version of VMS installed and running on the server, use the following
procedure to stop VMS services before proceeding with the new installation. Also ensure that the
Windows Event Viewer or other Windows applications that are not using the VOS service.

For VMS installation on a server that does NOT have a previous version of VMS installed, skip this sec-
tion and proceed to the section VMS Server/Client Installation.

If a prior version of VMS is installed and running on the server, you must first stop, then uninstall, this
prior version as described in this and the following procedure.

1. Right-click in the Windows status bar and select Start Task Manager from the pop-up menu.
The Windows Task Manager window will appear.
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2. From the Details tab, scroll down the list to find the VMS processes that maybe running—
VConMgr.exe, ViperView.exe, ViperView2.exe and VOS.exe, as shown in Windows Task

Manager, Processes tab.

There may be multiples of the same client applications if more than the one user is
logged on, verify and notify other users that VMS is shutting down.

o
File Options View

Processes Performance App history Startup Users Details  Senvices

MName : PID Status User name CPU  Memory (a.. UACvirtualiz.. ™
[mE] VOIS, exe 4168 Running Vms 00 2,084 K Mot allowed
Q\fiperViewl.exe 12468  Running rremillong 0] 3,044 K Disabled
\riper\riew.exe 128 Running rremillong 00 44608 K Enabled
&?VConMgr.ae 18172 Running rremillang ] 2,360 K Disabled v

Fewer details End task

Figure 2-8 Windows Task Manager, Processes tab

3. Select each process and click on the End Task button. A Task Manager Warning dialog will ap-
pear (Task Manager Warning dialog)—click on the End Process button to terminate the process.

e

File Options  View Task Manager e
Processes  Perform
| Do you want to end VOS.exe? i
Name . UAC virtuali.. »
If an open program is associated with this process, it will close
[E=/VOS.exe and you will lose any unsaved data. If you end a system Not allowed
9Viper‘u’iew2.ace process, it might result in system instability. Are you sure you Disabled
\riper\riew.exe want to continue? Enabled
S VConMgr.exe Disabled v
| Cancel | |
Fewer details End task

Figure 2-9 Task Manager Warning dialog

4. After each of the running processes have been terminated, close the Task Manager window then
re-open it to confirm that the processes are no longer running.

5. Once the Vipersat Management System service has been stopped, uninstall the previous version
of VMS from the server as described in the following section.
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2.10 Uninstall Previous VMS Version (Upgrade)

1. Uninstall the previous version of VMS by selecting Programs and Features from the server’s

Control Panel, as shown in Programs and Features Control Panel.

e To locate Programs and Features right click on the Windows logo bottom left corner task bar
and select Apps & Features from the list.

e Select Programs and Features to uninstall Vipersat Management System.

I Apps & features
5 Default apps
O} Cfline mags

B Apps for websites
O Video playback

Stanup

Apps & features
Installing apps

Choase where you can get apps from. Installing anly apps from the
Stare helps protect your PC and keep it running smoacthly.

Tumn off app recommendations

Apps & features

Search, sort and filter by drive. If you would like bo uninstall or move an

app. select it from the list

Sort by: Name ~ Filter ty: All drives
] 77 19.00 (x64 edition) 513 MB
Adote Acrobat Reader D 500 MB

Change app defauls

Related settings

I

Figure 2-10 Programs and Features

, . = | < All Control Panel ltems » Programs and Features -

Control Panel Home

View installed updates

'&' Turn Windows features on or
off

Install a program from the
| network

Uninstall or change a program

To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

Organize *  Uninstall

z"
fags Uninstall this program. eblhey
[ETNMAS Client lovell, Inc,

Q{Notapad++

[ Movell CASA Authentication Token Client.. MNovell, Inc.

N Movell Client for Windows Nowell, Inc.
@NDVE” iPrint Client +05.74.00 Novell, Inc.

‘ Movell ZENworks Nowell, Inc.

[5% Personal Workstation 9.2 Epicor Software Ca..
55 Security Update for Microsoft Visual Basic...

ESnag\tQ.I TechSmith Corpora...
8 ThinkPad Power Management Driver

i@ Trend Micro OfficeScan Client Trend Micro

{3 Vipersat Management System Comtech EF Data L.,
9 WinPcap41.2 CACE Technologies
(= Wireshark 1.6.2 The Wireshark deve...

Installed On
9/30/2011
11/9/2011
9/30/2011
9/30/2011
2/9/2012
9/30/2011
9/30/2011
9/30/2011
9/30/2011
9/30/2011
9/30/2011
11/14/2011
1072172011
1072172011

< I

Comtech EF Data Inc. Product version: 3.8.1
N Help link: httpy//www.comtechefdata.com

Size

206 MB

0.59 MB
280 MB
6.37 MB

316 MB
2.53 MB
553 MB

124 ME

Figure 2-11 VMS, Uninstall Program
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2. Select Vipersat Management System and click the Uninstall button (VMS, Uninstall Program).

A If any previous versions of Heights device driver were installed, uninstall before upgrading
to new installation. If there are new additional drivers, install after VMS. Note drivers must be in-
stalled with VOS service not running.

3. Close the Programs and Features window.

2.11 Update USB Crypto-Key (Upgrade)

Execute the procedure for updating the CEFD USB Crypto-Key that was provided by CEFD PSO (refer
to the section Prepare for Crypto-Key Updating (Upgrade) prior to performing the VMS Server instal-
lation procedure in the following section.

PSO will provide both the vipersat.vku update file and the vms-key-update.exe update utility.

If this procedure has not yet been provided, contact “Contact Information™ and update the Key before
continuing with installation.
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2.12 VMS Server/Client Installation

If this is a clean installation, ensure that the CEFD USB Crypto-Key is not plugged in at this time.

; The installation process will install the drivers necessary for the key. The key will be inserted
later when the VMS is ready to be started (Verify Server Installation).

g For VMS Redundancy Server configurations, after installing VMS on each of the servers as de-
scribed in this section, refer to Appendix C, “Redundancy”’, for detailed instructions for config-
uring the redundant servers.

g For Client only installations see Appendix G, ““VMS Client Users”, for security account control.

1. Locate the file VMS 3.x.x Core Setup.exe in the VMS distribution file set (available from
www.comtechefdata.com, or from ““Contact Information’”) and double-click it to start the VMS
Installer.

2. After starting the VMS installer, the Vipersat Management System Setup Wizard welcome screen,
shown in Setup Wizard Welcome screen, is displayed. Click the Next button to continue.

I \ ;1 Vipersat Management System Setup

Welcome to the Vipersat
Management System Setup Wizard

This wizard will guide you through the installation of Vipersat
Management System.

It is recommended that you dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your

computer,

Click Next to continue,

| NEXt>L\J) | Cancel |
— J

Figure 2-12 Setup Wizard Welcome screen

3. On the License Agreement screen, shown in License Agreement screen, click the I Agree button to
proceed.
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(41 Vipersat Management System Setup W x

License Agreement P

Please review the license terms before installing Vipersat Management System. R‘ @ 7

Press Page Down to see the rest of the agreement.

’Vipersat Management System B
Copyright® 1997-2020 Comtech EF Data
All Rights Reserved

EMD-USER LICENSE AGREEMENT FOR. COMTECH EF DATA SOFTWARE

IMDNDTAKMT DCAD CADCCI NI V- Thic Cnd llearl icanen Aarnnmnon + ™A™ v

If you accept the terms of the agreement, dick I Agree to continue. You must accept the
agreement to install Vipersat Management System.

< Back Cancel

Figure 2-13 License Agreement screen

4. The VMS software is comprised of two main components, the Server component and the Client com-
ponent. From the Installation Type screen shown in Installation Type screen, select the radio button
for the type of installation you will be making. For a VMS Server installation, select either Full In-
stall or Server Install. (The Client Install selection is for a VMS Client workstation installation.)

Full Install - This type of installation installs both components allows a local user to operate
VMS locally on the server and remotely. This installation type requires a USB key to operate

VMS.

Server Install - This type of installation only installs the Server component and allows the VMS
server to be operated through a remote connection by a client—the VMS cannot be operated from

the local server. This installation type requires a USB key to operate VMS.

Client Install - This type of installation only installs the Client component, which is used to
install the VMS client on a workstation that will be used to connect remotely to servers on the
same LAN that are running the VMS. This installation type does not require a USB key to operate

VMS.
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Installation Type iy
Select the type of installation you would like to perform., 67

Install
is installs both the dient & server, This requires a USB key to operate. This

allows this machine to connect and be connected, localy and remotely.

() Server Install

This installs only the server. This requires a USB key to operate. This allows
this machine to be connected to remotely.

() Client Install

This installs only the dient. This does not require a USB key. This allows this
machine to connect remotely to other machines.

Mullsoft Install System w2, 46

< Back Ne% = Cancel

Figure 2-14 Installation Type screen

4. Click the Next button to proceed to the VMS Setup screen.
5. The Service Configuration defaults with all three boxes checked as shown in Service Configuration

dialog. This is the recommended configuration.

Enter a user account for the VMS service to run on. Leave the domain field blank to
install this as & non-domain system,

Service Account

Enter service account, leave the domain
Configure as Service field blank to use a local service account.

Install USB Key Driver Username
YMS

Enable TOS
Domain

Password
LI LT

Re-enter password
LI LT

Mullsoft Install System w2, 46

[ < Back ][ NEXt>L\§J[ Cancel ]

Figure 2-15 Service Configuration dialog

6. The Username for the account is auto-filled with the default entry (VMS). It is recommended not to
change this setting, unless it is necessary to match the user account that was created previously (see
Prepare ).

If this is an upgrade, use the same name as before.
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7. The Password field is auto-filled with the default password, V1persat. Enter a new password, if de-
sired, to change the default setting. This password must match the password associated with the VMS
user account.

@ If this is an upgrade of a domain account, enter the password associated with this account.
8. Click the Next button when this dialog is complete.

9. The Choose Components dialog appears, as shown in Choose Components dialog. All services are
selected by default for a typical VMS installation. It is recommended that these settings not be
changed, except for non-standard installations.

Choose Components -
Choose which features of Vipersat Management System you want to install. (

Check the components you want to install and uncheck the components you don't want to
install. Click Next to continue. |

Description

Select components to install: i
Metwork Manager
OBCM

SNMP Service
Subnet Manager |
Bandwidth Manager
Switching Manager
SMMP Modem Manage
., L

4 I 2

m

Space required: 84, IMB

[ < Back ][ Next>§[ Cancel ]

Figure 2-16 Choose Components dialog

10. Click the Next button to proceed.

11. In the Choose Install Location dialog shown in Choose Install Location dialog, it is recommended
that the default file location be used. Click the Next button to continue.
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Choose Install Location =
Choose the folder in which to install Vipersat Management System. 67

Setup will install Vipersat Management System in the following folder. To install in a different
folder, dick Browse and select another folder, Click Next to continue. |

Destination Folder

C:\Program Files (x86) \Vipersat\vms\3.0

Browse. ..

Space required: 84, IMB
Space available: 220.8GB

Mullsoft Install System w2, 46

[ < Back ][ Next>§[ Cancel ]

Figure 2-17 Choose Install Location dialog

12. From the Choose Start Menu Folder dialog shown in Choose Start Menu Folder dialog, accept the
default folder name, VMS 3.x, and click the Install button to start the installation process.

Choose a Start Menu folder for the Vipersat Management System shortcuts,

Select the Start Menu folder in which you would like to create the program's shortcuts, You
can also enter a name to create a new folder,

Accessories
Acrolinx IQ
Administrative Tools
Adobe

Epicor

iFolder 3

Java

Juniper Metworks
Maintenance
Manage 2000 Personal Workstation 9.2
Microsoft Mouse
Microsoft Office

Mullsoft Install System w2, 46

[ < Back ][ Insiallv\,\_‘)J [ Cancel ]

Figure 2-18 Choose Start Menu Folder dialog

13. The installation process will begin, and a green progress bar will display.

The installation process will continue and, when completed, the screen shown in Installation Com-
plete screen will be displayed. Click the Next button.
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Vipersat Management System

Installation Complete
Setup was completed successfully, ( 9 J

Completed
—————————————————
Extract: ParamEdit-5LM56504-8, 1.dll... 100% -

Extract: ParamEdit-5LM56504-9, 1.dll... 100%

Extract: ParamEdit-5LM56504-10, 1.dll... 100%
Create folder: C:\Program Files (x86)\Vipersat\vMs\3.0\data \DeviceRedundancy I
Execute: "C:\Program Files (x86)\Wipersat\Ms\3.0%bin\WOS.ini" -status +nstall vMS ...
Qutput folder: C:\Users\srugtiviAppData'Roaming \Microsoft\Windows\Start Menu'\Pr. ..
Create shortcut: C:\Users\srugtiviAppData'Roaming \Microsoft\Windows\Start Menul, ..
Create shortcut: C:\Users\srugtiviAppData'Roaming \Microsoft\Windows\Start Menul, ..
Created uninstaller: C:\Program Files (x86)\Wipersat\vMs\3.0'uninstall.exe |
Completed

Figure 2-19 Installation Complete screen

14. Click the Finish button to exit the VMS Setup Wizard.

MN/22156, Revision 16

1 Vipersat Management System Setup

Completing the Vipersat
Management System Setup Wizard

Vipersat Management System has been installed on your
computer,

Click Finish to dose this wizard.

Figure 2-23 VMS Setup Wizard Finish dialog
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2.13 Management Security Installation — Option

®The Management Security feature is not provided with standard VMS installations, and is availa-
ble only upon request and through an authorized agent.

This feature is applicable only with encryption-capable modems.

This use of a specially programmed Crypto-Key is required.

Management Security is an optional software module for the VMS that protects the M&C messages that
pass between network modems and the VMS over exposed LAN/WAN segments within the network.

1. Execute the VMS Management Encryption Option Setup.exe application. This will open the Setup
Wizard that will install the AES .dlI file into the appropriate program file directory.

2. Complete the wizard setup to finish the installation.

This completes the installation of the VMS Management Security Option.

; If this is a stand-alone installation on a workgroup server, or an upgrade installation, move on to
the section Verify Server Installation.
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2.14 Verify Server Only Installation

This verification process utilizes the server only installation, and thus can only be executed using just the
Windows Services. For a Full Install Server and client, verification of successful installation maybe exe-
cuted with the use of Viperview2 Client (see Verify Client Installation).

1. Insert the CEFD Crypto-Key into an available USB port on the VMS server. This key is required
to run the Vipersat Management System Service (VOS).

2. Open the Services window on the server by right clicking on the Windows Icon selecting Com-
puter Management from the list menu.

File Action View Help

e B HE »an

v [[’_!: Systemn Tools
@ Task Scheduler
E Event Viewer
2 Shared Folders

(&) Performance

:,‘, Device Manager
=5 Storage

= Disk Management

A Computer Management (Local

# Local Users and Groups

w Dy Services and Applications
2 Services
&5 WM Control

< >

i Semvices

Vipersat Management System

Stop the service
Restart the service

Mame

EhWalletService

‘£hVolumetric Audio Composit...

“EhVolume Shadow Copy
Eh Virtual Disk

&Vipersat Management Syste...

&k User Profile Service
&) User Manager

&k User Experience Virtualizatio...

) User Data Storage_13c904
{Ek User Data Access_13c904
‘CEUPNP Device Host

‘&1 Update Orchestrator Service
£

Description

Hosts objec..

Hosts spatia...
Manages an...

Provides m...

This service ...
User Manag...

Provides su...
Handles sto...
Provides ap...
Allows UPn...
Manages W...

Status

Running
Running
Running

Running

Startup Type
Manual
Manual
Manual
Manual
Manual
Automatic
Automatic (T..
Disabled
Manual
Manual
Manual

Automatic (D...
>

-~

W

\ Extended AStandard

Actions

Services -
More Actions

Vipersat Management Syste... &

Mare Actions

Figure 2-20 Services and Applications

3. Select Vipersat Management System from the Services list as shown in Vipersat Management
System Service, then click on Start the service.
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This will start the VOS (Vipersat Object Service) process. VOS.exe will appear in the Processes
tab of the Windows Task Manager.

®The CEFD Crypto-Key must be connected to the server’s USB port. Otherwise, the attempt to
start VMS (VOS) will fail.

S If the Start attempt fails, proceed to VMS Service Start Failure.

2.14.1  VMS Full Install Service Startup

1. Open the ViperView2 Connection Icon from the path Start > Programs > VMS.

The Connect dialog will appear.

Connect X
v
Load Last Window Layout
Cancel

Figure 2-21 Server Connect dialog

2. When using the server, accept “localhost” and click on the OK button.
When using a client machine, enter the server IP address.

The ViperView2 window will appear, as shown in Successful Installation, ViperView?2.

& localhost - ViperView - O x
i Object View
— VM5101

Figure 2-22 Successful Installation, ViperView?2
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To verify the version of VMS that is installed, right click server on the top of the ViperView2 tree view
shown and select About.

For upgrade installations only, activate the server processes and verify that the network database
configuration is accurately displayed.

2.14.2 VMS Service Start Failure

Should the attempt to start the VMS service fail, verify whether the Crypto-Key is the cause of the failure.

1. Open the Windows Event Viewer.
[ Right-click Windows Logo > Computer Management > Event Viewer > Windows Logs ]

2. Select Applications and look through the list for the appearance of an Error Type for Vipersat
Management System, as shown in Application Error, Event Viewer.

3. Select event to view information of error.

& Computer Management - O X
File Action View Help
| 7@ HE

1/ Computer Management (Local [ | ¢ Date and Time Source EventID Task Category * | | Actions
v [ik System Tools ) o °
@ Task Schedler (@ Information 9/22/2020 10:1248 AM Vipersat Man.. 0 None Application -
< (B Event Viewss ko 9/22/2020 10:12:48 AM Vipersat Man. 0 None & Open Saved Log..
= Custom Views @nformation 9/22/2020 9:21:48 AM Security-SPP 1003 None i ——
+ I Windows Logs (@ Information 9/22/2020 2:21:48 AM Security-SPP 1003 None !
@ Inf 9/22/2020 2:21:48 AM Security-SPP 1003 N Imipot Cistom View.
[£] Application DInformation /22/2020 8:21: ecurity one
] Security )Information 9/22/2020 2:21:48 AM Security-SPP 1003 None Clear Log...
E setup @ information 9/22/20209:11:57 AM Outlook 63 None T Fiter Current Lage.
(@ Informat, 9/22/20202:11:46 AM Outlook 2 N v
q éystemd Eae i) Informatien 2 utloo one @ Properties
- lpp“a‘:fﬁ:an:z Event 0, Vipersat Management System X | @ Find..
4 Subscriptions General Details [d Save All Events As...

Shared Fold
ai| Shared Folders Attach a Task To this..,

& Local Users and Groups|

authorization failed (startup): No MARX Device attached

(& Performance View, k
& Device Manager [c] Refresh

{2 storage

S Storag H Hep »

. Services and Applications
[s | Event0, Vipersat Manage...
[E] Event Properties

] Attach Task To This ..

Log Name: Application

B Copy »
Source: Vipersat Management Syster Logged: 9/22/2020 10:12:48 AM B B SRR Eoetinc
Event ID: 0 Task Category: None
Level Error Keywords:  Classic & Refrech
User: N/A Computer: CA-8M2BOR2.cefd.prv [ Hee 4
OpCode:

More Information:  Event Log Online Help

Figure 2-23 Application Error, Event Viewer

If the USB key is the source of the problem, verify the key is installed correctly or contact the network
administrator or (““‘Contact Information’). They can provide either the necessary key file (.vku) update or
replacement.

If the key is not the cause of the Start failure, repeat the installation procedure and try again. If still no
success, contact Customer Support.

» For VMS Stand-alone Server configurations, proceed to “VMS Configuration™, to configure the
VMS database for the satellite network.

» For VMS Redundancy Server configurations, proceed to Appendix C, “Redundancy”, for
instructions on configuring redundant servers.
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2.15 VMS Client Installation

The Vipersat Management System Client software should be installed on a high-performance, industry-
standard workstation computer running Microsoft Windows 10. For specifications for the minimum
recommended VMS platform configuration, please refer to the VMS Release Notes for the version of
software that will be installed.

®Dual monitors are recommended for greater viewing of multiple windows.

The VMS Client software is installed using the same installation disk used for the Server installation. The
Installation Wizard will prompt the user for Full Install, Server Install, or Client Install. Selection of the
Client will only install the necessary files without prompting for USB key and password. This type of in-
stallation only installs the Client component on a workstation that will be used to connect remotely to the
server(s) on the same LAN that are running the VMS. This installation type does not require a USB key
to operate the software.

®The installation does not require the USB Crypto-Key as there are no services running on the cli-
ent workstation. This machine will require network connections and proper security configurations
to connect to the active VMS sever.

®The install must be done from an account with Administrator Privileges.

For the VMS Client installation, follow the same procedure used for the Server installation provided in
the section VMS Server Installation. However, in step The VMS software is comprised of two main
components, the Server compo, select the radial button Client Install, as shown below in Client Installa-

tion Type.
® Select the type of installation E]|§|g|
Installation Type e
Select the type of installation you would like to perform, K 9 7
() Full Install

This installs both the client & server. This requires a ISE key ko operate. This
allowss this machine ko connect and be connected, localy and remately,

() Server Install

This installs anly the server. This requires a USE key to operate. This allows

his machine ta be connected ka remately.
nt Install
his installs only the client. This does nat require a USE key. This allows this

machine ko connect remately to other machines.

< Back Nef[t > Cancel
Figure 2-24 Client Installation Type

Once the installation wizard is finished, return here to continue with the following section.

MN/22156, Revision 16 Page 58 of 455



2.16 Create Client Accounts

It is necessary to configure the appropriate security settings for the Client workstation to gain network
access privileges to the VMS server.

Follow the procedure in Appendix G, “VMS Client Users™ for setting up client user accounts.

2.16.1  Verify Client Installation

After installation, verify that the VMS Client installation was successful by running the program. The
VMS Server must be running VOS, the Vipersat Management System service (see Verify Server Instal-
lation for the necessary steps to start the VMS service).

1. Open the ViperView?2 using the path Start > Programs > VMS > ViperView?2.

2. At the connection prompt in the Connect dialog, enter the IP address of the VMS Server and click on
the OK button (Connect dialog).

| localhost ~

Load Last Window Layout

OK Cancel

Figure 2-25 Connect dialog

3. The ViperView2 window will appear, as shown in ViperView2 window, VMS Client.

& localhost - Viperview - O X

Object Wiew
~ VMS101

Figure 2-26 ViperView2 window, VMS Client

To verify the version of VMS that is installed, right click server on the top of the ViperView?2 tree view
shown and select About.
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VMS CONFIGURATION

3. VMS Configuration

The VMS configuration procedure assumes that the user is experienced with the VMS and/or has attended
the System Operator training course and gives summary instructions for configuring an installed VMS. If
difficulties are experienced during configuration, contact Comtech EF Data’s ESC for assistance.

This procedure must be executed in the order that is presented to ensure proper setup and configuration.
After file installation and network hardware is in place and operational, the equipment should be
communicating with the network management system. That is, the VMS has IP access to each unit either
through a LAN or satellite connection.

Once the VMS is installed, started up, and the initial Vipersat Manager configuration is completed, the
VMS immediately starts gathering and storing information from the units which make up the network.

®For a Redundant VMS Server configuration, perform the VMS configuration procedure on the
Active server only. When completed, perform a server synchronization to synchronize the server
databases.

Before proceeding with configuring the network using VMS, the Administrator’s Network Plan and the
following network information should be available, for reference.

» A list of all equipment used in the network, broken down by site.
» A schematic or other documentation of the network’s topology.
» A Physical site map where each piece of equipment is located.

* |IP addresses assigned to all network hardware.

» Documentation assigning IP address numbers and subnet masks to each site in the network, the
multicast address(s) to be used, and the IP address of the VMS server’s connection to the network.

» The functions each piece of equipment is to perform in the network (Hub, Remote, Expansion unit,
etc.) and the equipment type (CDM-570/570L, CDD-564/564L, CDM-570A/570AL, CDM-625A,
HEIGHTS, etc.).
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* All frequencies and frequency allocations to be used by each site and each piece of equipment, and
available pool frequencies.

» Types of traffic expected to be handled by each site and corresponding bandwidth allocations to
accommodate the expected traffic volume and type.

» A list of the VMS licensing options that have been purchased. Details can be found on the Purchase
Order, or a CEFD representative can provide detailed information on licensing options and pricing
for the VMS-managed network.

A list of network modem equipment and the FAST features associated with each. This information
can be obtained either via Telnet from the Main>Administration>Feature Configuration screen, or
with Vload and the use of the Parameter Editor (Features tab).

The following sections describe configuring the VMS to the network topology, traffic type, and
bandwidth requirements for the network. This information can then be compared to the physical network
configuration displayed by the VMS, once it has completed its network analysis and displays the results,
as shown in the network example, Network Configuration example.

& ViperView X
@ o @ O CA-4R4PSHL @ Tree Yiew “\ L\"l WiperMet-1 | = = | List Yiew @
— vy =
= CA-4R4PSH1 Operatar
Sy/‘ SpaceSat-1 -
W Event Log pacesal nat specified
=4 Nebwork Marager - Status
SR R iperhiet-1 YiperGroup oK
Spacesat-1

gy Wiperaroup
g% ¥ Hub-1
¥ 55-1 Hub Antenna
B gy 172.17.0.0/17
== Burst Contraller
@“* Hub Expansion
== Hub Expansion 2
== Hub Expansion 3
T Hub Expansion 4
0!, Remote_1
0!, Remote_z
o Remate_3
O‘J Remote_4
01, Remote_5
0!, Remote_g
0!, Remote_7
o Remate_&
O‘J Remote_9
@4 Subnet Manager
/{f’ RF Manager
XL snmp Maodern Manager
lﬂ Redundancy Manager
[=h-+% Wipersat Manager
&z Wetwork 93

Status: OK

Figure 3-1 Network Configuration example

By comparing the planned network configuration with the actual network configuration, any missing
nodes or potential trouble spots can be quickly identified. The tools described in this chapter can then be
used to modify and optimize the network’s configuration and operation.

®An Out-of-Band network unit is displayed in the same manner as other elements in the network.
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Configuration Alerts

The VMS performs a check of the configuration settings that are input by the user. If a setting is found to
be in conflict, an alert message is generated to inform the user that an adjustment is necessary. When a
conflicting parameter setting is entered into a dialog, an alert icon will appear next to the field in question.
Clicking on the icon will display a pop-up info-tip that explains the conflict.

The alert icon is also displayed in front of the menu item associated with that dialog.

(% &5

- General

‘- Position

= |nBeand

Filsturn Path
eservations
Modoods

i SHOD Lirvits

.- Distribution Lists

Application Policies

[,
by

(2 [ |
InBand Return Path Settings

Home State
Frequency Bitrate Power

14, 269GHz S4kbps -37dBm
Modulation and Coding

QPSK 3/4Rate Turbo Edit | | Update
Switch Rate Limits \‘
Minimurm Maximum

5.5Mbps A, SMbps Ay

Apply Close

Figure 3-2 Alert, Parameter Conflict

Edit the setting to eliminate the conflict. Note that, once the setting is corrected, the alert icons will
remain visible until another action is executed, such as selecting another menu item or exiting the dialog.
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3.1 Hardware Configuration

®For VMS compatibility, see the product Release Notes for specific versions of each modem type
that is supported.

Once all the needed information is obtained, configuration can begin. Before making the physical
installation of hardware into a network, each modem must be pre-configured using either Telnet (CLI) or
HTTP. Refer to the modem’s documentation for details.

Comtech EF Data ships all modems with FAST Codes pre-configured. The modems are always
configured at the factory as type Remote, with the Default Gateway pointed toward the Satellite, and with
STDMA or ECM disabled.

At this point, VMS cannot discover the node. The operator can either use Telnet (CLI) or HTTP to set up
these parameters.

As a minimum, the following items in the modem will have to be configured before it will be able to
communicate with the VMS following installation in the network:

e Network ID
» Receive Multicast Address

» Managing IP address is set through reception of VMS announcement multicast message that is sent
continuously on timed intervals.

Once the modems have the minimum required configuration and an installer successfully points the
antenna at the satellite and establishes a receive link, the operator at the Hub site can push frequencies, bit
rates, and FEC code rates to the units at remote sites using the VMS. The frequencies can be anywhere in
the customer’s frequency pool, allowing a thin-route SCPC connection to be established with the satellite
network’s modems.

For example, once communication is established, the Hub operator can set up the unit for STDMA or
ECM channel using the instructions found in each modem manual. After a reset, the unit will come back
online operating in either STDMA or ECM mode with the desired configuration.

Once communication is established between VMS and all network devices, the network is ready to be
configured.
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3.2 VMS Quick Configuration Guide

This section is provided as a high-level guide for configuration of the VMS and is intended for use by
administrators and operators who are experienced with the configuration process. This material serves as
a reference for what to do, and in what order.

For less experienced users, and for the comprehensive how-to configuration procedures, proceed to the
section VMS Initial Startup Procedure. Hyperlinks to these how-to procedures are provided to the right
of the main configuration topics listed below.

A. Start VMS & ViperView?2 [VMS Initial Startup Procedure]

1. Start the Vipersat Management System service on the VMS Server.

2. Connect to the VMS Server from the VMS Client workstation to open ViperView?2.

" Configure Vipersat Manager [Vipersat Manager Configuration]
1. Set the Management and Local VMS addresses.
2. Set the communications Time-outs.
3. Activate the Server processes.

4. Configure the server for Auto Activate.
5. Observe the registration of network units with the VMS and the population of the Vipersat Man-

ager and the Subnet Manager.
Verify with the Administrator’s Network Plan.

6. For missing units, use the Scan Network command to assist VMS registration.

" Configure RF Manager [RE Manager Configuration]
1. Create the network Satellite(s).
2. Create the satellite Transponder(s).
3. Create the bandwidth Pools for the satellite(s).
4. For Hub(s) and initial Remote(s):

Create the network Antennas
Create the antenna Up Converters and Down Converters
Bind the Mods and Demods to the Converters for these sites
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" Configure Network Manager [Network Manager Configuration]

1. Create the Network(s).
2. Drag-and-drop the Satellite(s) from RF Manager to the network(s).

3. Optional: Create the Groups for the network(s).
4. Create the Sites for the network or group—Hub(s) and initial Remote(s).
5. Drag-and-drop the site Antennas into the sites.

6. Drag-and-drop the site Subnets into the sites.

Set Carrier Flags [Set Carrier Flags]

1. Set the STDMA flag on the network Burst Controller.

2. Set the flags for the Allocatable Mods and Demods:
P2P Switching Modulators at the Hub
SCPC Switching Demodulators at the Hub
Mesh Demodulators at the Remotes

Mask Rx Unlock Alarms [Mask Rx Unlock Alarms]

Select Mask Unlock Alarm for all network units that function as either a Burst Controller (not
necessary for SLM-5650/A) or an Expansion unit.

Configure InBand Management [InBand Management Configuration]

1. Setthe InBand flag for each Remote site.

2. Configure the InBand Settings and Home State.
InBand Transmit Settings

InBand Receive Settings
3. Set the InBand Bandwidth Reservations.

4. Set the InBand Policies for the Network level, Group level, and Site level.
InBand Policy Flags
InBand Application Policies
Define InBand Distribution Lists
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Perform Switching Function Verification [Switching Function Verification]

Create Additional Remote Sites with Remote Site Wizard [Remote Site Wizard]

Configure Advanced Switching [Set InBand Modulation and Coding]

" Configure Redundancy [Redundancy Configuration]

Configure M:N Hub Device Redundancy
Configure VMS Redundancy

G.

Configure Encryption [Encryption Configuration]

Management Security Option

This feature option is NOT included with the standard VMS package, and is only available upon
request from an authorized agent.

1. Enable Management and/or Switching encryption for the VMS server.

2. Enter the Encryption Key.

Modem TRANSEC Setting (SLM-5650A/B only)
Specify the number of FIPS Blocks per Frame for the modem.

MN/22156, Revision 16 Page 66 of 455



3.3 VMS Initial Startup Procedure

Configure Server Connection

Start the Vipersat Management System service on the VMS Server and open the ViperView?2 on the VMS
Client.

1. Onthe VMS Server, select Vipersat Management System from Windows Services and Start
the service, if it is not already running.

Starting the service is described in Chapter 2, VMS Installation, in the section “Verify Server
Only Installation”.

Note: It is recommended that this service be configured for Automatic Startup.

2. On the VMS Client workstation, open the ViperView2, using either the Desktop shortcut, or
from the path Start > Programs > VMS > ViperView2.

Although the ViperView?2 can be opened on the VMS Server, itis NOT RECOMMENDED to
run ViperView2 on the same machine as the VOS.

3. The ViperView2 will prompt for the Server with which to connect (Connect to Server dialog).
Enter the IP address of the active VMS Server and click the OK button.

| localhost ~

Load Last Window Layout

OK Cancel

Figure 3-3 Connect to Server dialog

The ViperView2 window will open, as shown in Initial ViperView2 Window.

& localhost - ViperView — m} X
@ Tre= View __ CA-8M2BOR2 [ List View
= ... CA-8M2BORZ B

. Event Lo
® Event Log 2
. -
% Network Manager w Network Manager
o4 Subnet Manager

/d RF Manager Subnet Manal
s ger
@ Switching Manager - ne | Disabled
Eﬂ Device Redundancy N RF Manager
X Snmp Modem Manager
“X Vipersat Manager Switching Manager
]@ Device Redundancy
i
ﬁ Snmp Modem Manager

(-L__E Vipersat Manager

Figure 3-4 Initial ViperView2 Window
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3.4 Vipersat Manager Configuration

In this section, Vipersat Manager is used to configure the necessary addresses and timeout parameters.
Once the server is activated, this will allow the VMS to establish communications with, and register, the
nodes in the network.

1. Expand the VMS server tree view in the left ViperView2 window panel. Right-click on Vipersat
Manager (located at the bottom of the tree list) and select Properties from the drop-down menu,
Vipersat Manager Properties menu command. The Vipersat Manager window will open.

& localhost - ViperView

) Tree View _ CA-8M2BOR2 [ List View
[Sl CA-3M2B0R2 b
Event Lo

® Event Log 2

%’ Network Manager .‘) Metwork Manager

o4 Subnet Manager

H RF Manager .y Subnet Manager

@ Switching Manager =5

m Device Redundancy RF Manager

X Snmp Modem Manager

<X |Vipersat Manaaer I Switching Manager

Open

Open With
Global Reinit
Create Device

Manage Imag

Properties

¥ ! Redundancy
|

|
Modem Manager
|

|
e |at Manager

|

Status
Disabled

Figure 3-5 Vipersat Manager Properties menu command

2. Inthe General dialog shown in Vipersat Manager, General dialog, make sure that the Manage-
ment Multicast address of the VMS matches the Receive Multicast Address for each modem in
the network that is controlled by this VMS. This address is used to propagate managing multi-

command messages from the VMS to all receiving IP network modems.

3. The Management Interface address will default to 0.0.0.0 on new installations and must be
changed to reflect the IP address of the NIC that connects the VMS server to the CEFD Hub
LAN. This address configuration is necessary because of multiple LAN ports on the server.
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<% Vipersat Manager ? *

Tivesits General

IP Setup
Management Multicast
[239456 |

Management Interface
[172.16.100.172 |

Base Port TOS Value
[cooo | 10
Streamload Datarates
Ti|512Kbps | Rx[32Kbps |

[ Foree Unsalicited Port Restart
[] Legacy Broadeast Mode
[[] Enable Roaming Avoidance

Apply Cloze

Figure 3-6 Vipersat Manager, General dialog

4. The Base Port sets the starting IP port addressing for all VMS messages. Changing this address
base will affect the entire network requiring configuration changes to all modems. Leave this set-
ting at default C000 to avoid unnecessary configuration changes. Altering this setting is ONLY
necessary if network port addressing is in contention.

5. The TOS (Type Of Service) Value provides prioritization of VMS messages in cases where the
forwarding router is congested or overloaded. The value typically is set to Class Selector 6 or
“192” for priority queuing to ensure management/signaling messages are granted the highest pas-
sage level.

6. The Streamload Data Rate values determine the amount of bandwidth required to GET and PUT
modem configuration files. Set the rates not to exceed the network transmission bandwidths, for-
ward and return channel rates. These values are typically set low as the file transferred is small
and requires little overhead. Default settings are usually acceptable.

7. The Force Unsolicited Port Restart check box provides the option to reset the UDP port used by
the VMS server for receiving status update messages sent by the network modems. This action is
recommended whenever the Local VMS Address or base port setting is changed, especially for
servers that have multiple NICs.

Activate the check box, then click on the Apply button to execute the restart.

8. Enable Roaming Avoidance, see Avoidance Feature in section Roaming Configuration for more
information.

MN/22156, Revision 16 Page 69 of 455



9. The Legacy Broadcast Mode check box need only be activated for networks that consist of mo-
dems using the following firmware versions:

CDM- 570/570L—vV1.5.3 and earlier
CDD- 564/564L—v1.5.3 and earlier

This feature provides support for the previous method of sending the active management IP
address message using a multi-command packet that requires acknowledgement. This multicast
message updates the Managing IP Address field in all listening modems. The message interval is
defaulted to send an update every 15 seconds. See Timeouts dialog for timer interval setting.

If all modems are running more recent firmware, then only the unacknowledged message type is
used, and this box can be left unchecked.

10. Select the Timeouts dialog shown in Vipersat Manager, Timeouts dialog. The default timer set-
tings are adjustable to accommodate communications that require additional time because of net-
work congestion.

4% Vipersat Manager ? =
o General .
- Timenuts Timeouts
Communications Retries
Timeout Count
Beec 3
Status Update Messages
SCPC Timeout ECM Timeout Debounce
Imin Imin 3
Heartbeat
Interval Timeout Debounce
2.5sec 10.25sec 10
Anouncemert Period
18sec
Apply Cloze

Figure 3-7 Vipersat Manager, Timeouts dialog

11. The Communications timer values set timeouts for command messages. The Retry Timeout is the
wait between messages which works in conjunction with Retry Count. A retry count of 3 and a
timeout of 5 seconds would set the message failure at a total timeout of 15 seconds with 3 attempts to
command the modem.

If communication latencies are greater than default settings (command communication failures),
increase the Retry Timeout value.
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12. The Status Update Messages (SUMs) values set the dual timeouts and debounce for Remotes that
are either in SCPC mode or ECM.

The SCPC Timeout parameter is the time interval between the sending of SUMs to the VMS by
Remotes that are in SCPC mode.

The ECM Timeout is the time interval between the sending of SUMs to the VMS by Remotes
that are in Entry Channel Mode.

The Debounce is a counter setting for the number of consecutive time intervals that can pass

without the VMS receiving a SUM for a particular Remote unit before a switch failure occurs for
that Remote.

Generally, the SCPC Timeout is set to a relatively short interval to provide timely responses to switch
requests, such as due to variations in load for Load Switching applications.

For networks that support large numbers of Remotes that are often operating in ECM—such as those

in “Wait” mode, for example—, a longer interval setting for ECM Timeout will reduce contention for
shared bandwidth usage.

13. The Heartbeat timer settings include the Interval, Timeout and Debounce values for Hub device
redundancy messaging.

The Interval parameter updates the modem to send its heartbeat message to the VMS at the set
rate.

The Timeout is how long the VMS will wait before determining communications failure and
commanding a device redundancy switchover.

The Debounce is a counter setting for the number of consecutive alarmed messages the VMS will
receive from a Hub unit before a redundancy switch is triggered. This parameter setting is useful
for reducing or eliminating unnecessary redundancy triggers due to spurious alarms.

14. The Announcement Period is the interval at which the VMS will multicast its management IP
address to all listening modems within the network. This ensures, for example, that remotes that

are not online during a redundancy switch will pick up the new managing address when they
come back online.

The default value (15sec) enables the VMS to send the update message on a 15 second interval to
establish the current managing address in all modems set to receive the message.

15. Click the Apply button to save these settings for the Vipersat Manager Properties, then Close the
window.

MN/22156, Revision 16 Page 71 of 455



Activate Server Processes

In ViperView?2, click on the Server icon on the top menu bar and select Activate from the drop-down
menu (Server Processes, Manual Activation) to manually initialize the VMS server processes.

&5 localhost - ViperView

@ Tree View _ CA-8M2BOR2 [ List View
0" CA-8Mannna —
= g Open Event Log
% Netwe Open With > Network Manager
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@ Switct Restore g Disabled
Devict .
Activate RF Manager
% Snmp |,\\,
“X Vipers Licensing Switching Manager
About
ou Device Redundancy
Properties
—EEx Snmp Modem Manager

gq Vipersat Manager

Figure 3-8 Server Processes, Manual Activation

Open Event Log

At this point, it is helpful to open the Event Log window for observing VMS events as they occur during

the configuration process. Right-click on the Event Log icon and select Open.

& localhost - ViperView
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& Event | 0 ’
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e

Q Snmp Modem Manager
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Figure 3-9 Event Log, Open

Resize and position the Event View window or dock as desired for optimal viewing on the monitor.
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Figure 3-10 Event View Window
More detailed information regarding the Event Log is provided in VMS Configuration, VMS Config-
uration.

Configure Event Relay Server
This procedure configures the Event Relay function for network systems that will utilize external client
software to receive VMS event information via TCP connection.

1. Open the Event Log Properties dialog.

General
General

Event Relay
Enable Part | COOS

Figure 3-11 Event Log Properties dialog
2. Enable (default) this function for use.
3. Set the Port number to be used (defaults to C008).

4. For changes, click the Apply button, then Close the window.
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Configure Auto Activate
1. Click on the Server icon on the top menu bar and select Properties from the drop-down menu.
2. Select the Redundancy dialog, then check the box for Auto Activate as shown in Server

Properties, Auto Activate. This will automatically activate the server processes whenever the
Vipersat Management System service is started.

. CA-8M2BOR2 ? s

VMS Redundancy Settings

[1Enabled Local Address
[JAuto Recover | 0 5 H0E G B s ED) |
Auto Activate

Heartbeat Timing
Retry Delay Retry Count
| 1sec | | 5 |

[ Auto Synchronize

= Vipersal ety Fallover Time
- Timers

Redundant Servers
Address

Add Modify Remaove

Apply Cancel

Figure 3-12 Server Properties, Auto Activate

The other parameters in this dialog pertain only to redundant server configurations which will be
addressed later (see VMS Redundancy).

3. Click the Apply button to save this setting for the Server Properties, then Close the window.

Auto-Discovery Process

Once Vipersat Manager is configured and the server is activated, communications between the VMS and
live network units at Hub and Remote sites is established, and the auto-discovery process begins. As Hub
and Remote units are identified, their appearance can be observed in ViperView2 under the Subnet
Manager and the Vipersat Manager by expanding the tree view, as shown in Registration of Network
Units.

Expand the tree view to display the list. If necessary, widen the left ViperView2 window panel by
repositioning the vertical divider to the right.
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Figure 3-13 Registration of Network Units

Note that, as units are registered with the VMS, the Network ID parameter from each unit is automatically
detected and used to create a corresponding network icon under the Vipersat Manager in which the units
are registered and grouped. This action is recorded in the Event Log (Event View Window).

Also observe the appearance of new events in the Event View window that indicate unit registration with
the VMS (Event Log, Node Inserted into Network).

Yiper¥iew

° Q ‘Wipersat Event Log Service El Event Yiew

Date Time Source

Total: 49

Uszer

Meszage

Figure 3-14 Event Log, Node Inserted into Network

Subnet Manager configuration is done automatically by the VMS. The operator should verify that each
subnet has all the expected elements populated in that subnet.

Once all the management addresses are correct and communicating, the Subnet Manager will start to
populate with the modem IP subnets. If some or all units are not populating, the managing VMS address
(configured in each modem during the automatic registration) may not be correct.
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After the subnet list population is complete, the VMS stores all listed subnets, and any reference to nodes
within each subnet, in the VMS database.

®AII CEFD modems that have IP communications with the VMS will have their subnet address
added to the VMS database.

Match up the units displayed in ViperView2 with the Administrator’s Network Plan to verify that all
devices have registered with the VMS. Allow enough time for registrations to occur; this will vary
depending on the size of the network.

During the initial discovery/registration process, units and their subnets are displayed in the order that
they are registered. Restarting the VMS Service will allow the Subnet Manager to display its elements
sorted by IP address. The Vipersat Manager will display the elements belonging to each Network sorted
by modem/unit type, then by IP address within each type.

If any devices or subnets are missing from view, perform the following command to assist the VMS in
registering the unit(s).

» Scan Network — Right-click on the Vipersat Manager and select Scan Network.
For all units that remain missing from ViperView2, do the following:

» Secure a connection to the unit through either Telnet or the Web interface to verify whether the unit
is registered with the managing VMS or not.

Be certain that all the known units in the network have been discovered before proceeding.

Backup Database

It is suggested that, once it has been verified that all known devices are present in the VMS database, a
VMS backup be performed. Then, if difficulties are encountered during the configuration process, the
database can be restored to this point.

; For the DB restoration procedure, see “Database Backup and Restore”.

1. Click on the VMS Server icon in the top tool bar and select Backup from the drop-down menu,
Backup VMS Database command.
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Figure 3-15 Backup VMS Database command

The Windows Save As dialog will appear.

2. Name the backup file and save to the desired directory.

Client User Authentication
Administration of client user authorization for read/write privileges allows two levels of VMS access:

» Read and Write — Full access to all VMS features and functions with write authorization. Typically
assigned to administrator-level operators who are authorized to perform system setup and
maintenance, configuration changes, manual/diagnostic switching, etc.

» Read Only — Access restricted to viewing network settings and status. Typically assigned to users
who will use the VMS for monitoring purposes.

Configuration of client user authentication should be performed by the network administrator. By default,
write authorization is disabled, and all users are provided read and write privileges. To change the VMS
Security setting, use the following procedure.

1. Click on the VMS Server icon in the top tool bar and select Properties from the drop-down menu,
VMS Server Properties menu command.

© QO QO _ i @ recven [ usavin ?)
by ===
SR | CA-RELEHYR Open Jler
;.. J& Event Log
&) MNetwork Manager Backup duler
Dy Subnet Manager Restore
'5‘\7’ RF Manager .
Snmp Modem Mana Bctnale
ﬁ Redundancy Manage Licensing nager
[#-<4% Vipersat Manager
Properties ager Status
———lr connec
;: ; RF Manager
i

Figure 3-16 VMS Server Properties menu command
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2. Select the Security dialog, as shown in Server Properties, VMS Security Settings.

By default, write authorization for client users is disabled, and those users who are to have write
access privileges must be entered into the Authorized Writers list.

3. To add a user to the authorized list, enter their domain and user account name in the entry field using
the format domain\user, then click the Add button.

R -

" Secuily VMS Security Settings
Fedundancy
o Traps Current User Name

VMS-PRIMARY Yjifinn

[~ Enable write authorization

I Authorized Writers
WMS-PRIMARY \Administrator
YMS-PRIMARY \srugtiv
WYMS-PRIMARY Yrsunshine
WMS-PRIMARY \ifinn
WYMS-PRIMARY \mheadroom

VMS-PRIMARY \New_Client [ Add [

[ Apply ] [ Cancel ]

Figure 3-17 Server Properties, VMS Security Settings

4.When all user entries are completed, click to activate the check box to Enable write authorization,
then click on the Apply button. This restricts write privileges to just those client users that are in
the Authorized Writers list. All other users are limited to read-only access.

5.Alternatively, to disable write authorization and allow write privileges to all client users, click to de-
activate the check box, then click Apply.
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3.5 RF Manager Configuration

RF Manager configuration consists of creating the network satellite(s) with associated transponders and
bandwidth pools, and the site antennas with associated Up converters and Down converters that the CEFD

network nodes will be using.

Create Satellite(s)

The first step is to create the satellite(s) for the network with the appropriate RF characteristics.
Transponders are then defined, followed by the creation of bandwidth pools to accommodate SCPC

carriers.

1. Right-click on the RF Manager and select Create Satellite from the drop-down menu (Create Satellite

menu command).

& ViperView

- ICAARAPSHI |
Q Event Log
&) Network Manager

@#-4 Subnet Manager
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AL snmp

i redur T
[+ Vipersarmary

& Metwork 99

Local Status: Active Remote Status: 0/0

@ Q e @ CA-4R4PSHL @ Tree View |= = | List View
— —
=

Event Log

Metwork Manager

)
1, +15ubnet Manager -

RF Manager

&GP

S——_
Switching Manager
ﬁSnmp Modem Manager
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| Redundancy Manager
e

Task Scheduler

%Circuit Scheduler
;Q Vipersat Manager

Figure 3-18 Create Satellite menu command

2. Enter the satellite Name and the Center and Translation Frequency settings in the Create Satellite

dialog (Create Satellite dialog).

Check with the service provider if these settings are unknown.
The default values (14.25 GHz and 2.3 GHz) are provided for Ku-Band applications.

3. An Orbital Position can be associated with this satellite by entering the longitudinal coordinate in de-
grees (decimal format), designated for E(ast) or W(est).
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Apply Cloze

Figure 3-19 Create Satellite dialog

4. Optional information can be entered for the satellite Operator and Contact Information.

5. Click on OK. The newly created satellite will appear under the RF Manager in the ViperView2 win-
dow (see Create Transponder menu command).

6. Repeat the previous steps to create additional satellites, as required.

Create Transponder(s)

The next step is to create the transponder(s) in the newly created satellite. Each transponder is defined
with specified Frequency Range parameters.

1. Right-click on the Satellite icon that this transponder will be associated with and select Create
Transponder from the drop-down menu (Create Transponder menu command).
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Figure 3-20 Create Transponder menu command

2. Enter the transponder Name, Center Frequency, and Bandwidth Span in the Create Transpond-
er dialog (Create Transponder dialog).

Frequency range settings can be specified using upper and lower limits by clicking the View as

Base/Top checkbox.

Ml Create Transponder

General

Transponder Properties

Mame
Trans-1 |

Pad
| 0dem |

Translation Override
OHz

Frequency Range

Center | 14.246GHz
width | 38MHz

[view as Base{Top

[ Ok ] [ Cancel ]

Figure 3-21 Create Transponder dialog

Leave the Pad and Translation Override entries at the default values, if unknown.

The Pad value sets the gain variation between transponders for automatic switching power

calculations.

The Translation Override parameter is used for specific applications and represents a frequency offset
for cross-banded transponders (refer to Appendix A, "VMS Cross Banding" for more information).
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3. Clickon OK.

4. Repeat the previous steps to create multiple transponders, as required.

Open Spectrum View

At this point, it is helpful to open the Satellite Spectrum window for observing usage of the transponder
space segments during the configuration process. Right-click on the Satellite icon in the VMS server tree
view list and select Open.

ViperView Blue translucent area is the Gray shaded area is undefined [=]
bandwidth carrer slot with
aLiard DEnn

@ & SpaceSat-T kil Spectrum View

Operator: SpaceNet Bandwidth: 52% * Carrier with bandwidth and signal strength MNoise floor shown in RF

Figure 3-22 Satellite Transponder Spectrum View

Resize and position this window as desired for optimal viewing on the monitor. Use the following mouse
techniques for adjusting the view:

 Focus the transponder width for optimal viewing by double-clicking in the window.

 Enlarge the view by rolling the scroll wheel downward.
This displays a narrower frequency range.

 Diminish the view by rolling the scroll wheel upward.
This displays a wider frequency range.

 Pan horizontally by click-holding the scroll wheel and moussing left or right.

The visible frequency range is indicated by the frequency values displayed in the lower left and lower
right corners of the window. The dark area represents the frequency range of the transponder that was
created in the previous section and is labeled with the transponder name in the upper left corner. The gray
areas are undefined satellite spectrum. The horizontal wavy green line in the lower portion of the window
represents the noise floor.

®The mouse pointer horizontal position within the window is displayed as a frequency value at the
bottom center of the window. Also, all carrier levels represent S/N in Es/No.

®Carriers displayed within the blue translucent slot show the characteristics of roll-off filtering
from the top 3dB point on down and the skirts may appear to be outside the slot and overlapping.
This is not an issue only a visual representation on carrier placement with roll-off percentages,
fixed 25%.
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HDNA Spectrum View
HDNA networks carrier view does not present carriers with blue translucent slots.

3:’ SpaceSat-| kil Spectrum Yiew

Create Bandwidth Pools

Figure 3-23 HDNA Bandwidth View

The next step is to create the bandwidth pools that define the available spectrum for allocating to dSCPC

carriers.

1. Right-click on the Satellite icon and select Properties from the drop-down menu.

2. Inthe Satellite Properties window, select the Pools dialog, then click the Create button and spec-
ify the Pool Label, Range settings, as shown in Create Pool dialog. The newly created pool is En-
abled by default.

& SpaceSat-|

General

i Transponders
i Exclusions

? x
Allocatable Bandwidi "'ty
| Enable
Label Center Width Label:  CDM-570AL
| z
14,056GHz §8MHz reuency Range
Center 14,2584GHz
Width  SMHz
View as Base/Top
oK | | Cancel |
Modify Delete [ view as Base/Top
Proportional  Constant
Guardband| 7 | | OHz |
Switch All on Foam Away
Bpphy Close

Figure 3-24 Create Pool dialog

3. Click OK to enter the new pool in the Allocatable Bandwidth table.
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Figure 3-25 Satellite Pools dialog

4. Repeat the above steps to create additional pools, as required.

5. Enter the desired Guard-band for the carriers that will be allocated bandwidth in the defined
Pools. This value is entered as a percentage of the carrier bandwidth and is divided equally for the
left and right sides of the carrier proportionally.

For example, using the default Guard-band setting of 30, a carrier using 3.3 MHz will be assigned
to a 4.29 MHz slot, providing a guard band of 495 kHz on each side of the carrier.

Constant is a set value between each carrier in frequency. It provides fix offset if for example
that one remote had a large center frequency error causing adjacent carrier interference. Because
an errored remote can be placed anywhere within the pooled spectrum at several times a minute
the system must apply the frequency offset error across all carrier to remove the interface. The
constant is added to the proportional guard-band. After correcting the offending remote the
constant may be reduced back to default of OHz.

6. If this satellite will be used for roaming/SOTM and Carrier Presence Switching applications, acti-
vate the Switch All on Roam Away feature. Refer to the section ““Carrier Presence Switching”
for additional information on this feature and its configuration.

7. Click Apply to save the settings, then Close the window.

The newly created pool(s) are displayed in the Spectrum View as shaded green areas, shown in
Bandwidth Pools, Spectrum View.
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Figure 3-26 Bandwidth Pools, Spectrum View

Bandwidth Pool Management

Pool management provides the ability to enable/disable a pool during normal operation. By default, the
newly created pools are Enabled allowing bandwidth allocations. Alternatively, each pool segment can
be Disabled while carrier placements are active. The disabling of a pool blocks any new carriers from
entering and any carriers remaining will stay until the next allocation.

Disabled pools are displayed in the spectrum view with darkened green area.

ViperView @

@ & SpaceSat-1 Ml Spectrum View D‘Sabled (7]

sHz
Operator: SpaceNet Bandwidth: 0%

Figure 3-27 Disabled Pool, Spectrum View

®When disabling a pool there MUST be other pooled bandwidth available or the system will error
(No available bandwidth).

Bandwidth Pool Protection

The bandwidth allocation engine has built-in protection that blocks the removal or reduction of pool
segments containing any active allocations. With this protection in place there is a series of extra steps
required to modify or remove active pools.

A Previous versions of VMS allowed deletion of bandwidth pool segments without any checks po-
tentially leaving assigned carriers temporarily in limbo and possible database corruption.
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Bandwidth Pool Deletion/Modification

The recommended method is to use Exclusion zones to reduce the size, fragment or eliminate an existing
pool. Exclusion mapping deploys a method that when aligned over a pool with active carriers the manager
will automatically move existing carriers contained within the exclusion bandwidth range. This assumes
that enough additional bandwidth is available.

Inserting an exclusion zone and selecting Apply the VMS will reassign carriers that are occupying
bandwidth within that zone to available bandwidth. If there is no available bandwidth the Apply will error
(No available bandwidth). Once correctly implemented the exclusion will prevent any new carriers from
entering that restricted segment of bandwidth allowing the modification or deletion of the pool segment.

ViperView @

(7] 3:) SpaceSat-1 kil Spectrum View (7]

Operator: SpaceMet Bandwidth: 100%

Figure 3-28 Exclusion Zone, Spectrum View

A Sites with active reservations MUST have pooled bandwidth equal to or greater than assigned
reservation bandwidth or the system will error.

Bandwidth Exclusion Zones

For network applications where portions of satellite bandwidth are to be reserved for use by externally
managed carriers or bandwidth pool segments requiring modification, Exclusion zones can be
implemented. Dynamic carriers are not allowed to utilize these segments of bandwidth, even in regions
where a zone overlays an existing pool.

; Although this masking of dSCPC bandwidth pools is typically performed manually it is possible
to remotely automate. (see “Space Segment Exclusions™).

Manual operation is performed via Satellite Properties Exclusions dialog window (Space Segment
Exclusions dialog).
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Figure 3-29 Space Segment Exclusions dialog

For each exclusion zone, insert an entry into the table by entering a center frequency and width or
defining the Base and Top frequencies when view as Base/Top is selected.

Once the segment has been declared, it will be displayed in the Spectrum View as a shaded yellow region,
Exclusion Zone, Spectrum View.

& . venomsat kil spectrum view

Bl B 21

Figure 3-30 Exclusion Zone, Spectrum View

Spectrum View Animation

There are controls for the Satellite Spectrum view to help increase response time when displaying this
window during a ViperView2 session. The animation of carriers in the display typically requires
increased bandwidth on the remote connection to the VMS server, which could cause a slower response
time in ViperView2. The operator can adjust the refresh rate of the RF display—setting it Fast, Slow, or
Off—so that this effect is minimized. An Automatic setting option disables animation during Remote
Desktop (RDP) connections and provides Fast refresh for direct ViperView2 access.

Click on the Spectrum View button in the menu bar at the top of the window to display the Animation
drop-down menu. Select the desired refresh option.

Spectrum View Scale

There are controls for Satellite Spectrum View scale to help change the S/N level for carriers that are
greater than 16dB Es/No in signal strength.

MN/22156, Revision 16 Page 87 of 455



won I

I @ & SpacesatD Kl Spectrum View

Animation

EsMNO Upper Limit

H; T VUSRS
Operator: SpaceMet Bandwidth: 70%

Figure 3-31 Es/No Scale Limit, Spectrum View

Click on the Spectrum View button in the menu bar at the top of the window to display the Es/No Upper
Limit drop-down menu. Select the desired scale level.

Additionally, the bottom on the Spectrum View displays the total percentage of pooled bandwidth in use
with this transponder.

3.5.1 HDNA Service Area HTO/HTX Assignment

Heights HDNA networks require assigning the outbound HTO/HTX on each supported satellite service
area. Under the satellite properties window HDNA “Dynamic Network Access” will provide a dropdown
list of all configured HTO/HTX units linked to the hub antenna upconverter. Typically, there is only one
populated, but more maybe present when redundant units are available.

& SpaceSat-l ! 5
- Feneral -
S R Dynamic Network Access
Exclusi
;....Dns [lEnable  Controller: |19 168.6.10 v

Apply Cloze

Figure 3-32 HDNA Dynamic Network Access

1. Complete the hub antenna configuration by binding the SA HTO/HTX to the upconverter. See
“Bind Modulators and Demodulators to Converters”.

2. Select the primary unit controller’s IP address from the dropdown list and check enabled.

Normally NetVVue as part of system configuration assigns the primary HTO/HTX IP address and
enables for HDNA operation.
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3.5.2 Create Site Level RF Chalin

Here, the Hub antenna(s) with associated converters and the initial Remote antenna(s) with associated
converters will be created. The binding of the unit modulators and demodulators to their designated
converters will then be performed. Later in the configuration process (Network Manager Configuration),
the Vipersat Remote Site Wizard feature will be used to create the RF chain for the other Remotes.

Create Antennas

The following steps cover creation of the network antennas. Each antenna is a site container for up
conversion/down conversion and modem devices. First create the Hub antenna(s), followed by the initial
Remote antenna(s), as described below.

3. Right-click on the Satellite icon and select Create Antenna from the drop-down menu.
4. In the General dialog of the Create Antenna window (Create Antenna dialog), enter the Name to

be used for identifying this antenna. Entering the Operator and Contact Information is option-
al.

Ml Create Antenna g'i'@

General

Visibiity Antenna Properties

Mame Rux-Gain
55-1 Hub Antenna 0de

Operatar
Sky King Ops

Contact Information
not specified|

[ Ok ] [ Cancel

Figure 3-33 Create Antenna dialog

5. Set the Antenna Receive-Gain for the Mesh Compensation Factor.

A If gain is set on any antenna, it must be set on all antennas that belong to the same satellite. This
includes all Hub and Remote antennas. Failure to do so will result in a network imbalance that may cause
the satellite to overdrive a site that is set incorrectly.
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Refer to link budgets and antenna manufacture specifications for gain settings. If meshing is not

required, leave Rx-Gain at the default setting of 0dB.

This feature applies a power delta between any meshed Remote sites. The Hub is used as the reference
value when calculating a power delta value between Remotes with smaller antennas. This is
accomplished through comparing it’s received gain to the gain differences between Remotes.

During a mesh switch setup, the VMS compares the delta values and modifies the power adjustments
at each Remote site to compensate for differences in receive gain. If DPC is enabled, the system will

then further fine tune power to the targeted configuration values.

A If multiple Remotes are involved in a SHOD connection, the VMS uses the lowest Remote

gain value for compensation control.

6. Select the Visibility dialog to configure the Antenna Visibility range, as shown in Antenna Visi-

bility, Default Settings.

Unless specific limitations are required for the antenna range, the recommended (default) settings are 500
GHz center frequency and 1 THz bandwidth (or, the equivalent, 0 Hz Base and 1 THz Top). Refer to Ap-

pendix B, "Antenna Visibility", for more information on this feature.

Ml Create Antenna g'i'@

General

Visiblty Antenna Visibility
Center Bandwidth
S00GHz 1THz
Add ] [ Subtract ] [ ¥iew as Base(Top

[ ok R?J[ Cancel |

Figure 3-34 Antenna Visibility, Default Settings

7. Click on the OK button to complete the antenna creation.

The new antenna will appear under the satellite in the ViperView2 window.
8. Repeat the previous steps to create additional antennas.
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Create Antenna Devices
The following steps cover the creation of the antenna Up converters and Down converters.

9. Right-click on an Antenna icon and select Create Up Converter (Create Up Converter menu
command).

6 0 G @ ChA-4R4PSHL @Tree\u'iew §SS-1 Hub Antenna
T

= CA-4R4PSHL § 55-1 Hub Antenna
™ Event Log
) Network Manager
@44 Subnet Manager
= /‘j RF Manager
= @) Space5at-1
55-1 Hub Antenna
¥ R1 Anterna Open
£ snmp Modem Manager
ﬁ Redundancy Manager
(=« Vipersat Manager
£ Metwork 99 Delete

Create Up Converter k

Create Down Converter

Properties

Figure 3-35 Create Up Converter menu command

10. The dialog box shown below (Create Up Converter dialog) will open. Specify a Name for this
device.

It is important to ensure that the Up-Converter Frequency setting is correct, as this is a very common
source of error which breaks the switching engine.

Ml Create Up Converter [ZII@[XI

General

General Properties

Mame |Upc0nverter 1,2GHz-=14,25GHz |

(%) L-Band Block Up Converter

Lacal Oscillator| 13.05GHz [trversion

O 70MHz Up Converter

Transponder Center |:|

O 140MHz Up Converter

Transponder Center |:|

O Cuskam

Pawer Limit Bandwidth | S00MHz

[ Ok ] [ Cancel ]

Figure 3-36 Create Up Converter dialog

Also, check the Bandwidth and Power Limit settings. If the RF hardware does not exactly match the
satellite parameters, the Bandwidth setting may have to be changed.

Contact the CEFD PSO for further information.
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11. Click on OK to enter this device as the Up converter for this antenna.
12. Right-click on the Antenna icon again and select Create Down Converter.

13. The dialog box shown below (Create Down Converter dialog) will open. Specify a Name for this
device. Ensure that the Frequency setting here also is correct.

14. Click on OK to enter this device as the Down converter for this antenna.

Ml Create Down Converter E]lﬁl@

General .
General Properties

Mame | Downconverter 11,.95GHz->1.2G |

(®) L-Band Low Moise Block Down Converter

Local Oscilator| 10-75GH2 [Jinversion

O FO0MHz Down Conwverter
Transponder Center

O 140MHz Down Conwverter

O Custom

ReRaference| ||
Bandwidth | S00MHz

Figure 3-37 Create Down Converter dialog

15. Notice that the newly created Up and Down Converters appear in the Antenna View (Converter
Icons in Antenna View).

Click to select the antenna in the left window panel, then click on the [+] in front of the antenna in the
right window panel to expand the view and display the converters.

ﬂ 0 e @ CA-4R4PSHI @Tree\u‘iew ! 55-1 Hub Antenna
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e

= /‘\?’ RF Manager
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E R Antenna
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ﬁ Redundancy Manager
(=« Wipersak Manager
& Metwork 99

Figure 3-38 Converter Icons in Antenna View

16. Repeat the create converters process for all antennas.
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3.5.3 Bind Modulators and Demodulators to Converters

The following procedure associates the Modulator for each unit at a site with the Up converter for that
site’s antenna and associates the Demodulator(s) with the Down converter. This portion of the

configuration is performed using the RF Manager in conjunction with either the Subnet Manager or the
Vipersat Manager.

The method illustrated below uses the RF Manager with the Subnet Manager.

17. From the RF Manager tree view list in the left window panel, select the first site antenna for
configuration (the Hub Antenna is used in this example).

The antenna and its converters are displayed in the right window panel (Converter Icons in Antenna
View).

18. Expand the Subnet Manager tree down to the Modulator and Demodulator level for the first mo-
dem unit that will utilize this Antenna (here, the Hub Burst Controller).

19. Click-hold on the Modulator device icon in the left panel, drag it to the right panel and drop it on-
to the Up Converter (Binding Modulator to Up Converter).

The device appears under the Converter as shown in Binding Demodulator to Down Converter.

@ 0 e @ CA-4R4PSHL @Tree\n‘iew ! 55-1 Hub Antenna
e

= CA-4R4PSHL #| | B ¥ 55-1 Hub Antenna
® Event Log 1 - 1,2GHz->
. Mebwork Manager
=g Subniet Manager o
=g 172.17.0.0/17
2-qu E ontrolle
gL Demadulator
@ Hub Expansion 1
@“* Hub Expansion 2
@ Hub Expansion 3
@ Hub Expansion 4
o#f 172.17.128.0/26
o# 172.17.129.0/26
ol 172.17.130.0/26

Figure 3-39 Binding Modulator to Up Converter

20. Click-hold on the Demodulator device icon, then drag-and-drop it onto the Down Converter.

MN/22156, Revision 16 Page 93 of 455



@ 0 O O CA-4R4PSH1 r@ Tree Wigw ! 55-1 Hub Antenna
e

= _ | CA-4R4PSHI 4| | B § 55-1 Hub Antenina
B Event Log B " Upconverter 1,2GHz-»14,256Hz

&) Network Manager
=0 Subnet Manager ﬂﬁu dulator 1 on Burst Contraller  OK 1.205GHz 2.048Mbps  17.5dBr
) onverker 11,95 >1.2GHz

=il 172.17.0.0{17

=g Burst Controller
(_ﬂ_ﬁu Modulator 1 /
OFI,IU Demodulatar 2

+- g HUB EXPansion 1

+-g#® Hub Expansion 2

+)-ge® Hub Expansion 3

+-ge® Hub Expansion 4

gty 172.17.128.0/26
Hanks 172.17.129.0/26

Figure 3-40 Binding Demodulator to Down Converter

As soon as the Hub BC binding is complete, the STDMA and the TDM carriers will appear in the
Spectrum view. Note that the TDM carrier is displayed in red due to the fact that a power value has not
yet been reported from a receiving Remote. The STDMA carrier appearance will vary between green and
red, as the accuracy of the Eb/No values received by the BC may fluctuate due to the rapid
locking/unlocking behavior.

YiperYiew

@ 5 Spacesat-1 kil Spectrum View

/
TDM Carrier STDMA Carrier

Figure 3-41 STDMA and TDM Carrier Appearance

21. Repeat the above steps for each additional unit at this site.

Now that the binding procedure for the first unit has been completed with the understanding of the
relationship between the modem devices and the converters, perform all subsequent bindings by
simply dragging the modem unit and dropping it directly onto the antenna. This abbreviated method
will automatically bind the mods and demods with the up converters and down converters.

22. Select the next site antenna and perform the binding procedure for the units at that site.

Once at least one Remote site binding is completed, the TDM carrier display will change to green (TDM
Carrier Appearance Change).

MN/22156, Revision 16 Page 94 of 455



YiperYiew

@ & Spacesat-t Kl Spectrum View

BMHz at 14.234GHz BMHz at 14.246GHz

Opetatar: not specified

Figure 3-42 TDM Carrier Appearance Change

23. Continue the binding process until all site devices have been bound to their respective antenna’s
converters.
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3.6 Network Manager Configuration

The remainder of the VMS configuration will involve the Network Manager, which will serve as the
primary source within ViperView2 for managing network functions. The networks, and their associated
elements, that are created in the Network Manager are virtual, and thus can be added and removed
without affecting the actual networks upon which they are based. The source locations of the elements
that are displayed in Network Manager originate from within the other VMS service managers.

A powerful feature that is provided for building the Remote sites is the Remote Site Wizard. Using this
tool, a new Remote site can be configured very rapidly based on an existing reference site. The reference
site and its associated settings serve as a template from which the new site will be built. In this way, many
remote sites can be easily generated.

In the first portion of this section, the method for creating and configuring sites using a manual procedure
is covered. Although this method can be used for all network/group sites, it is recommended that only the
Hub site(s) and the initial Remote site(s) be built this way. The remaining Remote sites should be gener-
ated using the automated method as described in the sub-section Remote Site Wizard.

A Be aware that the two RF element types in Network Manager—satellites and antennas—can be
taken out of Network Manager using two distinctly different methods:

e Using the Delete command — This deletes the element from Network Manager as well as from RF
Manager, where it originated.

e Using the Remove command — This removes the element from Network Manager only.

3.6.1 Network Build Procedure

Create Network(s)

1. From the tree view list, right-click on the Network Manager icon and select Create Network
(Create Network menu command).

y ™.
@ O Q O CA-4R4PEHT T Tree Yiew wNetworkManager
T

= CA-4R4PSHL
™ Event Log
U0 rietork Manager
+- gy Subnet Manager
= /\.’f RF Manager
+- & SpaceSat-1
X snmp Modem Manager
Eﬂ Redundancy Manager
=« Vipersat Manager
g Mebwork 99

Open

Create Metwoark.

Figure 3-43 Create Network menu command

MN/22156, Revision 16 Page 96 of 455



2. Inthe Create Network dialog that opens (Create Network dialog), enter a Network Name and
click OK.

Create Metwork @

MNetwork Mame

| Wiperhet-1 |

I Ok l [ Cancel ]

Figure 3-44 Create Network dialog
3. Expand the Network Manager view to expose the new Network container icon.

4. Repeat the above steps to create additional network containers, as required by the Administrator’s
Network Plan.

Create Groups

Group containers are optional and are used to help organize very large network structures, providing an
intermediate level between the Network and its Site containers. For networks that will not utilize this
feature, proceed to the following section, Add Network/Group Satellite(s).

1. Select Create Group from the Network drop-down menu, as shown in Create Group menu
command.

& ViperView

0 0 @ @ CA-4R4P5H1 @ Tree View p Metwork Manager |=—
T —
B _ CA-4R4PSHL .
- \).’J\u‘lperNet-l

oW i
@4 Subnet Managy

= ¥ s T
& Spacesat-1 Create Site

&R srmp Modern M2 Create Remote...
ﬁ Redundancy Mal

=% Vipersat Manage — Delete
&g Metwork 93

Open

Properties

B bl i ol

Figure 3-45 Create Group menu command

2. Enter a Group Name in the Create Group dialog, then click OK.

Create Group

Create Group

| Viper Group |

I Ok H Cancel ]

Figure 3-46 Create Group dialog

3. Repeat the above steps to create additional group containers, as required.
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Add Network/Group Satellite(s)

Satellites can be associated with either a Network or a Group by dragging from RF Manager and dropping
onto either element container. A satellite that is placed at the Network level will be available to all Groups

and Sites under that network. A satellite that is placed at a Group level will only be available to the Sites
under that group.

Note that once a satellite is dropped onto an element, it cannot then be dragged out of that element and
dropped onto another element, say from a Network to a Group. The satellite must be removed from the

first element, then dragged from the RF Manager (the originating container) and dropped onto the other
element.

1. Locate the satellite for this network/group in RF Manager, click-hold and drag-and-drop it onto
the network/group icon as shown in Drag Satellite to Network.

@ o O O CA-4R4PSHL r@ Tree Wiew (& _\1 Viperhet-1 | = — | Lis
g L g —

= _ | CA-4R4PSHI

Q Event Log
=W Mebwork Manager

+ y/) Spacesat-1
A% Snmp Modem Manager
Eﬁ Redundancy Manager
=< Vipersat Manager
g Mebwork 99

Figure 3-47 Drag Satellite to Network

2. If there are multiple satellites and/or networks/groups, repeat this drag-and-drop process as re-
quired.

3. Expand the network/group tree view to expose the satellite appearance(s).

Create Sites

Site containers are used to hold the antenna and subnet for a Hub or Remote site. This procedure follows
the manual method for creating the Hub site(s) and the initial Remote site(s).

1. Select Create Site from the Network (or from the Group, if the site is to be a member of an
existing group) drop-down menu, as shown in Create Site menu command.
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Figure 3-48 Create Site menu command

2. Enter a Site Name in the Create Site dialog, then click OK.

Create Site

Create Site
| ¥ Hub-1 |

Figure 3-49 Create Site dialog

3. Repeat the above steps to create all necessary Hub and Remote site containers for this network.

@ It is recommended that, for each network, at least one Remote site container be created and con-

figured as documented in the following sections. The remaining Remote sites can then be built as
described in Remote Site Wizard.

Add Site Devices

1. Select the site antenna from the RF Manager satellite list, click-hold and drag-and-drop it onto the
appropriate site (Drag Antenna onto Site).
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Figure 3-50 Drag Antenna onto Site

Alternative Method: Drag the antenna from under the satellite appearance in Network Manager.

2. Repeat this process for all antennas and sites.

3. Select the site subnet from the Subnet Manager list, click-hold and drag-and-drop it onto the ap-
propriate site (Drag Subnet onto Site).
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Figure 3-51 Drag Subnet onto Site

4. Repeat this process for all subnets and sites.
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3.6.2 Set Carrier Flags

Carrier flags provide carrier type information to the system switching function. Each modem device
(Modulator and Demodulator) is represented to the switching function as a transmission mode type
(None, SCPC, or STDMA\). These carrier flags set up the database for a starting point or home state
condition. Additionally, there are flags to indicate availability of units for the switching resource
manager.

Set STDMA Flag

It is important for the operator to set the ECM flag on the network burst controller(s). The VMS sets the
flags for the other network devices automatically.

1. Right-click on the BC demodulator and select Properties from the drop-down menu (Hub BC
Demodulator Properties menu command).

=4 Metwork Manager
=gl Viperhlet-1
+- & SpaceSat-1
= gy Yiperaroup
=g % ¥G Hub-1

= oft
=g Burst Controller
OW Modulator 1
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+-g#® Hub Expansion 4
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+ ! R1 Antenna
ity 172.17.128.0/26
= o"b Remote_2

Oqih" Demodulator 2

1 R UPCONYEFTEL L, taHz- > 14, SolaHz
qﬁu Modulator 1 on Burst Controller

B " Downconverter 11,95GHz-=1,2GHz
ﬂﬁu Demodulator 2 on Burst Controller
ﬂﬁu Demodulator 1 on Hub Expansion 1
ﬂﬁu Demaodulator 2 on Hub Expansion 1
ﬂﬁu Demodulator 3 on Hub Expansion 1
ﬂﬁu Demaodulator 4 on Hub Expansion 1

“*1 Demodulator 1 on Hub Expansion 2

DpEn
b Demodulator 2 on Hub Expansion 2

Allocatable U Demadulator 3 on Hub Expansion 2

m% Ui Demodulator 4 on Hub Expansion 2
™1 Dermodulator 1 on Hub Expansion 3
ﬂﬁu Demodulator 2 on Hub Expansion 3
ﬂﬁu Demodulator 3 on Hub Expansion 3
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Ok
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1.205GH

1.211GHz
950MHz
950MHz
950MHz
950MHz
950MHz
950MHz
950MHz
950MHz
950MHz
950MHz
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Figure 3-52 Hub BC Demodulator Properties menu command

2. The dialog appearance with the correct setting is shown in the figures below.

» For a CDM-570/570L Burst Controller, select the Modem dialog, then select the STDMA
radio button, Carrier Flag Setting, Burst Controller—CDM-570/570L.

» For an SLM-5650A Burst Controller, select the Burst Controller check box, Carrier Flag
Setting, Burst Controller—SLM-5650A.

Note for SLM-5650A Hub BC redundancy configurations: Do NOT select the Burst Controller
check box on redundant units. This flag is unnecessary and may cause network communication

problems. Should a failover occur, the redundant unit will be automatically configured exactly
as the online unit, and this flag will be set correctly at that time.
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Figure 3-53 Carrier Flag Setting, Burst Controller—CDM-570/570L

Figure 3-54 Carrier Flag Setting, Burst Controller—SLM-5650A
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[ Apply ] [ Cancel ]

Demodulator (20)
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Mame
e | Demodulator {200

Apply I Cancel |

3. Click on the Apply button, then Close the window.
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Set Mod and Demod Allocatable Flags

To make switching modulators and demodulators at the Hub and mesh demodulators at the Remotes
available to the VMS for switching functions, the Allocatable flag for these devices must be set.

1. Expand the Network Manager tree to expose the Hub Antenna and select it.

2. Inthe right window panel, right-click on each allocatable modulator/demodulator and select Al-
locatable from the drop-down menu, as shown in Allocatable Flag, Expansion Demod.
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Figure 3-55 Allocatable Flag, Expansion Demod

The Multi-Select feature can be used to set the Allocatable flag for multiple devices at one time. Use the
standard Ctrl-click and Shift-click key-mouse combinations to make the desired selections.

3. Repeat the previous steps for each network Antenna (Hub and Remote) that supports allocatable
modulators and/or demodulators.

Before a mod/demod is made allocatable, its status appears as Blocked. The status changes to Available
after the device is made allocatable. Note that it may be necessary to perform a Refresh command for the
status to be updated. Click on the Antenna View icon in the Menu Bar and select Refresh (Antenna View
Refresh).

Note that a device that has been made Available can be changed back to Blocked. And, even a device that
is presently active/allocated can be preset to blocked so that it will be flagged as non-allocatable as soon
as it changes state from Active to Inactive.
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Figure 3-56 Antenna View Refresh
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3.6.3 Mask Rx Unlock Alarms

Setting the Alarm Masks

The network alarm function must operate properly to ensure that, when an alarm condition is triggered,
the generated alarm alerts the operator to an actual problem. If there are spurious alarms, or alarms which
have no operational meaning, the operator may become desensitized and critical network failures can be
missed. This section addresses masking alarms that represent normal network conditions. The VMS
allows the masking of these nuisance alarms so that system operators can manage the network pro-
actively and respond quickly to alarm indicators.

In a CEFD network, there are burst controllers that are locking and unlocking multiple times per second,
and expansion units whose normal parked or quiescent state is to be unlocked. Perform the following
procedure for all network units that function as either a Burst Controller or an Expansion unit.

®On SLM-5650A units, masking is automatically configured in the VMS when the modem is set to
Hub type and configured as a Burst Controller (Selective TDMA is enabled).

1. From the Tree View, select the unit and open the Properties window.

For CDM-570/570L and CDD-56X units, right-click on the unit icon and select Properties from
the drop-down menu (Mask Unlock Alarm, CDM-570/570L, CDD-56X).

For SLM-5650A units, right-click on the modulator/demodulator icon and select Properties from
the drop-down menu (Mask Unlock Alarm, SLM-5650A).

== Burst Controller

General

Configuration CDM5X Unit Properlies

Mame
Burst Controller

[JLock Front Panel
ask Unlack. Alarm

Auto Home State Timeout
o

Q05 Management
[CEnable

[ Apply ] [ Cancel ]

Figure 3-57 Mask Unlock Alarm, CDM-570/570L, CDD-56X
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Figure 3-58 Mask Unlock Alarm, SLM-5650A

2. Inthe General dialog, select Mask Unlock Alarm, then click on Apply and Close the window.

3. Inthe following sequence, right-click on the unit icon again and select:
Force Registration
then, Soft Reset

This will activate the flag in the modem and clear any latched alarms.

Again, the Multi-Select feature can be used to perform common operations on multiple units/devices at
a time.
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3.7 Auto Home State

A critical feature of CEFD Networks is the modem Home State. Since the topology of the network is
changing on the fly, it is necessary to ensure that Remote units will recover from a communications
outage in a known state. If a Remote loses power, its home state parameters will cause it to boot up into
its burst configuration, awaiting maps from the Hub. Knowing this, the VMS can free up assets (switched
demodulators and bandwidth) if it loses communications with a Remote for a settable period. This is the
Auto Home State concept.

The recovery cycle is automatic when the Auto Home State parameter is enabled in the Remote unit.

The Auto Home State parameter is preset for four (4) minutes (default). To change this setting, perform
the following steps on each Remote data unit.

Do not perform this procedure on an Expansion unit, nor on a Hub unit.

1. From the Tree View, right-click on the Remote data unit and open the Properties window (Auto
Home State Timeout, CDM-570/570L or Auto Home State Timeout, SLM-5650A).

2. Inthe General dialog, enter a time (in minutes) for the Auto Home State to take effect, then click
on Apply and Close the window.

The default value is 4 minutes. A value of 0 disables Auto Home State.

A A Timeout of no less than 4 minutes is recommended; values less than 4 minutes may create un-
desirable recovery effects.

== Data Unit Q'E'@

General

Configuration CDM5XX Unit Properlies

Mame
Data Unit

[JLock Front Panel
[Irask Unlock Alarm

Auto Home State Timeout

—_ (5
Q05 Management
[CEnable

[ Apply ] [ Cancel ]

Figure 3-59 Auto Home State Timeout, CDM-570/570L
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Figure 3-60 Auto Home State Timeout, SLM-5650A

3. Right-click on the unit icon again and select Force Registration.

This will force the parameter set in the modem. VMS will then set the parameter every time it registers

the unit.
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3.8 InBand Management Configuration

Dynamic carrier management is configured and controlled under the Network Manager, consolidating all
operations per satellite within a specific network. Enabling InBand management activates VMS
functionality for dynamic assignment of carriers, bandwidth pool management, and switching policies on
a per Remote basis. InBand management is only configured for Remote sites, never for Hub sites.

A Never set InBand management for a Hub site.

As described previously, all Remote sites in the network can be configured manually. However, the
recommended practice is to manually create and configure one (or more) site(s) that will serve as a
reference template for the remaining Remotes when using the Site Wizard tool.

The sequence for configuring InBand management is as follows:
 Activate InBand management, Tx and/or Rx
» Configure Home State and Switch Rate Limits
» Set Bandwidth Reservations
» Set Advanced Switching parameters—Data Rate and MODCOD
» Set SHOD Limits
» Set Application Policies

» Define Distribution Lists

Set InBand Management

For each Remote site in the network that will require dynamic control of their carriers (nodes which are
part of the switched network), perform the following procedure.

1. Right-click on the site and open the site’s Properties window, then select the InBand General
Settings dialog (InBand General Settings dialog).

General

Fasiion InBand General Settings
InBand

I Enable InBand I

Figure 3-61 InBand General Settings dialog
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2. Click on the Enable InBand button to activate the InBand parameter fields.

3. Enable the type of switching that this site will perform.

return path switching — allows dynamic SCPC switching for establishing a Tx carrier from this
Remote to the Hub. (Requires an expansion demodulator at the Hub.)

RPS also allows this Remote to execute SHOD/mesh applications. (Requires an expansion
demodulator at the receiving Remote(s), as well as one at the Hub.)

forward path switching — allows dynamic SCPC switching for establishing a dedicated Tx
carrier from the Hub to this Remote. (Requires an allocatable modulator at the Hub.)

FPS must be enabled for a Remote that will perform Point-to-Point (P2P) switching with the Hub.

4. If required, activate and specify the Priority for this site.

Priority levels can be assigned to sites as well as application policies. Resource allocation
preference is based on the highest priority among contending sites and/or policies. Note that a
lower number corresponds to a higher priority level. Priority 1 is the highest level (priority O
equates to No priority). This setting defaults to the lowest level (2,147,483,646).

The site priority level determines the likelihood that:
The requested bandwidth will be allocated, should there be contention with other Remote(s).

A carrier that is assigned to this site will get resized based on bandwidth availability. Sites with
higher priority levels are more likely to retain their requested bandwidth during periods of
bandwidth contention than those sites that have lower priority levels.

osition InBand General Settings
Eand
- Return Path I Disable InBand I
- Forward Path
i SHOD Limits Enable return path switching
Application Plicies Enable forward path switching
- Distribution Lists
Priority: 100
I PR B S—

Figure 3-62 InBand Switching Enabled

5. If return path switching has been enabled, select the Return Path (Tx settings) dialog (InBand
Return Path Settings dialog) for configuration of the transmit Home State.
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11.

InBand Return Path Settings

Home State
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0Hz Obps 0dBm

Additional Transmission Parameters
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Managed Modulator

T

Home Demodulator

Select

Figure 3-63 InBand Return Path Settings dialog

Select the Remote modulator for this site by clicking on the Select button for Managed Modula-
tor.

In the Select Object window that opens, double-click on the Antenna icon for this Remote site to
view the associated mods (Select Remote Modulator).

Select the Modulator for this site’s data modem (identified by modem type and IP address) and
click OK to enter it into the Return Path Settings dialog.

Lookin:  WpR_1 -

X

_,a_’ﬁ? 7,128.0/27 Lookin: B R1Antenna -

| [ Modulator *on cdm570/-172.17.128.1

Object name:

Objects of type: | Modulator

Object name: Modulator 1on cdmS701-172.17.12

Objects of type: [Modulahor ']

Figure 3-64 Select Remote Modulator

Next, select the Hub demodulator for this site by clicking on the Select button for Home De-
modulator.

In the Select Object window that opens, double-click on the Antenna icon for the Hub site to
view the associated demods (Select Uplink Demodulator).

Select the Demodulator for this site’s Hub Controller and click OK to enter it into the Return
Path Settings dialog.
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Figure 3-65 Select Uplink Demodulator

®As soon as the Home Demodulator is chosen, a yellow alert icon appears next to the Additional
Transmission Parameters field in the Home State box, as well as the Return Path Settings menu
item. Clicking on the icon reveals a message warning that the current parameters for this field
(none) are not valid for the Home Device that has been selected.

This can be corrected by using the Edit button, if the settings for the selected device are known.
However, the Update button will pull the correct settings for this field, as well as for the other
Home State fields.

12. In the Home State box, click on the Update button, then click Yes to confirm the settings (Con-
firmation, Home State Changes).

Confirmation

2 This will replace all home state parameters, with the current values of the selected remaote modulator,

[ ies %J [ o ]

Figure 3-66 Confirmation, Home State Changes

Are you Sure?

The Frequency, Bitrate, Power, and Additional Transmission Parameters fields should populate with
the values pulled from the chosen remote modulator, as shown in InBand Return Path Home State,
Populated.

If the fields do not populate, communications with the Remote are impaired and will have to be
restored before the site can be successfully InBanded for the return path.
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Figure 3-67 InBand Return Path Home State, Populated

13. If necessary, modify the Minimum and Maximum Transmit Switch Rate Limits for this site.
These values set the transmission data rate range for governing the remote to operate within the
budgeted switching constraints.

Units must be included in the entry—use bps, kbps, or Mbps.
The default values are 64 kbps and 4.95 Mbps, respectively.

If forward path (P2P) switching is not enabled for this Remote and it will be used in a roaming
application, continue with the next step.
Otherwise, continue with the procedure after step Select the

14. Select the Hub modulator for this site by clicking on the Select button for Home Modulator.

15. In the Select Object window that opens, double-click on the Antenna icon for the Hub site to
view the associated mods (Select Downlink Modulator).

16. Select the Modulator for this site’s TDM (typically the Hub Controller, unless another modem is
designated for the TDM) and click OK to enter it into the Return Path Settings dialog.
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Figure 3-68 Select Downlink Modulator
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At this point, the necessary fields in the InBand Return Path Settings dialog are populated, as shown in
InBand Return Path Settings dialog, Populated.

InBand Return Path Settings

Reservations
Modcods

Reservations
Modcods
SHOD Limits

i Application Policies
‘.- Distribution Lists

Home State
Fregquency
14.261GHz

Bitrate
512kbps

Power
-17.5dBm

Additional Transmission Parameters
QPSK, 3/4, Turbo

Managed Modulator
Modulator 1 on cdm5701-172,17.128.1

Home Demodulator

Demodulator 2 on cdm5701-172,17.0.5

Home Modulator

Modulator 1 on cdm5701-172.17.0.5 Select
Switch Rate Limits
Minimum Maximum

64kbps 4,95Mbps

[ Apply L\J,J [ Cancel ]

L E— -

Figure 3-69 InBand Return Path Settings dialog, Populated

If this Remote has forward path (P2P or P2P/CnC) switching enabled, continue with the next step.

If not, proceed to step Click on

17. Select the Forward Path (Rx settings) dialog (InBand dSCPC Forward Path Settings dialog) for
configuration of the receive Home State.
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Figure 3-70 InBand dSCPC Forward Path Settings dialog

18. Select the Remote demodulator for this site by clicking on the Select button for Managed De-
modulator.

19. In the Select Object window that opens, double-click on the Antenna icon for this Remote site to
view the associated demods (Select Remote Demodulator).

20. Select the Demodulator for this site’s data modem and click OK to enter it into the Forward Path
Settings dialog.

Lookin:  WpR_1

E

] Look in: R1 Antenna
217209, 128.0/27 ookin: B -

¥ bemadulator 2 on cdms70l-172.17.128.1
| Demodulator Lon cin564-172. 17, 128.4
ﬁ,“”[‘=modulamr 2on cdm564-172,17.128.4
r|ih|DemoduIahor 3 on cdm564-172.17.128.4
r|ih|DemoduIahor 4 on cdm564-172,17.128.4 i

Object name:

Objects of type: | Demodulator Object name: Demodulator 2 on cdm5701-172.17.

] o ]

Objects of type: [Demodulator

Figure 3-71 Select Remote Demodulator

21. Next, select the Hub modulator for this site by clicking on the Select button for Home Modula-
tor.

22. In the Select Object window that opens, double-click on the Antenna icon for the Hub site to
view the associated mods (Select Downlink Modulator).

23. Select the Modulator for this site’s TDM (typically the Hub Controller, unless another modem is
designated for the TDM) and click OK to enter it into the Forward Path Settings dialog.
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Figure 3-72 Select Downlink Modulator

Object name: Modulator 1on cdm5701-172.17.0.

Objects of type: [Modulahor ']

24. In the Home State box, click on the Update button, then click Yes to confirm the settings.

The Frequency, Bitrate, Power, and Additional Transmission Parameters fields should populate
with the values pulled from the chosen Hub modulator, as shown in InBand Forward Path
Settings dialog, Populated.

InBand Forward Path Settings

Home State
Frequency Bitrate Power

=1 Retun Path

i Reservations
. Mordoods 14.2556Hz 2.048Mbps -17.5dBm
B- FPW\:[d F'alh. Additional Transmission Parameters
i Reservations -
QPSK, 3/4, Turbo Edit | |Undate
| Moo 34
SHOD Limits

Managed Demodulator
Application Policies
 Ditrbution Lisks Demodulator 2 on edm5701-172,17.128.1
Home Modulator
Modulator 1 on cdm5701-172,17.0.5

Home Demodulator

Demodulator 2 on cdm5701-172.17.0.5

Switch Rate Limits
Minimum
64Kbps

Maximum
4,95Mbps

Figure 3-73 InBand Forward Path Settings dialog, Populated

If the fields do not populate, communications with the Hub are impaired and will have to be

restored before the site can be successfully InBanded for the forward path.

®The value that appears in the Power field corresponds to the Hub TDM setting. Because this set-
ting is determined based on ensuring a link with the weakest Remote in the group, the value may
be excessive for what this Remote requires. It is recommended that this value be adjusted per Re-
mote as necessary to provide enough power under clear sky conditions.
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25. The choice to select the Home Demodulator device is presented. However, note that this field is
automatically filled with the selection made when the Return Path Settings were configured.

26. Set the Minimum and Maximum Receive Switch Rate Limits for this site. These values set the
transmission data rate range for governing the remote to operate within the budgeted switching
constraints

Units must be included in the entry—use bps, kbps, or Mbps.
The default values are 64 kbps and 4.95 Mbps, respectively.

27. Click on Apply to establish these new parameter settings in the VMS, then Close the window.

Repeat the above InBand procedure for all applicable Remotes.

Set InBand Reservations for dSCPC Guaranteed Bandwidth

The InBand Bandwidth Reservation ensures that the Remote is always guaranteed bandwidth up to the
rate that is specified. Beyond that, the Remote will only be granted additional bandwidth when it is
available. Should system conditions occur that require some Remotes’ data rates be reduced due to a
shortage of bandwidth resources, those Remotes that own pre-allocated reservations will never be reduced
below their guaranteed rate.

Reservations can be configured independently for the Transmit modulator and the Receive demodulator
of a Remote data unit. Perform the following procedure for setting the InBand Tx Bandwidth (when
return path switching is enabled) and/or the InBand Rx Bandwidth (when point-to-point forward path
switching is enabled).

1. Open the Properties for the Remote site and select the InBand Return Path Reservations menu
item.

- General

. Position Return Path Bandwidth Reservations
i--Ieranl:I

- Fetun P th Frequency Domain  Data Rate  Exira Settings Status
LS [] spacesat-1 L\\) Obps QPSK, 3/4, Turbo  Inactive

Application Policies
i Distribution Lists

Figure 3-74 InBand Return Path Bandwidth Reservations dialog

Setting a data rate in this dialog will reserve a segment of bandwidth for the Remote ensuring that, at
last resort (no additional bandwidth available), the Remote will be dropped to the rate specified here—
its CIR—until excess bandwidth is once again available to be allocated.
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Before enabling ANY Remote for Bandwidth Reservation, a Bandwidth Pool MUST have been
created to allow the system to set guaranteed rates. See Create Bandwidth Pools.

A Before enabling ANY Remote for Bandwidth Reservation, Hub expansion demodulators MUST
have been made Allocatable to allow the system to set guaranteed rates (see Set Mod and De-
mod Allcatable Flags). To ensure that all reservations will be met, there must be a Hub expan-
sion demodulator for each Remote site that has a CIR.

2. Click to highlight the satellite table entry, then click on the Modify button to open the Edit Res-
ervation dialog (Edit Reservation dialog).

Specify the desired data rate for guaranteed bandwidth as follows:

For Standard Reservation setting, enter the value for the site’s guaranteed rate as the Ideal Rate,
making sure that the value entered does not exceed the maximum switch rate (InBand Bandwidth
Policy setting). Do not activate the Minimum Rate parameter.

Edit Reservation
I
1024kbps
Cancel

Minimum Rate

1024kbps

Transmission Parameters

QPSEK, 3/4, Turbo

Enable Reservation
— J

Figure 3-75 Edit Reservation dialog

For Carrier Presence Switching applications, enter the value for the site’s oversubscription rate as
the Ideal Rate, and activate the Minimum Rate parameter and enter the guaranteed rate. Refer to
the section “Carrier Presence Switching™ for additional information on this feature and its
configuration.

Note that the default setting is 0 bps. Units must be included in the entry—use bps, kbps, or
Mbps.

3. Select the Transmission Parameters Extra (...) button to set FEC & Modulation required for this
CIR.

Clicking on a parameter will display the pull-down menu for that item. Set the parameters as
required, then click on OK.
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Figure 3-76 Edit, Additional Transmission Parameters

4. Click in the Enable Reservation check box to select this bandwidth reservation for the satellite,
then click OK.

5. Click on Apply to define the guaranteed rate for this Remote.

Observe the Status of this reservation that is displayed in the far-right column of the table; the Inactive
label should change to Active, indicating that the reservation was accepted, as shown in Bandwidth
Reservation Applied.

ﬁj;ﬁ;";' Return Path Bandwidth Reservations
E!--Ierand
@--Hetum F'ath. Frequency Domain  Data Rate  Exira Settings Status
EZ::;:W [7] SpaceSat-1 1.024Mbps  8PSK, 7/8, Turbo

- Fonward Path
. - Reservations

- Modcods

-+ SHOD Limits
Application Policies
- Digtribution Lists

Modify

[ ADD'}IL\)J [ Cancel ]

Figure 3-77 Bandwidth Reservation Applied

If the attempt was not accepted, the label Unavailable will be displayed, followed by information
explaining the error—insufficient bandwidth available, or insufficient hardware (expansion
demod) available.

6. Should an error occur with this reservation, correct the mis-configuration that caused the error,
then re-apply the reservation.

Note that the reservation can be Activated or Inactivated as desired by checking or unchecking the
satellite and clicking Apply.

7. If forward path switching is enabled for this Remote, repeat steps 1 through 6 for configuring the
InBand Rx Reservations.
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Close the Properties window for this Remote.

Open the Satellite Reservations window to view the currently assigned (per individual remote,
and total) and available bandwidth for reservations on this satellite (Satellite Reservations menu
command and Satellite Reservations window).

ﬂ 0 @ @ CA-4R4PSHL @ Tree Yiew '@ ViperGroup | = — | List View
—— ——
= CA-4R4PSHL ’% R Switch Type T Ske
Q Event Log - Mone Hori

=42 Mebwork Manager
=gl Viperhet-1 % Y& Hub-1

o T

& Ob R_ Create Antenna
Create Transponder

Open

= 0!‘! v Hl Delete

@#-4 Subnet Manager Remave

& M RF Manager Properties
ﬁ) Space5at-1
A% Snmp Modem Manager
B redundancy Manaer

Figure 3-78 Satellite Reservations menu command

SpaceSat-I Reservations

[&]

Assigned :  1.733332MHz Available :  6.266668MHz Fragmented : OHz

Identity Data Rate Bandwidth Modulation and Co...  Status

[ rs Obps OHz QPSK 3/4Rate Turbo Mo Bandwidth
R& 2Mbps 1.733332MHz  QPSK 3/4Rate Turbo Active

Crs Obps OHz QPSK 3/4Rate Turbo Inactive
Elr7 Obps OHz QPSK 3/4Rate Turbo Inactive
Er7 Obps OHz QPSK 3/4Rate Turbo Inactive

[ rs Obps OHz QPSK 3/4Rate Turbo Inactive

Figure 3-79 Satellite Reservations window

This window displays a table containing entries for each Remote site (both Return Path and Forward
Path, if so enabled) that has been assigned a CIR, and displays the following information:

Reservation Enable/Disable — check box toggle. Status column display reflects this setting,
either Active or Inactive.

Assigned, or Pre-Allocated, Bandwidth — currently reserved for granting CIR when called for
by the list of Remote sites presented in the table. This segment is displayed as a humerical
frequency value and is represented as the dark blue section of the bandwidth color bar. The Data
Rate, Bandwidth, and Extra (mod/code) parameters for each site are also provided in the table.

Available Bandwidth — currently unreserved and available for pre-allocation to Remote sites.
This segment is displayed as a numerical frequency value and is represented as the light green
section (combined) of the bandwidth color bar. The largest continuous/unfragmented block of
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available bandwidth is represented by the light green section that is not underlined with dark
green.

Fragmented Bandwidth — additional available bandwidth remaining that is separate from the
largest continuous block. This segment is displayed as a numerical frequency value and is
represented as the light green section of the bandwidth color bar that is underlined with dark
green.

The divisions shown in the color bar will vary depending on several factors, including the quantity and
size(s) of the bandwidth pool(s), and the amount of pre-allocated bandwidth.

When Site reservations are assigned for both Tx and Rx (Point-to-Point), the first listing for a Remote
represents the Tx bandwidth and the second listing is the Rx bandwidth.

From this window, individual reservations can be enabled/disabled via the check box in the Identity
column. Reservation settings (Data Rate, Bandwidth, and Extra) can be edited by double-clicking on a
table entry.

Note that the Satellite Reservations window can be left open to assist the user/operator in the
reservation assignment process for other Remotes.

10. Continue to select Remotes as required and configure them for guaranteed bandwidth until either
all resources are exhausted, or network requirements are achieved.

11. To remove a bandwidth reservation for a Remote, click to uncheck the satellite check box in the
site Reservations page, then click Apply.

Hub Allocatable Modulator & Demodulator Compatibility

Compatibility issues with allocatable mods and demods at the Hub may arise when implementing the
Guaranteed Bandwidth feature in networks that include multiple modem types. When combining modem
types, careful network design is essential to ensure that a compatible Hub mod/demod is available for
establishing an SCPC link with a Remote. The following factors must be considered:

» Transmission Rate — The device must be capable of handling the data rate that will be allocated
between the Remote and the Hub (e.g., SLM-5650A/B versus CDM-570/L or CDD-56X).

* FAST Codes — The modems must have the appropriate FAST codes to ensure compatible
functionality.

» Encryption — A Remote set for using TRANSEC requires the Hub device to use TRANSEC also.
Considerations for Using Guaranteed Bandwidth with Advanced Switching

Care should be taken when assigning Bandwidth Reservations to a Remote that also uses Advanced
Switching (refer to Set InBand Modulation and Coding).
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The VMS does not guarantee a bit rate, per se. Rather, a bandwidth reservation (frequency value) is as-
signed. Therefore, the option for editing FEC and Modulation settings is provided in the Reservations
dialog for a remote site.

The VMS attempts to assign the most efficient bandwidth utilization in an advanced switching
environment. If Advanced Switching is configured for a Remote, a switch request that crosses the
threshold where the higher-order modulation becomes more bandwidth efficient will result in a step up to
the higher-order modulation at the lowest bit rate that exceeds the request.

For example, a site currently operating at QPSK 3/4 that generates a switch request for 192 kbps will be
switched up to 256 kbps at 8PSK 7/8, provided this modulation code rate was specified in the Advanced
Switching table entry for this switch point. This scenario is illustrated using the following equations:

QPSK 3/4 @192 kbps @1.3 spacing:
Allocated Bandwidth = 192 x (1/2) x (1/.75) x 1.3 = 166.4 kHz

8PSK 7/8 @256 kbps @1.3 spacing:
Allocated Bandwidth = 256 x (1/3) x (1/.875) x 1.3 = 126.781 kHz

However, when a bandwidth reservation is added to this scenario, the end result may differ. If the
reservation specifies 192 kbps at QPSK 3/4, the VMS will perform the same calculation as shown in the
first equation above and the reserved bandwidth will be 166.4 kHz. Since these falls within the range at
which the VMS would step up to 8PSK, the bit rate available with an allocated bandwidth of 166.4 kHz
would be provided, which is 336 kbps.

Thus, when a guarantee is set within the threshold range of advanced switching, unexpected results may
result. In this example, the result is that the guaranteed data rate that is provided by the VMS (336 kbps)
is actually greater than the expected CIR that was entered as the bandwidth reservation (192 kbps). In
addition, the advanced switching performance will also differ, resulting in a higher data rate as well as
higher bandwidth usage.

Effect of RF Changes on Reservations

A The operator must be aware that changes made to bandwidth resources in the RF configuration
after reservations have been defined may require re-evaluating these reservations and resetting
pre-allocated bandwidth.

Reducing or moving a bandwidth pool, for example, may result in a failed attempt to grant the bandwidth
necessary to meet a site’s CIR requirement. Such a failure would cause the site to become unavailable for
switching until reservations for that site are reset.

Any sites that become unavailable must be reset on an individual basis. However, for those sites with
reservations that have not been made unavailable, resetting the reservations for one of those sites will
result in all of them being reset. To reset site reservations, perform the following steps:

1. Open the Properties for the Remote site and select the InBand Reservations dialog.
2. Click on the check box to de-select the satellite for this bandwidth reservation, then click again to

re-select the satellite.
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3. Click on Apply, then Close the window.

The VMS will reset the pre-allocated resources for this Remote, as well as all other Remotes with
guaranteed bandwidth settings that are still available.

Set InBand Modulation and Coding

Advanced dSCPC Switching Overview

With the VMS Advanced Switching feature, the operator has the option of configuring multiple levels of
modulation types and FEC code rates within the dynamic SCPC operation. Thus, more efficient
bandwidth utilization can be realized.

An advanced switching table can be constructed for a remote modulator where specified modulation types
and FEC code rates are paired with set data rates. Each data rate is associated with a Mod/Code and, as
the system achieves the set rate, the transmission is modified to the new higher- or lower-order
modulation setting specified for that rate. For each table entry, the VMS calculates an optimized
switching threshold that the system uses to assign the most efficient bandwidth in an advanced switching
environment.

As a switch request is processed, it is compared to the Advanced Switching table. If the requested data
rate crosses a threshold where the higher-order modulation becomes more bandwidth efficient, the switch
request will go up to the higher-order modulation at the lowest bit rate that exceeds the request. Thus, it is
possible that a higher bit rate can be granted while utilizing less bandwidth resources.

For example, a site currently operating at QPSK 3/4 that generates a switch request for 192 kbps will be
switched up to 256 kbps at 8PSK 7/8, provided this modulation and code rate was specified in the
Advanced Switching table entry for this switch point.

The following equations illustrate this scenario:
QPSK 3/4 @192 kbps @1.3 spacing:
Allocated Bandwidth = 192 x (1/2) x (1/.75) x 1.3 = 166.4 kHz

8PSK 7/8 @256 kbps @1.3 spacing:
Allocated Bandwidth = 256 x (1/3) x (1/.875) x 1.3 = 126.781 kHz

Roaming with Advanced Switching

A roaming remote (SOTM) can take advantage of the Advanced Switching function when transitioning
from one satellite beam to another. Switching tables for a remote can be configured on a per satellite
region basis and, upon entering into a new service area, the remote forwards the designated table for that
area to the VMS. This dynamically updates the modulator transmission settings on each transition.

Refer to the RCE User Guide for additional details on the configuration and use of the Advanced
Switching feature in a roaming application.

®Site link power budgets must comply to operate higher-order modulation/code rates.
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When using Guaranteed Bandwidth in conjunction with Advanced Switching, there are important
considerations which should be taken into account when performing the configuration of these features.
Refer to the section Considerations for Using Guaranteed Bandwidth with Advanced Switching on
Considerations for Using Guaranteed Bandwidth with Advanced Switching.

MODCOD Configuration

Advanced Switching MODCOD can be configured for Transmit (when return path switching is enabled)
and/or Receive (when forward path switching is enabled) for a Remote site.

When utilizing the Advanced Switching feature with a Remote that operates in P2P mode, the mod/code
switching table must be constructed for both the Return Path (modulator/transmit) and the Forward Path
(demodulator/receive) of the Remote data modem. Note that only the Remote modem requires
configuration; a Hub expansion modulator is selected for the forward path switch, and a Hub expansion
demodulator is selected for the return path switch.

®For networks using the CDM-840 Advanced VSAT series modem, the MODCOD configuration
differs from the general method and is presented immediately following the procedure below.

1. Open the Properties dialog for the Remote site and select MODCOD from the tree menu
(Advanced Switching dialog).

2. Click on the Insert button to create a new Advanced Switch table entry and enter the requested
Bit Rate for the switch.

Return Path Modulation Coding Table

Return Path Bit Rate
Reservations

Threshold  Bandwidth  Additional Transmit P...

Fanward Path
- Reservations
Modeods

' Table Entry
SHOD Limits

| gpflﬁatfm E’Dltlmes Bit Rate:
IEtnouton Lists m

Additional Transmit Parameters:
QPSK, 3/4, Turbo

Default Parameters:  QPSK, 3/4, Turbo E

Figure 3-80 Advanced Switching dialog
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3. To use new Mod/Code parameters (different from the default settings) for this switch, click on the
Additional Transmit Parameters (...) button.

This will open the dialog for entering the desired Modulation and FEC values for this entry (FEC
& Modulation Parameters). Refer to product manuals for information on available
MODCODs.

EIFEC & Modulation
Modulation QPSK
FEC Rate 3/4 Rate
FEC Type 5/16 Rate

21/44 Rate

1/2 Rate

0.95 Rate

[ o/1Rate

Figure 3-81 FEC & Modulation Parameters

4. Click on OK to record this entry in the table.
5. Repeat this process to create additional entries for this site, as required.

6. Entries can be revised by selecting the entry and using either the Modify button or the Remove
button, as shown in Revisions to AS Table Entries.

Advanced VSAT Networks
Use this procedure to configure MODCOD for a CDM-840 Remote.

For ACM to work properly in a dSCPC environment, it is recommended that the initial switch from the
ECM channel be made at the Max MODCOD calculated per the site link budget. If environmental
conditions prevent the link from closing at the Max, the modem will adjust to the appropriate MODCOD
as a function of ACM.

1. From the Return Path Modulation Coding Table page, click the Selection [...] button for the
Default Parameters field.

2. Select the MODCOD that was set as the Maximum in the CDM-840 modem for this Remote site
and then click OK.

Refer to the section ““Devices | Mod” for more information.

3. Ensure that there are no table entries listed on the page. Remove any entries that are displayed.
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Figure 3-82 Revisions to AS Table Entries

Set SHOD Limits

The VMS Single Hop On Demand (SHOD) operates in environments where variations in geographical
location and Remote site hardware (antenna, power amplifier, etc.) can create link power inconsistencies
when referenced to the Hub. Budgetary calculations may provide adequate link performance to the Hub
but will differ when establishing mesh connections to one or multiple Remote sites.

InBand management provides the SHOD Bit Rate Limit feature that can be used when configuring a
Remote site that will be utilized in SHOD/Mesh applications. Use of this feature may be required to
accommaodate for varying link factors, such as disparity in antenna sizes and/or BUC specifications,
which affect transmit power limitations.

For example, a given data rate that is achievable when establishing a link with the Hub may not be
achievable when meshing with another Remote, due to differences in the respective link margins. The
differences could be significant enough to prevent reliable communications for some mesh connections.

Both Transmit and Receive settings are presented for specifying minimum and maximum bit rates:

The Tx setting defines the range limits for this Remote’s modulator when this Remote is sending
to another Remote or Remotes.

The Rx setting defines the range limits for any Remote’s modulator when this Remote is
receiving from that Remote.

When a Remote with a defined Tx limit is transmitting to a Remote with a defined Rx limit, the
lesser of the two SHOD limit values will govern the transmission rate.
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Figure 3-83 InBand SHOD Limitations dialog

®These SHOD limitations may reduce and restrict application performance to the Hub during mesh
connection allocations. There will be no provisions to block or notify applications that require
greater bandwidth during mesh reductions.

To configure SHOD limitations:
1. Click in the Transmit and/or Receive check box(es) to activate the data rate fields.

2. Enter the desired bit rates and click Apply.

Set InBand Application Policies

The establishment of Application Policies provides the rules and parameters that are utilized for
application switching operations in the CEFD network. Application switching is only available to those
Remotes that have policy definitions associated with them, either directly (local policy) or via inheritance
(from network and/or group).

CEFD network InBand Application Policy settings can be established at three hierarchical levels within
the Network Manager:

The Network Level

The Group Level

The Site Level

This capability provides operators the ability to segregate application policies between these three levels
in the network. Policies for one network, group, or site can be different from policies for another network,
group, or site. Network policies are inherited by the groups and sites that belong to that network, and
Group policies are inherited by the sites that belong to that group. Locally created Site policies apply only
to that site.
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Start by building policies at the Network level, then set the policies at the Group and/or Site levels.

1. Open the Network Properties and select the InBand Application Policies dialog, as shown in
InBand Application Policies dialog, Network.

- General

- InBand InBand Application Policies
Application Policies
- Distribution Lists Type  Label Priority Tx Minimum  Tx Maximum
|

4 [ | +

Enable Automatic Switching Excess:  Obps

Figure 3-84 InBand Application Policies dialog, Network

2. Toadd a policy, right-click in the table space and select Insert.

3. Enter the Type value, Label, Priority, and Bitrate limits for this policy (Application Policy Set-
tings), then click OK to enter this policy in the table.

- Enabled
Label

unnamed
Priority

o]

Tx Minimum Bitrate  Tx Maximum Bitrate
8kbps 128Kbps

R Minimum Bitrate  Rx Maximum Bitrate
Obps Obps

[ oK ] [ Cancel ]

Figure 3-85 Application Policy Settings

Application Policy Type numbers have the following convention:
0 — ECM Load Switching
1 — Scheduled Switching and VFS
2 — \Voice
3 — Video
4-62 Reserved for the System
63 — ECM version 2 entry switch, system defined
64-252 — User Defined
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253 — Used for Carrier-In Carrier, Paired Point-to-Point switch and is an immobile dSCPC carrier.

254 — Uninterruptable Switch / Immobile Carrier (such as for video; used to ensure that additional
applications will not generate a switch, thus preventing video glitches)

Priority levels can be assigned to application policies as well as to sites. Resource allocation
preference is based on the highest priority among contending sites and/or policies. Note that a lower
number corresponds to a higher priority level. Priority 1 is the highest level. Priority 0 (default)
equates to No priority.

The policy priority level determines the likelihood that:
The requested bandwidth will be allocated, should there be contention with other policies.

A carrier that is assigned to this policy will get resized based on bandwidth availability. Policies
with higher priority levels are more likely to retain their requested bandwidth during periods of
bandwidth contention than those policies that have lower priority levels.

Both Tx and Rx Bit rate parameters are presented, for accommodation of P2P configurations.

®Note that the Rx settings default to the rate of 0 bps. For P2P sites, take care to set these values
appropriately to avoid undesirable results.

Setting the Rx values at the default rate will result in no carrier for the forward path, unless an
Excess bit rate is specified.

4. Repeat this process of adding policies to build the policy table (Application Policies Table, Net-
work).

It is recommended that a type 64 policy be defined at the Network level for general usage by all
Remote sites. This policy would then, for example, be available for the Application Sessions
feature which uses type 64 in its default settings.

5. By default, Automatic Switching is enabled for the network. However, this function can be disa-
bled with the check box in the lower portion of the page.

6. An Excess bit rate can be specified here as well. This additional rate will be applied to all appli-
cation switching and adds an extra margin of bandwidth to the carrier.
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- General . . . .
5 InBand InBand Application Policies

i Application Policies

- Digtribution Lists Type  Label Priority Tx Minimum  Tx Maximum
V¥ 2 voIp 25 32Kbps 128Kbps
V¥ 84 Local Test 82 8Kbps 128Kbps
I ¥ &85 FTP-1 &0 8Kbps 256Kbps
¥ 72 MoData 65 54¢bps 512Kbps
v 254 VideoConfEx 30 192Kbps 1.536Mbps

4 I 2

Enable Automatic Switching Excess:  8kbps

[ Application Updates Load [ Entry Rate: Obps

I Apply L\J) [ Cancel ]

Figure 3-86 Application Policies Table, Network

7. The option to enable Application Updates Load is presented. This feature, when enabled, im-
mediately updates the existing load with the specified application data rate. When not enabled,
the requested data rate is presented as additional load, and is subject to the behavior of the load,
including any associated delays.

Using this feature is recommended for sites that typically run at or above the minimum specified
data rate. However, for sites that are frequently idle, enabling this feature may result in
undesirable behavior, such as the allocation of excess bandwidth combined with excessive switch
events.

Thus, the operator should select this feature on a site by site basis rather than apply it universally
to the entire network. If most of the sites in the network will benefit from this feature, enable it
here at the network level and then disable it at the group/site level for those sites that won’t
benefit.

8. The option to enable and specify the Entry Rate is presented. By default, the initial data rate for
a Remote unit to switch from STDMA into dSCPC is the minimum switch rate setting. This pa-
rameter allows a rate that is greater than the minimum switch rate limit to be requested for entry
into the SCPC pool. This rate must not exceed the maximum switch rate limit, however.

This is not a guaranteed rate and will be granted based on resource availability.

When used in conjunction with Reservations, the Entry Rate is a key parameter in Carrier
Presence Switching applications (see “Carrier Presence Switching™ for additional information).

9. Click on Apply to save these policy entries.

Repeat the above procedure to build Group policies, if required.
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Inherited Policies

If policies were created for the network to which this group/site belongs, those policies will appear under
the group/site as well (inherited).

At the group/site level, the operator can modify policy settings for this group/site that are inherited from
the network/group policies.

Minimum, Maximum and Excess Bit Rates can be either left at 0 bps, which will cause this InBanded site
to use the network settings or set to the desired values for local control.

The check boxes have 3 states:

Clear — The policy or switch type is not enabled (Inherited—Disabled)

Clear with Check — The policy or switch type is enabled and can be edited (Inherited—Editable)

Gray with Check — The policy or switch type is enabled and cannot be edited (Inherited—Fixed)

To edit an inherited policy, the check box must be set as Clear with Check. Then, the bit rates can be
changed to the desired values for this group/site by clicking on the policy, then clicking on the parameter
to be changed and entering a new value.

Local Policies

In addition to modifying existing inherited policies, local policies specific to a Remote site can be created,
modified, and removed.

1. Open the Properties for an InBanded Remote site and select the InBand Application Policies
dialog, Application Policies dialog, Remote Site.

InBand Application Policies

[+~ Return Path Type  Label Priority Tx Minimum  Tx Maximum
Forward Path 72  voP 25 32Kbps 128Kbps
SHOD Lirnits
1 Pt o [ 84 Local Test 82 8Kbps 128Kbps
Application Policies — ‘b ‘b
I ‘- Digtribution Lists 55 FTP-1 50 8Kbps 256Kbps
[Z 72 MoData &5 &4Kbps 512Kbps
[+ 254 vVideoConfEx 30 192Kbps 1.536Mbps
0 locall o ST 128Kbps
k Insert
I— Rermove
4 2
— Modify

Enable Automatic Switching Excess: SKJ-:ups

Application Updates Load (] Entry Rate: Obps

[ Apply ] [ Cancel ]

Figure 3-87 Application Policies dialog, Remote Site

2. Right-click in the open table space to Insert a new policy just for this site.
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3. To edit a local policy, the check box must be set as follows:
Clear —the Label can be changed
Checked - the Label and Bit Rates can be changed

Then, the parameters can be modified as required for this group/site by clicking on the policy,
then clicking on the parameter to be changed and entering a new name or value.

4. Toremove an existing local policy, right-click on the policy table entry and select Remove.
Note that only locally created policies can be removed, not inherited policies.

5. To modify the settings for Automatic Switching, Excess, Application Updates Load, and/or Entry
Rate, click in the check box(es) to toggle between:

Blue — Inherited
Clear — Not enabled (Inherited—disabled)
Clear with Check — Locally enabled

6. Click on Apply to save these policy entries.

Define InBand Distribution Lists

Distribution Lists allow the operator to set up a list of sites to be included in a switch under defined
circumstances, such as meshing based on an ECM switch, multicast transmission from a remote to a
group of remotes, or the setup of monitor remotes. This feature can be used to tune expansion
demodulators at a list of sites for upstream switched services, to provide for point-to-multipoint
distribution on an InBand service connection. This is very advantageous in applications such as:

* Video Transmissions — can direct a multicast video stream to multiple target sites using just one
session / one carrier as opposed to having to establish individual sessions for each target site.

 File Transfers — distribute file data from corporate home office to multiple field offices using a
single carrier session.

The Remotes that are members of the Distribution List group (SHOD/Mesh) can enter and/or exit the
session at any time; after it starts and before it terminates.

As with Application Policies, Distribution Lists can be established at the Network, Group, and Site levels.
However, in most applications, these lists are defined at the remote site level. Note that the InBand Policy
flag must be set for an element for the Distribution Lists dialog to appear under the Properties for that
element.

1. To declare a Distribution List, right-click on the white table area in the dialog, then click on the
Insert button that appears (InBand Distribution Lists, Remote Site).
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- General

- Position InBand Distribution Lists

- InBand
- Retum Path Destination Mame
-- Forward Path
- SHOD Limits
Application Policies
. Diatribution Lists

Figure 3-88 InBand Distribution Lists, Remote Site

The Distribution List dialog (Distribution List dialog) provides a Target address box and a Label name
box and allows the operator to add/remove subnet Destinations to the list.

9.

' | Distribution Li:

Target Label
9.0.0.0 unnamed

.| Destinations Address
Address Mask
Mask
|
[ oK ][ Cancel ]

Figure 3-89 Distribution List dialog

Enter either a Target multicast or unicast address, or leave the address as all zeros, depending on
the purpose for the list.

For example, if the target is left as 0.0.0.0, ANY application switch for this site will cause the list
to be activated.

Enter a Label to identify this list.
Enter the Address and Mask for the subnet to be added to this list, then click on the Add button.
Repeat the previous step to add multiple subnets.

To prevent a routing loop from occurring, do NOT add the subnet for the remote site that owns
this list.

When all desired subnets have been added, click OK to enter this list in the Distribution Lists ta-
ble.

Repeat steps 1 through 6 to define additional lists.

A list entry is enabled/disabled with the use of the check box.

Click on Apply to save these list table entries.
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3.9 Switching Function Verification

Once the InBand management configuration for a Remote is completed, the VMS dSCPC switching
functions will become active. At this point, manual switch commands can be used to verify that the
switching function is operable. The following procedure will demonstrate a manual application switch
operation from ECM mode to dSCPC mode utilizing a bandwidth slot assigned by the VMS from one of
the pools that were created in the RF Manager configuration procedure.

1. Right-click on an InBanded Remote site in the Network Manager and select Application
Sessions from the drop-down menu (Application Sessions menu command).

o

@ o Q O CA-2M2HFS1 r@ Tree View 'I\\ ) Network-T — | List View
—~— e —

G

& ViperView
= CA-2M2HFSL & SpaceSat-I
..\ Event Log % HUB
(-4 Network Manager % R1
W Metwork-I % R2
gl Metwork-T ’!J R3
[-% SpaceSat-Il
0% HUB
..o‘— (o 4]
: Open

..o'

©-@ Show OOB Circuits

@iy Sub)

D/\?’ REM Create QOB Circuit

8% Snmy Application Sessions %
1. 5% Redu S fir Safan

SpaceMet 70%
— Application  Switched
Application  Switched

Application  Switched

2Mb
1Mb
1Mb

Figure 3-90 Application Sessions menu command

The InBand Sessions dialog will open, allowing a transmit Data rate and switch Type to be
specified. The default data rate is 0 bps. This setting corresponds to the Tx Maximum; the
resulting rate will be the lesser value between the Policy setting and the Site setting.

R_1 Sessions @

Source Type  Destination

£
Datarate Type

&4

9] Gl

T Maxirmurn T Minirurm R Maximum | Roc

Close

Figure 3-91 InBand Sessions dialog

2. Accept the default rate, select a valid switch type, and click on Setup to initiate an SCPC switch.

Note that the Type default is 64; however, if Type 64 is not defined for this Remote, the switch
attempt will fail, as shown in Switch Failed message. Use the pull-down menu to view and select

a valid policy for this Remote.
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Switch Failed

@ switch bype prohibited by policy

Figure 3-92 Switch Failed message

Note also that more switch options are available by clicking on the ellipses (...) button to open the
InBand Application Session dialog

; Refer to the section “Operator Switch Request™ for more information on using the
Application Sessions feature.

The InBand Sessions table will record the new entry and the Executing Switch message will be
temporarily displayed while the switch request is processed (Manual Switch Execution).

Executing Switch...

Please wait while switch is executed.

R_1 Sessions

®

Source Type Destination

user VideoConfEx  {none)

<

T Maxirmurn
1.536Mbps

T Minirum
192Kbps

Fux Madirmum
1.536Mbps

Fux Minir
192Kbps

Datarate

Tvpe
e ot ][] )

Close

Figure 3-93 Manual Switch Execution

3. Click on the Group (or the Network, if no Group exists) to display the new site status for this
Remote, Remote Status in Group View. Note that the Status has changed from None to Applica-
tion, and from Home to Switched. Also, the ECM demod changed to the dSCPC expansion de-

mod.

=

o @ @ CA-4R4PSHL @Tree\u‘iew 'ﬁ« ViperGroup
T

—— | Lisk View
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| CA-4R4PSHI
Q Event Log

=4 Network Manager
=gl Viperhet-1

@#-4 Subnet Manager
=4 RF Manager
55) Space5at-1

W S Mo Mo

Figure 3-94 Remote Status in Group View

55) Space5at-1
= oﬂ‘ ViperGroup
ob R_I

o ¥&Hub-1

Switch Type  Tx Status T Bit Rate
Application %Switched 1.544Mbps  Demodulator 1 on Hub Exp
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Turn on Item Labels using the command located under List View in the top menu bar.

If the switch attempt fails, then there is a network configuration error. The most likely reasons are:

Invalid Policy Type

Improper InBanding Configuration

Incorrect Converter Frequency Settings

Converters not Bound

Incorrect Transponder and/or Bandwidth Pool Definition

Review the configuration procedure to identify and correct the mistake. If unable to resolve the
situation, contact Comtech Customer Support for assistance (see ““Contact Information).

4. Observe the change in the Spectrum View (Switched Carrier, Spectrum View); a blue shaded area

5.

will appear representing the slot assigned by the VMS for the switch. Upon receipt of the next
SUM (Status Update Message), the carrier(s) will appear showing the current ExNo and band-
width.

For P2P switching, two separate carriers (Tx and Rx) will appear for that site, as shown in this
example.

@ & Spacesat-1 Kl Spectrum View

Operator: Sky King Operations

Figure 3-95 Switched Carrier, Spectrum View

Also, note the new entry in the Event View stating that the application switch was successful with
the new data rate and frequency (Switch Event, Event Log).

For a Remote site that is configured for P2P switching, two entries will appear in the Event View:
the first entry relates to the Remote modulator’s Tx rate, and the following entry relates to the
Remote demodulator’s Rx rate.
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@ W vipersat EventLog Service F=| Event: View

Date Time Source | User Message

Total: 2

Figure 3-96 Switch Event, Event Log

6. From the Tree View, click on the Hub antenna under the Network Manager to display the Hub
devices in the right window panel.

From this view, the operator can see the switched modulator and demodulator that the VMS
selected for this session, the carrier frequency in L-Band, the bit rate, the current ExNo, and the
identity of the Remote site (Switched Carrier, Hub Antenna View).

Yiper¥iew
@ % 551 Hub Antenna (¥
= ! 55-1 Hub Antenna

Bl Ip" Uproreeerter 1,2GHz-»14,25GHz
’Iﬁu Modulator 1 on Burst Controller oK 1.205GHz 2.048Mbps  17.5dBm  Blocked
’Iﬁu Modulator 1 on Hub Exp COM-570L 1 OF  1.1820071GHz  1.544Mbps  OdBm R_1 -
rIﬁu Modulator 1 on Hub Exp COM-570L 2 Ok 950MHz 32Kbps Disabled  Awvailable
rI]h.l Modulator 1 on Hub Exp CDM-570L 3 QK 950MHz 32kKbps Disabled  Available
w Modulator 1 on Hub Exp COM-570L 4 oK 950MHz 32kbps Disabled  Awvailable

B " Downcorverter 11,99GHz-»1, 2GHz
’Iﬁu Demodulator 2 on Burst Controller Ok 1,211GHz 512Kbps 3.3dE Blocked
’Iﬁu Demodulator 1 on Hub Exp COD-S84L 1 Ok 1.180869GHz 1.544Mbps  9.1dE R_1 -
’I,iu Demodulator 2 on Hub Exp COD-S64L 1 QK 950MHz 32Kbps Parked Available
’Iﬁu Demodulator 3 on Hub Exp COD-564L 1 QK 950MHz 32Kbps Parked Available
rIMI Demodulator 4 on Hub Exp CDD-S64L 1 Ok 950MHz 32Kbps Parked Available
rI,NLI Demodulator 1 on Hub Exp COD-S64L 2 Ok 950MHz 32Kbps Parked Available
Nt Dermodulator 2 on Hub Exp COD-S64L 2 OK  950MHz 32Kbos Parked Available

Figure 3-97 Switched Carrier, Hub Antenna View

7. End the session by selecting its appearance in the Application Sessions window and clicking on
the Takedown button.

After reaching this point and all indications are as noted above, the Vipersat Manager, the RF
Manager, and the Network Manager have been configured successfully. All frequencies and con-
versions are correct. To test the policies, it will be necessary to set up an application such as VVolP.

Additional (or all) Remote sites can be created and InBanded using the manual method described
up to this point. However, it is recommended that, once the initial Remote site has been configured
and can be used as a template reference, the remaining Remote sites be generated by utilizing the
Remote Site Wizard feature as described below.
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3.10 Remote Site Wizard

Creating and populating a Remote site with the use of the Remote Site Wizard tool greatly simplifies the
process by directing the user with a scripted set of dialogs. And, by selecting an existing Remote site as a
reference, a pre-defined default template is provided that automates the operation, allowing additional
Remote sites to be generated rapidly.

®The procedure presented here utilizes the Reference Site feature. Although this is optional and a
Remote site can be created without this step, the template approach is one of the most powerful
features of the Site Wizard tool. Without it, additional operator/user input is required for configu-
ration.

A When specifying a Reference Site, be aware of the following restrictions:

Do not specify a reference site that utilizes a different Network and/or Satellite than the new site
that is being created.

Although the reference site does not have to be in the same Group as the site that is being created,
be aware that none of the reference site’s inherited application policies will be copied to the new
site in this situation.

1. Right click on the network icon selecting Create Remote... (or from the Group, if the site is to
be a member of an existing group within the network) drop-down menu, as shown in Create
Remote... menu command.

&5 localhost - ViperView — O b4

() Tree View % HUB1 ¥ Antenna View
B . CA-EM2BOR2 ¥ HUB1
® fvent Log
B Network Manager
Bow " :

Ec Open

o S Open With >

v
~ RF
E‘gé‘i} Create Group ‘

= l Create Site
Create Remote.., l,\\,

& Sw Show OO0B Circuits |
Ei Ce
KX sn
X Vig Properties |

Delete |

Figure 3-98 Create Remote... menu command
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The Remote Site Required Information dialog will open, displaying a green pointer that guides the
user to the fields which require input (Remote Site Required Information, Create Remote...).

Remote Site Required Information

Specify the system resources needed to create a remote site

MNew Site Name
. Enable InBand Swtiching
Satellite
Remote Subnet Priority |0
Reference Site Enable Point to Point Switching

Clear Reference Site

Figure 3-99 Remote Site Required Information, Create Remote...

2. Enter the New Site Name.

3. Select the Satellite to be used by this site (Select Satellite, Remote Site).

Remote Site Wizard

Remote Site Required Information

Specify the system resources needed to create a remote site

Mew Site Mame

Ml Select Satellite

| R_2 |
Lookin: | Viperhet-1 w
Satellice
b |% Spacesat-
ﬁ ViperGroup
-
Remote Subnet
Reference Site I:
|— |E] Object name:| SpaceSat-1 | [ oK
Objects of type: | satelite |

Figure 3-100 Select Satellite, Remote Site

4. Select the Remote Subnet for this site (Select Remote Subnet).
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Remote Site Wizard

Mew Site Mame
L |

Satellice
Spacesat-1

Remote Subnet

i

Ly

Remote Site Required Information

Specify the system resources needed to create a remote site

Enable InBan

i -

Prioriky

EnatiEPoimkt

#4172.17.131.0/26
#172.17.132.0/26
#3172.17.133.0/26

Select Remote Subnet

#172.17.135.0/26
#172.17.136.0/26
#172.17.137.0/26
#3172.17.138.0/26

172,17.130.0/26

Reference Site

Clear Reference Site

Owvertide Inhe

Object name:| 172.17.129.0(26 | [ex

v | Cancel

Objects of type: |Subnet

Figure 3-101 Select Remote Subnet

5. Select the Reference Site to be used as the template for building this Remote site (Select Refer-

ence Site).

| Spacesat-1

L]

Remote Subnet

172,17.139.0{26

Reference Site

M Select Reference Site

Clear Reference Site

Lookin: | I Viperhlet-1

3'5) Spacesat-1

L

Enable Paint ko Poink Switching

Crwerride Inherited Application Policies

M Select Reference Site

Lok, in: | 5« ViperGroup

3r_1]

By v Hub-1

Object name: |

Objects of type: |Site

v Cancel

| [
|

Object name: | R_1

Objects of bype: |Site

Figure 3-102 Select Reference Site

6. To InBand this site, Enable InBand Switching, then select the Return Path Modulator for this

unit (Select Return Path Modulator, InBand Switching). Continue with the next step.

If this site will Not be InBanded, proceed to step Click the
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X

Remote Site Wizard

Remote Site Required Information

Specify the system resources needed to create a remote site

Mew Site Mame
Rz | Enable InBand Swtiching

Return Path Modulator

Satellice b | |%

M Select Object

Lack in: |_,a_§1?2.1?.129.0;26 v
|
= Syitchelsfinit 1 4
& Out-of-Band Uit 1
Object name: | | [ QK
Chbjects of bype: |M0dulat0r v | Cancel :
Chiject name:| Modulator 1 on Data Unit | [ oK
I Chbjects af bype: |M0dulat0r v |

Figure 3-103 Select Return Path Modulator, InBand Switching

7. If required, set the Priority to be assigned to this site.
Note that a lower number corresponds to a higher priority level. The default value (0) equates to
No priority.

8. To configure this site for Point-to-Point Switching, Enable the check box and then select the
Forward Path Demodulator (the demod for this Remote data unit) to be used for this feature
(Select Forward Path Demodulator, P2P Switching). Note HDNA remotes DO NOT support

this feature.

L )

Priority | 105

Remote Subnet
172,17.129.0{26

|E] Enable Point to Paint Switching

Forward Path Demodulator

Reference Site b | |%
F_1

M Select Object

Lok in: |_,a_§1?2.1?.129.0;26 v|
-
= Syibchedagnit 1 v
& Out-of-Band Uit 1
Object name:| | [ QK
Objects of type: |Dem0dulat0r v | Cancel
Ohject namg:| Demaodulator 2 on Data Unit | [ oK
Objects of type: |Dem0dulat0r v |

Figure 3-104 Select Forward Path Demodulator, P2P Switching
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9. Click the Next button to proceed to the dialog for configuring the Site RF Profile (Site RF Pro-
file, Create Remote...).

Remote Site Wizard §|
Site RF Profile
Enter the remate site antenna and frequency converter configuration
Antenna Properties
Conkact Information
R_Z Wisibility. ., .
not specified
Rax-Gain Operator
0dBrm Sky King Ops
Convetber Type
@Lgand O 7oMHz (O 190MHz (O Custom Power Limnit
0dBrm
UpCaonverter
Local Oscillatar RF Reference IF Reference Bandwidth
13.05GHz S00MHz I:l Inversion
DownConverter
Local Oscillatar RF Reference IF Reference Bandwidth
10,75GHz S00MHz [ tnversion
[ << Back ] I Mext == %' [ Cancel ]

Figure 3-105 Site RF Profile, Create Remote...

®When a reference site has been specified, the template of that site’s parameters will auto-fill these
next dialogs, requiring modifications only to settings that differ for this new site.

10. Review the RF settings and edit this dialog if necessary, then click the Next button.

For InBanded sites, the Return Path Home State Configuration dialog will appear (Return Path
Home State Configuration, InBand). Continue with the next step.

For sites that are not InBanded, the Ready To Create window will appear (Ready to Create, Site
Summary). Proceed to step 17.
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(reroesevier T ==

Return Path Home State Configuration

Configure remote site uplink transmit channel home state

Home State

Frequency [14.261GHz | BitRate 512Kbps Power -17.5dBm
Additional Transmit Parameters QPSK, 3/4, Turbo

Managed Device (Remote Modulator) Switch Rate Limits
Modulator 1 on cdm5701-172.17.64.49 Select Minimum
o
Home Device (Hub Demodulator) Maximum

4.95Mby
Demodulator 2 on cdm570/-172,17.0.5 P

Cross Home Device (Hub Modulator)

Modulator 1 on cdm5701-172.17.0.5 Select

[ << Back ][ Next>>§[ Cancel ]

.

A

Figure 3-106 Return Path Home State Configuration, InBand

11. Again, this dialog is auto-filled from the reference site. Review and edit as necessary, then click

Next.

For Point-to-Point sites, the Forward Path Home State Configuration dialog will appear
(Forward Path Home State Configuration, P2P). Continue with the next step.

Otherwise, the Return Channel Bandwidth dialog will appear (Return Channel Bandwidth,
Create Remote...). Proceed to step by default, the guaranteed bandwidth reservations will match

that of the re
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Forward Path Home State Configuration

Configure remote site downlink recieve channel home state

Home State
Frequency 14.255GHz Bit Rate 2.048Mbps Power -17.5dBm

Additional Transmit Parameters QPSK, 3/4, Turbo

Managed Device (Remote Demodulator) Switch Rate Limits
Demodulator 2 on cdm5701-172.17.64.49 | select Minimum
[ seect | i
Home Device (Hub Modulator) Maximum

4,95Mb
Modulator 1 on cdm5701-172.17.0.5 P

Cross Home Device (Hub Demodulator)

Demodulator 2 on cdm5701-172,17.0.5 Select

[ << Back ][ Next>>§[ Cancel ]

Figure 3-107 Forward Path Home State Configuration, P2P
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12. Review and edit any fields as necessary, then click Next.

The Return Channel Bandwidth dialog will appear (Return Channel Bandwidth, Create
Remote...), allowing guaranteed bandwidth reservations for this site to be specified.

Return Channel (Tx Uplink) Bandwidth

Configure remote site guaranteed bandwidth reservation(s) per frequency domain

Frequency Domain [aka Rate Extra Settings
Spacesat-1 1.024Mbps 83K, 7f8, Turbo

Edit Reservation fgl

| 1024kbps |

[IMinimum Rate
| 1024kbps |

Transmission Parameters

QPSk, 3/4, Turba
Enable Reservation
Modify [

[ << Back ][ Nexk == ][ Cancel ]

Figure 3-108 Return Channel Bandwidth, Create Remote...

13. By default, the guaranteed bandwidth reservations will match that of the reference site. Configure
the reservations as required for this site, then click Next.

For Point-to-Point sites, the Forward Channel Bandwidth dialog will appear. Configure as
required, then click Next.

The Demodulator Settings dialog will appear (Demodulator Settings, Create Remote...),
allowing the desired Demods at this Remote site to be flagged as allocatable.

Remote Site Wizard fgl

Demodulator Settings

Specify the remote site demodulator devices that can be used for SHOD connections

Remote Site Demodulators

Device Mame

I Demodulator 2 on Data Unit

¥ Demadulator 1 an Switched Unit 1

¥ Demadulator 2 an Switched Unit 1

¥ Demadulator 3 an Switched Unit 1

¥ Demadulator 4 an Switched Unit 1

[ Demadulator 2 on Out-of-Band Unit 1

Figure 3-109 Demodulator Settings, Create Remote...
14. Specify any Demods to be used for SHOD/mesh connections, then click Next.
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The next dialog to appear will be Site Application Policy and Distribution List (Site Application

Policy and Distribution

List, Create Remote...). Continue with the next step.

Site Application Policy and Distribution List

Configure application bit rate limits and targets for multi-site switch

Application Policies

Type  Label Priority Tx Minimum ~ Tx Maximum ~ Rx Minimum R *
W0 Locall 70 8Kbps 128Kbps Obps [Jll—I
[“ 2 veIp 25 32Kbps 128Kbps 32Kbps 6 -
4 [ | +

M| Enable Automatic Switching Application Updates Load

[ Excess | 8Kbps [ Entry Rate: Obps

Distribution Lists

Destination

[w 225.122.152.4
v 233.3.40.22
[ o000

MName

Grp_AT Mesh
MitCast Video
Monitor Target

.

[ << Back ][ Next>>N}[ Cancel ]

4

Figure 3-110 Site Application Policy and Distribution List, Create Remote...

15. Here, the user can modify any inherited policies or lists, or insert new local ones. Notice that the

Local policies for

the reference site will appear here also.

Configure as required, then click Next.
The Return Path MODCOD Table dialog will appear (Return Path MODCOD Table, Create

Remote...).

Return Path ModCod Table

Configure modulation and coding parameters for each bit rate range

Bandwidth Additional Transmit Parameters

170.666KHz
195.047KHz
1.365333MHz

Threshold
256Kbps 255.999Kbps
512kbps 292,57Kbps
3.072Mbps  3.583999M...

Bit Rate

QPSK, 3/4, Turbo
8PSK, 7/8, Turbo
8-0AM, 3/4, Turbo

[ Insert ][ ModifyL\J) [ Remove ][ Refresh ]

Lo ]

Default Parameters: QPSK, 3/4, Turbo

[ << Back ][ MNext = ][ Cancel ]

A

.

Figure 3-111 Return Path MODCOD Table, Create Remote...
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16. Here, the user can modify/remove reference site entries that are displayed, and/or insert new ones.

Configure the MODCOD as required for this site, then click Next.

For Point-to-Point sites, the Forward Path MODCOD Table dialog will appear. Configure as

required.

Proceed to the Site Wizard Ready to Create summary page (Ready to Create, Site Summary) by

clicking Next.

Remote 5ite Wizard g]
Ready To Create
Al necessary information has been collected, Press Mext to create the new remote,
A~
SITE SUMMARY
SeEelillER cononnnnnonnnooooooo "Spacefat-1"
HetworK. . vvennnnnnnnnnnnnnnnns "ViperNet-1"
[ETEE@o ccooonoonooonoonoooooooo "ViperGroup™
SilER WEMR: cooccoooccooosoooonno R_z"
SIS Es cooonoooooonoooonooooos 172.17.129.0/26
Position (Lat/Lon)......eeeuun n/a
Reference JitE....ciccivnaanas R 1
Return Path Inband Switching..Enabled
Inband Modulator.............. Modulator 1 on Dat
Owerride Policies............. Enabled
Pl @ElE o cnnnoooonnonnoooooooo 105
Forward Path Inband Switching.Enabhled
Inband Demodulator............ Demodulator & on I
RF CONFIGURATION
HREEHTE. s coosoocosoocnsoocosoo "RZ Antenna Z
£ >
[ << Back ] l Nezt: >>[\I [ Cancel ]

Figure 3-112 Ready to Create, Site Summary

17. With the Ready To Create summary page, the proposed configuration parameters for this site
can be reviewed and, if necessary, the user can step Back to make changes prior to finalizing the
creation process. After confirming the settings, click Next to create the new site.

If all settings are determined by the system to be acceptable, the Site Creation Complete
window will appear (Site Creation Complete, Succeeded) with a Site Creation Succeeded

message.
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Remote Site Wizard g|

Site Creation Complete

The remote site creation process has completed, Please review creation status and summary

below,
Q? Site Creation Succeeded!!
Creating new remote site "R_2" ~

Satelite: SpaceSat-1
Metwork: Yiperiet-1
Group: ViperGroup
Subnet: 172,17.129.0{26
Reference Site: R_1
Creating Site object under YiperGroup
Creating antenna object
Creating upconverter in new antenna
Creating downconverter in new antenna
Assigning modulators in subnet "172,17,129.0/26" to upconverter
modulator "Modulator 1 on Data Unit"
modulator "Modulatar 1 on Qut-of-Band Unit 1
Assigning demodulators in subnet "172,17,129,0/26" to downconverter
demodulator "Demodulatar 2 on Data Unit"
demodulator "Demodulator 1 on Switched Unit 1
demodulator "Demodulator 2 on Switched Unit 1
demodulator "Demodulator 3 on Switched Unit 1

Figure 3-113 Site Creation Complete, Succeeded

Should some aspect of the proposed configuration not be accepted by the system, an error message will be
displayed indicating that a reconfiguration is required before the site creation can be completed
successfully.

Repeat the Create Remote Site procedure to generate additional network/group remote sites, as required.
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3.11 Redundancy Configuration

M:N Device Redundancy

If device redundancy for hub primary modems is desired, it should be configured at this point. Complete
instructions for configuring this feature can be found in Appendix C, "Redundancy".

VMS Redundancy

If VMS server redundancy is desired, it should be configured at this point. Complete instructions for
configuring this feature can be found in Appendix C, "Redundancy".

3.12 Dynamic Route (CDM-570)

The next step will be to set up the VMS to push the routes to the TDM outbounds. This step is necessary
if there is more than one satellite—or satellite beam—being used in the network, or if multiple TDM
outbounds are being used and the mobile sites will transition between them.

It will no longer be necessary to put static routes in the TDM modems. If any static routes exist, either
telnet/console into the box(es) or use the Parameter Editor from the VMS and delete them. The only
routes left in the TDM outbounds should be the Default Gateway to the edge router and any non-mobile
remotes in the network (if desired, these routes can also be entered as dynamic VMS routes).

1. Right-click on the Hub modem unit that represents the first TDM outbound and select the
Properties page.

CDM5XX Unit Routes

MNetwork Mask Gateway

L\, Insert

4 I

mport | [ Export

Figure 3-114 TDM Properties, Routes

2. Select Routes from the tree menu to display the Routes table (TDM Properties, Routes).
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3. Right-click in the window and select Insert.

A new route is added to the Route List. The operator can then edit the route settings, including the
Network address, the Mask, the Gateway, and the Interface (next hop). For remotes, select
Satellite as the interface.

N CDMS5XX Unit Routes

Configuration

MNetwork Mask Gateway Interface Hdr Comp Pld Comp  Encrypt

10.1.123.0  255.255.255.0 0.0.0.0  Satelite Enabled Enabled Disabled
10.1.129.0  255.255.255.0 0.0.0.0  Satelite Enabled Enabled Disabled
10.1.130.0  255.255.255.0 0.0.0.0 Satelite Disabled Disabled Disabled
110.1.131.0  255.255.255.0 0.0.0.0  Satelite Disabled Disabled Disabled

<<

CDM570L ParamEdit-CDM5XX-5.4. dll

Static Routes

# | Route Mame | Metwork Address Mext Hop | il
0 DFG 0.0.0.040 101.0.1 M.
| 1 WMS a8 10.1.130.0/24 MOME

2 WMS a3 10.1.131.0/24 MNOME

Managed Switch
WLAN
=I- Wipersat
= STOMA
Remate List
Femate Removal
=I- Switching
Application
Load
Hitless
DPC
—I- Home State
odulator
Demadulatar

= Adm:mss Add.. H | Clear |

SHMP
SHTP
Compreszion

Triple DES oK | Cancel |

Maintenance

Figure 3-115 Dynamic Routing Entry, CDM- 570/570L

4. Push the new route to the modem with a Force Registration. The modem will generate a RIPv2
update to the router identified as its default gateway.

This can be verified by right-clicking on the modem, selecting Configure, then opening the
Routing dialog as shown in Dynamic Routing Entry, CDM- 570/570L.

5. Repeat this route procedure for each TDM outbound modem.

If Quality of Service rules apply, configure them now. Typically, QOS rules in the TDM will be
configured for Min/Max priority. This gives each remote a CIR (min rule) in the TDM outbound
and a burstable rate (max rule). Since the number of rules per modem is limited to 32, these rules
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should be moved to the currently active TDM outbound. Configure QOS rules for the remotes
that use this modem as their “home” TDM.

6. Right-click on the Hub unit with the first TDM outbound and open the Properties page.

7. Enable QOS Management by checking the box, then click on the Rules button (QOS Rules Con-
figuration, CDM- 570/570L).

CDM5XX Unit Properties

MName
cdm5701-172,17.0.5

[ Lock Front Panel
Mask Unlock Alarm
Enable Heartbeat

Auto Home State Timeout
4

Q0OS Management

Ha-

Source Part Destination Paort Pratocal Priority  Min BW Max BW Filter WRED
¥ 0.0.0.0/0 0/65535  0.0.0.0f0 0/65535  Mone 0 3bps 9,999Mbps O off
. = — = —— — s = ——— :

Figure 3-116 QOS Rules Configuration, CDM- 570/570L

8. Right-click in the QOS Rules window to Insert a rule, then edit the rule settings that will apply to
the remote.

When the remote transitions to a new TDM outbound, these rules will transition with it.

9. Apply these settings to save this configuration for the Hub TDM unit.
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3.13 Encryption Configuration

Management Security Option

®The Management Security feature is not provided with standard VMS installations, and is availa-
ble only upon request and through an authorized agent.

This feature requires the use of a specially programmed Crypto-Key.

Management Security is an optional software module for the VMS that protects the M&C messages that
pass between SLM-5650A modems and the VMS over exposed LAN/WAN segments within the network.
Encryption key management operates through manual key distribution, with M&C keys entered in the
VMS and at each modem associated with the VMS.

A Switching encryption option for VESP is included in this security feature as well.

Encryption is based on the FIPS approved Advanced Encryption Standard (AES), a block cipher
algorithm, using a 128-bit fixed block size and 256-bit keys.

1. Open the Properties window for the VMS Server and select the Encryption dialog, as shown in
VMS Server Properties, General dialog.

W VIPERLABL = E3
VMS Encryption Keys

Management: [” Enable Passphrase |

ES07F1IFCFEED132F9BB016CAGT35A 1 9FZCEFS0F0171ASD
2DE7 13F447B1 SFE33E

Management Key
Switching: [~ Enable Passphrase  ENer passphrase:
I E388C1CSDF4933FA01FEDAIFIZ5A55590
F0FEE38035E7ASED26 By messsreEs crgin
(a8 I Cancel

Apply I Cancel |

Figure 3-117 VMS Server Properties, General dialog

Here, Management and/or Switching encryption can be Enabled.
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®Take care with the sequence that is followed for enabling/activating the encryption feature. To
minimize disruptions to network operations, enabling encryption in the VMS should be performed
only after modem encryption has been enabled.

Refer to the CEFD SLM-5650A User Guide for information on setting the Management Security
feature in the modem.

2. Set the encryption key(s) by either entering a 64-character ASCII hex string (as depicted in the
figure) or clicking on the Passphrase button and entering a passphrase in the pop-up dialog.

An MD?5 cryptographic hash function translates the passphrase into a 128-bit hash value.

Note that the key entered here for Management must match the key that is entered for each
modem that has encryption enabled.

The key for Switching is entered here only and is automatically passed on to the modem by the
VVMS for VESP operations.

3. Click on Apply then Close the window.

Modem TRANSEC Setting
(Applies to only CEFD networks that use SLM-5650A modems)

When using Transmission Security encryption, the VMS modem setting must be configured to match the
setting used in the SLM-5650A modem itself. Perform the following procedure for each modem to be

configured for encryption.

1. Open the Properties window for the SLM-5650A modem (Properties Window, SLM-5650A
Modem).

<= R1-{128)-56504-DATA =101 =]
- General

.. Canfigurations SLM5650 Unit Properties

Mame
— | R1-(128)-56504-DATA

IP Address
m .1 12 1

Subnet Mask
|255.255.255. o

Auto Home State Timeout {min)
4

FIPS Blocks Per Frame
_>| 18]
™ Heartheat Enabled

Apply I Cancel |

Figure 3-118 Properties Window, SLM-5650A Modem
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2. Enter the number of blocks used for encryption in the FIPS Blocks Per Frame parameter field.

In the SLM-5650A/B modem, this parameter is specified on the Admin/Config page as the
Encryption Frame Length in 16 Byte Blocks.

3. Click on Apply then Close the window.
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CONFIGURING NETWORK MODEMS

4. Configuring Heights Modems

This chapter describes using VMS to configure network modems. Configuration of modem parameter
files is accomplished using the Configuration Parameter Editor.

For example, once a modem parameter has been changed by the VMS (online editing), clicking the OK
button on the edit screen causes the change to be implemented immediately in the modem.

Several parameter modifications can also be made from the Configuration Sheet interface within
ViperView?2 (Parameter View and Modem Command Menu) by clicking on a setting and editing it.

Note that the number of settings presented here is not as comprehensive as what is provided within
the modem Web Server Interface or SNMP.

Alternatively, parameter changes may be made directly to the modem using either a console, Telnet, or
HTTP connection, rather than using the VMS. Refer to the modem’s documentation for details on
configuring modem equipment using one of these methods. The VMS will generate a log event to inform
the operator/user that one or more parameters for that modem have been changed by an external source—
another VMS client, or via the WSI, for example—since the last parameter change by this user account.

The settings of any CEFD network modem can be configured or modified using the VMS. Right-clicking
on a device icon in ViperView2 will display a drop-down menu showing the options that can be exercised
for the device, as shown in Parameter View and Modem Command Menu.
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& localhost - ViperView

G Tree View & SpaceSat-l @ HDNA Remote List View X 5 SpaceSat-l o HDMA
B CuentLog Name Demand i Name
% Netwerk Manager R11_Hpro 20.904Mbps  20.904Mbps
Bot Englab R12_Hpro 24Kbps 23.664Kbps DCG
my SpaceSat-l R13_Hpro 1.08Mbps 1.08Mbps [ [lele]
Boh Hub-6 R14_Hplus 1.856Mbps 1.856Mbps R1CG
| 3 R17_PICO Obps Obps ARG
Bo# 10216860724 R18_PICO SKbps 7.992Kbps
Eo™ 192.168.6.10
B 192.1686.11
Eo™ 192.16856.12
o 192168613 6 remotes 23.872Mbps 23.871656Mbps
Ho“® 192.166.6.20
i 105 er b ¥y Modulator on 192,168,111 42 Parameter View x
Hob i1 Hpra E?:“‘“f — al
E gy el
o 192156110724 EStatic Parameters
e CEm EDynamic Parameters
He Open VM Control Enabled
Data Rate 98362531 Mbps
|| B > | symbol Rate 24.069262 Meps
Bo'h Ai: Soft Reset Frequency 1021948113 GHz
Ho'd R MODCOD (83) VersaFEC 2 32-ARY 0.831 long fri
moh g1y HordReset Powe Ll 4348 & Spacesat-l kil Spectru
B onnigue Carrier State On
Ho# T » ElACM
|9 search Lefal ACM Enable Disabled
Save to Flash Max MODCOD (0) VersaFEC 1 BPSK 0.488
Target Es/No Margin 0.0dB
Force Regttetion Lst Reported Ex/No 16,1 d8 .
e Current MODCOD (82) VersaFEC 2 32-ARY 0.801 long fr: i He
Current Dats Rate 94,890912 Mbps JEnglab [ List View
Remove Current Power 0dB 3 SpaceSat-|  SkyKing
B
propeie brwe  (Cousl
Mode Disabled % Rikpo (O
Multicast IP 0.0.00 =
- % RizHpro q
Group ID 0
RxLO Frequency 0Hz % Ri3Hpro (G
_ Ms101 X TxLOFrequency OHz % Ri4 Hplus  (ENINE
UR— Base Power 0dB % R16 Hpro Dis:
oo, e BEDPC 9 R17_PICO |
Local host: active DPC Enable Disabled v <
192.168.6.102: disconnected B Vipersst EventLog Service =] Event View
Timestamp Source Message

Figure 4-1 Parameter View and Modem Command Menu

The following describes the actions for each item/command on the drop-down menu.

* Open - This item causes the selected modem to pop open a separate window displaying the device
parameters for the unit.

» Soft Reset — This command causes the selected modem to perform a refresh of all latched alarms,
clearing all internal table entries.

» Hard Reset — This command causes the modem to do a complete process reset. Performing a hard
reset is like power cycling the unit.

» Save to Flash — This item will save all volatile configurations to the modem’s flash memory.
Anytime an operator makes a change to communication and operating parameters, it is necessary to
save the changed information/configuration.

Save to Flash saves information in the selected modem, not in the VMS database.

e Force Registration — A modem is normally automatically registered on the network as part of the
initial setup process. If this process fails, this command will force a registration attempt.

¢ Configure — This item will open the Parameter Editor, allowing configuration changes to the unit.
See subsection Using Parameter Editor.

Many of the parameters interact with each other. Before making a change to a parameter setting,
carefully read the instructions and observe any notes documenting parameter interaction.
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» Upgrade — This command is used to upload an application image file to upgrade the firmware for
the unit.

» Remove — This command deletes the device container from the VMS configuration database,
removing it from selected view.

* Properties — This command allows access to the General Properties and the Stored
Configurations for the selected unit.

4.1 Hardware/Software Configuration

Refer to the user documentation for each modem in the satellite network for details on the physical
installation of the device. The hardware documentation also has detailed information on using the unit’s
front panel controls, a Telnet connection and the command line interface, or an HTTP connection and the
web server interface for directly configuring the target modem.

A modem, when managed by the VMS as part of a communications network, has its performance
automatically controlled as the VMS monitors its role and function in the network. The VMS commands
the modem to modify its configuration, as needed, to optimize network performance.

In addition, the modem portion of each modem in a network can be controlled manually. Each modem
will have its own unique user interface and connection methods. Check the modem documentation for
details.

®Not all modem functions may be controlled by the VMS. Refer to the device’s user documenta-
tion for instructions for using functions not available through the VMS.

Table 4-1 Modem Control Options (Heights)
User Interface Connection Modem Functions IP Functions

Serial Command Line Interface (CLI) Local - MOST ALL
Serial RS-232 via
Console Port

Telnet Local or Remote - Ethernet MOST ALL
via 10/100 BaseT
Traffic interface

Web Server Local or Remote - Ethernet ALL ALL
via 10/100 BaseT
Traffic interface

SNMP Local or Remote - Ethernet ALL ALL
via 10/100 BaseT
Traffic interface
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4.2 Using Heights Parameter Editor

The use of the Parameter Editor from the VMS is presented here for the Heights HDNA modems.
Configuration of modem parameter files for supporting products can be performed using the VMS.

Because Parameter Editor modem configuration for the CDM-570/L, the CDD-56x series, and the SLM-
5650/A is available via both the VMS and the VLoad utility, user documentation relating to these models
is provided separately as follows:

e CEFD CDM-570/L, CDD-56X Parameter Editor User Guide (Part Number MN-0000038)
o CEFD SLM-5650/A Parameter Editor User Guide (Part Number MN-0000041)

The Parameter Editor provides a simple graphical user interface (GUI) for making configuration changes
to modem used in a CEFD satellite network. Accessible from the VMS, the Parameter Editor operates on
the param files that are stored in the modem’s nonvolatile memory. This section documents the Parameter
Editor as it applies to the Heights satellite modems (HTO, HRX & HRG).

Once a modem’s configuration has been changed using the VMS, the change is immediately applied to
the modem and a change event is generated in the Event Log.

®Many of the parameters will interact with other parameters. Carefully read the instructions before
making changes to a unit’s configuration settings.

Parameter modifications may also be made directly to the modem using an HTTP connection and the
Web Server Interface (WSI). Refer to the modem’s documentation for details on making equipment
parameter modifications directly at the unit.

Configuration Process

The VMS parameter editor uses a highly efficient bit packing algorithm to compress the data file. When
an operator selects configure from the unit the system uses a UDP streamload library to get the packed
file from the modem unpacks presenting configuration parameters within the file. Editing one or many
parameters are locally stored as changed values. On completion “OK” the system only sends the changed
values minimizing the transmission to the modem, then the modem updates changes, executes and stores.

Tracking Parameter Changes

When making configuration changes to network units, it is recommended that the Event Log window be
displayed in ViperView? so that the change events can be observed as they are recorded. This applies to
changes made locally as well as externally, such as by another operator/user. A log event will be
generated to inform the local operator/user that one or more parameters for a modem unit have been
changed by an external source, another VMS client, or via the WSI, for example, since the last parameter
change by this user account. See ““Event Log™ for more information.
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4.2.1 Parameter Editor Features

The Heights Parameter Editor software has the following features:
» Simple yet comprehensive graphical user interface.
* Integrated with the VMS.
» Context sensitive for device type as well as for unit role (Hub/Remote).
» Configuration alert error checking on range value parameters.
* Integrated help with parameter information.

» Highly efficient, low bandwidth usage with bit packed packet transmissions.

@ Most of the typical parameters are available through the editor. All other changes are made
through the WSI or SNMP.

Fully integrated with the VMS, the configuration parameter editor is called upon when a modem
Configure command is selected in the ViperView2 user interface. An example of the editor for the HTO
modem is shown, below.

8 htol Configuration Sheet 7 >
- General

Alarm Maska General

[ Mebwark
Interfaces

Contact
| Network Operator |

Lecation
| Service Area |

‘- Remotes Circuit [D
L2 il T [HTO-6 |
- Compression
-BERT Auto Logout Minutes 10 MHz Internal Adjustment
s 0 E |
- BUC
Boot From
G.703 Clock Extended Mode
(O latest External Reference Frequency
Ly @ slot1
slo (]
O TX Lack Internal
() slot2
Corce

Figure 4-2 Parameter Editor, HTO Example

Selection from the tree menu in the left panel of the window displays the applicable parameters in the
right panel, using a combination of text fields, pull-down menus, check boxes, and radio buttons.
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Configuration Changes

When changes are made to a modem unit with the parameter editor, these changes are saved by clicking
on the OK button at the bottom of the editor window. Alternatively, these changes are ignored by either
clicking on the Cancel button or closing the editor window.

4.2.2 Parameter Editor Tree Menu

The configuration parameter displays the editable parameter categories for each network modem in the
form of a tree menu. The tree appearance will vary depending on the Heights modem type.

HTO HRX (Profile-8)
: m Masks Alarm Mazks
2 Netwark - Metwark
- Interfaces i Interfaces
- Routes - Routes
el - ARP - ARP
- IGMP
Alamn Masks At
& Network L wiaN
i e nterfaces - Comprassion :
- Rloutes - RTI £ Devices
- ARP - ECh - LNE
i NMS - DPC - Demad 1
{ B ACM - BERT - Diemod 2
: ‘... Bemates (= Devices - Diemod 3
fgpiansd™ B Mod - Demad 4
=l R A, Demad 1 - Diemod 5
- Compression L Demod 2 - Demod 6
--BERT i il LNE - Demod 7
e bod b e BUC - Demad &
- BULC - Rioaming - Demod 9

Figure 4-3 Example Tree Menus, Heights Modems

From the ViperView2 user interface, Configuration Sheet is accessed by selecting the modem Configure
command (Modem Configure Command, Figure 4-4).
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Remove ii Rate
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Properties
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Multicast [P

Figure 4-4 Modem Configure Command, ViperView?2

The following sections describe each of the tree menu items and their associated configuration parameters

and settings.

4.3 General

Clicking on the General menu item displays the modem parameters dialog representing majority of the
basic WSI Utility page parameters as shown below for HRX.

B ' hrbd Configuration Sheet

R Gieriera
- larm Masks
- Network,

. e Interfaces
- Houtes
- ARP
- WA

- ECM
- BERT
i e NMS
= Devices
- LNB
- Demod 1
- Demod 2
- Demod 3
- Demod 4
- Demod B
- Demod B
- Demod 7
- Demod 8
- Demod 9

Name

General

| HRX-9-HR

Contact

| Site Operator

Lecation

[ 546

Boot From

() latest (@ slot1 (O slot2

Base Frequency Base RF Frequency

| 970 MHz | [oHz |

Internal Adjustment Auto Logout Minutes

|28 | [o |
Cancel
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Name

Enter any name (4 to 200 characters) for the node which serves to identify this CEFD unit on the network.
Valid characters: Space () *+ -, ./ 0 thru 9 and Aa thru Zz.

Contact

Optional contact information can be entered (1 to 63 characters), such as for technical support; e-mail,
telephone, etc.

Valid characters: Space () * + -, ./ 0 thru 9 and Aa thru Zz.

Location
Optional location information can be entered (1 to 63 characters) here for reference.
Valid characters: Space () * + -, ./ 0 thru 9 and Aa thru Zz.

Circuit ID

A user-defined Circuit ID string (0 to 200 characters) can be entered here. This identifier will appear in
the parameter view area of ViperView2 for a selected unit.

Valid characters: Space () *+ -, ./ 0 thru 9 and Aa thru Zz.

Boot From Slot

The Boot From Slot radio button selection designates the firmware image to be loaded for operation
upon power-up or soft reboot.

The Latest designation selects the firmware that was most recently installed in the modem.

10 MHz Internal Adjustment

This setting provides fine adjustment of the Internal 10 MHz reference from the high-stability frequency
reference module in the unit.

The default value is 0. Range is -999 to 999 kHz.

Auto Logout Time

Administrative security is provided with the Auto Logout Time parameter, specifying the allowable idle
time during a Web Server Interface (WSI) session with this modem unit before the session is
automatically terminated. This provides a security measure for safeguarding access to a previously
logged-in unit.

Valid range is 0 to 15 minutes; 0 (default) disables the Auto Logout.

External Reference Frequency
This parameter field appears for CDM-800 & HTO units only.

This parameter sets the reference frequency for the CDM-800 modem to be either Internal or External.
The appearance of this signal is at the Reference In/Out connector on the rear panel of the unit.

Select the desired setting from the pull-down menu, as shown in External Reference Frequency Pull-
Down Menu, CDM-800.
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i Internal 10MHz Plus Externigel
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Figure 4-6 External Reference Frequency Drop-Down Menu, CDM-800 & HTO

Base Frequency
This parameter field appears for CDD-880 & HRX units only.

The Multi-Receiver Router can accept receive frequencies that fall within a 70 MHz range. Specifying a
Base Frequency establishes the lower limit of this range for the demodulators. The individual
demodulators are then able to receive frequencies that range from this base level up to a maximum of 70
MHz above the base.

The valid range for this parameter setting is 950-2080MHz.

A Changing the Base Rx Frequency for a unit will result in the frequencies for existing carriers on
that unit to become invalid, causing them to unlock.
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4.4 Network

The parameter settings that pertain to the network (WAN and LAN) are presented in several submenu
items described below.

Network | Interfaces

Clicking on the Interfaces menu item displays the Network Interfaces dialog shown in Network
Interfaces dialog, HTO.

1 htol Configuration Sheet ? *
- General
- dilam Masks Interfaces
=) Netwark
I Address/Subnet Link Config
- Routes 0.0,0.0/0 ]

- NMS
- ACM
‘- Remates

192.168.6.10/24 0

- WAN
- Compression
--BERT

- Mod

. BUC

Modify

Cancel

Figure 4-7 Network Interfaces dialog, HTO

This dialog is used to configure the IP Addressing and Link Configuration settings for the Ethernet
communication ports that are on the rear panel of the Heights units. These ports consist of the following
interfaces:

*LAN/GE TRAFFIC (1000 BaseT Gigabit Ethernet) interface).
This interface serves as the Customer Traffic port.

¢ MGMT (100/1000 BaseT Gigabit Ethernet) interface.
This interface serves as the Management (M&C) port for the VMS.

The figure above represents the dialog for an HTO. In this example, the interfaces appear in the order
LAN, WAN, MGMT.

To modify the interface settings, select a table listing and click on the Modify button.

Using the pull-down menu, select the desired Link Configuration setting for line speed and duplex. Note
that the recommended setting is Auto.
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Network | Routes

Because satellite networks are often used as extensions for access to services such as the Internet or the
PSTN, they lend themselves quite readily to private addressing. For example, to provide Internet access to
the satellite network, only the Hub requires a public IP address in order for the entire satellite network
that is controlled by the Hub to have access to the Internet backbone. Utilizing Network Address
Translation (NAT), the administrator can effectively address the network using a minimum number of
static route statements.

Example:

The IP address 172.16.0.0 is the private address network number for class B networks. If there is a
router at the Hub with a connection to the Internet, the operator can define the local network as a class
B. If the operator splits the Class B in half and points the upper half toward the satellite, there will be
over 16,000 usable addresses at the Hub as well as at the Remotes.

By putting the one route statement “Remotes 172.16.128.0/17 WAN to LAN” in the Hub modem, and
by using the route statement “GW 0.0.0.0/0 LAN to WAN” at each of the Remote modems, the
network will successfully route packets. The Remotes can then be subnetted as class C networks or
below. Additional routers at the Remotes can be added for unusually large sites, allowing an additional
layer of NAT without requiring any more explicit routing within the CEFD network modems.

The Heights satellite modems are basically two-port routers, with one port to the LAN (Ethernet) and the
other to the WAN (satellite network). Therefore, very little dynamic decision making is necessary, and
most routing is done using static routes. These routes can be entered to route IP traffic either over the
satellite or to another device on the local network.

However, typically the traffic Working Mode is set to Bridge-Point-Multipoint requiring only
routes for MGMT Interface.

Route definitions vary depending on which of the three units in the product series is being configured.
Each of these unit types perform a unique role:

MGMT Routes -

» The HTO is a Hub unit that serves as a forwarding router, and requires explicit route definitions for
each of its Remote units (satellite WAN), as well as a default gateway to the Ethernet LAN. For
WAN traffic, GSE labeling is applied and the data is forwarded per the table entries.

» The HRX is a Hub unit that receives traffic off the WAN and forwards all packets to its default
gateway (to LAN).

» The HRG serves as the Remote modem unit that filters received satellite WAN transmissions based
on GSE labeling and routes packets destined for the Ethernet LAN. LAN traffic received from its
subnet is forwarded using the lone default route to the WAN.

Default gateways are defined as the route of last resort. Typically, the IP address of the next hop router in
the network is specified here.

Refer to the Heights Installation and Operation Manual for additional information on entering routes.
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Creating Static Routes

The following procedure outlines the basic route structure that the target Heights units will require for its
role in the managed network.

One of the key routes that must be created is a default gateway address for routing the data traffic that is
received by the unit.

In a Hub configuration, the default route will typically point to a router on the same LAN as the Hub unit.
In the example shown in the below figure, that router is specified as the Next Hop address 10.1.0.1.

In a Remote configuration, the default route will typically point to the satellite modem (WAN) used for
communications back to the Hub.

For a Hub unit that is providing the DVB-S2X outbound to all associated Remotes, routes are added
either by dynamic or static entries to provide local and satellite network communications.

Route statements defining management and traffic communications with the Remote units consist of one
for traffic and one for management, per Remote depending on Working Mode configuration. There are
two working modes under network settings, Router or Bridge-Point-Multipoint (BPM) where Router
mode requires both traffic and management routes and BPM only requires management.

While the Heights BPM feature supports Bridged Traffic ports, the Management ports for all units in the
Heights System must operate in Router Mode.

When configuring the HTO for “BPM” Working Mode, Comtech Dynamic Routing Protocol (CDRP)
continues to work as expected to populate the HTO with the routes required to manage the remote HRG’s
via their Management IP Addresses. Handle the Return Link Routed Management Traffic by entering a
default route (0.0.0.0/0 “toWAN”) in the HRG’s routing table.

As with “Router” Working Mode, you must enable CDRP for ACM/VCM on the DVB-S2X Outbound
Carrier to work for Management Traffic destined to each remote.

User traffic on the Traffic ports does not require CDRP, as BPM automatically and seamlessly handles
ACM/VCM for this traffic.

®Working Mode, CDRP and RIP are only configurable via WSI or SNMP. Refer to HTO
user’s manual for more information.

Automatic MGMT Routes: (route labels ~Auto:)
The ECM TAP multicast address (M&C)
The VMS multicast address (M&C)

Comtech Dynamic Route Protocol (CDRP)

If CDRG is enabled the remote “MGMT Subnet” routes do not require any modifications,
recommend any modifications should be done on the remote unit configuration.
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Static Routes:

1. From the tree menu, select Routes to open the Routing Table dialog. All current routes are

displayed

in the table listing.

The static or dynamic routing configuration for a typical Hub HTO unit is shown in Hub Routing
Table dialog, HTO and Additional Routing Table Columns.

Routing for a typical HRG is shown in Default Route for Remote, HRG.

B htol Configuration Sheet ? X
- General
: Routes
Description Address Bits  Interface MNext Hop ‘WANM Label  HeaderComp  PayloadComp Type
dfg 0000 0 1 19216861 O 0 0 4
TestMC 239.6.544 22 0.0.00 0 0 0 4
~Aute: Mgmt MCast 239.1.24 22 0.0.00 0 0 0 4
iR ~Auto: ECM from 192162620 239116 3z 2 0.0.00 0 0 0 4
SR Mgmt subnet 192168130 24 2 0.0.00 309 0 0 4
- Compression Mgmt subnet 182.168.11.0 24 2 0.0.00 163 0 0 4
BERT Mgmt subnet 192168170 24 2 0.0.0.0 955 0 0 4
':U”g Mgmt subnet 192168180 24 2 0.0.00 1403 0 0 4
Mgmt subnet 192168120 24 2 0.0.0.0 205 0 0 1
Mgmt subnet 192168140 24 2 0.0.00 205 0 0 4
Insert I Modify { Delete
QK Cancel
Figure 4-8 Hub Routing Table dialog, HTO
B " hid Configuration Sheet ? *
- General
- Blarm Masks Routes
=1~ Metwork, BT 5
- Interfaces Description  Destination  Interface Mext Hop
- Routes default 0.0.0.0/0 0.0.0.0
----- ARP
----- IGMP
----- DHCP

Figure 4-9 Default Route for Remote, HRG

2. Click on the Insert button at the bottom of the dialog to create a new static route for this unit

(Route Properties dialog, HTO).

®Depending on the type of unit that is being configured, the parameters displayed in
the Route Properties dialog will vary.

The WAN Label parameter is managed by the system and should not be modified.

For the HRX, only the LAN interface is applicable, and Compression does not apply to this

unit.
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Description

[P igmt subnet |
Destination Address ~ Destination Subnet Bits
[192168130 | |24 |
Mext Hop Address WAN Label

00,00 | | 309 |

[JHeader Compression Interface
DPayInad Compression (CJlan (@) wan

Type
(Jother Oinvalid () direct (®) indirect

0K Cancel

Figure 4-10 Route Properties dialog, HTO

3. Enter the following:
The name for the route in the Route Description field (1 to 80 characters).

Valid characters: Space () * + -, ./ 0 thru 9 and Aa thru Zz.

The Destination network IP address and the number of bits in the subnet mask

(XXX XXX XXX XXXTYY).

The route Interface port (LAN or WAN). Note that the HRX offers a LAN interface only.
The Next Hop IP address for to LAN routes. This address must be on the local subnet.

The system administrator can supply this information, if necessary.
Note that no entry is needed for to WAN routes.

The WAN Label (EB) value for passing traffic when receiving transmission from outbound
carrier in EB mode. This parameter appears for the HTO/HRG modem only and provides
support for WAN filtering in the receiver, however this is system managed and any
modifications will result in traffic failure.

For non-broadcast addressing, the valid range for this value is from 1 to 2047.

For broadcast to all Remotes (multicast addressing), the label is automatically set to 0 (zero);
this allows all packets to pass.

®This label must match the label defined in the HRG Remote that corresponds to this route;
if not, the packets will be dropped. See the section Network | WAN.

The selection of Header and/or Payload Compression is optional on a per route basis for
units that have a modulator (HTO, HRG).

Refer to section Network | WAN | Compression for details on these settings.
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In a Hub role for example, create the default gateway route and enter the name of the route (e.g.,
Default GW), enter 0.0.0.0/0 for the destination IP address and the mask, select LAN for Ethernet
interface, then enter the IP address (e.g., 192.168.150.1) of the appropriate router or modem for the
next hop.

4, Click on the OK button to add the new route to the table.

When an existing route from the table is selected, the Modify Entry and Delete Entry buttons
become active. The Modify Route dialog allows edits to be made to the fields as described above.

5. When all routes have been defined, click on OK to save the settings.

Network | ARP

This menu item appears for HTO, HRX and HRG units.

Address Resolution Protocol (ARP) is a low-level protocol used to map IP addresses (Network Layer) to
physical MAC addresses (Link Layer) contained on the Ethernet hardware of routers and workstations.

Click on the Network ARP menu item to set the address resolution protocol translations (Network ARP
dialog, HTO). Here, an ARP mapping table can be created and modified. Note that both static and
dynamic ARP table entries appear in this dialog.

1 htol Configuration Sheet ? *

- General
- filamm Masks ARP Table

- - Nebwork
i belnterfaces IP Address MAC Address Type

192.168.6.20 00:06:b0:03:cexfa 1
192.168.6.102 B 1f:66:bc:Bc: 53 1
192.168.6.1 To21:0ebod:47 1
192.168.6.101 cB:1f:66:b8:b8:12 1

- Compreszion
- BERT

- Mod

. BUC

Insert Madify Delete

Cancel

Figure 4-11 Network ARP dialog, HTO
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Click on the Add Entry button to create and add an entry to the table.

B ARP X

IP Address

L 1

MAC Address

L 1

Type
static ~

OK Cancel

Figure 4-12 ARP Properties dialog

When an existing table entry is selected, the Modify Entry and Delete Entry buttons become active.

Network | WAN

This menu item is active for CDM-840 units only.

Clicking on the WAN menu item displays the Wide Area Network dialog shown in Wide Area Network
dialog, HRG.

B h64 Configuration Sheet 7 X

- General

o Blarm Masks WAN Label
[ Metwik,
- Interfaces n
-~ Routes

- ARP

- IGMP

- DHCP

Compression
- RTI
- ECM
DPC
- BERT
- Devices
b Mod
Demod 1
Demad 2
LN
LLBUC
- Fioarning

Care

Figure 4-13 Wide Area Network dialog, HRG

The WAN label is ONLY used while receiving EB outbound carrier transmissions and can be defined for
the Remote modem, the values of which must match those that are attributed to the routes defined in the
Hub HTO that use this unit (see the section Creating Static Routes). This parameter is used for packet
filtering. Valid range is 0-2047. Default value is O (accept all packets).
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Network | WAN | Compression

This menu item appears for HTO and HRG units.

Clicking on the Compression menu item displays the Refresh Rates dialog shown in Compression
Refresh Rates dialog, HTO.

B htol Configuration Sheet ? X
- General -
- Blarm Masks Compression
i bl UDP Header Refresh Rate RTP Header Refresh Rate
i e Interfaces
g 50 | [s0 |
Default Header Refresh Rate Payload Refresh Rate
[50 | [s0 |
Cancel

Figure 4-14 Compression Refresh Rates dialog, HTO

Compression settings for the modem are specified here in the number of packets. Header compression and
Payload compression are enabled/disabled on a per route basis, as described in the section Creating the
Static Routes.

This feature only applies to units that have modulators. The parameters are not applicable to HRG units or
to Expansion units, since all demodulators will automatically detect compressed packets that are received
and perform decompression.

Header Compression

When compression is enabled, some of the initial traffic sent between two devices will not be received
over the satellite until a full header is transmitted (based on the Refresh rate). If a ping is sent over the
satellite, it will time out until the full header packet is sent. The header compression refresh rate can be
reduced to minimize the amount of traffic lost when traffic is first sent between two devices. Separate
refresh rates for UDP flows, RTP flows, and all other flows can be specified.

The default refresh values (50 packets) reflect the recommended settings for a typical modem used in a
VMS network. However, the refresh rates can be decreased for poor satellite link conditions, or they can
be increased to reduce overhead even further. The valid range is 1 to 600 packet(s).
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Payload Compression

Only traffic past the headers is affected by payload compression. Payload is considered everything inside
the Streamline Encapsulation satellite frame. Therefore, IP headers could be compressed as well. Payload
compression is an optional feature of the modem and has the following functions:

» All modems used in a VMS network operate in router mode requiring that payload compression be
set on a per route basis.

» The compression algorithm is applied to all data (SLE header excluded).

» Compression statistics are fed back to QoS in order to maximize WAN utilization while optimizing
priority, jitter and latency.

e The modem runs 1024 simultaneous compression sessions to maximize compression across multiple
distinct traffic flows.

» Compression algorithm is not applied to RTP streams because this traffic is already compressed and
would only increase the satellite bandwidth if compressed again.

Receive payload compression is auto-sensed by a bit carried in packet headers and the modem unit will
perform decompression.

Network | WAN | RTI

This menu item appears for HRG units.

B hb4 Configuration Sheet 7 d

General
Alarm Masks
Metwork,

- Interfaces
- Routes

- ARP

- |GMP

- DHCP
BN

- Compreszion

[JRTI Enable

Wait Time

RTI

S5s

Figure 4-15 Receive Transmit Inhibit dialog, HRG

The HRG Remote unit can be configured to stop transmitting during periods when it no longer is
receiving a signal from the Hub (i.e., the demodulator becomes unlocked). When the Receive Transmit
Inhibit is enabled, the specified Wait Time will determine how long after Hub transmissions are no

longer received before the Remote transmitter will become muted.

Valid range is 1-10 seconds. Default is 5 seconds.
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Network | WAN | ACM

This menu item appears for HTO units only.

Adaptive Coding and Modulation (ACM) turns fade margin into increased link capacity by automatically
adapting the forward error correction (FEC) code rate and modulation type to maximize data throughput
over the satellite link, even during adverse conditions (e.g., noise, rain fade). The link signal-to-noise ratio
(SNR) or Es/Nois the input that drives the adaptation.

ACM in the HTO path to all Remotes is for both MGMT and IP traffic.
The relationship between data bit rate, symbol rate, and MODCOD is expressed in the simple equation:
Bit rate = Symbol rate * Modulation order * Code rate

To ensure that the bandwidth allocated for outbound link is never exceeded, the symbol rate (and power)
must remain constant. Therefore, this equation demonstrates that the bit rate increases with a higher
MODCOD and decreases with a lower MODCOD.

®Link Adaptation configuration for the HRG units to hub HRX is managed by the VMS re-
quiring Site policies setting.

B htol Configuration Sheet 7 *
i eneral
o Alarm Masks Remotes
= Network
§ i Interfaces Address Force ModCod Force Header...  Force Payl...

- Routes 192,168,110 29 0 0 :

i 192.168.12.1 29 0 0

192.168.13.1 29 0 0

;[ 192162141 29 0 0
2wt 192.168.17.1 29 0 0

- Compression 192.168.18.1 29 ] 0

- BERT

- Mod

- BUC

Modify
e

Figure 4-16 Link Adaptation Configuration, HTO

Clicking on the ACM Remote menu displays the list of active HRG Link Adaptation for modification.

The table listing the active remotes by MGMT IP Address and to Enable or Disable ACM for each one
individually. Select the desired Demod and click the Modify button to change the current setting. Refer
to HTO user guide for more information on ACM operation and configuration.
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Network | WAN | ECM
This menu item appears for HRG and HRX units.

The Entry Channel mode provides Remotes in the group with a shared channel in which they can gain
initial access to the network. While Remotes are in ECM, only management traffic is passed; customer
data is not transmitted. Since very small data rates are required in this configuration, many Remotes can
share the cycle. As soon as the Hub receives an ACK from the Remote, it initiates an immediate switch to
dSCPC or HDNA mode based on the policy set for that Remote. Note that the switch occurs as soon as
the Hub receives an ACK even though there may not be traffic at that time.

Entry Channel mode is designed to allow the Remote units to be able to make on-demand connections
when required, dSCPC or HDNA remotes only switch when ECM mode is set to Online and remain while
active. In the event of a power outage, Entry Channel provides a bandwidth-efficient method for Remotes
to re-enter the network once power is restored.

Additional information can be found in the section “Entry Channel Mode Switching”.

Configuring Hub ECM

The Heights entry channel is a dedicated Hub demodulator on an HRX that has been designated as an
ECM controller. Only one Entry Channel is supported for each HRX and is limited to Demod 1.

Configure the HCC by clicking on the ECM menu item for the designated HRX (Entry Channel
Configuration dialog, HRX) and then clicking the Enable check box.

B hrb4 Configuration Sheet ? X

i General
b larm Masks ECM

- Hetwork Multicast I GuardBand  LNBLO Set Freq Conv
i e Interfaces

L Routes 239116 | [50ms | [1075GHz |[23GHe

Enable Demod # Group #

1 1 16

- Demod 3

Insert Modify Delete

Carca

Figure 4-17 Entry Channel Configuration dialog, HRX

Multicast Address

This parameter is used to define the IP address for the Multicast of the Transmission Announcement
Protocol (TAP) message that is sent out by the HRX controller to all of the associated Remotes in that
channel group. This address must be the same for all members in the channel group. The TAP is a
proprietary message sent from the Hub to all Remotes, at regular intervals, specifying the relative start
time, Tx on-time duration, center frequency and transmission parameters for all terminal in that
channel.
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Group ID
This menu item appears for non-Heights units.

The ECM Group ID number defines a group of equipment (both Hub and Remote units) that will
respond to the output of a single Hub channel controller. This group is addressable within a network
which, in turn, is defined by the Network ID number assigned to the modems.

Allocation of bandwidth is shared among the Remotes in an ECM group. Depending on the number of
Remotes in a network, a Hub may have multiple controllers, each with its own set of Remotes. This is
accomplished by assigning a unique Group ID number to each controller and its associated Remotes.

Valid range is 0 to 255.

Guard Band

This parameter displays the current length of the Slot Guard Band in milliseconds for the Remotes in
the group. The Slot Guard Band is the amount of time between the point when one Remote completes
transmitting data and the point when the next Remote in the cycle begins transmitting. This prevents
the Remote from overrunning the next terminal in the cycle. The setting for this parameter should be
obtained using the ECM Calculator. Typically, a value of 50ms is adequate.

To modify this parameter on a Hub unit, enter a value from 0-1000 in the Guard Band field. The
value represents time in milliseconds (ms).

A The following two parameter settings—LNB LO and Frequency Conversion—are very critical
for determining RF frequency translations between Hub and Remote offsets or data spectral in-
versions. Take care in setting these correctly.

LNB LO

Important: Enter the correct LNB Local Oscillator frequency (MHz) that this Hub unit will be
receiving.

Frequency Conversion

Important: Enter the correct satellite Frequency Conversion value (MHz) for this Hub unit.
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Configuring Remote ECM

Configure the ECM Remote(s) by clicking on the ECM menu item for the HRG (Entry Channel

Configuration, HRG).

Mode

Each Remote can be set to a designated mode of operation in ECM:
Disable — the ECM function for this Remote is disabled.

Offline — the Remote will not transmit.
This mode may be chosen for radio silence applications.

Wait — the Remote will register with the controller and remain in the ECM wait queue without
assignment for switching into dSCPC or HDNA mode.
This mode may be chosen by operators who wish to manually control when a Remote is to be
switched and utilize bandwidth from the pool.

Online — the Remote will register with the controller and request dSCPC or HDNA bandwidth for

switching.

For a Remote to pass data traffic, the ECM Mode must be set to Online.

For purposes of commissioning the terminal with a continuous carrier, the Entry Channel mode can be set
temporarily to Disable. Once this process is completed, set the Remote back to the desired mode.

- General

oo Blarm Masks
- Metwork

- |rterfaces
- Routes

. BRP

- IGHMP

.. DHCP

S WiAN

- Compresgion
- RTI
SECHM

- Devices

- Foaming

B h6d Configuration Sheet

ECM

Mode
(O Disabled (O Offline (O Wait (Register Only) @) Online

Multicast Address Base Power

[239.1.156 | [-2394d8 |

RX LO Frequency TX LO Frequency

[0Hz | [13.05GH: |
Cancel

Figure 4-18 Entry Channel Configuration, HRG
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Multicast Address

This parameter is used to define the IP address for the Multicast of the Transmission Announcement
Protocol (TAP) message that is sent out by the HCC to all of the associated Remotes in that group.
This address must be the same for all members of the group. The TAP is a proprietary message sent
from the Hub to all Remotes, at regular intervals, specifying the relative start time and duration for
each terminal to transmit.

Base Power

The Base Power is managed by the remotes commissioning settings and modifying during normal
operations will not have any effect on base changing power.

LO Frequencies

A The parameter setting for Tx LO Frequency is very critical for determining RF frequency trans-
lations between Hub and Remote offsets or data spectral inversions. Take care in setting this cor-
rectly. The Rx LO Frequency is necessary for roaming to establish multi-band beam conver-
sions.

Set the Transmit and the Receive local oscillator frequencies (MHz) for the ODU as specified in the
Network Plan.
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Network | WAN | BERT

A Bit Error Rate Test (BERT) can be executed for Heights units from the BERT menu item (BERT
dialog, HRG). This feature is useful when commissioning the terminal and for troubleshooting line/link
integrity issues.

A The use of this feature will disrupt both management and data traffic over the link. A technician
should be on site to restore communications after the testing is concluded.

B h&4 Configuration Sheet ? *
- General
Alarm Masks BERT
- Met
et X State RX State
- |nterfaces
i Hoios @ off @ Off
- &RAP C0n C0n
- |GMP
.. DHCP TX Pattern RX Pattern
S WAl ® 24231 ®2~23-1
- Compression 2047 2047
- RTI
- ECM TX Mode
- DPC (® Normal Mode
E:EFIT OTXCW
=) Devices
: O TXAR1/0
() reserved]
() Delay Simulator
()52 Mode Spectrum Mask Test
(O Reserved For Hplus ifLoopBack

- Foaming

Cancel

Figure 4-19 BERT dialog, HRG

The appearance of this dialog will vary depending on the type of modem, as described below. The
example figure depicts the Test Configuration dialog for an HRG.
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State
The State check box is used to toggle the BERT On and Off.

On the HTO, this setting applies only to transmit due to its lone transmitter. Similarly, on the HRX this
setting only applies to the demodulator receive. The HRG provides both a Tx and a Rx setting.

Demod Select
This parameter appears for HRX units only.
Specify the demodulator for this unit that will be utilized for the test.

Pattern
A choice of two pseudo-random test patterns are available, 2423-1 or 2047.

The first pattern, 22-1, is primarily intended for error and jitter measurements at bit rates of 34,368 kbps
and 139,264 kbps (equipment operating at the primary rate and above). A maximum of 22 consecutive
zeros and 23 consecutive ones are generated; pattern length is 8,388,607 bits.

The second pattern, 2047 (211-1), is primarily intended for error measurements at bit rates of 64 kbps and
N*64 kbps (error performance at bit rates below the primary rate). A maximum of 10 consecutive zeros
and 11 consecutive ones are generated; pattern length is 2,047 bits.

Test Mode
This parameter appears for HTO and HRG units.
Select the desired mode of test:

Normal — BERT is Off.
This is the setting for normal terminal operation.

Tx CW - transmits a continuous unmodulated wave.
Satellite provider can check for problems with cross-polarization, power, etc. with a clean and
calibrated signal.

Tx Alternate 1/0 — transmits continuous stream of alternating ones and zeros.

WAN Packet Loopback — available for HRG only.
Loopback test for the WAN transmit and receive interfaces.
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Network | IGMP

This menu item appears for HRG units only.

@ If the IGMP feature (FAST code) has not been purchased for this modem, the IGMP menu item
will not be displayed.

Selecting one of the IGMP (Internet Group Management Protocol) Version radio buttons (V1, V2, V3) in
the IGMP dialog shown in Internet Group Management dialog, HRG enables the receive portion of a
modem unit to use the modem as an IGMP server. The transmit portion of the terminal utilizes the
modem as an IGMP client. The IGMP feature configures the unit to report an interest to join a Multicast
group on an IGMP server. IGMP is used to regulate multicast traffic on a LAN segment to prevent
information of no interest from consuming bandwidth on the LAN.

5" h6d Configuration Sheet ? *

- General

Alarm Masks IGMP
- Matwark

- Interfaces
- Houtes Version | B0 |
P Oigmpv1 Response Interval

G .
- DHCP O igmpv2 | 25 |
SR ® igmpv3

- Compression

BTl

- ECM

- DPC

- BERT

- Devices

Cuery Interval

Last Member Interval
B |

Demaod 1
Demaod 2

- Hoaming

Cancel

Figure 4-20 Internet Group Management dialog, HRG
Last Member Query Interval

This parameter is the maximum response time (delay), in seconds, that is allowed for a multicast client to
answer on a group-specific query.
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Query Interval

The IGMP protocol requests that a server periodically publish to users on the LAN the multicast IP
Addresses that it can service. The IGMP Query Interval defines the time interval (in seconds) between
each of these queries for membership.

The interval must be equal to or greater than the maximum response time, defined by the Response
Interval.

Response Interval

The IGMP Response Interval defines the time interval (in seconds) that the unit should wait before it
assumes that no parties are interested in the content published via an IGMP query. This is the maximum
response time (delay) that is allowed for a multicast client to answer on a general query.

This option is expressed in seconds and the maximum response time that is accepted by the unit is equal
to the Query Interval.
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Network | DHCP

This menu item appears for CDM-840 & HRG units.

Click on the DHCP menu item to configure the Dynamic Host Relay feature on the Remote modem
(Dynamic Host Relay dialog, CDM-840).

This feature enables the Remote unit to pass/relay DHCP functionality between the WAN and the traffic
subnet of the LAN; typically, a PC on the LAN side of the unit requiring dynamic IP address assignment
from a host server on the WAN side.

h64 Configuration Sheet ?

General

Alarm Mazks DHCP

- Metwork, [ Enable

- Interfaces

. Boutes Relay Server Address

- ARP | 0000

- [GMP
AN

- Compression
BTl

- ECM

.. OPC

- BERT

- Devices

i Mod

- Demad 1
- Demad 2
- LMB

- BUC

- Rinaming

Cancel

Figure 4-21 Dynamic Host Relay dialog, HRG

To activate the Dynamic Host Relay feature for this unit, click in the Enable check box and specify the IP
address of the DHCP server.
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Network | NMS

Click on the NMS menu item to configure the Network Management parameters for the modem (Network
Management dialog, HTO).

B htol Configuration Sheet ? x
- General
Alarmn Mazks NMS
s Hetagk MNetwork D Multicast Address Trap Destination
i e Interfaces
e 6 | [230.1.24 | [o000

- 4RP

- Compression
- BERT

- Mod

- BUC

Cancel

Figure 4-22 Network Management dialog, HTO

Network ID

The Network 1D designation defines to which CEFD network the modem belongs. All devices in a
common network will have the same network ID.

The network ID is used by the VMS to identify CEFD units within a network and allows the VMS to
manage multiple networks, each with its own unique network ID number.

Valid range is 1 to 254.

Multicast Address

The Multicast Address is the management multicast IP address assigned to all modem units in the CEFD
network that are managed by the VMS. This address must match the VMS Transmit Multicast Address
(see section “Vipersat Manager Configuration”).

When the modem unit receives a multicast from the VMS server, it receives maintenance and control
packets, including the server’s IP address. The unit responds to the VMS server with a unicast containing
its current configuration data, including the unit’s IP address. When the VMS receives the unicast
response, it registers the unit on the network.
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SNMP Trap Destination IP Address

Enter the IP address of the SNMP manager/server that the trap messages are to be sent to. Note that this
address must be on the same subnet as the management interface address, or the management interface
must have a valid default gateway defined. Only unicast addresses are valid for this parameter.

The default value, 0.0.0.0, disables this function (no traps sent).

Network | Switching

This menu item appears for CDM-840 units only.

@ If the Dynamic SCPC feature (FAST code) has not been purchased for this modem, the Switching
menu item will not be displayed.

Once a Remote unit is switched from Entry Channel Mode into dSCPC mode, additional switching can be
initiated by the Remote, based on either change in Load and/or application of ToS (Type of Service).

Network | Switching | Load
This menu item appears for CDM-840 units only.

Load switching is an automatic switching function where the system detects variations in data rate and
will switch the SCPC carrier based on bandwidth requirements. This additional switching as a result of
load variation is determined by the parameter settings that are made here (Load Switching dialog, CDM-
840).

# © cdm840 Configuration Sheet |i|é]

- General
L Metwork Load Switching Configuration
- |nterfaces
- Routes Enable
- BRP
= WM Delay Excess Capacity
- Compression Ops 0%
— Bo5

- Rules Threshclds

Step Up Step Down

0% 0%

i BERT State
- |GMP
- DHCP
- M5
= Switching
Load

Figure 4-23 Load Switching dialog, CDM-840
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Click in the Enable check box to activate this feature.

Delay

The Step Delay feature provides a switching delay period to ensure that a premature switch up or down in
the SCPC rate does not occur due to a temporary rise or fall in traffic.

Valid range is 1-50 seconds. Default is 0 seconds.

Excess Capacity

During each SCPC Step Up/Down switch, the Excess Capacity data rate value (%) entered here is added
to the new SCPC data rate. This excess is added each time an SCPC Step switch occurs. This setting
makes additional bandwidth available for when the demand arises while minimizing Step switching
events.

Valid range is 0-100%. Default is 0%.

Step Up Threshold

The Step-Up Threshold establishes the percentage of bandwidth use that will trigger a switch Up from
the present SCPC rate to a higher rate to ensure that there is sufficient bandwidth available for current
conditions.

Valid range is 65-100%. A typical setting for this parameter is 95%. Note that this value must be greater
than the value specified for the SCPC Step Down Threshold.
Step Down Threshold

The Step-Down Threshold establishes the percentage of bandwidth use that will trigger a switch Down
from the present SCPC rate to a lower rate to ensure efficient bandwidth usage for current conditions.

Valid range is 1-95%. A typical setting for this parameter is 65%. Note that this value must be less than
the value specified for the SCPC Step Up Threshold.

Network | Switching | ToS
This menu item appears for CDM-840 units only.

This menu item appears under Switching and is used to define and make modifications to the ToS
switching rules.

Type of Service (ToS) is defined by an eight-bit field within an IP packet header that is used to set up per-
hop-based QoS rules for prioritizing packets. Because the ToS field remains untouched by most
encryption methods, ToS switching provides an alternative means of SCPC switching when encryption
prevents the detection of SIP and H.323 protocols.

ToS detection occurs in the Remote modem which only looks at traffic that is passed in the LAN-to-
WAN (Remote to Hub) direction. Once the ToS switch detection feature is enabled, the Remote modem
will send a switch request to the VMS when a packet stamped with the ToS is detected. The request
contains the destination IP address of the ToS stamped packet, the desired SCPC rate, and the VMS
Switch Type (policy #). If available hardware and bandwidth exist, the VMS will establish the SCPC
carrier automatically.

Click in the Enable check box to activate this feature (ToS Switching dialog, CDM-840).
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Enter the maximum number of sessions per ToS identifier. Note that there is an overall limit of 127 active
sessions in the system.

ToS switch rules are configured by defining table entries. This is done with the Add Entry, Modify Entry,
and Delete Entry buttons.

(2 [ |

B ' cdmB40 Configuration Sheet

- Gereral

- Metwork,

Type Switching Configuration

- |nterfaces
- Routes

[]Enable

Max Sessions
0

- ARP
- WAN
i Comprassion

Mame Pattern Switch Type Rat

- |GMP

- DHCP

- WS

(=) Switching

4 I F

Modify Entry Delete Entry

Figure 4-24 ToS Switching dialog, CDM-840

Clicking the Add Entry button opens the ToS Rule Configuration dialog shown in ToS Rule dialog,
CDM-840.

- 1
TOS Rule Configuration [ ? dhJ
Rule Name
I
Pattern Switch Type SCPC Rate SCPC Timeout
[ OK ] [ Cancel ]

Figure 4-25 ToS Rule dialog, CDM-840

» Name- Enter a user-defined text label (1 to 15 characters) for identifying this switch rule.
Valid characters: Space () * + -, ./0 thru 9 and Aa thru Zz.

» Pattern- Enter an integer value in the range of 1 to 63 for the ToS field identifier number to match.
Entering a value of 0 will result in no switch.

» Switch Type — Enter an integer value in the range of 64 to 254 at the prompt to inform the VMS
what switching policy to use. Entering a value of 0 will result in no switch.
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» SCPC Rate — Enter the desired data rate for switching on this service type. Valid entries are from 0
to 155000000 bps. This setting will override the VMS set policy value.

» SCPC Timeout — This timer monitors the defined packet flow. Once data stops for the duration of
the timer setting, the link state will be restored to the Home State condition for this Remote. Valid
entries are from 1 to 60 seconds.

After field entry, clicking the OK button will update the ToS Switch Rules table with the new
configuration. Note that the Add Type of Service Rule dialog remains open after adding a rule so that
additional rules can be added easily. Click the Cancel button to return to the ToS dialog.

When one or more rules that appear in the table list are selected, the Modify Entry and Delete Entry
buttons become active.
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El

This menu item appears for CDM-840 units only.

@ If the E1 feature (FAST code) has not been purchased for this modem, the E1 menu item will not
be displayed.

Because the G.703 interface is not utilized in a CEFD satellite network, E1 feature configuration is
not relevant for the purposes of this document. For information on parameter settings for E1 appli-
cations, refer to the CDM-840 Remote Router Manual, P/N MN-CDM840.

The E1 dialogs presented here, E1 Configuration and Timeslot Configuration, are provided for reference
only.

B ' cdm840 Configuration Sheet |i|éj
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Omsec @
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oo _
" Rules [~ Terrestrial Loopback
BTl Line Type
i ECM . (@ Framed
i BERT State Hub RAN Optimizer () FramedCRC
- IGMP IP Address () Unframed
. DHCP 0.0 0 . 0
NM_S . Line Coding
=] Switehing Port ID )
i Load DE1 port index © HDB3
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=8l
o e Timeslats
(= Devices
i Mod
i Demod 1
""" LNB OF. l [ Cancel
..... BUC
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E1 | Timeslots

This menu item appears for CDM-840 units only.

-

cdm840 Configuration Sheet

- General
- Metwark,
- Interfaces
- Routes
- ARP
- WaN

- IGMP
- DHCP
- M

=) Switching

E| Devices

i+ Comprassian

i BERT State

Timeslot Configuration

Slot # Enable Priority Format

l [ Cancel
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Devices

The Devices menu provides access for configuring the parameter sets for the following Heights modem

devices:
* Modulator
» Demodulator(s)
« LNB
 BUC

Devices | Mod

This menu item appears for HTO and HRG units.

Clicking on the Mod menu item for the HTO Hub unit opens the DVB Modulator Configuration dialog
shown in DVB Modulator dialog, HTO. The transmitter settings for the DVB-S2X outbound are

presented here.

-~ General
. plarm Masks
- Netwark
e Interfaces
- Routes
- ARP
i NMS
. EACM
. Remotes
- WaAN
- Compression
--BERT

- BUEC

B ' htol Configuration Sheet
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Gold Code

o]

Cancel
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For the HRG Remote unit, the transmitter configuration settings are presented for the VersaFEC2 return

path (VersaFEC Modulator dialog, HRG).

B " htd Configuration Sheet

o General
i il Masks
|- M etwork,
- Interfaces
- Routes
- ARP
- |GMP
- DHCP
SRR
- Compression
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- DPC
- BERT
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i}
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Frequency RF Frequency
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Relloff Power Level
5% v [-37em
Carrier State  Spectrum Invert  Scrambler
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Static ModCod
(3) VersaFEC 1 QPSK 0.706
ACM Target EsNO Margin
1.0 dB
ACM Max ModCod
(83) VersaFEC 2 32-ARY 0.831 long frame
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Figure 4-29 VersaFEC™ Modulator dialog, HRG

The following parameters are configurable for static operation or dynamically set by the system while in

HDNA mode.
Static Manually Set:

* Modulator Tx Parameters

* Roll Off

» Power Level
 Carrier State
e Tx Scrambler

* Spectrum Invert

e Power Level
« MODCOD

« ACM, ACM MODCOD
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Roll Off

This parameter represents the Tx a (alpha) filter roll-off factor that dictates how fast the spectral edges of
the carrier are attenuated beyond the 3dB bandwidth. A lower value corresponds to a faster attenuation
and thus less broadening of the power spectrum density, and less satellite bandwidth required.

MODCOD
For the HTO, the MODCOD is automatically selected; it is determined from the QoS Group configura-
tion (see the section Network | WAN | QoS | Groups).

For the HRG, the MODCOD is auto-configured in ACM mode when Link Adaptation is Enabled. Static
operation ACM is enabled and set manually.

Frequency

For the HTO, enter the center Frequency for the DVB outbound carrier.
L-Band: 950.000-2150.000 MHz

For the HRG, the Frequency is automatically managed by the system once the unit has registered with the
active server. In static operation enter center frequency carrier.

L-Band: 950.000-2150.000 MHz

Symbol Rate

For the HTO, set the Symbol Rate.
Valid range is 2500.000-150000.000Ksps.

For the HRG, the Symbol Rate is automatically managed by the system once the unit has registered with
the active server. In static operation check device type for maximum symbols supported.

Data Rate
This parameter appears for HRG units only.
The Data Rate is auto-configured in ACM mode when Link Adaptation is Enabled.

Gold Code

This parameter appears for HTO units only.

A Changing this parameter setting with the Parameter Editor will disrupt both management and
data traffic over the link, and communications with the Remotes will be lost. A technician will have to be
deployed to each Remote site to restore communications by setting the gold code for the demodulator to
match.

To minimize disruption of communications between Hub and Remotes when changing this parameter,
utilize the “Alternate” configuration feature that is available through the WSI. Refer to the modem Opera-
tion Manual for details.

The Gold Code is the physical layer spreading sequence number or spreading factor to be applied (for
instances of low power) and can be set from 0 to 262141 chips/bit. Default is 0.
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Power Level

Set the transmit Power Level based on the site link budget calculations.
Valid range is:

L-Band: -5.0 to -40.0 dBm

For the HRG, the Power Level is automatically managed by the HRG commissioning settings once the
unit has registered with the active server.

Static Operation is:
L-Band: 0 to -40.0 dBm

Spectrum Invert
Select Spectrum Invert if required for this site, HTO or HRG. Default is disabled.

This setting allows for adjustment of the orientation of the signal bandwidth with respect to the carrier
frequency. This adjustment can be used to prevent the transmitted frequency (combined modulated and
fundamental) from potentially causing interference with adjacent bands. Typically, the spectrum inversion
setting of the modem will match that of the BUC.

Scrambler
This parameter appears for HRG units only.

The transmit Scrambler can be set for the Remote if required and is managed for the system while in
HDNA. Default is disabled.

®Enabling this parameter for the Remote transmit does not requires any action for the Hub receiver
(HRX) to perform descrambling.

Enabling this parameter will randomize the data stream to be transmitted, resulting in the following:
 Elimination of long ‘0’-only and “1’-only sequences.

 Creating energy dispersal of the carrier signal to realize coding gain for the receiver, such as when
there is no traffic being passed and power is concentrated in a narrow frequency band.

Carrier State
Set the Carrier State to “‘On’ to enable the modulator to transmit. Default is Off.

For the HRG, the Carrier State is automatically managed by the System once the unit has registered with
the active server, unless in static operation.
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Devices | Demod

This menu item appears for HRG unit.

HRG Remote unit, clicking on the Demod 1 menu item opens the DVB Demodulator Configuration
dialog shown in DVB Demodulator dialog, HRG. The Remote receiver settings for the DVB outbound

from the Hub are presented here.
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Figure 4-30 DVB Demodulator dialog, HRG

The essential parameter settings are as follows:
Configure the Frequency and Symbol Rate settings to match the DVB-S2X outbound carrier

transmitted by the Hub HTO.

Additional parameters for the Remote demod are described below.

Configuration Switch

This parameter is enabled for Remotes that require maintenance on outbound carrier configuration,
frequency or symbol rate. This provides automatic switched transitions during required carrier
modifications. The receive configuration for this second carrier is set using the Demod 2 dialog. Note
that the “Demod 2” designation represents a virtual demod; there is only a single physical demodulator

for the HRG Remote.

When this feature is enabled, click on the Demod 2 menu item and configure the settings according to
the receive requirements for the newly modified DVB outbound.

MN/22156, Revision 16

Page 192 of 455



Gold Code

A Changing this parameter setting will disrupt both management and data traffic over the link, and
communications with the Hub will be lost. A technician will have to restore communications by setting
the gold code for the HTO modulator to match.

To minimize disruption of communications between Hub and Remotes when changing this parameter,
utilize the “Alternate” configuration feature that is available through the WSI. Refer to the modem Opera-
tion Manual for details.

The Gold Code is the physical layer spreading sequence number or spreading factor to be applied (for
instances of low power) and can be set from 0 to 262141 chips/bit. Default is 0.

Es/NO Alarm Point

The receive Es/No level that will generate an alarm condition for this Remote can be set with this
parameter.

Valid range is -3.0 — 32.0dB. Default is 0.

ACM Target Es/No Margin
Refer to operational manuals on setting ACM levels.

This menu item appears for HRX unit.

HRX Hub unit, clicking on the Demod 1 menu item presents the receiver configuration settings for the
VersaFEC™ return path from the Remote (VersaFEC™ Demodulator dialog, HRX). This unit can have
up to 24 individual demodulators depending on profile setting.

The essential Static Mode parameter settings are as follows: (If not specified the parameter is managed
automatically in HDNA)

Specify demod Enable — And in HDNA demod 1-2 requires manual selection for ECM operation.
Specify the receive Frequency.

Specify either the Data Rate (for VersaFEC™ receive) or the Symbol Rate (for VersaFEC™ ACM
receive).

Select the FEC/MODCOD for this demod to receive.

Define the Circuit 1D (4-32 characters). This identifier will appear in the Parameter View area of
ViperView? for both static and HDNA operation.

Valid characters: Space () * + -, ./0 thru 9 and Aa thru Zz.
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Figure 4-31 VersaFEC™ Demodulator dialog, HRX Profile 8

Acquisition Range

The frequency Acquisition Range (to acquire signal lock) for the Hub demod can be specified with this
setting. The maximum range depends on the symbol rate and set in HDNA Automatically. Default for
ECM demods is 30KHz.

Eb/NO Alarm Point

The receive En/No level that will generate an alarm condition for this Hub demod can be set with this
parameter.

Valid range is 0.1 — 16.0dB. Default is O (disabled).
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Devices | LNB

This menu item appears for HRG units only.

Click on the LNB menu item to configure the Remote Downconverter settings (Block Down Converter

dialog, HRG).
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h&4 Configuration Sheet
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DHigh-side(+] i

High Current Limit

DA

Figure 4-32 Block Down Converter dialog, HRG

The 10 MHz Reference setting provides the option of having the Remote unit supply an external
reference for the LNB LO.

If this unit will be providing power for the LNB, select the appropriate DC Power voltage, then set the

Low and High Current threshold Alarm Limits (0-500 mA).
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Devices | BUC

This menu item appears for HRG units only.

Click on the BUC menu item to configure the Remote Upconverter settings (Block Up Converter dialog,
HRG).
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Figure 4-33 Block Up Converter dialog, HRG

The 10 MHz Reference setting provides the option of having the Remote unit supply an external
reference for the BUC LO to maintain the correct transmit frequency.

If this unit will be providing power for the BUC, select Output Power Enable, then set the Low and
High Current threshold Alarm Limits (0-4000 mA).
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ROAMING | MOBILITY

This menu item appears for HRG units only.

Roaming remotes that operate in a mobile network require many configuration and database parameters
that provide specific information for working within the confines of the satellite network. The parameters
shown are only a subset of those parameters providing the most basic settings. Refer to the remotes
roaming manuals for more configuration information.
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ROAMING CONFIGURATIONS

5. Roaming Configurations

5.1 Distributed VMS

Normally a roaming remote in a single VMS architecture is identified through the site RF antenna which
indicates satellite resources it is currently assigned. Each time a remote roam’s the antenna and its associ-
ated RF components, up converter, modulator, down converter, and demodulator are moved to a new sat-
ellite binding the frequency domain essentials on a successful roam.

In a distributed architecture along with normal roaming the remotes will leave one shore point VMS and
appear in another requesting registration and reporting to HTO outbound for route update managing VMS
information. This only works if a copy of each roaming remote is present in all roaming VMS’s.

Distributed Multiple VMS Approach

Centralized Service
Center

NetVue +—
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The shore point that was vacated will process clean-up of previously satellite allocated resources issuing
management route updates, while bridged traffic interface relies on routing protocols, e.g. OSPF or BGP
to update customer data.

NetVue recognizes that the applicable HTO’s have modified their site list information through removal
and addition updating capacity group list accordingly. Standard entry and dynamic switching operate
normally from this point forward.

The VMS distribution function requires replication of remote site configuration across all listed peers pre-
senting an overwhelming task for an operator. A manual process of creating a duplicate copy of a remote
site would require an extensive amount of time and possible configuration errors reducing any scalability
factors.

Currently replication requires a small application (VMS Site Distributer script) that will help facilitate site
configuration cloning from a source VMS to target VMS(s) in the network.

Requirements:

e VMS running 3.16.0 or greater

e Configure Peer list in each VMS
Before getting started with cloning, you need to configure the VMS Peer list in all source and tar-
get VMS(s) in the network. See VMS site distribution feature for more details.

However, the cloner can work manually by entering the source and target IP addresses. Although,
with the peer list complete, the cloner can discover all available VMS in your network.

VMS Peer List

WIN-38VAGSHIRPM 7 x

~ Stalus
Security VMS Peers

ndancy

 Event Log
-~ Switching
= Vipersat

Network

Timers

WOS Peers

Address
10.150.0.100
10.150.0.105

Add Modify Remove

Apply Clase

Figure 5-1 VMS Peer List

e Sites cannot be nested inside groups; the copy will fail.

MN/22156, Revision 16 Page 199 of 455



Application

VMS site distribution cloner has only one main function, to copy active (commissioned) site configura-
tions from one VMS to many others. The operation is still only one VMS at time but will remove copying
configuration errors. It is a standalone program and does not require installation.

The source VMS is where the active remote resides that you want to clone. When starting the application
for the first time on a fresh PC all parameters will be at default configuration, however the next time you
run the app it will have the last setting used.

@ It is important and required that a source remote is selected to be able to clone across multiple

VMS servers.
Default Configuration
B Remote Site Clening - [m] X
Max Site ID (1 - 256) [20 |
Source Remete -
Target VM5 -
Reference Remote -
Get Source °
Get Target (*]
Update Target Q
Discover Network o
Clear Status
Message:

Configuration Parameters

There are five configurable parameters, five operation buttons, and four status indicators.

Max Sit ID (1-256) 20

Source VMS 10.150.0.102
Target VMs 10.150.0.100
Source Remote  172.18.125.1

Reference Remote  172.18.130.1

[ Clear Status

¢ & o o
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Max Site ID (1 — 256)

By default, Max Site ID is 20, which is the number of remote sites that Get function will scan for
in Source/Target VMS database configurations. Because this application is NOT speedy, the
count is set low. If your network has more, increase the 1D count to match the largest SA.
Caution, larger counts will increase how long it takes to get a response so be patient.

Source VMS

This is the VMS with the active commissioned remote, which will be used for copying.

Target VMS

This is the VMS where the source remote configuration will be copied.

Source Remote

The remote for copy to target VMS.

Target Remote

The target is a reference remote and defines the network (SA) where the source remote copy is
destined. This target remote must be present and inbanded, but not necessarily active.

Get Source (Step #1)

Selecting will copy the remote IP site configuration from source VMS in its entirety and tempo-
rarily cached. Source remote site must be present (Green Status) or error will occur (Red Status)
“SOURCE REMOTE NOT FOUND”.

Max Site ID (1-256) 20 Max Site ID (1-256) 20

Source s 130002 Source s B.1305.12

Source Remote  |REMOTE(125) v | 172.18.129.1 Source Remote  |REMOTE(125) v | 172.18.123.1

Target ¥MS 10.150.0,100 Target ¥MS 10.150.0,100

Reference Remote |Ref Rem_105-1 | 172.18.130.1 Reference Remote |Ref Rem_105-1 | 172.18.130.1
Discover Network Discover Network

Message: Message:

Remate found in network: H-DNA SOURCE REMOTE NOT FOUND

Selecting will query (scan) target remote IP on targeted VMS determining if present and to which
network it is associated. Target remote site must be present (Green Status) or error will occur
(Red Status) “TARGET REMOTE NOT FOUND”.
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T remote sve Corng I = =)

Max Site ID (1-256) 20

Source Remote  |REMOTE(125) ¥ | 172.18.129.1

Source VMS

T remote sz Corng I = =)

Max Site ID (1-256) 20

Source Remote  |REMOTE(125) ¥ | 172.18.126.1

Source VMS

Remote found in network: Network (100-1)

TARGET REMOTE NOT

Update Target (Step #3)

Target VMS ¥MS_10.150.0.100 - | 10.150.0.100 Target VM5 ¥MS_10.150.0.100 ~ | 10.150.0.105
Reference Remote |Ref Rem_105-1 - | 172.18.130.1 Reference Remote |Ref Rem_105-1 v | 172.18.132.1
Get Target Get Target
Update Target Update Target
Discover Network Discover Network
Clear Status Clear Status
Message: Message:

FOUND

Once both source and target are valid, selecting Update Target will take the stored source remote
configuration and apply the copy on targeted VMS under the targeted remote network.

Select Clear Status and repeat steps 1 — 3 for next targeted VMS or Source Remote.

Discover Network

Max Site ID (1-256) 20

Source VMS VMS_10.150.0.102 ¥ | 10,150.0.102

Source Remote |REMOTE(125) v | 172.18.129.1
Reference Remote |Ref Rem_105-1 | 172.18.130.1

Target VMS

Get Target
Update Target
Discover Network
Clear Status
Message:

[T remote ste conna R 2 )

To aid in building IP lists of available VMS(s) and source/target remotes selecting Discover Net-
work will scan out using the source VMS peer list. Once complete dropdown list boxes will be
available for easy selection. After discovery, you must exit and restart the application before

availability.

MN/22156, Revision 16

Page 202 of 455



MN/22156, Revision 16

Max Site ID (1 - 256) 20

Source WMS 10.150.0,102
Source Remote 172,18.125.1
Target VMS 10.150.0. 100
Reference Remote 172.18,130.1

Get Source
Get Target

Update Target

e & e ¢

Discover Network

Clear Status

Message:
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5.2 SOTM Position Configuration

This section applies only to those networks with mobile platforms, such as a maritime environment,
which are referred to as roaming or SOTM (Satcom On-The-Move). The VMS incorporates automated
features to seamlessly handle configuration changes inherent to a mobile environment. If a platform
transitions to a new satellite, the VMS will automatically move the associated antenna, update the Inband
Home State, and remove and rewrite the appropriate routes in the old and new TDM outbounds. QOS
rules applying to the TDM outbound for the remote site will be moved as well. If the transition involves
moving to a different hub, the modems will generate RIPv2 updates to the edge routers providing a path

to the Internet.

1. Select the site from the ViperView2 Network list.

2. Right-click on a mobile Remote site and open the Properties window. Select Position from the
tree menu to display the Position Properties dialog, Enable Dynamic function for SOTM Re-

motes.

% R11_Hpro

- General
% Positi
= InBand

turn Path Latitude

Position Properties

- Reservations 0.0°N

Longitude
| 0.0°

- Modcods :
- SHOD Limits Heading

Z‘ Dynamic

Application Policies |D—'DD

192.168.11.1

- Digtribution Lists

Figure 5-2 Enable Dynamic Function for SOTM Remote

3. Check the Dynamic box and select the browse button beneath it. This will open a dialog box in
which the site antenna and subnet should appear, selecting modem unit for roaming location up-

dates.
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L)
- General . .
" Posion Position Properties
- InBand
B Retum Path Latitude Longitude
FRieservations ’E“N | 0.0 |
Mod.co.ds Heading Dynarmic
SHOD Limits =
i+ Application Policies |D—D | | ke }
“ Distribution Lists /
Select Object X
Look in:
Erit
g% 192, 168.11.0/2:
=¥ 192,168,11.1
Object name: | | OK.
Objects of type: | GPS Source - Cancel
Apply Cloze

Figure 5-3 Selecting Modem Unit for SOTM Location Tracking

4, Select the Modem unit and click OK.

5. The selected modem IP address will appear in the remote’s Properties dialog.

Click Apply and Close the window.

6.

MN/22156, Revision 16

% R11_Hpro

- SHOD Lirniks
Application Policies
istribution Lists

? *
Position Properties
Latitude Longitude
|E°N | [o0E |
Heading [] Dynamic
|0—.0° | [192.168.10.1 =
Apply Cloze

Figure 5-4 SOTM Remote Configured

Repeat the above procedure for all mobile remote sites.
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5.3 Avoidance Feature

Overview

The remote Heights mobility control feature performs tracking and satellite antenna repositioning when a
SA switch is identified. The tracking and identification use stored beam map information, which are ini-
tially comprised of latitude/longitude polygon points. These closed polygons represent the inner and outer
contours of a beam allowing the mobility controller to scan regions using the provided GPS positioning
information, which are tied to a SA.

The polygons are boundaries allowing the control function to determine a hit point along any part of the
infinite chain of line segments. Each scan may return a hit indicating that location has crossed into anoth-
er bound. However, the beam switch will not happen until the remote leaves the current bound.

The example in figure 5-5 shows line (A) representing a beam-1 to beam-2 to switch and the point at

which the transition takes place.
Transition Point

All Beam Overlap

Figure 5-5 Beam Overlay Example

There are times when a vessel roams into a beam and resources are unavailable, either capacity, band-
width, or hardware (demods). This results in vessels being reduced in throughput or waiting in entry
channel for an indeterminate duration with no customer traffic. Avoidance control tries to avoid these
types of outages by switching to an alternate beam that may have resources to accommodate the vessels
entry into HDNA. Additionally, the avoidance algorithm will take into consideration HPRO/HTO bound
if more than one HPRO is available. Refer to HPRO Bonding.
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Avoidance Control

Avoidance control incorporates outbound HTO, load reporting and return path available resources, band-
width, and hardware to aid in the decision to switch to an alternate beam if available. Currently the remote
beam switch mechanism is triggered on location and antenna error, blockage. Whereby the HPRO picks
the first entry in its SA list database, if that SA reports an error it will try the next available SA within
view. By adding another level of decision making the roam controller decides to pick a SA or beam based
on greater resource availability.

Sublevel Components

The gathering of holistic data from each of the subcomponents is crucial in determining when to decide to
override the standard system logic. And each subcomponent will play a different role in that decision.

We can breakdown each of these component contributions into different areas such as, outbound over-
load, distributed loads of each channel or total oversubscription. On the inbound HDNA pooled carrier
capacity, symbols used based on demands and hub hardware availability. Some are easier over other to
make a logical decision to adjust and balance network resources, however the remotes physical constrains
depend on location and frequencies.

The three main components are HTO, BWM and HPRO. We can breakdown each in the following:
1. HTO is main resource for the <channel> group providing available capacity
2. BWM is the consolidator for all regional (Shore Point) outbound and return path resources

3. HPRO on roam reads the RSG information and processes the information to decide on best SA to
choose.

Service Area Breakdown

As previously described, SA is an orbital satellite position that can contain one or many beams. Each
beam represents a bounding perimeter that is defined as a channel.

The beams in liner view

only have small overlapping relationship and in this case requiring the vessel to move from one to other to
switch between channels on the satellite. In this case bonding is not possible.
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If possible, beams completely overlapping could facilitate total channel bonding assuming each operate
on different frequency ranges, no overlap. Additionally, each colored circle could represent one beam
with three transponders.

SA-1

Channels 1-3

In the case where there are more than one SA and beams are overlapping the total bond breaks down if
operating with a single antenna. The system could bond two units making one idle assuming three units
onboard.

N

Additionally, depending on the location of the vessel it may only operate in one SA/beam or another. All
cases must be considered depending on location and operational satellite configurations.
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Figure 5-6 depicts one of the more complicated configurations where the vessel can see two service areas,
one having two beams, but not directly overlaid. This scenario has three beams but diverged between two
service areas. The shore point consists of three separate channels with channel 1 & 3 on the same SA RF
chain, while the channel 2 is on a different hub antenna SA. Depending on the vessel location partial
bonding is possible.

Figure 5-6 Forward Path Load Distribution

The avoidance system contains all three channels of load information and is broadcasted out both uplinks
making sure all vessels in the service region have the required information for soft-decision discretion. In
this case the vessels location, region 6 can see all three beams, but depending on load congestion report-
ing it may ignore SA-1 and bonding for SA-2. In any case the avoidance algorithm comes into play based
on few conditions.

e Location
e Antenna blockage

e Loading
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Closer look at the same configuration from the vessels point of view.

=N

Beam
Region 5

Each beam region defines a different course of action some are a simple choose, while others require
avoidance logic to switch.

The avoidance algorithm utilizes resource availability to guide selection of a beam when a roaming opera-
tion is required. To make this decision, it considers the availability outbound symbols, inbound symbols,
and demodulators.

Periodically the VMS will:

For each service channel -

Collect number of symbols not being used by CIR for both the forward and return path.

Produce a "bandwidth ranking" using the aggregation function on both the return and forward
path availabilities.

Update the running average of the channel’s bandwidth ranking

Produce a bandwidth ranking for each beam using the same formula as for the service channel,
aggregating the channels availabilities.

Group the set of service channels by beam and sort them locally.

Sort the set of beams by their bandwidth metric.
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o Periodically broadcasts a roaming Preference List.
Upon the need to roam away from the current beam, the remote will:

e The remote will select a visible beam based on the ordering in the preference message. A beam is
considered visible if the remotes current GPS coordinates fall within one of its service bounds.

o  Accept the first beam that has enough "enterable™ channels for the remote.

o If a beam was not accepted, accept the first visible beam that has enough channels, disregarding
the "enterable"” state.

o If a beam still has not been accepted, accept the visible beam with the most channels in it, using
the beams position in the preference message to break a tie.

Configuration

1. Enter the Beam ID and Channel ID for each satellite element in the database.

From Satellite properties, navigate to Avoidance section and set a network UNIQUE Beam Id,
and channel 1D for that satellite.

Ensure all Satellites have a Beam ID and a Channel ID associated to them and must be different
than 0.

Sat-41 ? *
¥

- General

- Transpondsrs Roaming Preference Configuration

N - - (I
-~ HDNA

Apply Cancel

Figure 5-7 Roaming Preference Configuration

Repeat for all satellites in the network, Remember to not duplicate beam IDs among Satellites from other
VVMS servers in the network. GUI doesn’t protect from this, it is user responsibility to configure correctly.

2. Enable Avoidance Preference announcement.
From Vipersat Manager’s properties, select General tab and enable Roaming Avoidance.

Click Apply button.
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4% Vipersat Manager ?

- Timeouts General

IP Setup
Management Multicast
[239.124 |

Management Interface

[10.11.20 |
Base Port TOS Value
[cooo | [o |

[ Unified Management Port
Streamload Datarates
Tx|512Kbps | Rx[512Kbps

[ Farce Unsolicited Port Restart

Legacy Broadcast Mode
Enable Roaming Avoidance

Apply Cloze

Figure 5-8 Enabling Roaming Avoidance

i\ For distributed peer VMS network, ensure that the peer list is populated with the servers IP ad-
dresses, if it has not been done. See “Distributed VMS”.

Avoidance Control Message

The roaming preference list message is a UDP multicommand that is normally sent every 60 seconds un-
less there is a change in the ranking. At which point it would reset the interval and send a new update to
all devices immediately. It contains a list of all the network Beams and available channels, including the
ones from other distributed VMS servers. Each VMS server had been updating its peers with the summa-
rized inbound and outbound utilization of the localized beams and channels. When a VMS is due to send
the roaming preference list report to the remotes, it appends the list of Beams, therefore each beam ID
must be unique across the network of SA.
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VMS CLIENT APPLICATION

6. VMS Client Application

This chapter covers using the various Services that make up the VMS, the satellite network management
system with an intuitive, user-friendly, graphical user interface which displays:

» Monitor and Control functions that autonomously update network health and status
» Multiple networks managed from a single server

 Centralized network configurations

 Organized network layouts

» Automated equipment detection

* Intuitive drag-and-drop bandwidth management and configuration

» Window docking for customizable views

The following sections describe the system services which, working together, from the VMS ViperView?2
windows driven Graphical Users Interface.

®ViperView H is being deprecated and replaced with ViperView2. For an indeterminate
duration ViperView will continue to be part of the install base, however support for newer
features and Ul controls, i.e. hub resiliency will not be accessible.
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6.1 ViperView2 Monitoring and Control GUI

Viper¥iew?2

VMS Services and the ViperView2 function to monitor and control network operations as well as to
provide an interface for the administrator/operator to manage and perform modifications to the network.

ViperView?2 provides the same functional windows and views as ViperView, but for one very big
difference, customizable views through window docking.

& localhost - ViperView - u] x

| @) Tree View & SE5-0 bl Spectrur View & Sat-41
B . vMs101
® Event Log
B Network Manager
EloW Englab
B Sat-41
B8 ses7
B8 ses-s
B sEs9
Hob Hub-6
Hol Hub-7
Hol Hub-g
Holb Hub-a
B Hubo
Blo# 192.168.9.0/24
Mo 192.1689.10
0 192.168.9.20
Ho™ 192.1689.10
Ho'h R11_Hpra
Ho'h R12_Hpra
Ho'h R13_Hpra

il Spectrum Wiew x

& SE5-7 bl Spectrum View X 5 565-8 bl Spectrurn View

x [ENEE RASHET71798

!‘!RE';Z; ] MName Demand i Effici Symbol Rate W Vipersat Event Log Service vent View x

oy a5 .13.0/2- =

o 102.16812.1 R20_ProCtrilr Obps Obps 0.000000 12.785493MsE  Timestamp Source Message

Elo* 192.168.13.1
Boh R14_Hplus 7 remotes 0Obps Obps 0.000000 12.785493Ms
¥ R14 Hplus
Elo# 192.168.14.0/24 x
Bl 192.168.14.1 Name Demand i Effici Symbol Rate
Qi Modulator
o Demodulator
B 192168.14.1
Eo R16_Hpro 0 remates Obps Obps MN/A N/A
moh RI7PICO %
mo'h R18PICO
Bo% R20 ProCrrilr Name Demand Assi Effici Symbol Rate
¥ R20_ProCtrilr R16_Hpro 24Kbps 23952Kbps  0.006513 3.197916Msp:
# 192.168.200/24
E o 182.168.20.1 1 remotes 24Kbps 23.952Kbps 0.006513 3.197916Msp:
Ho= 192168.20.1
Ho % R21_Prolist-1 e - —

Elows Subnet Manager Name Symbol Rate
' RF Manager R11_Hpro 20.888Mbps  0.433895 44.991251Msps
@ Switching Manager R12_Hpro 3.688Mbps  0.386132 8.926287Msps

B 5 Device Redundancy R13_Hpro 1048Mbps  1.048Mbps  0.394741 2.481218Msps

o) Sentry3 R14_Hplus 1848Mbps  1.848Mbps  0.391560 4.410821Msps
o) Sentry4 R17_PICO 1048Mbps  1.048Mbps  0.409283 2.393063Msps
X Snmp Modem Manager R18_PICO Obps Obps 0.000000 277.357Ksps

B14X Vipersat Manager

s Nework 6 remotes 28.52Mbps __ 28.52Mbps 0419884 63.479937Msps

Figure 6-1 ViperView2, Customizable Docked Window View

The ViperView?2 child windows are constantly updated by the VMS, giving the operator real-time views
of the current status of the network.
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6.2 Customizable Views

VVMS ViperView?2 supports opening multiple service window views, as shown on the sample screen in
ViperView?2 window view, allowing the operator to monitor several services at once in a customizable
docking configuration. These window views can be sized and positioned and docked in many different
positions as desired.

6.2.1 Arrange and dock windows

A service window can be docked, so that it has a position and size within the ViperView2 frame. You can
also position it as a separate floating window that's in, over or outside the frame.

You can dock a service window anywhere inside the frame. You can also dock most service and compo-
nent windows as list or tree window views in the frame.

To arrange windows, you can place your cursor on the title bar of a window and then drag it to where you
want it.

You can arrange windows in the following ways:
. Dock service, component and status windows to the guide diamond.
. Dock service, component and status windows to the edge of a frame.
. Resize docked windows to optimize views.
. Float windows over or outside the frame.
. Display windows on different monitors.

. Reset window placement to the default layout or to a saved custom layout.

For example, the view in figure 6-2, shows multiple services docked while the Event Log view is being
docked to the lower portion of the main ViperView2 frame window.

By right clicking and select Open on the service, the window will pop up and float. The window can
remain as a floating window, but if you left click on the title bar and drag the window a guide diamond
and frame arrows appear. During the drag operation, when the mouse cursor is over one of the arrows in
the diamond or edge arrows, a shaded area will appear that shows you where the window will be docked
if you release the mouse button.
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L)
@ Tree View JEnglab [ List Views & SpaceSat-l @ HDNA Remate List iew x
.. VMS101 & SpaceSat-| Sky King Operations 0% Name Demand Assignment  Efficiency
® Eent Lag & SES-7 not specified 0% / R11_Hpro 21Mbps 21Mbps 0.436222
B Netwark Manager 35’ SES-8 not specified 0% R12_Hpro 3.68Mbps 3.68Mbps 0.395716
Bo% Englab & SES9 not specified 0% Frame R13_Hpro 1.064Mbps  1.064Mbps  0.400768
B ¥ SpaceSat| T Hub-6 f gy R14_Hplus 1.856Mbps  1.856Mbps  0.401275
& ses7 % Hub-7 ( Z8ems ) R17_PICO 1.048Mbps ~ 1.048Mbps  0.416095
¥ ses-8 % Hub-2 R18_PICO Obps Obps 0.000000
¥ sesg % Hub-3 R20_ProCtrilr Obps Obps 0.000000
:2 :Eg % R11_Hpro Nene Home  96.157Kbps ECM 116 on 1921¢ 7 omores 28.643Mbps  28.648Mbps 0421747
% R12_Hpro Mone Home  96.157Kbps ECM 1.1.6 on 192.1¢
03 Hub-8 %y R13_Hpro None Home  96.157Kbps ECM 1.1.60n 1921t & SpaceSat-l kil Spectrum View
°,J Hub %3 R14_Hplus Mone Home  96.157Kbps ECM 1.1.6.0n 192.1¢
:,J El;*:gz % R16_Hpro None Home  64.007Kbps ECM.1.190n 1921t
o R13_Hpro % RI7.PICO None Home  96.157Kbps ECM 1.1.6 on 192.1¢
o% R14_Holus % RI1ZPICO Mone Home  96.157Kbps ECM 1.1.6 on 192.1¢
o RI6_Hpro % R20_ProCtrllr Mone Home  96.157Kbps ECM 1.1.6 on 192.1¢
o% RI7PICO % R21_ProList-1 None Home  96.157Kbps ECM.1.1.8.0n 192.1¢
o s ricO
o R20_ProCtrilr -
mot R21 Prolist-1 Guide Diamond -
) Subnet Manager §° SES7 o HDNARemoteListView X & SES-8 &% HDMA Rernote ListView %
RF Manager Name Den Name Denj
Switching Manager &
B Device Redundancy
EX Snmp Modem Manager Frame ——
A Vipersat Manager Arrows
B Vipersat Event Log Service x
\ Timestamp Source Message 0 remotes Obp: 0 remotes Obp:
Frame 10 ; L - 557 Kl Spectrum View X 82558 Kl Spectrum View x
Arrows 0

O Search
13
& SES-D o HDMA& Rernote List View x
Name Demand Assignment  Efficiency
R16_Hpro 96Kbps 96Kbps 0.026104
v
1 remotes 96Kbps 96Kbps 0.026104
a3
naded Area & 5£5-0 il Spectrum View
M0l x

Server:  Status

Local host: active
192.168.6.102: disconnected

2:02 PM
9/18/2020 E'

Fe 6-2 ViperView2, Multiple Window Views

The following illustration shown in figure 6-2 indicate guide diamond and frame edge dock points.
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To return a docked window to a float or new location, click on title bar move the window to the next
location. Keeping a floating window make sure when moving that the guide diamond/arrows are not
highlighted, and the shaded area is not present.

e
G Tree View sa1 T List View
= J06-INTFMMT &9 SATH Operator Bandwidth

Event Log “ not specified N/A

B % Netwark Manager
BEloW 5A1
B sam
¥ sussa

Q¥4 Subnet Manager
E|/\'{ RF Manager
=& samt
T Switching Manager
d Device Redundancy
EX snmp Modem Manager
4% Vipersat Manager

Vipersat Event Log Service =] Ewent View x
B vip ] = I} = =]

Timestamp Source Usger =

Figure 6-3 Undocking windows

You can close a window by clicking X in the upper right of the title bar without undocking first.

The server connection menu provides a selection to load the last saved frame view or by unchecking the
“Load Last Window Layout” ViperView2 will open to default layout.

| localhost ~

Load Last Window Layout

OK Cancel

Figure 6-4 Last Saved Layout

®The save last layout function only works by closing ViperView?2.
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The following section shows a few of the main service windows undocked starting with the Network

Manager View.

] #y ViperGroup jL\StV\EW

(Y
(e
Oy
By

Skatus: Ok

%y s G

Switch Type Tx Status Tx Bit Rate
Application Switched S512Kbps
Switch Type Tx Skatus Tx Bit Rate
Application Switched 128Kbps
Swikch Type Tx Skakus Tx Bit Rake
Application Switched 1.536Mbps
Swikch Type Tx Skakus Tx Bit Rake
Maone Home 512Kbps
Switch Type T Status T Bit Rate
Maone Home S12Kkbps
Swikch Type T Status T Bit Rate
Application Switched 12&Kbps
Swikch Type T Status T Bit Rate
Mone Home 512Kbps
Swikch Type T Status Tx Bit Rate
Application Switched 12&Kbps
Switch Type Tx Status Tx Bit Rate
Mane Home S512Kbps

Demodulator
Demodulator 1 on Hub Exp CDD-564L 1
Demodulator
Demadulator 1 on Hub Exp CDD-564L 2
Demodulator
Demodulator 1 on Hub Exp CDD-564L 3
Demodulator
Demodulator 2 on Burst Controller

Demodulatar
Demodulator 2 on Burst Controller

Demodulator
Demodulator 1 on Hub Exp CDD-564L 4
Demodulator
Demodulator 2 on Burst Controller

Demodulator
Demodulator & on Hub Exp CDD-564L 1
Demodulator
Demodulator 2 on Burst Controller

R Status
Switched
R Status
Home
R Skatus
Switched
R Skatus
Home
R Skatus
Home
R Skatus
A
R Skatus
[
R Status
MiA
R Status
MiA

Fox Bit Rate
S4kbps
R.x it Rate
2.048Mbps
R.x Bit Rate
1.536Mbps
R.x Bit Rate
2.048Mbps
Rx Bit Rate
2.048Mbps
Rx Bit Rate
Obps
Rx Bit Rate
Obps
Fox Bit Rate
Obps
Fox Bit Rate
Obps

Mo

Todulator 1 ant
Mo

Modulator 10
Mo

Todulator 1 onk
Mo

Modulator 1 o
Mo

Modulator 1 o

Figure 6-5 Network Manager, Group View

Similarly, the Antenna View displays the current status of a site’s Modulators and Demodulators, as
shown for the Hub site in Antenna View, Hub.

@ W s5-1Hub Antenna

(7]

B B 55-1 Hub Antenna

Bl " Upconverter 1.2GHz->14,25GHz
ﬂ,iu Madulator 1 on Burst Controller
'hiu tModulator 1 on Hub Exp CDM-570L 1
rIﬁu Modulator 1 on Hub Exp COM-570L 2
W Modulator 1 on Hub Exp COM-570L 3
rIﬁu tModulator 1 on Hub Exp COM-570L 4

Bl " Downconverker 11,95GHz-»1,2GHz
un Demodulator 2 on Burst Contraller
un Demodulator 1 on Hub Exp CDD-564L 1
'hiu Demodulator 2 on Hub Exp CDD-564L 1
rI,ll.l Demodulator 3 on Hub Exp CDD-564L 1
ﬂpu Diemodulator 4 on Hub Exp CDD-564L 1
rIPU Demodulator 1 on Hub Exp COD-564L 2
'biu Demodulator & on Hub Exp CDD-564L 2
un Demodulator 3 on Hub Exp COD-5A4L 2
un Demodulator 4 on Hub Exp COD-564L 2
'hiu Demodulator 1 on Hub Exp COD-564L 3
rI,il.l Demodulator 2 on Hub Exp CDD-564L 3
ﬂpu Demodulator 3 on Hub Exp COD-SE4L 3

Nt Pirnndilabar 4 mn Hik Fren cRR-SA4 5

Figure 6-6 Antenna View,
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0K
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Ok
0K

Ok
0K
0K
Ok
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0K
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0K
0K
0K
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1.152606%GHz
950MHz
950MHz

1.211GHz
1.1802773GHz
1.1834359GHz
950MHz
950MHz
1.1805546GHz
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S50MHz
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950MHz
950MHz
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The Antenna View Shows L-Band frequencies.

2.048Mbps
G4kbps
1.536Mbps
32kbps
32kbps

S12khps
S12kbps
12EKbps
32kbps
32kbps
128Kbps
azkbps
32khps
32kbps
1.536Mbps
32kbps
32kbps
Pk

17 5dém  Blocked
0dBm R_1
OdBrm R_3
Disabled  Awvailable
Disabled  Awailable
3.1d8 Blocked
7.7d8 R_1
111d6 R_G
Parked Available
Parked Available
5.1d8 R_2
Farked Available
Parked Available
Parked Available
9.1d8 R_3
Parked Available
Parked Available
Parkad Aveailahl=

Hub

Each List View within ViperView2 presents the option to turn Item Labels either On or Off via the com-
mand located under List View in the top menu bar. When set to Off, smaller element icons and the ab-
sence of table cell labels result in a more compact view.
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The Network Manager Group View example shown in Network Manager, Group View, is displayed with
Item Labels turned On.

Use the Event Log to stay current on recent network activity, as shown in the Event View window shown
in Event View.

7 W vipersat Evert Lo Service =) Evert Yiew bl

Source User Message [

; 2533

Figure 6-7 Event View

The Event View lists the details of network configuration changes, alarms, and switch events.

The Spectrum View displays a simulated spectrum analyzer, shown in Spectrum View, letting the
operator monitor carriers and pools. The Spectrum View reports Ex/No, Space segment usage, and pool
slots assigned by the VMS.

Viper¥iew

@ & spacesa-1 kil Spectum View

142 R

Operatar: nok specified

Figure 6-8 Spectrum View

The Parameter View, shown in Parameter View, constantly supplies the operator with updated
information for a selected unit. In addition, several parameter settings can be modified with this interface,
providing an alternative method to the Parameter Editor.
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L’ localhost - ViperView

Tree Wiew

B VMS101
® coent Log
B Network Manager
Eloh Englab
@o SpaceSat-|
Ho® Hub-6
BHo® R11_Hpro
L Yl
o 192.16811.0/24
Blo™ 192.168.11.1
o'!"" Modulato
@' Demodulator
Ho® R12_Hpro
Ho' R12_Hpro
Ho' R14 Hplus
Ho¥ R16_Hpro
Ho R17PICO
o Ri8PICO
Ho R20_ProCtdlr
01:9 Subnet Manager
=] ﬂ, RF Manager
4,? SpaceSat-|
Lol Switching Manager
ﬂ Device Redundancy
= Snmp Modem Manager
ax Vipersat Manager

| MSTO
Server:  Status

Local host: active
192.168.6.102: disconnected

= 102.168.11.1 4P Parameter View S x B ox
BlStatus
Alarms ok

Traffic Ethemet Alarm [ —
Precision Time Protocol Alarms _

ElUnit Alarm States
5V Power Alarm
12V Power Alarm
Tx Synth PLL Lock Alarm
Temperature Exceeded
Hard Reset Alarm

Previously Alarmed

MOD FPGA NOT LOADED [
DemoD1 FrGaNOTLOADED BRI
DEMOD2 FPGA NOT LOADED ot Relevant

ElEth Alarm States
No Link GigE Alarm Previously Alarmed

Mo link Ethernet Alarm
EIPTP Alarm States

PTP Configuration Error

PTP Error Threshold Alarm _

PTP Missing Sync Threshold Alar SKEINREE

PTP Missing Followup Threshold J_

PTP Missing DelayRes Threshold /BRI
ok

PTP Master Mot Acceptable
ElSystem

Unit Type Remote Gateway
Mame R11-HPro
Contact esc@comtechefdata.com
Location (480) 333-4357
Circuit ID circuitad
Serial Number 161907987
Temperature 35¢
B Medem Clock

10 MHz Internal Adjustment 250
G.703 Clock Extended Mode Off

BlTest Modes
Test Mode Mermal Mode
Tx BERT State Off
Tx BERT Pattern 2A23-1
Rx BERT State Off
R BERT Pattern 24231

Figure 6-9 Parameter View

Unit Status

Unit Alarms

Unit Config Store/Load
Unit Events Log

Unit Statistics Log
Unit Reference

Unit Ethernet
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Right-clicking on a unit icon in the tree view displays the drop-down menu shown in Unit Command
Menu. Use the commands from this menu to:

Open a separate window for the unit’s operating parameters

Open With provides multiple view selection, see figure 6-11

Soft and Hard Resets performs unit restarts partial or full respectfully
Configure manipulate modem parameters commands

Upgrade the unit firmware.

Save to Flash store all configurable parameter to non-volatile memory
Force Registration partial device registration request

View Service Area roaming information, remote only

Remove device from configured database

Properties general device configurations

1
& localhost - ViperView !
Tree Wiew [ o Englab [T]LisE¥i & SpaceSat-l @ HDMA QOS Status Views
B vMs101 & SpaceSat-l  Sky Name Demand CIR '
® fuentlog %y Hub-6 [ Limit
B % Network Manager % R11_Hpre @ DCo 64KBps Obps ’
B0l Englab % RizHpro @ moDaG 64KBps Obps
ijbSpaceSat—\ % R13_Hpre ([ RiCG 0Bps 1.073Mbps
°b Hub & b R Hplus @0 ggiac 0Bps 111Kbps
EHeo 'l R11_Hpro 4y R16_Hpro
E g1t % R17.PICO (@ :
Eo# 192.168.11.0/24 % Rispco @
e = o a 4 i
Heo ’ Open e C ﬁ’ Spacefat-l @ HDMA Remote List Wiewr
o Open With 5 Name Demand
% R11_Hpro 24Kbps
B I R1ZHpro 5o Reset R12_Hpro 16Kbps

Ho't R13_Hpro

Hard Reset R13_Hpro 24Kbps
o% R14_Hplus : R14_Hplus Obps
ob R‘I_i;_Hpra Configure R17_PICO Obps
o i7Pco o R18_PICO Obps
Ho'b Ri2_PICO
o® R20 Pract Save to Flash 6 remotes 64Kbps
How#4 Subnet Manager Force Registration
A RF Manager
;’ SpaceSat-| Wiew Service Areas R1 1 _H prO
@ Switching Manager s Demanded Assigned

Device Redundancy

240 Kbps
X Snmp Modem Manag: Properties : A ]
H=X Vipersat Manager 24.0 Kbps
4

< >
e,

Figure 6-10 Unit Command Menu
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6.3 HDNA Channel Status

Right click on the satellite icon, then select ‘Open With’ to bring up a separate window view for the
‘HDNA Remote List View’

Satellite > Open with > HDNA Remote List View.

@ Tree Wiey
B VMS10 Open
‘f Event Lag Open With » Spectrum View
%' Network Manag o
Q%4 Subnet Manay Create Antenna R ey
El/‘?‘ RF Manager Create Transponder HICEIA, 05 Sratus Miew
¥ SpaceSat- List View

T Switching Man: Delete
!ﬁ Device Redund;
L Snmp Modem |
H“¥ Vipersat Manac

Tree List View
Reservations

Switch All Active

Freeze HDMA

Properties
Figure 6-11 Open With > Selection Menu

The HDNA remote list view will update on a second by second basis, displaying a list of all the remote
sites included in the current Frequency Plan sent to the HTO operating as HDNA controller with columns
showing the following values:

e Remote site name

¢ Demand value from the HRX demand report for that remote

e Assignment amount of bps assigned to be drained in the inbound return path for that remote
e Efficiency calculation of bits per hertz

e Symbol Rate occupied in the HDNA pool.

& SpaceSat-l @7 HDMNA Remote List View x

Name Demand Assignment  Efficiency Symbol Rate

R11_Hpro 21.08Mbps 21.08Mbps 0.818510 24.069262Msps

R12_Hpro 24Kbps 23.856Kbps 0.001744 12.785493Msps

R13_Hpro 1.048Mbps 1.048Mbps 0.306434 3.196248Msps

R14_Hplus 1.848Mbps 1.848Mbps 0.179500 9.621728Msps

R17_PICO Obps Obps 0.000000 2.402858Msps

R18_PICO Obps Obps 0.000000 2.402858Msps

6 remotes 24Mbps 23.999856Mbps 0.411718 54.478447Msps

Figure 6-12 HDNA Remote List View

At the bottom of the view, user can find the total number of remotes in the channel and the summarized
averages for the following columns.
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& SpaceSat-l @ HDNA Remote List View x
Name Demand Assignment  Efficiency Symbol Rate
R11_Hpro 21.08Mbps 21.08Mbps 0.818510 24.069262Msps
R12_Hpro 24Kbps 23.664Kbps 0.001730 12.785493Msps
R13_Hpro 1.056Mbps 1.055992Mbps 0.308771 3.196248Msps
R14_Hplus 1.848Mbps 1.848Mbps 0.179500 9.621728Msps
R17_PICO Obps Obps 0.000000 2.402858Msps
R1&_PICO 0 Obps Obps N/A MN/A
6 remotes (1 failing) 24.008Mbps 24.007656Mbps 0.430856 52.075589Msps

Figure 6-13 HDNA Remote Error Status

Next to the Demand column an error indicator will appear when the demand report expected in that cycle
was not received by the VMS. This is very useful to determine if the HRX has demod acquisition issues
or if the remote transmission is impaired, ultimately causing the loss of the demand report.

After 10 consecutive demand reports are missed for one remote site, the site is removed from the HDNA
channel. If a demand report comes in within the 10 second expiration timer, it would just reset the timer

and resume operation in the HDNA channel based on that demand report. The gray circle indicator starts
to fill up in red in a clockwise turning effect to represent the time left remaining in an error condition. A
full red circle would represent an expired timer.

& SpaceSat-] @7 HDMA Remate List Wiew x
Name Demand Assignment  Efficiency Symbhol Rate
R11_Hpro 20.904Mbps ~ 20.904Mbps  0.811676 24.069262Msps
R12_Hpro 24Kbps 23.664Kbps 0.001730 12.785493Msps
R13_Hpro 1.056Mbo 1.055992Mbps 0.308771 3.196248Msps
R14_Hplus [No Visible Demodulators 1.856Mbps 0.180277 9.621728Msps
R17_PICO UopS Obps 0.000000 2.402856Msps
R18_PICO Obps Obps MN/A MN/A
6 remotes (1 failing) 23.84Mbps 23.839656Mbps 0427847 52.075589Msps

Figure 6-14 HDNA Remote Error Identification

Another use of the indicator is to bring up notification when there is a possible configuration error. Very
useful while troubleshooting when a remote site is not operational in the HDNA channel. User must place
cursor over the indicator if it has a red X on it to see the error message. For example, a ‘No visible de-
modulators’ message would indicate that the RF transmit frequency calculated for that remote site does
not fall inside a transponder that has demodulators matching that frequency range.

Two main factors to consider for Visibility:

e Bandwidth Manager spectrum visibility
e HRX hardware L-band range limitation
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Partial visibility of a pool is not supported with HDNA, see below an example with multiple segment
scenarios, where the spectrum visibility is represented by the brackets below the pool(s):

Single pool
I | | J | | | | | | | |
[ | i I ] [ 1 ] S [ ] [ I
Multiple pools
L1 1 L JL ] [ L 1L L
| ] | ] [ ] I ] l 1
i ]
v Vv v Vv v X v X Vv v

Figure 6-15 HDNA Remote Partial Visibility

Pools with a red X result in empty pools without HDNA carriers placed on them.

6.3.1 Inbound QoS Group Configuration and Status View

With HDNA a third layer of Quality of service is added on top of the remote gateway existent QoS rules
and groups. Capacity Groups can section the bandwidth assigned to the return channels, with MIR and
CIR assignments in groups of one or many remotes.

All return bandwidth (Remote to Hub) is allocable to the return links of a Heights H-DNA network

3 Level QoS will accommodate and abide by physical limitations or satellite restrictions on a per network
or per site basis and is a “virtual” layer of traffic shaping and capacity management that resides above the
physical layer limitations

Each site or group of sites can have access to all or a subset of the return capacity at any time depending
on rules, roaming locations, restrictions etc.

Each Capacity Group contains its own unique Identifier, unique QoS Groups and it will also have an as-
signed Committed Information Rate (CIR) and Max Information Rate (MIR).

The QoS engine will attempt to meet all CIR rates before filling MIR rates in a “Fair Weighted” manner.
A “Fair Weighted” distribution of resources to the Capacity Group CIR will take precedence over the
“Fair Weighted” distribution of resources to the Capacity Group MIR.

IMPORTANT: It is the responsibility of the network design to ensure the sum of the Capacity Groups
CIR do not exceed the capabilities of the network

S If the inbound Default QoS group hasn’t been created in VMS, the sites will remain at their min-
imum switch rate. See Expanded QoS assignment section for more details.
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To add a QoS group or capacity group go to:

Satellite > Open with > HDNA QOS Status View

The “Edit’ button is used to modify the configuration of the HDNA inbound QoS groups.

®If the Edit button is hidden, it means that Dynamic QoS inbound groups are in use.

& SES-8 (chi2) 7 HDMA QOS Status View x
Name Demand CIR MIR
Limit Assigned Limit Assigned
Default Capacity Group 24KBps Obps 0 Bps 300Mbps 23.8KBps
[l Default Group 24KBps Obps 0 Bps 300Mbps 23.8KBps

Figure 6-16 HDNA QoS Status View

1. Create Capacity Group

A new green underlined row will appear with default unnamed label and zero limits config.

ﬁ SES-B_(ch:2,2) @ HDMA QOS Status View x
Name Demand CIR MIR
Limit Assigned Limit Assigned
Default Capacity Group 24KBps Obps 0 Bps 300Mbps 23.8KBp=s
I Default Group 24KEBps Obps 0 Bps 300Mbps 23.8KBps L Apply J
CapGrp Rmt 21_____ [id.721] 0Bps 1.23Mbps 0 Bps 0.7Mbps 0 Bps | Revert |
M QosGp R21-Mgmt [id.121] 128Kbps 2.1Mbps
Il QosGp R21-Traff  [id.221] 3Mbps AMbps
unnamed 0 Bps Obps 0 Bps Obps 0 Bps
Medify Capacity Group:
Identifier Group Label
72 unnamed|
CIR Limit MIR Limit
| Obps | | Obps |
Insert Qo5 Group | Remove Capacity Group

Figure 6-17 HDNA Static QoS Editing

2. Modify Capacity Group

R-click the name of any row to enter editing mode.

Allows to change Identifier, Group label name, CIR and MIR limits

After making a change the row will get italics font prior to applying the change
Insert QoS Group — creates a new child QoS group to the parent Capacity Group
Remove Capacity Group — deletes the group and all its contents.
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3.

Insert QoS Group in the Capacity Group

e  Allows to change Identifier, Group label name, CIR and MIR limits

e  After making a change the row will get italics font prior to applying the change
o Remove QoS Group - deletes the group and all its contents.

Meodify GoS Group:

Identifier Group Label

EZIRE oG- 75 1r=ft (.20:5]]
CIR Limit MIR Limit

| 763kbps || 31Mbps |

Remove QoS Group

Figure 6-18 HDNA QoS Edit Window

4. Remove Capacity/QoS Group button will highlight the row with a crossed red line before deletion,
user could reject the change by clicking Revert button.

&7 SES-B(ch:i2,®) @ HDMA QOS Status Wiew x
Name Demand CIR MIR
Limmit Assigned Limit Assigned
Default Capacity Group 24KBps Obps 0 Bps 300Mbps 23.8KBps
I Default Group 24KBps Dbps 0 Bps 300Mbps 23.8KBps L Aeply J
R ciTau oo Py an o T an
aporpfimt = T2 b= T=dMEp = Srines = | Revert |
GeosGpREF-Mamt—frt2HF 128#kp b
ozt oo 9 | Create |
oo ey [Ty D Shitee
CapGrp Rm22 [id.722] 0 Bps TMbps 0 Bps 40Mbps 0 Bps
W CosGp R22-Mgmt [id.222] 50Kbps 2Mbps

Figure 6-19 HDNA QoS Entry Removal

5. Revert button will undo changes before they get applied.
6. Apply button executes the new template.

Name Demand CIR MIR

Limit Assigned Limit Assigned
Default Capacity Group 24KBps Obps 0 Bps 300Mbps 23.8KBps
[ Default Group 24KBps Obps 0Bps 300Mbps 23.8KBps
CapGrp Rmt 21 [id.721] O Bps 1.23Mbps 0 Bps 0.7Mbps 0 Bps
M CosGp R21-Mgmt [id.121] 128Kbps 2.1Mbps
M QosGp R21-Traff  [id.221] IMbps OMbps
CapGrp Rm22 [id.722] 0 Bps TMbps 0Bps 40Mbps 0Bps
M QosGp R22-Mgmt [id.222] 50Kbps 2Mbps

Figure 6-20 HDNA QoS Entry Undo
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15.1.1 Expanded QoS Assignment

In an HDNA network the remote sites will switch to the maximum switch limit with the intention to fill
up the pool, even if the remote site demand is zero. The views below represent a packet capture of de-
mand reports showing detailed packet breakdowns and are not part of the client interface.

Contentions:
1 Remote site Max Data rate limit
2 Pool bandwidth limit
3 Calculated maximum symbols based on homestate power

When there are more than one remote sites in the pool and the bandwidth must be distributed among sites,
the symbols are distributed proportionally to all the sites in that HDNA cycle, based on the amount of
demanded bandwidth received by VMS in their last demand report.

For Header/Payload compression statistics the HDNA Demand Report includes a compression ratio num-
ber from 0 to 52428, where the lower end represents total compression and the higher index would be
non-compressed.

4 dSCPCw2 Demand Message

Sequence Number:
Segment Type

Segment Index
Segment Flag

Remote Count

Remote: 1 - HRX:
I Header: 1

[N

64867

: Demand Request (1)
i e
18
: 6

10.18.170.11 H*: 18.76.129.1 Seq#:64067

Demand: 1 Es/Ne: 91 Comp:5@844 (8.970) Modcod:3@ Demod: 4 Status:@ Qo5 Groups

4 |QoSGroupIdx: 1 - QoS GroupID: 18 Demand: 785 Compression: 58844
QoS Grp ID : 10
Demand 1 785
Compression: 58844

4 QoSGroupldx: 2 - QoS GroupID: 4 Demand: @ Compression: 58844
QoS Grp ID & 4
Demand -]
Compression: 56844

4 QoSGroupldx: 3 - QoS GrouplID: 5 Demand: @ Compression: 58844
QoS Grp ID : 5
Demand 18
Compression: 56844

This is processed by VMS to indicate the amount of draining percentage from the total LAN Rate as-
signed to the remote in the next Frequency Plan cycle, and it’s mapped with the QoS groups Identifier
values to match the remote gateway QoS configuration and pairing ID.

Map Type
Circuit Count

LAN Rate

4 QoS Factors:

4 Qo5 Factors:

CIR Factor :
MIR Factor :
2 CIR: 7 ( 1.6%) [1135.88 kbps] MIR
CIR Factor :

: Frequency Plan (3)
t 6

: 8959
Default Factor : 255

- Frequency Plan Index: 1, H*: 1@.76.123.1 HRX: 18.1@.172.11 Demod: 3 Freq=1149337733 SR=2432243 MC=3@
I* Frequency Plan Index: 2, H*: 18.76.129.1 HRX: 18.18.178.11 Demod: 4 Freq=1152748475 5R=3754568 MC=38
4 Frequency Plan Index: 3, H*: 18.76.138.1 HRX: 1©.18.178.11 Demcd: 5 Freq=1155895485 SR=1981676 MC=38@

Remote IP : 18.76.138.1

Hub IP : 1le.le.17@.11

Remote Freq: 1155895485

Hub Freg : 1155895485

symbol Rate: 1981676

Mod Cod : V2S5 B-QARY B8.733 (38)

Demod -1

Flags : 1

Rolloff i 4

( 57.7%) [41349.23 kbps] [Factors Quotient=442]

1 CIR: 7 { 1.6%) [1135.88 kbps]  MIR: 55 ( 12.4%) [8918.46 kbps]

7
55

7

55 ( 12.4%) [8918.46 kbps]

MIR Factor : 55

4 Qo5 Factors: 3 CIR: 7 ( 1.6%) [1135.88 kbps]  MIR: 56 { 12.7%) [9888.62 kbps]
CIR Factor : 7
MIR Factor : 56
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6.4 Network Manager Status View

Troubleshooting recommendations based on Site List View Status field:

Failed status field >

e Check for valid HS inband frequency inside the transponder.
e Review Inband configuration

. Englab [ ListWiews

% SpaceSat-| Sky King Operations 0%

8 Hub-6 i Disconnected |

% R11_Hpre (OER  None Home  96.157Kbps ECM 1.1.6 on 192.168.6.20
% R12Hpre  (NOER  None Home  96.157Kbps ECM 1.1.6 on 192.168.6.20
% R13Hpre (NOER  None Home  96.157Kbps ECM 1.1.6 on 192.168.6.20
% R14 Hplus  (NOER  None Home  96.157Kbps ECM 1.1.6 on 192.168.6.20
8y R16_Hpro f Disabled ) Mone Home  62.983Kbps ECM 1.1.6 on 192.168.6.20
#y R17_PICO None Home  96.157Kbps ECM 1.1.6 on 192,168.6.20
- R13PICO Failed | 96.157Kbps | ECM 1.1.6 on 192.162.6.20
8y R20_ProCtrllr [ Disabled ] Mone Home  96.157Kbps ECM 1.1.6 on 192.168.6.20

Figure 6-21 HDNA Remote Status View
Busy status field >

e Check routing

' RI8_PICO oK Jusy 96.157Kbps | ECM 1.1.6 on 192.168.6.20

®There may be other issues that could cause either condition, so please very configuration parame-
ters if the two suggestions do not resolve the problem.

6.5 Operations Monitor

Some of these commands, when executed on either a single unit or multiple units, require a period of time
to complete. The Operations Monitor window will automatically open, providing a status of these
processes for the user to track the progress until completion. With this feature, multiple commands can be
executed sequentially without having to wait until a previous command has completed its process.

A window pane for each pending operation displays a description which can include the name of the
associated unit or units, the initiation time and number of seconds since the operation started, and a
progress message. A pending image upgrade, for example, indicates the number of packets transmitted so
far, and the total number of packets. Upon completion, either a green or a red icon appears to indicate
operation success or failure.
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6.6 Error Detection

Using the ViperView2 screen, you can quickly see which sites in the network are showing an error
condition and which have all the equipment and software operating normally.

Green is used, as shown in ViperView2, Error Conditions, to show which sites, links, and equipment are
operating normally. Red, on both the right window panel and for devices in the tree view in the left panel,
indicates that there is an alarm condition. Gray indicates that the status is unknown—no multicast
(PLDM) is being received.

The red error condition indicator associated with a site indicates that at least one of the devices in a site is
reporting an alarm condition for a link.

Utilizing the many display options of ViperView2, the entire CEFD network can be quickly and easily
scanned to determine the condition of each of the components in the network.

At the main screen level, there are several choices to examine, isolate, and remedy the error conditions.
The tools available are easily reached from the ViperView2 display. In ViperView2, Error Conditions, the
presence of alarms can be seen reflected in both the Network Manager service as well as the Subnet
Manager service (selected in the figure).

¥ viperview M=
@ o O O YIPERLAEL f@ Tree View Subnet Manager h List View Q
kg < |
= _ VIPERLABL =l 2 Address
W Evert Log ﬁjm‘l‘u‘wﬁ - 10,1.0.0017
-8 Network Manager o Status Address
E™ ,I;BN - East Europe - GZ{Ku) g Gl Remates ok 10.1.128.0/22
G2 Sat W
g Status Address
. 52 Remot
2 @% Sits 0: Prague Telsport (Hub) i G2 Remotes 10.1132.0022
[ X -

| Dgutl 10.1.64.0/18
: g Hub-52-G2-BC
| gl Demadulator 1
¢ gl Demodulator 2
. gl Demodulator 3
L gl Demodulator 4
© Eege HubGZ-TDM
[#-gfe Remote's -8
[l FBM Morth America - G1 C-band
-5 Gl Sat
o Site 0: Baltimore NOC (Hub)
#-gfy Remote's 1-4

| E g HubExp 56504 10.1.0.22

i gl Modulstor

H *-gli#u Demodulator

| g Hub-51-G1-5W

i [ige Hub-51-G1-TDMJBC

: gl Modulator 1

oyl Demadulator 2 ;I_

Status: Alarmed

Figure 6-22 ViperView2, Error Conditions

Using the Network Manager, right-clicking on a point in the network displays a drop-down menu which
is specific to the selected point in the network. From this menu, the operator can perform any of the
actions available on the list and instantly modify the parameters of that network element.

An example is shown in Modem Configure Command for a Remote data unit that displays an alarm
condition. Right-clicking on the modem and selecting Configure opens the Configuration dialog (CDM-
570L) shown in Modem Configuration dialog. Here, the correct parameter settings can be verified and, if
necessary, an image upgrade can be performed.
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Another example, shown in Reset Failure Count, Hub Demodulator, shows a Hub expansion demodulator
in an alarm state due to reaching the maximum allocation failure count. Right-clicking on the
demodulator allows the count to be Reset via the menu command that is presented.

G @ e @Tree View % Group 2 List View
T—
--% Re-G2
’ 2l 5&? Viperlabz Operator

oﬂfw Modulatar 1 nok specified

QW,MJ Demaodulator 2
‘gl Demodulator 1 'e‘ Hub-G2-52
=¥

oty 10.1.133.0/24

Status Frequency Eit Rate Power
$£7R7 &2 n._’ RE Home 14.445GHz S1zkbps -14dBm
O@:} 10,1.134.0/24 ‘n‘ R7 Skatus Frequency Eit R.ate Power
L:=_|--°--f R7-DATA-STOL (&) Home 14,445GHz S12khbps -14dBm
Qﬁu Modulator 1 2PEN Skatus Frequency EBit Rate Power
qﬁu pemodulaty ————————————————— Cisconnecked Home 14,445GHz S12Kbps -14dBm
Hl-ge= Remote7Mesh Soft Reset
g RO Firm Reset
== 10.1.134.25 Hard Reset
H---Q_‘_', RE Save to Flash
-8 Re-cz Farce Registration

Om Modulator 1
oﬂ,ﬁu Demodulatar 2
Qﬂ,iu Demodulator 1
ol Demodulatorz ——— =

iy 10,1.135.0/24 Properties

g RE-DATA-S7OL

g RE-MESH-CDDSEEL

g 10.1.135.25

g4 Subnet Manager

Remove

@

L

£
-/ RF Manager

[#-% Snmp Modem Manager
[#- ﬁ Redundancy Manager

E‘--u._{ Wipersat Manager =
| | » | I

Status: 3 Alarms

Figure 6-23 Modem Configure Command

CDM570L Configuration &

= Netwark _
- Routing Maintenance
Qa5

[=- 1GMP Upgrade Image

™| Enable Fedundarcy

gﬁ;’f’ C Oldest _
Codecast Address:
- Managed Switch & Image 1 >33 m 3 5
- WLAN " Image 2 ’ ’ ’
[ Viperzat
- 5TDMA Evert Logging
=} Switching ¥ Enable
Lewvel
" Erors Only
L Hitless " Enrarz and Warmings
—DPC @ AllInformation
[=1- Home State
FMaodulator
* Demodulator I™ Automatically Save PARAK after CONFIG change
[ Adrnin
Access
SNMP
SMTP
Compression
Triple DES

ok I Cancel |

Figure 6-24 Modem Configuration dialog
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Event Log

The VMS Event Log displays a history of events occurring in the system and network. Anytime that
there is a change in the current setting, status, resources, and configurations, the system outputs an event
message displaying information about the event. The displayed information is part of a complete database
file of recorded network activity used for notifying the operator of possible errors or failures.

With the use of this information, the system administrator can quickly locate, identify, repair, or replace
the network element that is associated with the error/failure.

Selecting the Event Log icon (directly below the Server icon) from the left panel of the ViperView2
window (ViperView?2, Error Conditions) will display the Event Log view in the right panel. Alternatively,
right-clicking on the icon allows the Event Log to be opened in a separate ViperView?2 child window
(Event View).

The Log lists all activity reported to the server. This is a useful tool when determining the functioning of
the network. Each event listed is categorized by the date, time, source, and user. A message describing the
activity which created the event is also provided.

Each log entry is displayed using the standard VMS color scheme:
» Green — Event completed successfully
* Red - Event failed and caused an alarm
* Grey — The unit was not available
* White — Items which do not have a status associated with them
* Yellow — Administrative command
* Blue - Configuration change
» Purple - Corrupted entry

e Pink — Server event

Clicking on the Event View icon on the Object Bar, as shown in Event View Menu, displays a drop-
down menu with seven commands:

* Clear

* Reset Filters
* Local Time
» Twelve Hour
» Twenty-Four Hour
* Relative Time
» Offset Time
» Auto Scroll

* Filters...

* Export...

* Refresh

MN/22156, Revision 16 Page 231 of 455



Viperview o —

& W Vipersat Event Log Service El Event View

C@

Timestamp Clear User Message

Reset Filters

Local Time

B @ Twelve Hour
Twenty Four Hour
Relative Time eing performed.
Offset Time
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Export...
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Figure 6-25 Event View Menu

Clear

Selecting Clear from the menu removes all log entries from the Event View display and resets the Start
Date/Time for recording new events to the present date and time. The removed entries are not deleted and
remain in the vlog file.

Reset Filters

Selecting Reset Filters from the menu configures the Event Log filters to the default setting of displaying
all events in this Event View window.

Local Time

Selecting Local Time adjusts the event to local system time based on set time zone.

Twelve Hour

Selecting the Twelve-Hour clock setting will set 12-hour event time stamping.

Twenty-Four Hour

Selecting the Twelve-Hour clock setting will set 24-hour event time stamping.

Relative Time

Selecting Relative Time will change the time format to time since (between) last event.

Offset Time

The Offset Time allows a selection of any one event to be the starting time (0) reference point. Offset
Time works in conjunction with Set Epoch, which is available by Right Clicking on an event in the list.
See Set Epoch in Direct Event Filtering.

Auto Scroll

Selecting the Auto Scroll setting will toggle between On (checked) or Off (unchecked) for automatically
scrolling the list so that the most recent event is visible in the display.
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Filters...
By default, the Event Log View is set to display all recorded events.

Selecting the Filters... command from the menu opens the Event Log View dialog shown in Event Log
View, Dates tab. Here, the log entries appearance can be tailored to display a specified Date/Time range,
events associated with selected VMS Sources, and/or specific Types of events.

Event Log Yiew ﬂ E

Dates | Sourcesl Types I

r~ Start Date & Time
¥ Enable

Date Time
I 2242009 j I?SD.‘I E &M =

End Date & Time

[ Enable
Drate Time
| 1/22/2009 j | 350:36PM =
QK I Cancel |

Figure 6-26 Event Log View, Dates tab

A When using more than one Filters tab to create customized filtering, the resulting configuration
is executed as an AND function, not as an OR function. Therefore, if an event does not match
the conditions of the tab combination used, it will not be displayed.

®Customized filtering settings are not saved and only apply to the current Event Log window that is
displayed, whether it is from the main Viperview window or a separately opened child window.
Once the window is closed, re-opening the Event Log window will result in the display defaulting
to show all events.

Dates Tab

The Dates tab can be selected for specifying the Date and Time to start and stop viewing events, as shown
in Event Log View, Dates tab.

Select the Enable check box to edit the current settings.

Sources Tab

The Sources tab (Event Log View, Sources tab) can be selected for specifying a customized set of
sources from the VMS Services tree from which all associated log events will be displayed.
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Figure 6-27 Event Log View, Sources tab

The VMS Server name appears in the left panel. Expand the tree to the level desired and click to highlight
a source, then use the Select button to enter that source in the right panel. Repeat this process to create a
cumulative customized source set.

Enabling the Hide Selected Sources check box will prevent these event sources from being displayed.

Types Tab

The Types tab can be selected for specifying a customized set of event types to be displayed.

Select the desired event types by clicking in the check boxes, as shown in Event Log View, Types tab.
Enabling the Hide Selected Types check box will prevent these event types from being displayed.

Event Log Yiew ﬂ E

Dates I Sources  Types |

Type | -
|v Bandwidth Databass Evert

[ Bandwidth Database Event [deprecated)

[v Diemodulator Failed Event

[ Dievice Restoration Failed —
[ Event Log Service Started

[ Generic Event

[ Inband Palicy Saved

[v Irband Subret 5 aved

[ Inband Subret Saved YMS 3.0

[v Irband Switch Evert

[v Multicast Port Failure

[ Mebwork 1D mserted

[ Metwork 10 Removed

[ OoB Intemal Switch
MAD Conibals ITamess =badl LI
[" Hide Selected Types Feset |
oK I Cancel |

Figure 6-28 Event Log View, Types tab

Export...

Selecting the Export command will open a windows file Save As dialog, prompting the operator to enter
a file name and location to save the event log. The file is exported as an Extensible Markup Language
(XML) file, which is a simple and very flexible text format for import into most database applications.
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Refresh

Selecting the Refresh command will update the event view with any pending events waiting in the event

thread.

The event Type for an Event Log entry can be identified by double-clicking on the given event listing to
open the Event Details dialog. An example is shown in Event Details dialog, below.

Data Linit
Inbar

14411
1441

Tokal: 8050

Date Time Source User

Admiristrator

& W vipersat Event Log Service 1) Event View
o o 0K,

Source

I Inband Manager

Timestam| Username
I Z\S42009 - 11:42:43am I Adminiskratar

Details

<channel>
<subnet>172.16.128.0/27</subr
<old-statex
<typesrUnknown</types>
<bandwidth>0Hz</bandn
<fregquency>14.261GHz<
<hit-rate>512Ebps</bi
<power>17.5dBm</ pover
</old-statex
<new-state>

Previous | Mext | Close

-

\_I;
N

Figure 6-29 Event Details dialog

Once the desired filters have been defined, click on the OK button to execute the changes.
The parameters entered on the Dates, Sources, and Types tabs work together to provide customized Event

Views of network activity.
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6.6.1 Direct Event Filtering

The VMS Event Log also provides the means to configure event filtering directly from specific events.

Right-click on a logged event to display the drop-down menu shown in Menu, Selected Log Event. The
associated Type and/or Source for this event can be chosen to either Show or Hide this category in the
Event View.

ViperView

& W Vipersat Event Log Service El Event View

Timestarnp Source Usger Meszage

Open...
Details...

Clear
Reset Filters
B v Auto Scroll

Set Epoch

Show Type
Hide Type
Show Source
Hide Source
Hide Before
Hide After

Highlight Type
Highlight Source
Reset Highlight

10417 7
Total: 264

Figure 6-30 Menu, Selected Log Event

Select Open... from the menu to open the default ViperView2 window for the item in the Tree View (left
panel) that corresponds to this event.

Selecting Details... will open the Event Details window for this event item.

Clear

Selecting Clear from the menu removes all log entries from the Event View display and resets the Start
Date/Time for recording new events to the present date and time. The removed entries are not deleted and
remain in the vlog file.

Reset Filters
Selecting Reset Filters from the menu configures the Event Log filters to the default setting of displaying
all events in this Event View window.

Auto Scroll
Selecting Auto Scroll will update the event view window each time a new event is received.

Set Epoch

With the selection of an event (Right Click) and selecting Set Epoch will set this event entry in the view
as the starting time (0) reference point. All subsequent event times are relative to this timestamp event
forward. As previously mentioned, the Offset Time selection will change the list view to display all
timestamps referenced from this point forward. To change timestamp, select another time format.
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Show Type
Selecting an event from the list and selecting Show Type will update the list event view with event of this

type.

Hide Type
Selecting an event from the list and selecting Hide Type will update the list event view removing this
type of event.

Show Source
Selecting an event from the list and selecting Show Source will update the list event view only show
events from this source.

Hide Source
Selecting an event from the list and selecting Hide Source will update the list event view removing this
type of sourced event.

Hide Type
Selecting an event from the list and selecting Hide Type will update the list event view removing this
type of event.

Hide Before
Selecting an event from the list and selecting Hide Before will update the list event view moving this
event to the top of the window hiding all events before this one.

Hide After
Selecting an event from the list and selecting Hide After will update the list event view hiding all events
after this one.

Highlight Type
Selecting an event from the list and selecting Highlight Type will update the list event view by
highlighting all events of this type.

Highlight Source
Selecting an event from the list and selecting Highlight Source will update the list event view by
highlighting all events with this source.

Reset Highlight

Selecting an event from the list and selecting Reset Highlight will update the list event view by clearing
all highlighted events.
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6.7 Event Relay Server

The VMS Event Relay Server allows external client software to interact directly with the Event Log
service, utilizing text messages over a TCP connection. Events generated by the VMS can be passed
through the TCP/XML interface to a client application on any platform and from any location in the IP
network. The events are transmitted in standard XML format.

With no dependency on the Windows Event Viewer and API, the Event Relay Server is more efficient
and more reliable than the Event Conduit Service (VMS v3.6.4) that it replaces. And, because this server

is directly integrated with the VMS, there is no need to install any additional software.

The Event Relay is configured from the Event Log Properties General dialog, and is set to Enabled by
default, as shown in Event Relay Server Configuration.

T ViperView

@ Q e e CA-4R4PSHL @Tree\u‘iew = = | List Wiew
— —

B CA-R4PSHI

& NetworkM ~ OPen
@4 Subnet i
/\?’ RF Manage.

X Snmp Modem Manager
A Vipersak Manager

Local Status: Active Remote Status: O

@+ Switching Manager

-ﬁRedundancy Manager

F4Task Scheduler

_L'jt?_’,'ecircuit Scheduler

QEvent Log

0 Network Manager

g Subnet Manager -

/\?’ RF Manager
CYornn Modern

— Event Log

General

Event Relay
Enable

General

Port | COOS

Figure 6-31 Event Relay Server Configuration

Refer to technical bulletin “VTB-32209-01" for instructions to capturing the VMS Event Log data using
Python software. A Python script, included in the VMS software package, serves as the client and
provides a simple means of verifying that the event data is being passed from the designated TCP port. A
simple text (.xml) file is the repository for the captured data.

MN/22156, Revision 16

Page 238 of 455



6.8 Alarm Masks

Alarm masks are a VMS tool that is used to limit false alarms generated by normal system operations.

Viewing/Setting Alarm Masks

Demodulators that are typically being locked and unlocked, such as switched demodulators/burst
controllers, should have the Unlock Alarm masked. The setting of other alarm masks will depend on
usage and whether or not a BUC is installed.

Alarms masks are viewed and set for the modem in the device view, as shown in Modulator Alarm Masks
and Demodulator Alarm Masks.
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-

= O‘#] 172.17.0.0017 Tx AIS Alarm Mask Unmasked L4
= g Burst Controller Tx FIFO Alarm Mask Unmasked
o'*“ Tx G.703 Alarm Mask. Unmasked
qu“ Demodulatar 2 BUIC Alarm Mask. Unmasked
@ Hub Expansion 1 g
o“® Hub Expansionz ;| TxIFEnable Enable

|<

Status: OK Frequency: 1,205GHz DataRate: 2,.048Mbps Power: 17.5dBm

Figure 6-32 Modulator Alarm Masks
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Figure 6-33 Demodulator Alarm Masks

To mask/unmask alarms for a device, select the device in the left panel tree view, then select an alarm
from the Alarm Mask list in the right panel. Use the pull-down menu to select either Unmasked or
Masked.

The alarm mask settings shown in Alarm Masking in a Typical Network are for a typical VMS network.
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Table 6-1 Alarm Masking in a Typical Network
Demodulator Demodulator Demodulator
Device Type Lock Status Level Alarm Auto Gain Ctrl
TDM/ Burst Cont. X X X
Remote
Hub Expansion X X X
Remote Expansion X X X

Unlock Alarm Masks

InBand modem device Mask Unlock Alarm flags mask and set park states every time the modem
registers with the VMS. These flags simplify and reduce the device item-by-item settings, making them
persistent during active state. These flag settings are typically set on modems that are switched expansion
units or hub burst demodulators. If these devices are not masked, many unwanted alarms will be
generated in the system during normal operations due to their frequent locking/unlocking behavior.

Hub burst demodulators, when masked, only shut down their link status alarms that are typically part of
the carrier lock/unlock, leaving all other internal alarms unmasked.

The hub and remote expansion demodulator carrier alarm mask is cleared each time it is switched to
receive a return carrier from a remote. This unmasking of alarms remains until the demodulator is
returned to a parked state (unlock), where it is re-masked to prevent unwanted network alarms.

If the modem is rebooted, the alarm masks are cleared until the next VMS registration.

@ It is not necessary to mask the SLM-5650B hub burst demodulator. If the alarm mask is set for
this device type, the front panel carrier lock LED’s WILL NOT illuminate.

\ See “Mask Rx Unlock Alarms™ for details on how to set unlock alarm masks.
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6.9 Diagnostic Switching

A manual switch control feature called Diagnostic Switch allows an operator to perform maintenance
testing or commission an antenna. All VMS automatic switching and carrier recovery mechanisms are
disabled when a site is placed in diagnostic mode.

Diagnostic switching should only be used during maintenance periods; all guarantees are disa-
bled for the affected network during this process. Both dSCPC & HDNA switching technologies
support this type on switching control.

HDNA diagnostic switching executes a switch multi-command (like dSCPC) during HDNA operation.
The command will stand-up the remote return carrier at commanded, MODCOD and Symbol Rate, but
because the allocation of bandwidth is from the pool(s) the frequency is dynamically assigned. During the
operation the carrier slot remains fixed, non-movable until command to return to HDNA. The procedure
below is the same for both dSCPC and HDNA configurations, parameters configuration views may differ.

Diagnostic Setup

To execute a diagnostic switch, right-click on the Remote site in Network Manager and select Diagnostic
Setup from the drop-down menu, as shown in Diagnostic Setup command.
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Figure 6-34 Diagnostic Setup command

A setup dialog will open for specifying the desired bit rate and transmission parameters for the dSCPC or
HDNA switch (Diagnostic Setup dialogs).
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Figure 6-35 Diagnostic Setup dialogs

Click OK to initiate the switch. The Executing Switch message will be temporarily displayed while the
switch request is processed.

Executing Switch...

Please wait while switch is executed,

Figure 6-36 Executing Switch message

If successful, the new status for this remote will be displayed and the assigned carrier will appear in the
spectrum view, as shown in Remote Status, Diagnostic Switch and Carrier Appearance, Diagnostic
Switch.
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Figure 6-37 Remote Status, Diagnostic Switch
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Figure 6-38 Carrier Appearance, Diagnostic Switch
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If the diagnostic setup is not successful, a failed event will appear in the Event Log view.

‘ b ‘ipersat Event Log Service El Event View

Date Time:

Source Usger Message
M - n o~ . .

Tatal: 10

Figure 6-39 Failed Event, Diagnostic Switch

Diagnostic Revert

The Diagnostic Revert command returns the remote modem to its home state settings. This command is
appropriate to use when dSCPC or HDNA transmission is no longer required, switching back to ECM
mode, or communications with the remote have been lost and it is unknown whether the modem is still
transmitting. Unlike the Reset command (see below), the bandwidth slot is retained in case the modem
communications are restored.

Diagnostic Reset

As with the Revert command (see above), the Diagnostic Reset command returns the remote modem to
its home state settings. However, this command is appropriate to use when communications with the
remote have been lost and it is known that the modem is not transmitting so as to prevent the occurrence
of an interfering carrier. The bandwidth slot is freed for use by another network device.

Because of the possibility of an interfering carrier being created if the remote is still transmitting,
selecting the Diagnostic Reset command displays the reset uplink warning shown in Reset Uplink
warning.

Warning

Resetting an uplink will not confirm that involved devices have successfully completed the operation. This may result in an interfering carrier, that could
! potentially disable switching capabilities on this frequency domain.

©nly continue if your absolutely sure that the associated modulator is NOT transmitting.

Are yau sure you wank to continue?

Figure 6-40 Reset Uplink warning

Read the Reset Uplink warning carefully, as performing this operation on an unknown
transmitting unit may cause carrier interference on the operating network. It is safe to reset
resources for a remote if it is known that the remote is not transmitting, powered down, or faulty.
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6.10 Database Backup and Restore

It is recommended that periodic VMS database backups be performed on a regular basis. In addition,
backups are necessary prior to installing a new version of VMS (upgrade) and whenever any significant
changes are made to the network configuration. This precaution will allow for a current or recent database
to be restored if a failure—such as a file corruption—with the VMS occurs.

Backup Procedure

1. Right-click on the VMS Server icon in the ViperView2 main menu bar and select the Backup
command from the drop-down menu (Backup Command, VMS Server Menu).
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Figure 6-41 Backup Command, VMS Server Menu

2. Enter the Name for the backup file and select the directory location for saving the file from the Save
As dialog window that opens (VMS Database Backup Save As dialog).

It is recommended that the file name include the VMS version and the date of the backup.

Save As @
Save in: | 19 VM5 DB Backups v| ) ¥ £ M-
5 5-013-10 WS 3. 7.3 vms-backup
My Recent

Documents

Desktop

by Documents

ty Computer
File name: | I V| [ Save ]
‘;;l Save as type: |VMS Backup Files [* vms-backup] v| [ Cancel ]
-
hdy M etwork

Figure 6-42 VMS Database Backup Save As dialog
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Restore Procedure

®The database backup can only be restored on the same VMS version. It is not compatible with a
different VMS version.

3. Right-click on the VMS Server icon in the ViperView2 main menu bar and select the Restore
command from the drop-down menu.
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Figure 6-43 Restore Command, VMS Server Menu

4. Locate the backup file directory and select the desired database backup file for the currently running
VMS version from the Open dialog.

Look in: | ) VM3 DB Backups v 02 E

2-16-10 ¥MS v3.7.2.vms-backup
4-29-10 M5 3,7, 3.vms-backy

My Recent = cki
Documents f

=

Desklop

6

12-25-03 YMS V3.

3

2>

My Documents

File name: |5-03-1 0%MS 3.7 3. vme-backup A | [ Open [\J
g

Files of type: |VMS Backup Files [ vms-backup] v| [ Cancel ]

=

b=
& €

=)

=%

)

My Netlwork [] Open as read-only

Figure 6-44 VMS Database Restore Open dialog

5. From the Tree View icon in the Viperview main menu bar, select the Refresh command.

6. Verify that the ViperView2 display is interactive and reflects network status correctly.
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6.11 VMS Service Managers

When VMS is started on the server and ViperView?2 is opened on the client workstation, the Server View,
shown in VMS Server View, displays the installed VMS Service Managers. Included in this display are
the Network Manager, the Subnet Manager, the RF Manager (formerly the Bandwidth Manager in
previous versions), the Switching Manager, the SNMP Modem Manager, the Redundancy Manager, and
the Vipersat Manager.
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Figure 6-45 VMS Server View

Each of these services is discussed in the following sections.

6.11.1  Network Manager

The Network Manager is the heart of the VMS user interface and serves as the primary source within
ViperView?2 for managing network functions. The networks, and their associated elements, that are
created in the Network Manager are virtual, and thus can be added and removed without affecting the
actual networks upon which they are based. The source locations of the elements that are displayed in
Network Manager originate from within the other VMS service managers.

Operator networks are built and managed in the Network Manager by utilizing the Network, Group, and
Site container structures. These hierarchical structures serve as a means of logically organizing all of the
network elements for easy access. Configuration changes, InBanding of remotes, and switching and
bandwidth policies are all controlled and monitored with this service manager.
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Figure 6-46 Network Manager, Drop-Down Menu

Each Network List View provides high level alarm and switched status. Also, there is a bandwidth usage
indicator that show a total percentage of pool(s) utilization in real-time.
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Figure 6-47 Network View, Pool Bandwidth Utilization

Site View

The Network Manager service in ViperView?2 provides multiple displays that supply current status
information for the network. The Site view is one such display, providing the status of each site
component via a graphical representation of the interconnected devices, as shown in Network Manager,
Remote Site View. Directing the mouse pointer to a component results in a status box pop-up. Additional
status information for the site is provided in the window footer.
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Figure 6-48 Network Manager, Remote Site View
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6.12 InBand Management

InBand management allows Application Policies and Distribution Lists to be selected on a Network,
Group, and Remote site-level basis and allows the system operator to enable and disable mesh, return
path, and forward path (point-to-point) switching, or use policies/lists for selected remotes that differ from
the network policies/lists. Bandwidth Reservations which provide a minimum guaranteed data rate (CIR)
can also be established with this InBand feature. Each Remote site in the network that will require
dynamic control of their carriers (nodes which are part of the switched network) must be InBanded.

Application Policies

From the Application Policies dialog that is accessible from the Network, Group, and Site Properties
windows, the policies under which switching will occur in the CEFD network can be defined. The policy
settings that are defined on a per network and/or per group basis are propagated down to all remotes in the
system. Each remote will inherit the policies from the network/group to which it is associated, but the
operator may choose to break the inherited settings and configure each site independently. Locally created
Site policies apply only to that site.

Along with an application type setting, each policy can specify a priority setting and min/max data rate
settings for both transmit and receive.

- General

- Posiion InBand Application Policies
E!--Ierand
" Feturn Path Type  Label Priority Tx Minimum  Tx Maximum
gﬁg;"i;?sh 72  voP 25 32Kbps 128Kbps
1 T o [ 84 Local Test 82 8Kbps 128Kbps
Application Policies —
I - Digtribution Lists 55 FTP-1 50 BKbps 256Kbps
[ 72 MoData 65 54¢bps 512Kbps
[+ 254 VideoConfEx 30 192Kbps 1.536Mbps
0 locall o ST 128Kbps
k Insert
E— Rermove
4 2
— | Modify

Enable Automatic Switching Excess: SKJ-:ups

Application Updates Load (] Entry Rate: Obps

[ Apply ] [ Cancel ]

Figure 6-49 Application Policies, Remote Site
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6.12.1  Switching Distribution Lists

Distribution Lists are used to define multiple target subnets for point-to-multipoint distribution on an
InBand service connection whenever an upstream switch to a specific destination IP address occurs, such

as to a multicast address.

Distribution lists are typically created, modified, or disabled at the site level to accommodate specific site
requirements. However, they can also be created at the group and network levels where they become
inherited by the associated sites, just as with Application Policies.

In the Distribution Lists table, the user can Insert, Modify, and Remove lists, then either select or de-
select these lists once entered through the use of the check boxes (Distribution Lists, Remote Site).

9EIES

General
Fositian InBand Distribution Lists
= InBand
Tx Settings Destination Marme
R Settings [~ 225.122,152.4 Grp_A7 Mesh
Feservations ¥ n.0.0.0 IMonitor Target
Application Policies v 22 MulkiCast Video C3

Distribution Lists

k Insert
Modify
Remove

M Distribution List

Target Label
[233. 3 .40 .22 | |MukiCast video C3 |
Destinations Address

Address Mask. rrz .17 o137,
172.17.134.0 255.255.255.192

172.17.135.0 755,255,255, 192 Mask.

172.17.136.0 255.255.255.192 255 . 255 . 255 . 192

[ oK ] [ Cancel ]

Figure 6-50 Distribution Lists, Remote Site
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6.12.2 Guaranteed Bandwidth

The InBand Bandwidth Reservation ensures that the remote is always guaranteed bandwidth up to the rate
that is specified, the committed information rate (CIR). Beyond that, the remote will only be granted
additional bandwidth when it is available. This feature assures that, at minimum, all requests for SCPC
bandwidth up to the CIR will be granted.

Setting a rate in the remote properties Reservations dialog (InBand Reservations Setting) will reserve a
segment of bandwidth for the remote ensuring that, at last resort (no additional bandwidth available), the
remote will be dropped to the rate specified here—its CIR—until excess bandwidth is once again

available to be allocated.

General
Pasition
= InBand
[=- T Settings
Reservations
Modcods
[=- A= Seftings
Feservations
Modcods
SHOD Lirnits
Application Policies
Distribution Lists

Fox

InBand Transmit Bandwidth

Frequency Domain | Data Rate | Extra Settings Status
SpaceSat-1 1.024Mbps  8PSK, 7/, Turbo  Active

Cloze

Figure 6-51 InBand Reservations Setting

Total bandwidth reservations for the satellite that is utilized by a network or group can be viewed by
selecting Reservations from the satellite drop-down menu, as shown in Satellite Reservations command

and Satellite Bandwidth Reservations.
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Figure 6-52 Satellite Reservations command
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Figure 6-53 Satellite Bandwidth Reservations

The Satellite Reservations window displays a table containing entries for each Remote site (both Tx and

Rx, if so enabled) that has been assigned a CIR, and displays the following information:

» Reservation Enable/Disable — check box toggle. Status column display reflects this setting, either

Active or Inactive.

» Assigned, or Pre-Allocated, Bandwidth — currently reserved for granting CIR when called for by
the list of Remote sites presented in the table. This segment is displayed as a numerical frequency
value and is represented as the dark blue section of the bandwidth color bar. The Data Rate,

Bandwidth, and Extra (mod/code) parameters for each site is also provided in the table.

* Available Bandwidth — currently unreserved and available for pre-allocation to Remote sites. This
segment is displayed as a numerical frequency value and is represented as the light green section
(combined) of the bandwidth color bar. The largest continuous/unfragmented block of available
bandwidth is represented by the light green section that is not underlined with dark green.

» Fragmented Bandwidth — additional available bandwidth remaining that is separate from the
largest continuous block. This segment is displayed as a numerical frequency value and is
represented as the light green section of the bandwidth color bar that is underlined with dark green.

The divisions shown in the color bar will vary depending on several factors, including the quantity and
size(s) of the bandwidth pools, and the amount of pre-allocated bandwidth.

Individual reservations can be enabled/disabled via the check box in the Identity column. Reservation
settings (Data Rate, Bandwidth, and Extra) can be edited directly from this window by double-clicking on
a table entry, as shown in the figure.
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6.12.3  Operator Switch Request

The Application Sessions switching control provides a means for the operator to view/change/remove any
active InBand switch sessions for a site, as well as to manually set and execute a new application switch.
The data rate, switch type, and distribution list selection can be specified with this feature, as illustrated in

Application Sessions Command Window and Application Session Setup.
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't / [
‘ 9 0 G 6 CA-2M2HFS1 @ Tree View \? 4 Network-I |- — | List View 6
— yy ===
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Figure 6-54 Application Sessions Command Window

A session can be established quickly using the main InBand Sessions window by specifying just the
application type. The default data rate setting (0 bps) will result in an attempt to switch using the pre-
defined maximum and minimum data rates specified by this application policy. Changing the default will
force a switch request using this new value for the Tx maximum (the ideal rate).

More options can be chosen by clicking on the ellipsis (...) button. Here, the ideal and minimum data
rates—for both Tx and Rx (P2P)—can be modified from the defaults, as long as they fall within the
defined range of the policy. And, if a distribution list has been configured for use by this site, a
destination can be chosen from this list.

R_5 Sessions

Source Type Destination T Mazximum Tz Minimurm R Mazxirmurn R Minirn

user Local-1  {none) 128kbps 8kbps 128kbps 8kbps

< InBand Application Session

Datarate Type R

Type Destination

25eKbps | | FTP-1 v Q [Fret v | [Fremontca ~|

Ideal Minirnum

Tx Channel: |256kbps | gkbps |

deal Minirnurn

R Channel: |Igips | Obps |
I OK QJ[ Caniel ]

Figure 6-55 Application Session Setup
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®The Type default is 64; however, if Type 64 is not defined for this Remote, the switch attempt
will fail and an alert will appear (Switch Failed, Invalid Policy Type). Use the Type pull-down
menu to view and select a valid policy for this Remote.

Switch Failed

@ switch type prohibited by policy

Figure 6-56 Switch Failed, Invalid Policy Type

Once the desired parameters are set, the Setup button will initiate the switch request for the new SCPC
carrier(s). The VMS will compare the requested application data rate to the maximum switch rate limit for
this site; the resulting rate will be the lesser value between the Policy setting and the Site setting.

The new carrier(s) will appear in the Spectrum view, and the event is logged in the Event view.

6.12.4  Advanced Switching — MODCOD

With the VMS Advanced Switching feature, the operator has the option of configuring multiple levels of
modulation types and FEC code rates within the dynamic SCPC operation. Thus, more efficient
bandwidth utilization can be realized.

An advanced switching table can be constructed for a remote modulator where specified modulation types
and FEC code rates are paired with set data rates. Each data rate is associated with a Mod/Code and, as
the system achieves the set rate, the transmission is modified to the new higher- or lower-order
modulation setting specified for that rate. For each table entry, the VMS calculates an optimized
switching threshold that the system uses to assign the most efficient bandwidth in an advanced switching
environment.

As a switch request is processed, it is compared to the Advanced Switching table. If the requested data
rate crosses a threshold where the higher-order modulation becomes more bandwidth efficient, the switch
request will go up to the higher-order modulation at the lowest bit rate that exceeds the request. Thus, it is
possible that a higher bit rate can be granted while utilizing less bandwidth resources.

For example, a site currently operating at QPSK 3/4 that generates a switch request for 192 kbps will be
switched up to 256 kbps at 8PSK 7/8, provided this modulation and code rate was specified in the
Advanced Switching table entry for this switch point, as shown in Advanced Switching Table for Remote
(R_2).
The following equations illustrate this scenario:
QPSK 3/4 @192 kbps @1.3 spacing:
Allocated Bandwidth = 192 x (1/2) x (1/.75) x 1.3 = 166.4 kHz

8PSK 7/8 @256 kbps @1.3 spacing:
Allocated Bandwidth = 256 x (1/3) x (1/.875) x 1.3 = 126.781 kHz
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Figure 6-57 Advanced Switching Table for Remote (R_2)

Note that the calculated Bandwidth value for this table entry, 97.523 kHz, is for the carrier only. The
bandwidth Slot that will be assigned for this carrier will include the additional guard-band that is defined
for the associated Pool. In this example, a guard-band of 30% is used.

Additionally, there is the option to Import or Export advanced switching list between sites.

An InBand switching session for the Remote site (R_2) can be generated using the Application Sessions
feature, with a specified data rate of 192 kbps at QPSK 3/4 (Manual Application Switch Session, R_2).

R_2 Sessions 3]

R Minimurn
Obps

Source Tvpe
user FTP-1

Destination
(none)

T Maxirnurm
192Kbps &kbps

T Miniraurn

Rox Maxirnum
Obps

Dratarate

s | (o1 ) [ )

Figure 6-58 Manual Application Switch Session, R_2

Following the VMS switch, the site status for R_2 changes, indicating a new bit rate of 256 kbps at 8PSK
7/8 (Updated Status View, R_2).
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Figure 6-59 Updated Status View, R_2

The carrier appearance in the Spectrum view displays with an allocated bandwidth of 97.523 kHz
(Allocated Carrier for Remote (R_2)). When the guard-band is added to this value, the assigned
bandwidth slot becomes 126.781 kHz, just as was calculated in the example equation previously.

ViperView @
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Figure 6-60 Allocated Carrier for Remote (R_2)
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6.13 Subnet Manager

All subnets for Hub sites and Remote sites are detected and displayed in the Subnet Manager, as well as
the devices which are associated with these subnets. Upon VMS startup, the Subnet Manager sorts all its
elements by IP address. The subnets and devices can be exposed by expanding the tree view in the left
window panel of ViperView?2. Clicking on the Subnet Manager displays the status and IP address of each
subnet in the right window panel. Selecting a subnet will display a list of all the modem units for that
subnet, as well as their status, modem type, and address, as shown in Subnet Manager, Drop-Down Menu.
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Figure 6-61 Subnet Manager, Drop-Down Menu

The Parameter view for site devices, such as modems and their modulators and demodulators, can be
displayed by selecting them from the tree.

Because the subnets also appear in the Network Manager, which serves as the primary operator interface
for managing and controlling the VMS network(s), nearly all subnet features and functions are accessed
from there. However, an important distinction between the two is that, although subnets can be Removed
from the Network Manager, they can be Deleted from the Subnet Manager. This is because the Subnet
Manager is the original container for the subnets, and the Network Manager contains virtual network
elements.

Declare Subnet

Through the auto-discovery process in the VMS, existing subnets are detected and displayed by the
Subnet Manager. The ability to add non-existing (or future) subnets to the network is provided by the
Declare Subnet command, accessed from the Subnet Manager drop-down menu (Subnet Manager, Drop-
Down Menu). The new subnet is defined by its IP Address and Mask, as shown in Declare New Subnet
dialog.

New Subnet Ead
Address
oK
L17 o140 . 0 -k
-
35|

2585, 255 . 285 . 192

Figure 6-62 Declare New Subnet dialog
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Once defined, the new subnet will appear as a new icon under the Subnet Manager.

Populate Subnets

The Populate Subnets command instructs the VMS to query the Vipersat Manager for any network units
that belong to a subnet and ensure that they are placed in the appropriate subnet.

6.14 RF Manager

The RF Manager is the controlling VMS service for all network satellites and site antennas. This is where
the satellites are created and defined, along with the associated transponders and bandwidth pools that
provide the allocatable spectrum for STDMA and SCPC carriers. This is also where the site antennas are
created and defined, along with their associated converters that provide the RF interface for the network
modems.

Selecting an antenna from the RF Manager tree displays information relating to the associated Up
converter and Down converter (Antenna View, Hub Site).
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Figure 6-63 Antenna View, Hub Site

Once created and defined, the satellite(s) and the associated site antennas are copied into the Network
Manager which provides the primary operator interface for these items. Opening a network satellite
provides the Spectrum view which displays the transponder(s), pools, and the active carriers, as shown in
Satellite Spectrum View. If Space Segment Exclusions (described below) have been defined, these zones
also will appear in the display.
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Figure 6-64 Satellite Spectrum View

Spectrum View Animation

Controls for the Satellite Spectrum view help increase response time when displaying this window during
a ViperView?2 session. The animation of carriers in the display typically requires increased bandwidth on
the remote connection to the VMS server, which could cause a slower response time in ViperView2. The
operator has the ability to adjust the refresh rate of the RF display—setting it to Fast, Slow, or Off—so
that this effect is minimized. An Automatic setting option disables animation during Remote Desktop
(RDP) connections and provides Fast refresh for direct ViperView2 access.

Clicking on the Spectrum View button in the menu bar at the top of the window displays the Animation
drop-down menu from which the desired refresh option can be chosen.

Space Segment Exclusions

Dynamic SCPC bandwidth pools or portions of pools can be masked to allow access for externally
managed carriers. These Exclusion zones are typically controlled by an external application (e.g., an
NMS) communicating with the VMS through the RESTful interface, a Web Services API that adheres to
the REST (Representational State Transfer) principles. Transactions are executed utilizing addressable
HTTP URL request methods, such as:

* GET - request method that returns the current state of the element.

* PUT - request method that updates the state of the element.

» POST - request method that creates a new instance of the element type.
* DELETE - request method that deletes an element.

To Post a new Exclusion zone, the following information is required:
» VMS Host address and Port (IP address and port 8081).

» An Exclusion identifier (a unique integer value, starting at 1), used to control—query or delete—
the Exclusion zone.

» The Satellite identifier — a unigue number for the satellite defined in the registry key.
» The Base and Top frequencies (in Hz) for the zone.
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Once an Exclusion zone has been posted, the VMS will move any dynamic carriers that are currently
occupying slots in that zone either to bandwidth in available pools or, if no additional bandwidth can be
allocated, home to the ECM channel.

Caution should be exercised when implementing these zones to avoid undesirable disruptions to
important carriers that are presently occupying this bandwidth.

The operator should allow at least a ten-minute window prior to setting up the external carrier(s) to ensure
that the zone bandwidth has been cleared. This will accommodate a possible communications failure with
the Remote associated with the dynamic carrier, requiring the VMS to use the auto home state mechanism
to free up the bandwidth slot.

The operator can confirm this process with a Status query. The response will be either “free”, indicating
the bandwidth has been cleared, or “occupied”, indicating the VMS is still in the process of clearing the
bandwidth.

An alternative method of creating Exclusion zones is by manually declaring them with the VMS RF
Manager. Zones can be directly entered in the Space Segment Exclusions dialog of the Satellite
Properties window, as shown in Space Segment Exclusions, Satellite Properties.

& SpaceSat-II ? PS
- @eneral .
- Transponders Space Segment Exclusions
- Exclusions
. Podls Certter Width
B’ Insert Row PS
Center 14.2525GHz
Width 5MHz
Insert ][ Modify ][ Delete ]D\u“lew as Base/Top

Figure 6-65 Space Segment Exclusions, Satellite Properties

Once the segment has been declared, it will be displayed in the Spectrum View as a shaded yellow region,
Exclusion Zone Overlay.

& % venomsat kil spectrum visw

RII0F B

Figure 6-66 Exclusion Zone Overlay
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6.15 Switching Manager (Engine)

The Switching Manager is the switching engine in the VMS and manages all switching functions for both
InBand and Out-of-Band modem units. Although this manager appears in the list of VMS service
managers, there are no usable interfaces for the operator.

Although there are no operator interfaces to access the core behind inband carrier switching dynamics
resides within this service.

6.15.1  dSCPC Switching Engine

Introduction

The key feature in the VMS is the ability to dynamically manage bandwidth. The switching engine pro-
vides the capability to automatically resize carriers, prioritize sites and applications, allow for bandwidth
guarantees and has the built-in recovery mechanisms to insure the maximum level of efficiency in the use
of satellite space segment.

The CEFD network modems can execute 4 dynamic switch types:

¢ ECM Switching

e Load Switching

e TOS switching

e Manual Switching

The following will provide an overview of each of these types. In addition, it is important to understand
the switching engine itself. So, we will start with a brief overview of the core of dSCPC.

SWITCHING ENGINE

Definitions, Acronyms and Abbreviations

Request is a change to the data-rate and/or demodulator list for modulator

Request-set is a set of requests submitted to the switching engine in a group to be executed as
a unit

Problem is a set of requests from one or more request-sets to be processed by the switch-
ing engine

Solution is a set of allocations that fulfills the requests in an associated problem

Allocation the resources used for a dynamic carrier, this includes a bandwidth slot and a set
of demodulators

Allocation-space the set of available resources and current allocations combined

Fragment is a segment of available bandwidth within a bandwidth pool

Slot is a segment of allocated bandwidth within a bandwidth pool
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Overall Description

The switching engine is a core component of the Switching Subsystem in the VMS responsible for ac-
cepting data-rate change requests for a modulator, determining resource availability and coordinating the
reconfiguration of devices to fulfill those requests.

The engine interacts with its environment through a set of abstract interfaces. This allows the engine to
work with different types of carriers (in-band and out-of-band), and hardware devices (all devices that
VMS currently has M&C support for) without specific knowledge of those components. This has the ad-
vantage that in theory the engine could transparently work with new devices types and switch types (i.e.
Heights Modems).

The engine depends on other components of the system in order to fulfill its role. It depends on device
drivers to provide information about limits to perform operations based on device specifications (i.e. cal-
culating bandwidth or power required given a set of transmission parameters). It depends on the band-
width manager (RF manager) to perform frequency calculations and track device visibility. It also de-
pends on switching state objects to interface with external clients and translate results of solutions into
switch type specific command structures for the modem drivers to use for sending commands to the actual
hardware.

COMPONENTS
Allocation Space

The allocation space is the component that manages the switching functionality for a satellite. It maintains
the satellites available resources. It tracks allocations and pre-allocations. It hosts all the queuing func-
tionality and it is also the entry point for switch requests to be processed by the engine. Each allocation
space executes operations in parallel (assuming available processing resources).

Queuing Structure

The queuing structure refers to the mechanisms necessary to prevent incoming requests for conflicting
with each other. In addition to preventing conflicts, it will group and/or skip requests to improve perfor-
mance in active networks. Request sets combine to form problems which are fed to the solver to generate
solutions which are then implemented (sent to hardware). The queuing structure is multiple layers that
track different aspects of the pending requests.

The first layer is comprised of the individual switch requests posted to the allocation space. There is a
separate queue for each allocator which is identified by the transmitting modulator. This queue gives the
engine a view on the future progression of an individual carrier as it is processed.

The second layer is comprised of the request(s) sets posted to the allocation space. This queue stores the
request(s) sets in chronological order and is used to relinquish sets as close as possible to the order in
which they were posted.

The third layer is the problem queue. This is a dependency queue that acts to combine request sets togeth-
er to be processed as a unit. This queue allows the engine to gang requests together while maintaining that
each set is processed as a unit.

The fourth layer is the solution queue. This is another dependency queue, which ensures that solutions
that may have conflicts with proceeding solutions wait for their turn, possibility throwing them away if
problems occur with dependencies.
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Allocation Algorithm

The allocation algorithm's goal is to come up with a set of allocations for a set of requests given as input.
As part of this work, it may require the manipulation of allocations for entities that were not originally
part of the set of requests.

The algorithm operates in three broad phases. The first phase checks whether the request should even be
pursued. The second phase consists of a series of passes over the problem attempting to place the requests
in a manner that minimizes impact on existing carriers. In the final phase, the system falls back to a
known solution that provides at minimum the configured guaranteed data-rate (CIR).

The Allocation Algorithm attempts to minimally affect the carriers in the bandwidth pools. It does this by
using a Minimal Impact Solver. The goal of the minimal impact solver is to produce a solution that has
the least impact on the system. Generally, minimal impact means fewest additional carriers involved,
though a carrier’s priority, and the amount that it is over its guaranteed rate are also factors.

During evaluation, the rule for reducing a carrier’s bandwidth involves priorities and the guaranteed-rate
for the involved sites. Given two carriers, the carrier with the highest priority will reduce the lower priori-
ty carrier as far as needed for the higher priority carrier to fulfill its needs to the extent that the lower pri-
ority is using bandwidth above its guaranteed rate. Therefore, if a higher priority carrier requires the lower
priority carrier to be reduced below its guaranteed rate to fulfill its request, the higher priority carriers
request rate will be reduced enough to allow the lower priority carrier to maintain its guaranteed rate. If
neither carrier retains its guaranteed rate, the placement is invalid, and another approach must be taken.

Communication Failure

In the case of communications failures (e.g. environment, interference and hardware breakdown) within
the network, the rate guarantee cannot be maintained. When the system detects failures, it enters a state of
recovery that attempts to return faulting remotes to a known state removing possible contention within the
resource pool. During this recovery mode normal switching can continue. Resources occupied by faulting
remotes are unavailable and rate guarantees potentially are not honored. Once all faulting remotes are re-
covered or identified through failure state analysis the rate guarantees are once again honored. The band-
width from this point is once again available for continued allocations.
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SWITCH TYPES
ECM Switching

Entry Channel Mode switching was first introduced in the CDM570 series modems. It allowed operators
with real time applications to switch into SCPC as soon as the remote tried to enter the network. In the
Advanced VSAT series modem the entry channel is Slotted Aloha. Unlike STDMA in the CDM570 and
SLM5650A modems no customer data traffic is allowed to pass through the entry channel. Therefore, for
the link to be usable it will be required to switch into SCPC if the link is to carry customer traffic.

The HCC (Hub Channel Controller is configured with a Switch Rate. After the remote completes regis-
tration with the VMS the HCC will send an ASR (Automatic Switch Request) to the VMS on the remotes
behalf and will continue to do so until the VMS responds to the ASR and sends a switch command. Re-
motes that are waiting to switch out will be shown under the ECM hub status. Under normal circum-
stances this list should be empty because the switch command should go out in less than a second after
the ASR.

ECM Hub Configuration
Enable: Enable -

Multicast IP: 239125
Group ID: 20

Guard Band:

Preamble:

Data Slot Size:

Slots in Frame:

Switch Rate:

Cycle Length:

LNB LO Frequency:

Satellite Frequency Conversion:

[

20

[3

3

64000

1425
10750

2300

ECM Hub Status

Current contention slots available: 3

Index | P ‘ State ‘

Frames Transmitted

| Error Frames

0 |U‘U.U‘U ‘ ‘U

LOAD SWITCHING

Overview

Load Switching is the mechanism by which the CEFD network switches a remote terminal’s capacity
change based on traffic levels at the remote. There are two components of load switching in a CEFD sys-
tem: “VMS” (Vipersat Management System) and the “modem” (CDM-570, SLM-5650A/B and CDM-
840). The VMS component receives switch requests from the modem, and based on policy settings and
available resources, either grants or denies the request. The modem requests increase or decrease band-

width based on the amount of data in its queues.

The basic concept for all load switching is that a running average of current utilization is maintained, and
when that utilization exceeds a preset threshold, a switch is initiated. The data rate for the switch is com-
puted by determining the current bandwidth requirement of the remote and adding small percentage of

excess margin.
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Functional Description

Load switching is accomplished by maintaining a running average of the data traffic passing over the
WAN. The running average is maintained as a percentage of the current Data Rate. Whenever a switch
in data rate occurs, that running average is cleared and must accumulate for at least the specified delay
period before another switch can occur. After the specified delay period is reached, once a second, the
system checks the current utilization against the step up and step-down thresholds and if the utilization is
outside the desired range, the system requests a switch with the new calculated rate. After request is
granted, the running average is reset and accumulated for the specified period. If at the end of the delay
period, the utilization is still out of range, a switch is requested again, using the re-computed utilization
adjust by the excess capacity.

The user defines both Step Up and Step-Down threshold in terms of percent utilization, a bandwidth mar-
gin value, and a latency or averaging period. Once per second, the modem software determines the cur-
rent percent utilization by dividing the bits transmitted by the current transmit data rate. If the percent
utilization exceeds the step-up threshold or is less than the step-down threshold for the entire latency peri-
od, then an ASR (Automatic Switch Request) is sent to the VMS. The bandwidth requirement for the
ASR is computed by taking the average percent utilization over the latency period and multiplying that by
the current data rate to determine the actual data rate used over the measured interval. This number is
multiplied by the margin value and rounded up to the nearest 8K to determine the requested bandwidth.
Step Up Delay:

This delay time is simply when the traffic exceeds the step-up threshold percentage for greater than the
specified time; the system generates a switch request at calculated rate.
Step Down Delay:

When the system check indicates that current utilization is below the step-down threshold, a timer is set
for specified delay period. Unlike step up, which restarts the running average, during the step-down wait
period, the utilization statistics continue to accumulate. This is because the expected longer time period of
the step-down delay allows a more accurate estimate of utilization. If the step-down condition remains at
the end of the wait period, the switch is requested, using the current utilization as the basis of the data rate
request. The step-down time delay also provides a major improvement in MOS (Mean Opinion Scores)
calculations as it allows the system to flush-out spurious switching events due to short dips in traffic
flows.

Allowing a longer step-down delay will greatly reduce the amount of traffic interruptions based on excess
switch down and back up transitions. It will also reduce the overall dSCPC switch interruptions between
all remotes in the network.

Step-up Excess:

This is an excess amount of bandwidth that is allocated beyond the calculated traffic rate and is added to
each switch request. For example, if the current average traffic at the time of the switch is 60K, and the
Percent Allocation is 10%, then the allocation will be for 60K + 6K = 66K. This excess assures that the
next allocated rate falls within (between) the step up and step-down thresholds allowing for next accumu-
lated rates to establish, also reducing unnecessary switching events.
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The operator selects the load switching thresholds from the web page on the CDM-840 under the dSCPC
tab as shown in the figure below.

Load Switching Configuration
Mode: Disabled «

Step Up Threshold: 95
Step Down Threshold: 65

Delay: 10
Excess Capacity: 10
TOS SWITCHING
Overview

The ToS (Type of Service) or DiffServ (Differentiated Services) field in the IP header is used to classify
IP packets so that routers can make QoS (Quality of Service) decisions about what path packets should
traverse across the network. This type of classification mechanism is typically configurable through the
application interface or next hop service connection. When applying encryption to the applications, some
IP Sec routers can provide packet classification or preservation. In either case the ToS value is useful in-
formation to the CEFD switching system.

Applying a ToS value to an application (VolP, IPVC, or priority data) through either preservation or clas-
sification packet stamping, will allow the CEFD switching system to function in a blinded protocol net-
work (encrypted).

Additionally, ToS switching can be used in un-encrypted networks. The advantage is that, unlike with
protocol switching, it does not depend on detection of a signaling setup sequence. Since each packet is
marked with the ToS value it is virtually impossible to miss setting up a switch. If the ToS stamping is
done by a router, or a gateway that allows for marking the signaling packets with a different ToS or
diffserv value, it is possible to configure the modem to only switch on the RTP thereby preventing a ring-
no answer for voice calls.
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Functional Description

¢ The table to manage the ToS switches is split in two; one to hold the “static” data for each ToS ID
and another with is a pool of dynamic entries to hold the Destination IP of active streams and the
time stamp for the last packet that was seen. The dynamic pool is shared across all ToS IDs.

e The number of entries in the static table is 64. A ToS value is considered active if any of the Des-
tination IP’s (see table below) are non-zero. This also means that its index pointer is non-zero. If
a ToS ID has active sessions, it cannot be deleted from the table.

e The “Time of Last Packet” and “Destination IP” fields are added to a dynamic pool. The buffer
count is currently set to 128. (Actually 127 since the 1% entry is unavailable for use.) This means
there can be a total of up to 127 active sessions at any one time.

¢ When an IP Packet with a ToS value other than 0 is detected, the static table entry for that value is
checked. If the flag field is set (i.e. the operator specified switching enable for that value, the
buffer pool chain is walked for a match on the Destination IP of the packet. If a match is found,
the Time of Last Packet is updated for that entry. If no match is found and there is room in the
pool and the limit has not been reached for this ToS ID, then a new entry is allocated, and the
Destination IP is set for that entry and a switch request is sent to VMS. The Session ID (cookie)
in the request is equal to the index of the entry within the overall pool.

¢ The Switch Data Rate is the same for all destinations for specified ToS value. It is expected that
VVMS keeps track of the session 1D and will add or subtract the specified bandwidth from an ex-
isting switch for new setups or teardowns.

¢ Since the time of last Packet is maintained by address, the background loop must check all entries
in the table in order to test for timeouts.
e The menu to display the ToS table provides the following information for each selected ToS value:
0o ToSID(1-63)
0 VMS Switch Type
o Switch Data Rate
o0 Timeout Period

Also, for each active session, the IP Address of the destination and the time since the last packet was re-
ceived are displayed, with up to two entries per line (in order to save screen space.)

Note that once a switch is set up, its location in the table remains fixed so the session id remains the same
and can be used for the teardown. If the same destination is later set up again, it may occupy a different
location in the table; but again, it remains fixed for the duration of the session.
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Structure of Base Table (64 entries)

Flag (entry in use)

VMS Switch Type

Index of 1% entry in pool

Switch Data Rate

Switch Timeout Period

Structure of Pool (128 entries)

Index of next entry in pool

Associated ToS ID

Session Destination IP

Time of Last Activity

ToS switching is configured on the dSCPC page as shown below:

ToS Switching Configuration
Enable: Enabled ~

Max # of Sessions (per TOS Id): 4

Index|Name D Type SCPC Data Rate Timeout
1 | Voice 65 32000 10
2

ToS is enabled and set to allow up to 4 sessions per ToS ID. The configured rule is called Voice, but the
name is operator selectable. From the table below the ID is 46 which is expedited forwarding. The type
(65) must coincide with a switch type declared in VMS on the applications policy pages (shown below).
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The values i decimal ars given i the following table:

Nite this toble only provide for @
subsat of common values. Refer to
Rt op sguipment manyfocture

documen s for proper setings. Default | 000000 |0

CS1  |001000 |8

AF11 (00101010
AF12 (00110012
AF13 (00111014
Cs2  |010000 |16
AF21 (01001018
AF22 (01010020
AF23 (01011022
C83  |011000 |24
AF31 (011010|26
AF32 (011100|28
AF33 |011110|30
C54  |100000 |32
AF41 (10001034
AF42 (10010036
AF43 (10011038
CS3  [101000 40
EF 101110 46
CS6  [110000 |48

C87  |111000 |36

@ venomner = g

- General

DSCP Binary Decimal

Motz ToS byta valus of 0 will ba
iznored and will not canza the
system to switch.

[ InBand
- Application Policies
Distribution Lists

InBand Application Policies

Type | Label | Priciit | Tx Minimun | Tx Maximurm
¥ 64 USER 3 64Kbps 2.048Mbps
¥ 65 oice 1 32Khps 128Kbps

gl | |

¥ Enable Automatic Switching ¥ Excess: | 32kbps

co |

Applications policies can be declared at the Network level, group level or on the site. Right clicking on
the appropriate icon and selecting properties displays the Applications Policy page. Types appear at the
left. Types 1-63 are reserved by the system. Types 64 - 254 are operator selectable. The check-box is tri
state. Checked with a white background means the policy has been locally defined (such as on the site).
Checked with a grey background means the policy is being inherited from a higher level (such as the

group or the network). Unchecked means unselected.
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The label is user defined. Priority for the application is compared with site priority. The lowest of the
two (lowest number has highest priority) is used for making switching decisions. Each defined type has a
minimum and maximum bit rate. For ToS switching a rate is defined in the modem and sent with the
ASR. For switches where no rate is included in the ASR the VMS will switch up at the policy maximum
if there is available bandwidth to support it and will downsize toward the minimum in order to honor
bandwidth guarantees.

Manual Switching

Sometimes it is desirable to be able to set up dSCPC carriers manually. VMS allows for establishment of
2 types of manual switching: Diagnostic and Manual Applications setup.

Diagnostic Switching

Diagnostic switching is used mostly for troubleshooting issues with other types of automatic switching. It
has special rules. The VMS will not downsize or revert a diagnostic switch. Therefore, while diagnostic
switches are in the allocation space, guaranteed bandwidth is disabled. Care should be taken not to leave
diagnostic switches up in the bandwidth pool for this reason.

Diagnostic switches can be performed by right clicking on the site icon and selecting Diagnostic. A Dia-
log box will open allowing the operator to select a bit rate for the switch. Clicking on the Extra button
will allow the operator to select Modulation and FEC Type as shown below.

pios
i . ElModulation & Coding
Dle;:rbed iRl Madulation QPsK
[1Hps &l Fec Rate 0,603 Rake
Extra Transmision Parameters Fec Type LDRC (WersaFEC)

I QPSK 0,803 Rate LDPC (VersaFEC)

[a]4 | Cancel |

aK I Cancel

Manual Applications Switching

Manual Applications switching allows the operator to set up a manual switch with a predefined switch
type. Any of the defined switch types can be selected. These switches do follow the rules for guaranteed
bandwidth. Therefore, they are safer and less disruptive than the Diagnostic switch. Right clicking on the
site icon brings up a dialog for Applications Switching.

R1 Sessions B
Source | Type | Deskination | Tx Maximum | Tz Minirmurn | R Maxirnurn | R Mi
user u] {none) 1Mbps Obps 1Mbps Obps
< | 2]

Datarate Type
I IUSER 'l J Takedownl Close |

From this dialog the user can select a data rate. If it is left at O bps the VMS will attempt to switch at the
maximum for the type depending on priority and available bandwidth. By highlighting the session, the
user can take down the switch.
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6.15.2  HDNA Switching

OVERVIEW

CEFD is a pioneer in dSCPC technology and which has performed well over the lifetime of our deployed
systems. However, due to limitations of acquisition and timing accuracy as implemented in the Heights or
non-Heights platforms, the utility of dSCPC has been artificially limited. Specifically, due to the switch-
ing overhead, it is recommended to customers that a dSCPC switch be configured to occur only once eve-
ry 10 seconds.

This has the effect of limiting the amount by which dSCPC can adjust to the burstiness of a customer’s IP
traffic which in turn limits the statistical multiplexing value of dSCPC. In addition, the potential large
jitter hits mean that real time applications such as cellular backhaul are not a good fit for dSCPCvL1.

dSCPCv2 -> HDNA (Heights Dynamic Network Access) attempts to correct the limitations of dSCPC by
dramatically reducing the overhead associated with a dSCPC switch while maintaining the efficiency and
superior jitter performance of SCPC.

HDNA incorporates a series of changes to switching engine, new channel controller in series of Heights
modem firmware (v3.x.x or greater) modifications to reduce the timing uncertainties in the network as
well as a burst demodulator for each HDNA channel to dramatically increase the performance of the
shared Inbound bandwidth.

The diagram below shows a series of remotes going through a coordinated HDNA switch to new frequen-
cy and symbol rates as determined by the VMS Bandwidth Manager switching engine once per second
based upon the current LAN Kbps demand across the network.

Customer
Network

Demand

]

Figure 6-67 HDNA High-Level Functional Breakdown
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This dSCPC enhanced technology increases return path efficiencies by:

Rapidly adapts to changing environments

Instantly assigns capacity based on network-wide demand

Intelligently always utilizes total network bandwidth

Sub-second reaction time to changing traffic demand and link conditions

HDNA controller receives real-time traffic demand from all remotes in the network:
0 Network wide Traffic Demand
o Es/No and Link Conditions
0 Multi-tier QoS per queue

On a one-second period, HDNA controller distributes a new plan

e At the start of the next time period, all devices execute the new plan

The HDNA Channel Controller, is another component of the switching engine. It integrates into the
dSCPC switching logic, to convert demand reports into channel plans based on quality of service, re-
source, environmental and hardware constraints.

HDNA Channel Controller Module

The term "Channel" in "Channel Controller" refers to the set of hardware working in concert to pass cus-
tomer traffic statistics from the remote back to the hub using a dedicated set of hardware and satellite re-
sources. It is made up of the "Channel Controller"”, "Channel Device", "Allocable Devices" and "Allocator
Devices".

These concepts map to physical entities as follows:

e Channel Controller - VMS server

e Channel Device -> HTO
e Allocable Devices -> Individual demodulators in an HRX
e Allocator Devices - Modulator in each HRG

The channel device is the point of interface between the channel controller, and the allocator devices in
the channel. The allocatable devices collects demand data from the allocator devices and link quality met-
rics from the allocable devices and forwards it to the channel controller. The channel controller processes
this data and produces a channel plan that is sent back to the channel device. The channel device then dis-
tributes the plan to the allocator and allocable devices.

A demand report identifies the necessary LAN rate needed to drain each QOS queue on each remote in
the channel. It also includes compression estimates and link quality metrics, specifically those related
spectral efficiency degradation due to environmental conditions.

The channel plan message specifies for a single cycle what each component involved in the channel
should be doing. It specifies the transmit and receive parameters the allocator and allocable devices
should be tuned to respectively. It also specifies for the cycle how QOS should drain its queues.

The channel controller coordinates configuration and execution of the channel processor, QOS calculator,
and placement algorithms. It interfaces with external components to collect configuration details and di-
rect requests. The channel processor maintains the state for the channel and has the top-level procedure
for producing a channel plan from demand information.
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The QOS calculator take demands and produces a set of assignments. The placement algorithm takes a set
of resource requests and places them into the bandwidth pool with an appropriate demodulator.

From Demand Report to Channel Plan within the VMS, processing flows from receipt of a demand report
to generation of a channel plan except for entry of the first remote into the channel. In this case, a switch
request is received, and a demand report is synthesized within the channel controller to get the loop start-
ed. The entire process starts and ends with the CEFD Network Interface (VNI). This component provides
an interface to the CEFD management protocol and multi-command message protocols that are used to
transport demand reports and channel plans, respectively.

Each fragment of the demand report lands in the VNI and is forwarded to the demand collector by source
IP address. Once all the fragments of the demand report have been received, an unprocessed demand re-
port is sent the channel controller.

The channel process moves the demand report from the VNI's threading context into the channel proces-
sors threading context and gives it to the demand processor for additional hardware specific processing.

Once complete, the demand processor gives the demand report back to the channel processor which im-
mediately passes it to its channel processor.

The channel processor starts by applying the demand report to its internal state map. This will record the
demand for remotes that successfully acquired or increment the consecutive missed ack counter for those
that did not. If a remote's missed ack counter exceeds the threshold it is marked for removal from the
map. With the internal state up to date, the channel processor begins generation of the channel plan by
collecting the last known demands for remotes still in the channel into an intermediate state structure.
This is used throughout the operation to track details about each remote during plan generation.

Next, the QOS calculator is run to determine the how many symbols each remote is entitled to be based
on the QOS rules. This results in a set of QoS drain assignments and the number of symbols needed to
drain those assignments. This starts with the amount of available bandwidth and as such, the sum of all
symbol allocations will be less than the number of available symbols in the pool. The QOS calculator also
allocates any "excess" QOS drain capacity proportionally. For additional details, see the QOS algorithm
document.

The channel processor takes the list of QOS assignments and produces a set of placement requests. This
involves a couple steps. The first is to sum the symbol rate assignments for QOS groups subset per remote
to come up with the symbol rate. Then symbol rate limits are applied. Finally, any remaining symbols that
where not needed to fulfill the QOS assignments is distributed. A fraction of the remaining symbols are
distributed evenly, with the other fraction distributed proportionally.

With the placement requests ready, the channel processor calls on the placement algorithm to assign
bandwidth and demodulators to each remote. This algorithm is responsible for optimizing placement of
carriers, while respecting bandwidth visibility constraints and demodulator capability, compatibility, and
availability constraints.

Once placement is complete, the channel processor combines the carrier placements with the QOS as-
signments from the QOS calculation into an abstract channel plan. This plan is then handed off to the
hardware specific map generator. The map generator formats channel plan fragments, consulting the pro-
tocol processor state for certain details, and send the formatted plan back to VNI to be sent to the channel
device. For more detailed information refer to HDNA operational manuals.

MN/22156, Revision 16 Page 272 of 455



6.16 SNMP Modem Manager

The SNMP Modem Manager is the controlling VMS service for all non-CEFD (Out-of-Band) modems.
Modem units that do not have a CEFD Network driver—and thus cannot be configured for InBand
management—are unable to utilize IP routing functions to communicate with the VMS, and instead
utilize SNMP for these communications and are managed by the SNMP Modem Manager when
functioning in a CEFD satellite network.

For additional information on the SNMP Modem Manager, refer to Chapter 7 "Out-of-Band Units".

6.17 Redundancy Manager

The VMS Redundancy Manager is the controlling service for N:M Hub modem redundancy. This service
provides for the protection of critical VMS network modems operating in the Hub mode and enhances
overall network reliability by backing up primary components with standby backup units. The N:M
redundant architecture is software driven utilizing IP packet control.

A representative block diagram of Hub modem redundancy is shown in M:N Hub Modem Redundancy,
below.
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Figure 6-68 M:N Hub Modem Redundancy
For additional information on the Redundancy Manager and its usage, see Appendix C, "Redundancy".
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6.18 Vipersat Network Manager

The Vipersat Manager is used to set the management addresses, register the Network 1Ds, and define the
communications timeout parameters for the networks that will be managed and controlled by the VMS.
This service manager maintains the comprehensive list of all registered network units, along with their
current health status—OK, Alarmed, or Disconnected. The units are identified and correlated with the
network ID to which they are configured.

As new units are added and announce themselves to the network, the Vipersat Manager service processes
and receives them. Once received, each unit is promoted to the Subnet Manager according to their
addressing masks. Upon VMS startup, each network appearance under Vipersat Manager orders the units
first by device type, then by IP address within the type.

The Network View under the Vipersat Manager displays all of the units sharing the same network
number, as shown in Vipersat Manager Network View. Networks are listed in order based on their
Network ID.
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Figure 6-69 Vipersat Manager Network View

Global Reinit and Scan Network, commands to force the management system to poll for network device
updates, are executed from the Vipersat Manager. Also, CEFD network modem units can be created with
this VMS service, allowing these units to be predefined prior to being placed into service in the network.
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Application Image Manager

Firmware for CEFD network modems can be upgraded using the Application Image Manager feature in
the VMS. A library of binary (.bin) modem image files can be created, from which a firmware version
can be selected and Put (transmitted) to a network unit, as illustrated in Manage Images Command
Window through Upgrade Unit Image.

i = [ ——
2 - [
e O G @ CA-2M2HFS1 @Traaview l‘)) 4 Network T — | List View 6
~= v D_,

= CA-ZMZHF51 & SpaceSat-II SpaceMet T0%
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- Network Manager % R1 N :cclication Switched  2Mbps  Demodulator1 on cdm5641-17216.0.6
Qi Network-1 % R2 (ORI Application  Switched 1Mbps Demodulator 2 on cdm5641-172.16.0.6
g Network-ll % R3 (0K Application  Switched  1Mbps  Demodulator 3 on cdmS5641-172.16.0.6
44 Subnet Manager

RF Manager
Snmp Modem Manager
ﬂ Redundancy Manager

Open

Global Reinit
Create Device

Manage Images %

Properties

. 3

Status: Alarmed

Figure 6-70 Manage Images Command Window

Selecting the Manage Images command from the Vipersat Manager menu will open the Image Manager
window, where the image library is held.

Image Manager @

Part Number Version Date Size Description Targets
FW-000040... 1.7.1.1 04/29/16 12:29:37 8.2432MB 340 cdm&40
Fw-000042... 1.7.1.1 04/25/16 11:53:34 6.90176 MB 380 cddaso
FW-0020731L 1.5.1 9/30/2018 5449212 MB CDMIP BATCH cdm570al
FW-0020731M 1.5.2f  12/9/2016 5.460375 MB CDMIP BATCH cdm570al
FW-0020894E 1.5.1d  9/21/2016 7.784876 MB CDMIF BATCH cdm5a4al
< 1 | 3

Figure 6-71 Image Manager, Library Setup

With Windows file selection, new images can be added to the list.
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Figure 6-72 Image Manager, Add Selection

To upgrade the firmware image for a network unit, select the Upgrade command, then choose the
required image from the library.
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Figure 6-73 Upgrade Unit Image

To upgrade multiple units, use the Multi-Select feature (Ctrl-click, Shift-click) to select the desired units,
then execute the Upgrade command. In this case, the mode of transfer can be specified:

Consecutive — uses unicast method to upgrade each unit successively.
Concurrent — uses unicast method to upgrade all units simultaneously.
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Codecast — uses multicast method to upgrade all units simultaneously.
Note that this mode utilizes Streamload 2 protocol and is applicable to Heights, CDM-5xx, CDM-
8xx series (version 1.5.2.x or greater), and SLM-5650A/B units.

When the upgrade process begins, the progress of each of the targeted units is displayed by the Operations

Monitor, which will display the image burning phase and report either successful completion (green) or
failure (red). The operator can then safely reset the unit(s).

The monitor window also provides the option to terminate an upgrade attempt by presenting an Abort
button.
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OUT-0F-BAND UNITS

7. Out of Band Units

Out-of-Band management and switching serves to control satellite modems that either utilize a primary
data interface that is not IP based, or do not possess the CEFD technology for InBand operation. All that
is required is that the modem has an Ethernet IP interface that is routable via a default gateway, and that
the SNMP MIB for the interface has a driver implemented in the VMS. Out-of-Band management
provides switching capability for synchronous serial or bulk encrypted applications and extends the
family of modems that can be controlled by the VMS.

This chapter describes integrating Out-of-Band modem units into a VMS-controlled satellite network.

Overview

In a CEFD network, Out-of-Band units typically use Simple Network Management Protocol (SNMP) for
management and control by the VMS. These are modems that are supported by the VMS SNMP Modem
Manager. It is possible to utilize modems that are supported by the VMS Vipersat Manager as Out-of-
Band units. However, because these modem types possess integrated CEFD technology and offer a
primary data interface that is IP based, they are more efficiently used as InBand units, and require only a
single carrier out of a remote terminal.

Possible considerations for using managed units for OOB include:

» Very simple configurations for applications that do not require automatic switching capability.

» The MODCOD setting to be used for the channel can be specified, both when configuring the circuit
and when conducting the switch setup.

 No restriction on the number of channels per circuit.

The SNMP Modem Manager is the controlling VMS service for all Out-of-Band modems. Modem units
that do not have a CEFD Network driver—and thus cannot be configured for InBand management—are
unable to utilize IP routing functions to communicate with the VMS, and instead utilize SNMP for these
communications and are managed by the SNMP Modem Manager when functioning in a CEFD satellite
network.
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Configuration and setup of Out-of-Band units and circuits is relatively simple and straightforward due to
the functional limitations of these units. Switching operations are conducted either manually or via
schedule. Automatic switching is not available. Other features/functions that are not available include the
following:

» Reservations for assigned bandwidth
Advanced MODOCD switching
Home state, SHOD, Policies, Distribution lists
Allocated devices (devices are assigned)
Multicast (each device is controlled separately)
* Minimum/Maximum data rate per site limits
Out-of-Band Circuit Manager (OBCM)—the VMS service manager that enables Out-of-Band
switching—works seamlessly with the InBand Manager. Priorities for both InBand and Out-of-Band

sessions and bandwidth reservations for InBand are still honored. It is incumbent upon the operator to
determine what types of circuits have higher priorities within his network.

Ethernet IP Interface

For the VMS to communicate with a satellite network modem, the modem must have an IP-addressable
unit. Modems such as the CDM-700, SLM-5650(A), CDM-625(A), and CDM-570(A) have built-in
Ethernet interfaces and do not require an external CiM adapter. An SNMP unit can use either the base
modem or the NP card as the Ethernet interface for IP. In contrast, unit must use the NP card as the
Ethernet interface. Refer to each modem unit’s documentation for the procedure for assigning a valid IP
address to the unit.

The CDM-600/L is a non-1P capable modem and requires the use of the Comtech CiM-25 to provide the
Ethernet IP interface. The CiM-25 is assigned a valid IP address using procedures described in the
appropriate product documentation, as well as in the procedure below.

1. Connect the target CiM-25 unit to a PC workstation and assign a valid IP address for the network
where the CiM-25 and its companion CDM- 600L are to be installed.

2. Reconnect the CiM-25 to its companion CDM- 600L, then connect the Ethernet LAN and apply
power as required.

®The CiM-25 must be plugged into an operating modem (except during setup) in order for it to op-
erate reliably. A CiM-25 operating disconnected from a modem will exhibit erratic Ethernet com-
munications. Refer to the CiM-25 manual for additional information.

Next, the modem must be declared in the VMS using the procedure provided in the following section.
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7.1 SNMP Modem Manager

The SNMP Modem Manager is the controlling service for all Out-of-Band modems. This service is the
communications conduit between the modems and the VMS and provides the modem parameter
configuration interface for these units.

Right-clicking on the manager icon opens a menu with commands to Open the manager, Declare Modem,
and view the manager Properties. The procedure for configuring SNMP modems is presented below.

Set SNMP Timing Intervals

1. To set the manager Timing Intervals, right-click on the SNMP Modem Manager to display the
drop-down menu shown in figure 7-1.
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Figure 7-1 SNMP Modem Manager command menu
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2. Select the Properties command to open the Properties page, shown below in figure 7-2.
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(9 |

SNMP Modem Driver Properties

Status Poll Interval
30s
Communications Reliability
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admin1234

Apply

Attempt Count
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Figure 7-2 SNMP Modem Manager Properties
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There are three settable parameters in the SNMP Modem Manager Properties—the Status Poll
Interval, the SNMP Timeout, and the SNMP Attempts. They are described below.

Status Poll Interval — The time, in minutes, between full status polls sent by the VMS to monitor
the health (alarm states) and parameter settings for the modems.

SNMP Timeout — The amount of time, in seconds, before the VMS will retry a poll or SNMP
command after no reply.

SNMP Attempts — The total number of attempts the VMS will make to communicate with a
modem before reaching a fail state, at which point the VMS will set the modem status indicator to
gray (unknown).

Configure SNMP Modem
The following procedure demonstrates using the SNMP Modem Manager to configure a CDM- 600L
modem, as an example.

3. Right-click on the SNMP Modem Manager and select the Declare Modem command from the
drop-down menu.

The New SNMP Modem dialog will open, figure 7- 3.

4. From the Unit Type pull-down menu, select the model that corresponds to this modem. In this
example, the CDM600L modem is selected.

Proper selection is important, as this will identify the correct SNMP MIB to be used for
communications with the modem.

i’ Create SNMP Modem = 2% |
Modem Type
CDMe00 J— Hame
COMGO0L ! Hub_Circuit_A1
SLMS850 Egﬁz P Address  Subnet Mask
COM700 ; 172123 255,255 285.0)
SLM5GE0A Egm;; Read Community ~ Write Community
@ . .
COMSTOL public piivate
| 0K || Cancel |

Figure 7-3 Create SNMP Modem dialog

5. Configure the parameter settings for the new modem:
a. Enter the assigned IP Address for this modem (in this case, the CiM-25 address).
b. Enter the Subnet Mask in the designated field.

c. Assign a name to the modem in the next field for reference purposes and for identification in
ViperView2.

d. Ensure the SNMP Community settings are correct.
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For a CDM-600/L, the Read and Write Communities are admin1234.

For all other units, the Read Community is Public, and the Write Community is Private (defaults).

6. Click the OK button.

The unit will now appear listed in the SNMP Modem Manager. Select the manager to see the
modem appearance in the right panel of the ViperView2 window.

7. To perform edits to a declared modem, right-click on the newly added unit and select Properties
from the drop-down menu. The Unit Properties dialog will be displayed, as shown in figure 7-4.

If the modem is connected to a BUC, LNB, or other device, select the Enable Radio Devices
check-box to have this configuration recognized by the VMS.

----- General

CDMG600L Unit Properties

@5, R1CDM-600L OCB

IP Address

i72 . 17 . 128 . 11
Subnet Mask
255 . 255 . 128 . 0
SNMP Settings
I Read Community Write Community
admin1234 admin1234
|| Enable Radio Devices |

[ Apply g [ Cancel ]

Figure 7-4 CDM- 600L Unit Properties dialog

Note that, in this dialog, the IP Address field is a read-only display for the target modem. To change
the address, the modem must be deleted from the SNMP Modem Manager, then declared anew.

8. Click on Apply, then Close the window.

Once the modem and its companion CiM-25 are configured and are connected to the network, the
unit will appear in the correct subnet under the Subnet Manager as well as under the SNMP
Modem Manager, as shown in figure 7-5. And, if the Network Manager has been configured to
include the subnet, the new modem unit will appear there also (figure 7-6).
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Figure 7-5 SNMP Modem Manager units

7.2 Parameter View

When a modem unit is selected from the tree list in the left ViperView2 window panel, the right window
panel displays the Parameter View, shown in figure 7- 6, that presents parameter setting information
and options available for the unit. This applies to the Modem as well as the Modulator and/or
Demodulator that are nested below it. Refer to each unit’s documentation for detailed information on
setting or changing any of the parameters listed here.
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Figure 7-6 Parameter View, Drop-down Menu

A set of commands is presented in the Parameter View drop-down menu (figure 7- 6):

» Apply - Clicking the Apply command writes any changes made to the unit’s configuration in the
Parameter View to the unit’s active memory. In order to make the changes permanent, these
changes must be saved to the unit’s flash memory.

* Revert - To discard any changes and return the parameter(s) to the previous setting(s), click the
Revert command to revert the setting(s) back to the original configuration.
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@ If the changed parameter has been marked with the Dirty Selected command (see below), the Re-
vert command will not function.

» Refresh — Clicking the Refresh command will read the current state of all parameters from the unit
and update them in the Parameter View display.

» Dirty Selected — If a change has been made, selecting the changed item and then clicking the Dirty
Selected command marks the item as changed and it will be changed in the unit’s active memory.

Before continuing with this process, select the Refresh command on the drop-down menu. This will
ensure that the most current information is available for the unit.

The Parameter View contains both information that is hard-coded in the unit and cannot be changed, as
well as information that can be edited. This is useful for Out-of-Band units, allowing their configurations
to be modified with the VMS.

7.2.1 Configuring the RF Chain

It is important to configure the SNMP Modem RF chain, thus enabling the carriers to be viewed and
monitored with the VMS. The satellite and the antennas—together with their Up and Down converters—
for the relevant sites should already be defined, as covered in the section “RE Manager Configuration™.

The following procedure associates the Modulator for each OOB unit at a site with the Up converter for
that site’s antenna and associates the Demodulator with the Down converter. This configuration is
performed using the RF Manager in conjunction with either the Subnet Manager or the SNMP Modem
Manager.

The method illustrated below uses the RF Manager with the Subnet Manager.

1. From the RF Manager tree view list in the left window panel, select the first site Antenna for
configuration (the Remote antenna is used in this example).

The antenna and its converters are displayed in the right window panel (figure 7-7).

2. Expand the Subnet Manager tree down to the Modulator and Demodulator level for the OOB unit
at the Remote site that will utilize this antenna.

3. Click-hold on the Modulator device icon in the left panel, drag it to the right panel and drop it on-
to the Up Converter.

The device appears under the Converter as shown in figure 7-8.

4. Click-hold on the Demodulator device icon, then drag-and-drop it onto the Down Converter.
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Figure 7-7 Binding Modulator to Up Converter, SNMP Modem
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Figure 7-8 Binding Demodulator to Down Converter, SNMP Modem

5. Repeat the above steps for any additional OOB units at this site.

Now that the binding procedure for the first unit has been completed with the understanding of
the relationship between the modem devices and the converters, perform all subsequent bindings
by simply dragging the modem unit and dropping it directly onto the antenna. This abbreviated
method will automatically bind the mods and demods with the up converters and down

converters.

6. Select the next site antenna and perform the binding procedure for the mods and demods at that

site.
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7. Continue the binding process until all OOB devices have been bound to their respective antenna’s
converters. Be sure to include Hub OOB devices.

7.3 Switching Out-of-Band Modems

Overview

SNMP controlled modems are defined as Out-of-Band in the VMS. This means the traffic interface for
these modems is not part of the IP infrastructure the CEFD network belongs to.

SNMP modems use either a serial traffic interface such as V.35 or G.703 (CDM-600Ls), a bridged Gig-E
interface (CDM-700s), or an IP interface which is isolated from the local area network native to the
CEFD network (CDM-570/L OOB modems in managed switch mode).

Out-of-Band circuits can be managed via an overlay CEFD network—requiring two satellite modems at
each Remote site, as shown in figure 7-9 or via any IP infrastructure that is available covering both ends
of the satellite link.

B ' \
Shared Controlled Serial Modems
Inbound

VMS

!

Cim-25

Module Module

High Speed
Communications

High Speed
Communications,

DG-000020

Figure 7-9 CEFD Overlay Network example

The management and control commands from the VMS are transmitted and received InBand by the
CDM-570L circuit. These commands are then routed by the CDM-570L over Ethernet to the CDM-600L
modem. Since the management and control signals are handled by the CDM-570L within its allocated
bandwidth and do not occupy any of the CDM-600L’s bandwidth, these command circuits are considered
Out-of-Band with respect to the CDM-600L. circuit.
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7.4 Out-of-Band Circuit Manager (OBCM)

General
OBCM is utilized for switching OOB units, whether they are SNMP units.

Circuits are first created (using the OOB Circuit Wizard), then they are manually switched using the
Setup command in ViperView?2.

There are three circuit types that can be designated:

» Half Duplex (Broadcast / Point-to-Multipoint) — used for applications where there is no return path
or the return path is a low speed terrestrial link. Typical examples include broadcast video, distant
learning, and data distribution.

» Full Duplex (Point-to-Point) — used for applications that are interactive, requiring two-way
communications, but where the data transport is not routable IP. Ideal for disaster recovery, satellite
news gathering mobile units with non-IP video equipment, and bulk-encrypted links with no IP
header.

» Custom — provides the ability to define any circuit type, allowing the operator to specify individual
channels in any manner that is required for the application.

Managed and Unmanaged Devices

Within the OBCM, modem units and their devices (modulators, demodulators) are designated as either
Managed or Unmanaged (also known as Assigned). The unit/device that is selected as Managed
determines what drivers will be used and what space segment is available for the circuit. The Unmanaged
unit/device is assigned by the operator to complete the circuit. Care must be taken to assign an
appropriate/like unit or device to ensure compatibility. Whether the selection is based on the unit or the
device is a function of the type of circuit that is being created.

The Full Duplex circuit type uses units instead of devices. This is because this type requires that the
managed modulator and demodulator both belong to the same modem unit, and the unmanaged modulator
and demodulator at the other site also belong to the same modem unit. In contrast, the Half Duplex and
Custom circuit types use devices for designation as managed or unmanaged.

An OOB circuit consists of one or more channels. A channel is defined as the connection between a
modulator and at least one demodulator, consisting of the channel bit rate, priority and, when using
modems, an Extra setting that defines the MODCOD. With SNMP controlled modems, the MODCOD
must be preset from either the modem front panel, a console or Web session, or from the VMS Parameter
View.

Every channel has one managed device, and it can never be re-used by another channel, neither for
InBand nor OOB. However, unmanaged devices can be re-used in other channels. Note, however, that the
risk in using unmanaged devices multiple times is that the operator can activate a channel where one or
more of the unmanaged devices are already in use, and the VMS will take them from the active circuit.

There can be any number of channels defined for a custom circuit, if there are enough devices/units to
support the channels.

A site is chosen as the “owner” of the circuit, and this site must contain the device(s) that is/are to be the
managed device(s) for the channel(s) in the circuit. As a rule, the owner must be the site that has the
transmitting unit/device. One exception to this rule is the half duplex circuit that is set up between just
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two sites; in this case, either the transmitting site can be the owner (with the modulator as the managed
device) or the receiving site can be the owner (with the demodulator as the managed device). Note that,
for a full duplex circuit, either site can be chosen as the owner because there is just one unit at each site
involved, and they both transmit as well as receive.

Configuring OOB Circuits

A powerful feature that is provided for building the OOB circuits is the Out-of-Band Circuit Creation
Wizard. This tool presents a simple method for configuring any of the three circuit types.

OBCM User Interface

Circuit configuration is performed from the VMS using ViperView?2. The circuits can be viewed by
hierarchy but must be created at a site, either Hub or Remote, as shown in figure 7-10, below.

= PRIMARY e S Application Swiched  1.024Mbps
B Event Log RS DGE Appication Switched  1.024Mbps
-4 Network Manager HR6 Hane Home 64Kbps
=@y Engineering P Ly v
[ % ADV Sat o
[+ LabSat1 Show OOB Circuts
3 Labsatz Create O0B Circut t———
ERL e Hup S Application Sessions
[+ @4y ADVRe Diagnostic Setup
- @4y COMS?  Show OOB Circuits Diagnostic Revert
#-0%y R Create OOB Circut " Diagnostic Reset
0% RS
# 0%y R  Delete LoD
E & °b RS Properties Properties
[ Ofy SLMSEE
@@y Subnet Manager
=] /'\'.a" RF Manager
F- 5 ADV Sat
w1 akSatt

Figure 7-10 Create OOB Circuit, Hub and Remote commands

Because circuits are associated with sites, the Create OOB Circuit command is not available from the
Group or Network level.

Full Duplex Circuit Configuration

Full duplex point-to-point circuits are defined by the unit (modem) and consist of 2 channels (mod to
demod connections). Defining the circuit by unit ensures that it consists of 2 modems, rather than
independent modulators and demodulators, which is typically required for synchronous serial circuits. It
also makes it simple to configure.

®This type of circuit is only possible when using modem units that support P2P functionality.

1. Right-click on the Remote site icon that will be utilizing the circuit and select Create OOB
Circuit from the drop-down menu to open the Circuit Creation Wizard. The Circuit
Identification dialog will appear, as shown in figure 7-11.
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Qut of Band Circuit Creation Wizard [

Circuit Identification

Select predefined Type, or Custom to compose

Type
'@ Full Duplex Point to Point "

Full Duplex Point to Point {CnC)
Half Duplex Broadcast
Custom

Label; R7CDM-6254C7 < —

Description:  Circuit to Hub

[ MNext = ]| Cancel |

Figure 7-11 Circuit Identification, Full Duplex P2P

2. Select the Full Duplex Point-to-Point radio button in the Type box.

3. Enter a Label and a Description for this circuit.

Description field text entry: use Ctrl+Enter to create a new line independent of text wrap.

4. Click the Next button to display the Circuit Configuration dialog (figure 7-12).

The sequence for configuring this dialog is marked in red in the figure.

As the vertical arrows indicate, the parameter fields on the left side of the dialog correspond to
the return path from the Managed unit to the Unmanaged unit, and the fields on the right side
correspond to the forward path in the opposite direction.
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Out of Band Circuit Creation Wizard
Circuit Configuration
Full duplex point to point
l RMt525A l < —_
- 5
5Mbps = 5vbps
-20dBm [ 20,
8
0 [T Priority | 0
9
VersaFEC2 Short 16ary 0,782 IH VersaFEC2 Short 16ary 0.752
10
—_— l Hub&254 l
12 13
iy [/] Symmetrical [ Fixed *—
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Figure 7-12 Circuit Configuration, Full Duplex P2P

5. Click on the Managed Unit bar to select the OOB modem for this site.

The Select Object window will open with the subnet for the Remote site.

(figure 7-13) and click OK.

Double-click on the subnet, then select the OOB modem unit that will be used for this circuit

The Managed Unit bar will now be labeled with the name of the selected unit.

Select Dbject [ %] |
Select Dbject [ %]

-

Lookin: (P88

£10.1.125.0/24

Object name: I

Objects of bype: IOut of Band Madem Units j ﬂ

Lock in: |(;dlo.1.128.0;24

=l

Object name;l R1 COMB00L OOB

QK I

Objects of bype: IOut of Band Madem Units

j Cancel |
-

Figure 7-13 Select Managed Unit, Full Duplex P2P

Enter the channel Bit Rate and the reference Power level for the Managed unit (left side).

The VMS uses the reference power setting as a basis for calculating the correct power level for

the carrier when setting up a switch event.

(checked) and enter the required level.
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®A lower number corresponds to a higher priority level. The default value (0) equates to No
priority.

9. For modem units that are managed (not SNMP), the Extra Settings parameters are available for
configuration. Set the FEC and Modulation as required.

10. Click on the Unmanaged Unit bar to select the modem that this site will be linking to.

The Select Object window will open containing the top-level components for the network, such
as the satellite(s) and groups or sites.

11. Navigate through the Select Object window to select the corresponding modem unit that will be
used for this circuit (figure 7-13) and click OK.

Take care to ensure that the unit selected is the correct one. If groups are displayed, double-click
on the group that holds the target site. Double-click on the target site to display the subnet list,
then double-click on the subnet that holds the target modem.

The Unmanaged Unit bar will now be labeled with the name of the selected unit.

12. By default, the channel Bit Rate, the reference Power level, the Priority (if applicable), and the
Extra Settings (if applicable) for the Unmanaged unit (right side) mirror the settings that were
entered for the Managed unit. To modify these settings, click on the Symmetrical check box to
uncheck/deactivate this feature, then edit the field(s) as necessary.

13. Set the Fixed bit rate feature—either Enabled (checked) or Disabled (unchecked)—based on the
application requirements.

By default, this box is unchecked. In this state, the VMS will provide a best effort to allocate the
requested bandwidth at switch set up; if the full bandwidth is not available, the circuit will be set
up using a bit rate that falls between the requested rate and the site minimum. A diminished rate
may be acceptable, such as for modem units that utilize Ethernet as the primary data interface, for
example.

This box must be checked if the circuit requires an exact match to the requested bit rate in order
to function correctly, such as with an E1 interface.

14. Click on the Next button (becomes active when configuration parameters have been set) to pro-
ceed to the wizard Summary Page (figure 7-14).

Carefully review all information on this page prior to proceeding. The Back button is available to
retrace the configuration and make any changes that might be necessary before final circuit
creation.
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Qut of Band Circuit Creation Wizard [

Summary Page

Push Next to commit new drcuit

Circuit Name: R7 CDM-625A C7
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Figure 7-14 Summary Page, Full Duplex P2P

15. Click on the Next button to execute the creation of the circuit. The Commit Page will be dis-

played.

If the configuration is accepted by the wizard, the page will indicate that the Circuit Creation Succeeded,
accompanied by a green check mark, as shown in figure 7- 15. Click on the Close button to exit the

wizard.

Commit Page

Creating new circuit

DOut of Band Circuit Creation Wizard [ %]

Q? Circuit Creation Succeeded

Circuit Name: RS CDMS70L SNMP OOB

Circuit Type: Point to Point

Description: Connecting to R2
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Forward Channel

Fequired Bit RBate. ... nnnnnnnnnns 256Ebps
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4 o
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Figure 7-15 Commit Page, Full Duplex P2P

A red check mark will indicate if the Circuit Creation Failed. Note that a common configuration error
that will cause this result is failing to associate the devices (modulator and demodulator) of the modem
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unit with the converters for the site antenna(s). Identify and correct the cause of the error, then rerun the
circuit creation wizard.

®Full Duplex Point to Point (CnC) follows the same procedure as Full Duplex Point to Point,
however it is only configured as a symmetrical link. Unchecking Symmetrical will not have any
affect. The rate, power and MODCOD on the left side is only used.

Half Duplex Circuit Configuration

Half Duplex broadcast circuits are defined by the device (modulator or demodulator) and consist of one
channel or multiple channels. By design, the managed device will be the modulator and there will only be
one modulator per circuit. The circuit must be created on the site with the modulator as it will be the
source of all outgoing traffic.

16. Right-click on the site icon that will be the transmitting source for the broadcast and select
Create OOB Circuit from the drop-down menu to open the Circuit Creation Wizard. The
Circuit Identification dialog will appear, as shown in figure 7-16.

Out of Band Circuit Creation Wizard PS

Circuit Identification
Select predefined Type, or Custom to compose

Type
Full Duplex Point to Point
Full Duplex Point to Point {CnC)
@) Half Duplex Broadcast — l——

Custom

Label: Hub Broadcaster —

Description:  Transmitter at hub broadcasts to:
44— Cirl+Enter Provides Newline
Remote 3
Remote 8

| Mext == || Cancel |

Figure 7-16 Circuit Identification, Half Duplex Broadcast

17. Select the Half Duplex Broadcast radio button in the Type box.

18. Enter a Label and a Description for this circuit.
Description field text entry: use Ctrl+Enter to create a new line independent of text wrap.

19. Click the Next button to display the Circuit Configuration dialog (figure 7-17).

The sequence for configuring this dialog is marked in red in the figure.
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20. Click on the Modulator bar to select the modulator from this site that will perform as the trans-

mitter for this circuit.

The Select Object window will open with the antenna and subnet for this site.

21. Navigate through the Select Object window to select the target modulator (figure 7-

18).

Double-click on the subnet, then double-click on the appropriate OOB modem. Select the

modulator and click OK.
The Modulator bar will now be labeled with the name of the selected modulator.

DOut of Band Circuit Creation Wizard [ %]

Circuit Configuration
Half Duplex Broadcast

| Modulator i‘— 1
2 _EIW I Fcdd— 3
4 W Extra Settings |
3 _.’_Priority ID—

Demodulatars

6 —. Add Remoye | Replace |

<< Back | Idexk =3 | Cancel |

Figure 7-17 Circuit Configuration, Half Duplex Broadcast
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Objects of kype: IOut of Band Modulators j Cancel |
e

Figure 7-18 Select Modulator, Half Duplex Broadcast

22. Enter the channel Bit Rate for the broadcast.

23. Set the Fixed bit rate feature—either Enabled (checked) or Disabled (unchecked)—

application requirements.
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By default, this box is unchecked. In this state, the VMS will provide a best effort to allocate the
requested bandwidth at switch set up; if the full bandwidth is not available, the circuit will be set up
using a bit rate that falls between the requested rate and the site minimum. A diminished rate may be
acceptable, such as for modem units that utilize Ethernet as the primary data interface, for example.

This box must be checked if the circuit requires an exact match to the requested bit rate in order to
function correctly, such as with an E1 interface.

24. Enter the reference Power level for transmission.

The VMS uses the reference power setting as a basis for calculating the correct power level for
the carrier when setting up a switch event. This value must be sufficient to close the link to the

weakest receiving site.

25. For modem units that are managed (not SNMP), the Extra Settings parameters are available for
configuration. Set the FEC and Modulation as required.

26. If a priority setting is applicable for this circuit, click on the Priority check box to activate this
field (checked) and enter the required level.

®A lower number corresponds to a higher priority level. The default value (0) equates to No
priority.

27. Click on the Demodulators Add button to create the list of demodulators for the sites that will re-
ceive the transmitted broadcast.

The Select Object window will open containing the top-level components for the network, such
as the satellite(s) and groups or sites.

®Take care to ensure that the devices chosen here do not include the data demodulator for the
site (device that receives the Hub TDM outbound).

28. Navigate through the Select Object window to choose the receiving demodulator (figure 7-19)
and click OK.

Take care to ensure that the device selected is the correct one. If groups are displayed, double-
click on the group that holds the target site. Double-click on the target site to display the subnet
list, then double-click on the subnet that holds the target modem. Double-click on the OOB
modem to display the associated devices.

The Demodulators box will now display the selected device, as shown in figure 7-20.

29. Repeat this selection process until all receiving demodulators have been chosen.
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Figure 7-19 Select Demodulator, Half Duplex Broadcast
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Figure 7-20 Circuit Configuration, Demodulators Added

30. Click on the Next button (becomes active when configuration parameters have been set) to pro-
ceed to the wizard Summary Page (figure 7-21).

Carefully review all information on this page prior to proceeding. The Back button is available to
retrace the configuration and make any changes that might be necessary before final circuit
creation.
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Figure 7-21 Summary Page, Half Duplex Broadcast

31. Click on the Next button to execute the creation of the circuit. The Commit Page will be dis-

played.

If the configuration is accepted by the wizard, the page will indicate that the Circuit Creation
Succeeded, accompanied by a green check mark, as shown in figure 7-22. Click on the Close
button to exit the wizard.

A red check mark will indicate if the Circuit Creation Failed. Note that a common configuration
error that will cause this result is failing to associate the devices (modulator and demodulator) of
the modem unit with the converters for the site antenna(s). Identify and correct the cause of the

error, then rerun the circuit creation wizard.
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Figure 7-22 Commit Page, Half Duplex Broadcast
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Custom Circuit Configuration

While Full Duplex point-to-point and Half Duplex broadcast should cover most Out-of-Band scenarios,
the Custom circuit type addresses special cases. Although it can be used to configure typical point-to-
point and broadcast circuits, it primarily provides a means for creating atypical circuit types. Illustrated
below is an example of how to build a full duplex point-to-point combined with a half-duplex broadcast
in a single circuit.

The Custom circuit type utilizes managed devices and unmanaged/assigned devices, rather than units.
Thus, the selection process requires navigating down to the device level to select a modulator and
demodulator(s) for each channel that will belong to this circuit.

32. Right-click on the site icon that will be utilizing the circuit and select Create OOB Circuit from
the drop-down menu to open the Circuit Creation Wizard. The Hub site is used in this example.

The Circuit Identification dialog will appear, as shown in figure 7-23.

33. Select the Custom radio button in the Type box.

34. Enter a Label and a Description for this circuit.

Description field text entry: use Ctrl + Enter to create a new line independent of text wrap.

Out of Band Circuit Creation Wizard e

Circuit Identification
Select predefined Type, or Custom to compose

Type
Full Duplex Point to Point
Full Duplex Point to Point (CnC)
Half Duplex Broadcast
@ Custom  aff—

Label: Hub Complex Custom QOB

Description: | Hub in Point to Point with R8 while R2 listens to the
hub carrier, |

[ MNext = ] | Cancel |

Figure 7-23 Circuit Identification, Custom

35. Click the Next button to display the Circuit Configuration dialog (figure 7-24).

The sequence for configuring this dialog is marked in red in the figure.

36. Click on the Managed Device bar to select the first managed device (for the first channel). In the
example used here, this will be the broadcast modulator at the Hub.

The Select Object window will open with the antenna and subnet for this site.
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37. Navigate through the Select Object window to select the target device:
Double-click on the subnet, then double-click on the appropriate OOB modem. Select the device

that is to be managed and click OK.

The Managed Device bar will now be labeled with the name of the selected device (figure 7-25).
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Figure 7-24 Circuit Configuration, Custom
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Figure 7-25 Custom Circuit, First Channel Completed

38. Enter the channel Bit Rates, Ideal and Minimum, and the reference Power level.
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The VMS uses the reference power setting as a basis for calculating the correct power level for
the carrier when setting up a switch event. This value must be enough to close the link to the
weakest receiving site.

39. If a priority setting is applicable for this circuit, click on the Priority check box to activate this
field (checked) and enter the required level.

®A lower number corresponds to a higher priority level. The default value (0) equates to No
priority.

40. For modem units that are managed (not SNMP), the Extra Settings parameters are available for
configuration. Set the FEC and Modulation as required.

41. Click the Add button below the Unmanaged Devices box to select the target device(s) that will
complete this channel. In the example used here, this will be the demods for the two receiving
sites.

The Select Object window will open containing the top-level components for the network, such
as the satellite(s) and groups or sites.

42. Navigate through the Select Object window to select the corresponding device(s) that will be used
for this channel (figure 7-25) and click OK.

Take care to ensure that each device selected is the correct one. If groups are displayed, double-
click on the group that holds the target site. Double-click on the target site to display the subnet
list, then double-click on the subnet that holds the target modem. Finally, double-click on the
modem and select the appropriate device.

The Unmanaged Devices box will now list the selected device(s).

If this is the only channel required for the circuit that is being created, proceed to step 17.

If more channels remain to be defined for this circuit, continue with the next step. For this
example, a second channel will be defined for the P2P return path from Remote 8 back to the
Hub.

43. Click on the Add button in the lower section of the window.

The newly defined channel will be displayed in the channel table, showing the associated
parameters in the Managed Device, Ideal Rate, Power, and Priority columns.

44. A second, incomplete channel appears directly below the first channel and should be highlighted.
If not, click on it to highlight it.

Click on the Managed Device bar to select the next managed device (for the second channel). In
the example used here, this will be the demodulator at the Hub. It can be associated with the
same modem from which the modulator was selected, or from another available unit.

45. Again, navigate the Select Object window and select the target device, as shown in figure 7-26.
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Figure 7-26 Select Return Path Demodulator, Custom

46. Enter the parameter settings for this channel:
¢ Ideal and Minimum Bit Rates
o Power required to establish the link
o Priority level (if applicable)
e FEC and Modulation (if applicable)

47. Add the Unmanaged Device(s) for this channel.

For this example, the Remote 8 OOB modulator.
o |f this is the last channel required for the circuit that is being created, continue with the next
step.
o |[f more channels remain to be defined for this circuit, repeat the procedure from step 12.,
above.

48. Click on the Next button (becomes active when configuration parameters have been set) to pro-
ceed to the wizard Summary Page (figure 7-28).

Carefully review all information on this page prior to proceeding. The Back button is available to
retrace the configuration and make any changes that might be necessary before final circuit
creation.
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Out of Band Circuit Creation Wizard [ %]

Circuit Configuration

Cuskom

Second Channel Completed

Demodulator on HUE COMS70L OO0B | Ideal Bit Rate: I 256Kbps
Unmanaged Devices Minirnurn it Rate: I 256Kbps
Modulator on RE COMS70L OOB
Reference Power: I -23dBm
IV Pricrity | 2

Add Remayve Feplace | Additional Settings |
Managed Device | Ideal Rate | Power | Priotit: |

Modulator on HUB CDMS70L QOB 512kbps -20dBm 1

Demodulatar on HUE COMS7OL QOB 256kbps -23dBm

SEKbps -20dBm o
To Light up the next button highlight the empty
channel and click Remove

Add I Remove | Mowe i | Move i} |

<< Back | Iexk =3 | Cancel |

Figure 7-27 Custom Circuit, Second Channel Completed

DOut of Band Circuit Creation Wizard [ %]
Summary Page
Push Next to commit new crcuit SCroll Down to See All The Channels
N\

Charmel 0 |
Managed Dewice. oo nnnnnnns Modulator on HUE CDMS70
Tnmanaged Dewvice O...eeweeennns Demodulator on RS CDMS70L
Tnmanaged Dewice l....eeeeenans Demodulator on B2 CDMS70L 00
IElzEl FiE BEERscoccoooooooooooooooooaaaaaaaaaaaaaaaaa 51ZEbp
Minimum Fecquired Bif Bafe.....ueeeeneeeeeennnnnnnnnns 256Kbps
BEWEE: csooccoo0c00500005008050050500080000800008003080 —Z0dEm
Al BRIl oo cnoooononocoononoooonoobo0oNoO0oNoOO0DOOOGO0 /L
PEl@ElE o 000000000 00000000000000000000000000000000000000000 1

Charmel 1

Managed Dewvice......
Tnmanaged Dewice O....

-Demodulator on HUE CDMS70L OOE
....Modulator on RE CDMS70L OOEB

IElzEl FiE BEERscoccoooooooooooooooooaaaaaaaaaaaaaaaaa 256Kbps
Minimum Fecquired Bif Bafe.....ueeeeneeeeeennnnnnnnnns 256Kbps
BEWEE: csooccoo0c00500005008050050500080000800008003080 —Z3dEm
-
| | B

Figure 7-28 Summary Page, Custom P2P with Broadcast

49. Click on the Next button to execute the creation of the circuit. The Commit Page will be dis-

played.

If the configuration is accepted by the wizard, the page will indicate that the Circuit Creation
Succeeded, accompanied by a green check mark. Click on the Close button to exit the wizard.

A red check mark will indicate if the Circuit Creation Failed. Note that a common configuration
error that will cause this result is failing to associate the devices (modulator and demodulator) of
the modem unit with the converters for the site antenna(s). Identify and correct the cause of the

error, then rerun the circuit creation wizard.
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OOB Circuit Operations

Once the circuits have been configured, there is 1 method available for executing Setup and Takedown
operations:

* ViperView2

OOB switch events are recorded in the Event Log. Every switch—both setup and takedown—uwill log one
event for the circuit plus an event for each channel associated with that circuit.

ViperView2 Circuit Operations

Using the ViperViewz2 interface, the operator can view the circuits and choose from several commands to
execute the desired operation. Circuits can be viewed from the owning site (the site from which they were
created) as well as from the group level and the network level. At the network level, all circuits defined
within that network will appear. Right-click on either the site, group, or network icon and select Show
OOB Circuits from the drop-down menu. The Circuit List window will open, as shown in figure 7- 29.

£ HuB Complex Custom QOB Cuskarm Parked S12Kbps Parked 256Kbps
§R8 CDMS70L Pt ko PE with 2 Paoint to Paint Parked 7Feskbps Parked 7Feskbps
§<R1 CDME00 QOB Paint ko Paint Parked 256Kbps Parked 256Kbps
< R2 Bdcst Broadcast Farked 4Mbps

Figure 7-29 Circuit List

Right-clicking on a circuit will display the operations command menu (figure 7- 30).

Engineering Circuit List B
}(HUB Complex Custom QOB Custom Parked 512Kbps Parked 256Kbps
SCRS COMS70L Pt ko PEwith RZ - Point ko Point Parked 768Kbps Parked 76EKbps

§R1 CDME00 QOB Paint ko Paint Parked 256Kbps Parked 256Kbps

T Setup Broadcast Parked

Takedown
Reset

Delete

Wi Stakus

Properties
Figure 7-30 Circuit Operations Command Menu

Commands to Setup, Takedown, Reset, Delete, View the Status, and display the Properties for the circuit
are provided. This menu is convenient for quickly executing a single command for a circuit. Another
source that provides ready access to all these commands together with a means of monitoring the status of
a circuit is the Detailed Status window. From the drop-down circuit command menu, select View Status
to open this window.

The Reset function is used to clear allocated bandwidth for a circuit when communications have been lost
between the Hub and the Remote. For example, an SNG truck that leaves a site without first informing the
Hub operator that transmission over the circuit has been terminated. This operation is like resetting an
InBand link and should be used with caution.

The circuit Delete command is only allowed when the circuit is in a parked state.

Setup and Status Views
Examples of the Setup and Status windows for each circuit type are provided below.
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SNMP modems, only the bit rate parameter can be modified in the Setup window. For managed
modems, the FEC and modulation can be modified as well (Extra Settings/Additional Parameters).

RS CDM570L Pt bo Pt with R2 Point to Point Circuit Setup E

Modulstor on RE COMS7OL Demodulator on R2
Lolel] @ FEakbps) EXTRE SETTINGS | @ COMSTOL QOB
Demodulator on RS

Modulator on B2 COMSTOL

COME70L OO0E @ I?ﬁSKbps EXTRA SETTINGS | @ ol0]:]
v Symmetrical
[8]4 I Cancel

Figure 7-31 Point-to-Point Circuit Setup

RS CDM570L Pt bo Pt with R2 Detailed Circuit Status B
[ R& COMS7OL OOB —R& COMS70L QOB
Modulator on RS COMSTOL ———1 Demodulator on R2
g: ; CDMS70L OOB
Parked — Parked
Demodulator on RE Modulator on R2 COMS7OL
COMS70L OOB 3 — 3 QOB
Parked Parked
Setup | TakeDown | Reset | Properties | Close |
V|

Figure 7-32 Point-to-Point Circuit Status

R2 Bdcst Broadcast Circuit Setup [ ]

Modulator on B2 COMSTOL QOB Demodulator on HUE COMSTOL QOB

@ | @ Demodulator on RE COMS70L OOR

EXTRA SETTINGS |

Ok I Cancel |

Figure 7-33 Broadcast Circuit Setup

RZ Bdcst Detailed Circuit Status B

Demodulator on HUE COMSTOL QOB
Demodulatar on RE COMSTOL 006

Modulator on RZ COMS7OL

Y ) I

Parked

Setup | TakeDown I Reset |

Properties | Close |

Figure 7-34 Broadcast Circuit Status
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HuB Complex Custom 00DB Custom Circuit Setup E

=1

Managed Device | Eit R.ate | Additional Parameters | Unmanaged Device 1 |
Modulator on HUB CDMS70L QOB 512kbps A Demodulator on RE COMS70L O0B
Demodulator on HUB COMS70L O0B 256Kbps A Modulator on R& CDMS70L OB
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Cancel
Figure 7-35 Custom Circuit Setup
HuB Complex Custom DOB Detailed Circuit Status B
I Modulatar on HUE COMS70L @ Demodulatar on RS COMSTOL OOB
Demodulator on R2 COMS70L QOB
I -20dBm
| S12Kbps | 443,732k Hz
I 14,3887585327GHz
Managed Device
Modulator on HUB CDMS70
Demodulator on HUE COMS7OL QOB 2
Setup | TakeDown | Reset | Properties I Close |
Vi)

Figure 7-36 Custom Circuit Status, 1st Channel

HuB Complex Custom 0DB Detailed Circuit Status B

I Demodulator on HUE COMS70L <; Modulator on RS COMS70L 008

I -23dBm

| Z56EKbps | 271, B65KHz

I 14,388452528GHz
Managed Device | Ideal Rate | Fawer | Priari: |
Modulator on HUE COMS70L QOB -20dBm 1

512Kbps

Demodulator on HUE ¢

Setup | TakeDown | Reset

| Properties I Close |
ﬁ

Figure 7-37 Custom Circuit Status, 2nd Channel
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VMS CROSS BANDING

Al Cross Banding

The VMS has the capability to accommodate applications involving satellite cross strapping and cross
banding. The VMS can recognize, manage, and control satellite circuits which utilize more than one
frequency. The typical satellite bands currently in use include:

+ C-Band
e Downlink 3.7 to 4.2GHz
e Uplink 5.9 to 6.4GHz
o 24 36MHz transponders
» Ku-Band
e Downlink 11.7 to 12.2 GHz
e Uplink 14.0 to 14.5 GHz (FSS)
e 24 36MHz or 12 72MHz transponders
» Ka-Band
e Downlink 17.7 - 21.2GHz
e Uplink 27.5 — 31.0GHz

The VMS cross banding function allows VMS to manage and control the following satellite circuit
configurations:

¢ Two remote terminals are in different antenna footprints on the same satellite where, for
example, one antenna serves C-band users while another antenna serves Ku band users.

e The satellite has mapped the transponder from one antenna to a transponder on another
antenna.

o The satellite serves as an RF inter-band relay which is also referred to as cross strapping
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In the example shown in figure A-1 the C-band and Ku-band transponders 20 through 24 are cross
banded.

C-Band 24 36MHz transponders

[(T12]3]41515 8]0 [10]11[12]13][14]75]16 [ 17 [ 18] 1920 [21]22 23] 24]

Ku-Band 36MHz transponders

‘\1|2\3|4|5\6|8\9\10|11\12|13|14\15|16\17\18|19\20|21|22\23|24\

Figure A-1 Cross Banded Transponders, C-band & Ku-band

CEFD Cross Banding Solution

Figure A-2 illustrates a schematic representation of a cross banded satellite network.

= = €
i
s
# //
=~ /7
72 /y
Tl //
Q //
= /;
// Cross banded satellite acts as a
/! / relay between two transponders n
/ / on different bands. —_——
/7

Ku-band Cross Banded transponder
K-band channel normal transponder

@ /: f - # C-band channel nermal transponder _-.. i
4= — = =+ C-band Cross Banded fransponder 4
=i
—

== —=

C-band footprint Ku-band footprint
Figure A-2 A Cross Banded Satellite Network

The VMS does the following to allow a cross banded satellite network to be included in its management
and control functions:

e VMS adds a translation override frequency to the transponder object which is used in place of
the satellite’s normal translation frequency

e The VMS bandwidth allocation logic then:
o Selects demodulators first
o Builds a collection of frequency limits based on available transponders

o Selects modulators based on their intersecting limits
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®The VMS cross band function has no effect on non-cross banded configurations and supports mul-
tiple transponders.

Figure A-3 shows a cross banded network configuration.

Space Segment Specifications Terminal Configuration

Using typical frequencies in C-Band. Hub Configuration (C-Band)

C-Band, 36MHz segment, 2225MHz CDM570L (in-band, TDM/STDMA C-Band T4)
Transponder 4C (cross banded to Ku #4) CDMS570L (in-band, TDM/STDMA C-Band T12)
UL: 6005MHz SLM5650 (out-of-band)

DL: 3780MHz CDM564(L) (in-band expansion)

Allocated Pool : 3MHz @ 6020MHz
Remote 1 (C-Band)

Transponder 12 CDMS570L (in-band)

UL: 6165MHz

DL: 3940MHz Remote 2 (Ku-cross banded)
Allocated Pool: 2MHz @ 6166MHz CDM570L(inband, M&C)

SLM5650 (out-of-band)
Ku-Band Transponder 4Ku (cross banded to C-band #4)

UL: 14080MHz Remote 3 (C-Band)

DL: 11780MHz CDM570L (in-band)

Allocated Pool: 3MHz @ 14095 CDM570L (expansion)
Uplink Downlink

C-Band I:> Ku-Band
Transponder 4 Transponder 4
Ku-Band |:\I> C-Band
Transponder 4 Transponder 4
C-Band :> C-Band
Transponder 12 Transponder 12

Figure A-3 VMS Cross Banded Network Configuration

In response to the network configuration shown in figure A-3 the VMS would:

1. Create Satellite - Set center frequency to 6.1375GHz and translation frequency to 2.225GHz
2. Create Transponder 4C (cross banded to Ku) - 6.005GHz, 36MHz

3. Perform a Translation Override = (6.005 — 11.78) = -5.775GHz

4. Create Pool, 3MHz at 6.020GHz

5. Create Transponder 12C - 6.165GHz, 36MHz

6. Create Pool 4, 2MHz at 6.166GHz

7. Create Transponder 4Ku - 14.155GHz, 36MHz

8. Perform a Translation Override = (14.08 — 3.78) = 10.30GHz

9. Create Pool 4, 3MHz at 14.170GHz
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Figure A—4 illustrates the results of the VMS solution for managing and controlling the cross banded
network described above.

N5

Satellite, Center: B.1375GHz, Translation Frequency 2.225GHz
Tranzponder 4-C, B.0058GHz, Poal: 3MHz @ 6.020GHz, Override Translation: T,.=-5775GHz
Transponder 12-C, B.165GHz, Pool: 2MHz @ B166MHz, Override Translation: 0
Transponder 4-ku, 14.185GHz, Poal: 3MHz @ 14.170GHz, Override Translation: T, = 10.30GHz

| WIS will allocate bandwidth in transponder 4-C for all in-band or out-ofband switches to Remote-2 moderm(s) in Ku transponder.

T,= 10.30GHz
—

T,= -5.775GHz
2225GHz [

_ y ¢ AC v 12C \ Ku “ AL J
C-Band Downlink C-Band Uplink Wu-Band Downlink Ku-Band Uplink
Base: 3.625GHz Base: 5.850GHz Base 11.7GHz Base: 14.0GHz

Remote 2: Kuto C

~———FHemaote 1: C_band R .
L-Band UC LO: 4.8625GHz J RN g o atace

L-Band DC LO: 5.1128GHz
=
R |

d Hub: C-band
L-Band UC LO: 4 B625GHz
L-Band OC LO: 5.1125GHz

Hemote 3: C_band
———== | -Band UC LO: 4.8625GHz
L-Band DC LO: 5.1125GHz

Figure A-4 VMS Cross Banded Network Solution

The VMS calculated Translation Override Frequency (TOF) is an integer value in Hertz that represents
frequency offset of the cross banded transponders, mapping the modulator frequency to the demodulator
frequency. When the TOF is set to a non-zero value, this value overrides the default satellite translation
value and is calculated with respect to the Downlink (Rx) frequency.

The TOF value is positive if the cross banded downlink transponder frequency is lower than the Tx
transponder band. The TOF value is negative if the cross banded downlink transponder frequency is
higher than the Tx transponder band. Note that the VMS always subtracts the translation frequencies.

The figures below show the Create Transponder dialog for setting up VMS cross banding values. In this
example, the cross banding is between C-band and Ku-band.
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i Create Transponder

L2 )

- Gereral

Transponder Properties

Name
CtoKu

Translation Override Pad
-5.775GHz| 0dBm

Frequency Range
Center 6.2GHz
Width  36MHz

[C]view as Base/Top

Figure A-5

Transponder dialog, C to Ku

i Create Transponder

(L2 [t |

General

Transponder Properties

Name
KutoC

Translation Override Pad
10.3GHz 0dBm

Frequency Range

Center | 14.38GHZ|

Width ~ 36MHz

[ view as Base/Top

Cancel

Figure A-6

Transponder dialog, Kuto C

To create a new transponder, right-click on the Satellite icon and choose Create Transponder from the
pull-down menu that appears. On existing networks, right-click in the black portion of the satellite
spectrum view, choose Properties, and the transponder window will open displaying the current settings.

Alternatively, edits can be performed by displaying the antenna and transponder list.

In some instances, transponders may have different translation frequencies than others on the same band,
thus requiring a translation override frequency configuration even without it being a cross banding or

cross strapping application.
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ANTENNA VISIBILITY

B1 Antenna Visibility

General

Antenna Visibility is a powerful tool in the VMS that allows an operator to control the spectrum used by
the VMS switching engine. Simply stated, it allows the operator on a site by site basis to block portions of
the satellite or transponder bandwidth from being used by the RF manager, even if a defined bandwidth
pool exists within the blocked portion.

Antenna visibility can be used in a variety of ways. However, great care must be taken when
implementing this powerful tool in a CEFD satellite network, or unexpected results will occur.

A Do Not use antenna visibility without a thorough understanding of the mechanics involved. It is
highly recommended that an operator completes the CEFD Advanced VMS training course that includes
coverage of Antenna Visibility prior to configuring a live network with this feature.
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B2 Using Antenna Visibility

Antenna Visibility is accessed by right-clicking on the desired satellite antenna and selecting Properties.
The antenna properties window will open. Click on the Visibility tab to display the antenna visibility
window. The figure below shows the antenna visibility flag as defaulted by the VMS. The default values
ensure that the entire spectrum is available so that there are no limitations in effect when this feature is
not used.

4 G2 REMOTE 6
General  Visibiicy |Out of bandi
Center | Bandwidth
S00GHz 1THz
Add I Subtract | [~ Wiew as Base/Top
OF I Cancel | Apply |

Figure B-1 Antenna Properties, Visibility Tab

An antenna with these settings is essentially clear for all satellite bands. Under most conditions, it is
advisable to leave the visibility settings at the default values. Should a network application call for the use
of antenna visibility, start by configuring the desired transmit and receive frequencies for the antenna to
be able to use, as illustrated below using standard Ku-Band.

®The VMS is not limited to any frequency band.
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o @]

General  Visibilicy |Out of bandl

Center

| Bandwidth

11.95GHz
14.25GHz

Subtract |

S00MHz
S00MHz

[ view as Base/Top

OF | Cancel | Aapply |

Figure B-2 Ku-band Visibility Ranges, Center/Bandwidth

The frequencies can be viewed, as above, with a center frequency and bandwidth, or as shown below with
frequency ranges. Clicking in the View as Base/Top box will toggle between these two views.

. G2 REMOTE 6

Gereral  Visibility |Out of band |

Base | Top
11.7GHz 12.2GHz
14iHz 14.5GHz

Add | Subtract |

o1

Figure B-3 Ku-band Visibility Ranges, Base/Top

Cancel | Apply |

The Add and Subtract buttons are used to modify the visibility by either adding or subtracting frequency
ranges to/from the antenna. Clicking on either one of these buttons opens a Frequency Range dialog for
specifying the new visibility range. Note that the appearance of this dialog reflects the appearance of the
visibility tab, showing either a center frequency with bandwidth, or a base frequency and top frequency.
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This appearance can be toggled using the View as Base/Top check box.

Frequency Range LI Frequency Range LI
Center Base
| 500GHz |7on
Cancel | Cancel |
Bandwidth 7 Toj
I— iew as H Wigw as
s r Base/Top o Iz Base/Top

Figure B-4 Frequency Range dialogs

Enter the range of bandwidth to be added or subtracted and select OK.

Subtracting a frequency range from within visible bandwidth creates a visibility block, or mask, for that
portion of the spectrum. To remove an existing visibility block and restore visibility for that bandwidth,
select the two adjacent ranges and click Add. This will display the range of bandwidth blocked, as shown
in the figure below. By selecting OK, the range will be added, and the two ranges will become merged
into one continuous range.

| G2 REMOTE 6

General  Wisibiicy IOut of bandl

| Base | Top
11.7G5Hz 12.1G5H:
12.105GHz 12.2GHz
14iHz 14.5GHz

Frequency Range

Base

I 12.1GHz

Canicel |
Toj 5
H iew as
. v
12.105GH [ B

Add | Subtract | V¥ Wiew as Base/Top

OF | Cancel I Apply |

Figure B-5 Merging Visibility Ranges
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Example — Blocking Spectrum Affected by Local Ground Frequency Interference

In the example shown here, Antenna Visibility is used to block off a portion of a bandwidth pool at a
given remote site due to ground interference on the lower part of the transponder spectrum.

In this case, assume there is ground interference on the lower end of the transponder that overlaps into the
bandwidth pool, as illustrated in the figure below.

&) 5 6zsaT Kl Spectrum View

15 Operator: not specified

Figure B-6 VMS Bandwidth Pool with Ground Interference

®The satellite spectrum view provided by the VMS, as shown here, displays the transmit (uplink)
carriers from the Hub and the remote sites. The corresponding receive (downlink) carriers are determined
by the frequency offsets but are not visible.

This interference at the remote site may not affect the transmission path, but could prevent reception in
the lower portion of the pool. With no antenna visibility block, the VMS would perform a switch with this
remote, resulting in the carriers being placed as shown below. This places the corresponding receive
carrier within the ground interference frequency range, and could cause a disruption in communications.

Viper¥iew |

&) s c2saT Kl Spectrum View

perator: not specifiscd

Figure B-7 Transmit Carriers, No Visibility Block

Using the visibility Subtract function, a new block for this area of interference can be created for the
remote antenna, as shown in the figure below.
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G2 REMOTE 5.

Frequency Range

Base oK I —_——
I 12.1245GHz

Cancel |
Toj
| 12.1255GHz 'l

Add Subtract | ™ Wiew as Base/Top

OF | Cancel | anply |

Figure B-8 Visibility Subtract dialog

The revised visibility map now shows a visibility block between 12.1245 GHz and 12.1255 GHz which
represents the bottom 1 MHz portion of the pool experiencing ground interference.

General  Visibiiey |Out of bandl

| Base | Top
11.7GHz 12,1245GHz

12.1255GHz 12.2GHz
14GHz 14.5GHz

Add I Subtract |

OF I Cancel | Apply |

Figure B-9 Visibility Ranges with Blocks

This configuration results in the VMS switching as shown below. The receive carrier for the remote is
now outside of the area of interference.

@ g ozsat l Spectrum View

| Operator: not specified |

Figure B-10 Transmit Carriers Repositioned, Visibility Block

MN/22156, Revision 16 Page 316 of 455



Cl Redundancy

This appendix describes the optional redundancy services that protect critical CEFD network equipment.
The two main services offered are VMS Redundancy and Hub Modem Redundancy.

VVMS Redundancy provides for N:1 redundant VMS server(s) (standby) co-located at the Hub alongside
the active VMS server. This configuration provides for the automatic switch-over to a standby server in
the event of a failure of the active server.

Hub Modem Redundancy provides for the operation of M:N multiple primary and multiple secondary
modems installed at the Hub. If a protected device fails, its output is automatically removed from the
satellite network. A replacement device, loaded with the failed device’s configuration, is booted into
service and its output is switched into the satellite network, replacing that of the failed device.

C2 VMS Redundancy

VMS redundancy (protection) increases the system availability of a managed network by protecting the
network from a VMS server failure. In the current release, N:1 redundancy is a monitored hot-standby
configuration with N+1 VMS servers running in parallel.

—

Standby #N VMS Server

-
Figure C-1 Active and Standby VMS Servers, N:1 Redundancy
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Each server can switch between two mutually exclusive modes of active or standby. The active/standby
hierarchy is specified through the assignment of a priority level attribute. In the event that the active
server fails, the backup server with the highest priority is hot-switched to assume control of the satellite
network, replacing the failed server.

®The redundant VMS protection feature can only be activated with a valid license in the server(s)
USB Crypto-Box key.
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C3 Redundant Hot-Standby

In a redundant configuration, the VMS servers run in parallel. The VMS database on the standby server(s)
is continuously maintained, in real-time, as a mirror image of the VMS database running on the active
server.

® It is recommended that all servers be co-located at the same site and be connected to the same
Ethernet LAN. The monitoring workstation should also be co-located. This is to eliminate reliability is-
sues that may be associated with the terrestrial data-link communications between a geographically re-
mote server and NOC units. A data-link failure may result in contention of automatic switch-over control
and interruption of restoral processing.

Protection Switch-over

If the active server fails, the VMS protected by N:1 redundancy immediately switches to a standby server.
The VMS running on the standby server picks up and executes the ongoing network management tasks
until the failure in the active VMS server is resolved by human intervention.

Both the active and standby servers operate in a query-peer mode to determine which server is to be the
active VMS server in the network.

If, for example, the active VMS server fails causing a protection switch, a standby VMS server assumes
control of the network. While the standby server is actively managing the live network, a previously
active server that is being restarted cannot assume the active server role without first checking for the
presence of an active VMS server already managing the network. The process for initiating and managing
the transitions between active to standby modes is described below.

Active to Standby Switch
This transition occurs whenever:

» An automatic switch-over is triggered by the failure detection mechanism due to active VMS
failure,

or

* A manual switch-over is invoked from the active console by, for example, taking down the active
server for maintenance.

A switch-over from the currently active server back to the server with higher priority (once recovered) is
NOT automatic. An operator must manually perform the switch at the active server’s console.

When a server with a higher priority is restarted, the VMS on the server detects an active peer on the
network (a previous standby server) and automatically enters standby mode and remains in standby mode
until either an operator manually switches the server back to active mode, or a failure occurs causing an
automatic switch-over.

For instructions on performing a manual switch-over, refer to the section “Manual Switching”.
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Active Server Role
The active VMS server has the following specific privileges that differ from a standby server:
» There can be only one (1) VMS server actively managing the network.

» The active server is considered the default VMS server for configuration and network topology
purposes.

» The active server's database is considered the master copy. The standby server(s) receives a copy of
the master database from the active server as a part of its start-up process and automatic
synchronization.

» The first VMS server to come on-line assumes the active mode provided that all redundant servers
are online, and no other server is operating in active mode.

» The active server is the only unit that may initiate a manual protection switch-over (a transition from
active-to-standby mode or standby-to-active mode). This is a two-step event controlled by the
operator/administrator: The Active server is first Deactivated, then a Standby server is Activated.

Standby Server Role
A VMS standby server has the following specific functions that differ from the active VMS server:

» Upon startup, a standby VMS enters a query-peer mode where it attempts to discover a peer VMS in
active mode. The VMS enters a standby mode when an active VMS is discovered.

» A standby VMS server's default mode is standby. It can only enter active as a result of a protection
switch, either automatic or manual.
Automatic VMS Activation

An Auto Activate function is available to resolve any activation conflicts in the event that all servers go
offline temporarily. Once the servers return to online status, the server that was the last active will
automatically reactivate and assume the active role.

C4  Server Synchronization

Server synchronization is always executed by/from the active VMS server, and is performed to ensure
that all standby servers receive any necessary updates due to changes in the master database that resides
in the active server. Two types of server synchronization occur with a redundant VMS configuration,
automatic and manual.

Automatic Synchronization

As the name implies, automatic synchronization occurs automatically by the active VMS and is
performed whenever any changes occur that are associated with automatic system functions, such as
automatic switching, device redundancy, etc. The active server maintains a memory cache that holds the
updates until they can be pushed out to the standby servers by an automatic synchronization that occurs
during the VMS heartbeat. The updates are tagged onto the heartbeat message that is sent by the active
server to the standby servers.
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Manual Synchronization

Manual synchronization, also referred to as “full synchronization”, must be performed by
administrator/user command for any changes not related to automatic VMS functions, such as whenever
any database configuration changes are made to the server. Should a standby server be restarted, when it
rejoins the redundancy group, the sequence of updates may be lost and a manual synchronization is
required to ensure that the standby receives the most current database from the active server.

Note that this operation can be automated on a 24-hour basis with the Auto Synchronize feature. See the
section, “Auto Synchronize”, for how to configure this feature.

During a full synchronization, the active VMS service is temporarily taken down to avoid any changes
occurring during the synchronization process. The active server sends the contents of the temp file
holding the entire database backup to each standby server via simultaneous unicasts. If, for any reason,
there is a failure with this update process, a notification will appear in the windows log.

C5 Server Contention

Server contention is a built-in protection mechanism for redundant VMS operation. A situation may occur
where the active server briefly loses network connectivity—a network cable is unintentionally pulled, for
example—before communications are restored. The first priority standby will become active due to the
lost heartbeat of the former active server. When the former active server returns, it will detect that there is
another active server in operation and will enter the contention state.

When this is sensed by the current active server, it also will enter the contention state. In such a situation,
there is no way for the system to determine which server has the most current up-to-date database, and
both servers will immediately de-activate to protect the current status of the network. A generated alarm,
both visual and audible activated, will appear on each server. In addition, an SNMP trap will be
generated.

In this condition, VMS services are still running, but no changes of state can be executed in the network
until the condition is cleared. For instructions on clearing server contention, refer to the section “Clearing
Server Contention”.

C6 Server Status

The VMS provides the status of each of the servers in a redundancy group. The ViperView2, when
running, will display its icon in the Windows Task bar at the bottom right of the screen. When the mouse
is positioned over this icon, a status pop-up appears displaying information on the VMS and the servers,

as shown in figure C-2, below.

_wnstol x
=] VMS101 Active 01
B Vipersat Event Log Service
Bl &) Network Manager
Englab Disconnected
/', Subnet Manager Disconnected
;‘f\l\parsat RF Management Service
@ Switching Manager . TOp-IM1FRARAT x
i Device Redundancy o

2 Snmp Modem Manager Sserver: Status
A& Vipersat Equipment Manager

Local host: standby

< >

Figure C-2 Server Connection Status, ViperView and ViperView2
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There are four possible server states:
* active
 standby
* contention
* disconnected
If no servers are connected, the status message will read “Vipersat Management System Disconnected”.

The server to which the console is currently connected (the local server) is identified by whatever was
entered in the Connect To dialog; either its assigned name or its IP address (as appears in the first line of
the example shown in figure C-2). The next server status that is displayed is that of the local server,
followed by any remote servers listed by their IP address.

C7 Installing & Configuring VMS Server Redundancy

Installation of a redundant VMS server configuration in a VMS controlled network requires the
following:

« Two or more dedicated servers and a client workstation.

» The servers and the workstation should be co-located (in the same physical location) and connected
to the same Ethernet LAN.

A dedicated IP address for each VMS server.
A common domain for the redundant servers and the client workstation.

Starting a redundant VMS configuration requires bringing up the VMS servers and the workstation using
the following procedure:

1. Install VMS on each of the servers following the instruction in Chapter 1, “General”.

2. Start the Vipersat Management System service and ViperView?2.
Select Vipersat Management System from Windows Services and Start the service, if it is not
already running.

Note: It is recommended that this service be configured for Automatic Startup.

Click ViperView2 on the path:
Start > All Programs > VMS 3.x> ViperView?2

The ViperView2 will prompt for the server to connect to. Select the server that is to be the initial
Active server; typically, this is the server with the highest priority setting.

The ViperView2 window will appear as shown in figure C-3.
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Figure C-3 ViperView2, VMS Server Drop-down Menu

3. From the VMS Server drop-down menu, select the Properties command to display the VMS
Server dialog window, shown in figure C-4.

The Status tab is displayed, providing the current status information for this server.

VMS101

Security
Redundancy

Up Time
Version

Serial

VMS Server Status

Local Status: Active

¢ 3.16.4.1848

¢ 6 days, 20 hours, 56 minutes, 41 seconds

¢ {75597FC 1-2EEB-450F-B653-2DD2E2813CB2}

Apply

Cloze
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4. Click on the Redundancy tab to configure the redundancy settings for this server (figure C-5).
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witching 2
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i+ Metwork i0sec

- Timers

Redundant Servers

Address
192, 168.6.102

Add Modify Remove

Apply Close

Figure C-5 VMS Server Properties, Redundancy Tab

Enabled

Clicking in the Enabled box selects/de-selects redundancy operation for this server. This setting must be
enabled for each server that belongs to a redundancy group.

Auto Activate

Clicking in the Auto Activate box selects/de-selects this function. In the event that the redundant servers
go offline temporarily, when the servers return to online status:

» with Auto Activate selected, the server that was the last active will automatically reactivate and
resume the active role.

» with Auto Activate de-selected, a server will be activated only by an operator manually issuing an
Activate command on one of the servers.

When choosing to use Auto Activate, each VMS server in the redundant group should be configured with
the Auto Activate function selected.
Auto Synchronize

Clicking in the Auto Synchronize box selects/de-selects the periodic database synchronization operation
for this server. It is recommended that this setting be enabled for each server that belongs to a redundancy

group.

The daily time is generally set for when traffic is typically at a low level, such as early morning, for
example.
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®This feature provides a means of performing a full database synchronization automatically, that
would otherwise have to be executed by the administrator/operator manually. Refer to the section, “Man-
ual Synchronization”, for more information.

Autonomous VMS Backup

The system automatically generates a VMS backup file at the same time of the automatic redundancy
synchronization. The filename will include the version when it was taken and the date, see example be-
low. The system generates one file per day on the synchronization time set, also manual synchronization
and on restart of VOS. Note it is not a requirement to have Redundancy enabled or redundancy
server assigned for the system to execute backup files, however the “Auto Synchronize” must be
selected.

o File store location, \Program Files (x86)\Vipersat\VMS\3.0\backups
¢ File naming convention, 3.16.4.1848 2020-11-04.vms-backup
Priority
The Priority setting identifies where this server ranks in the redundant server hierarchy for becoming
active during a switch-over. The lower the number entered, the higher the priority.
Set the Priority to a unique number in the range 0 to 31.

A No two servers in a redundancy group should ever be assigned the same priority; each server
must have a unique number to prevent contention.

Local Address

The Local Address IP is configured when the server is utilizing more than one physical NIC, VMS will
then properly use the appropriate interface to send/receive heartbeat messages to the other server(s). If
only one NIC is used in the server then the Local Address can be left with default value of 0.0.0.0,
otherwise the server's OS would use NIC configured with the lowest order IP address.

Heartbeat Timing

The Redundancy Failover Time is set by specifying the values for Retry Delay and Retry Count. The
Failover Time is the amount of time that will pass prior to a switch-over to a Standby server following a
failure in communications (heartbeat) with the Active server.

The Retry Delay represents how long the system waits before sending another heartbeat request. The
Retry Count represents how many heartbeats are missed before the device is determined to be offline.
Failover Time is calculated by taking twice the Retry Delay value and multiplying it by the Retry Count
value.

Generally, it is recommended to use the following values:

For networks with up to 100 nodes — Retry Delay = 500ms,
Retry Count = 10.

For networks with over 100 nodes — Retry Delay = 500ms,
Retry Count = 20.
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Redundant Servers

The Redundant Servers box lists, by IP address, the other VMS servers that are in the redundancy group
with this server. Each VMS server in the group must own a list that includes all of the other servers in that

group.
Use the Add, Modify, and Remove buttons to create and maintain the list.

5. Configure the SNMP traps for this server. This may be required for relaying server status infor-
mation/alarms to a primary management system at the NOC, for example.

Click the Traps tab, shown in figure C-6, to display the existing SNMP Manager traps. Use the
Insert, Modify, and Remove buttons to add new traps and modify or remove existing traps. Re-
fer to Appendix D, “SNMP Traps™, for detailed information on the SNMP Manager.

] VMS101 ? *®

- Statug

i s VMS Trap Generation

- Redundancy
.. Pearz SMMP Manager (TRAP Destination)

= SHMP Address Port Community

- Event Log
- Switching
=~ Yipersat
Metwork

Insert Modify Remove

Apply Cloze

Figure C-6 VMS Server Properties, Traps Tab

6. When finished, click the OK button to save the server properties settings.
7. Repeat steps 2 through 6 for each VMS server in the redundancy group.

8. Place the VMS server with the highest redundancy priority into the active state:
Connect the console to the server with the highest priority and select the Activate command from
the VMS Server drop-down menu.
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Figure C-7 Activate Command, VMS Server Menu

9. From the Active VMS server, select the Synchronize command from the Server drop-down menu
to force the Standby server(s) to synchronize with the current status of the Active server.

This manual synchronization command must be executed whenever a Standby server is started or
comes back into the group, as well as whenever any database changes are made to a unit. A syn-
chronization can only be executed from the Active server.
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Figure C-8 Synchronize Command, VMS Server Menu
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* The next step is to configure the VMS database for the satellite network on the Active server. Refer
to Chapter 3, “VMS Configuration”, for details on this procedure.

» Once the VMS configuration is completed on the Active server, perform a server synchronization to
synch the Standby server database(s) with the Active server database.

C8

Manual Switching

Manual switching can be used to designate a different server to be the active VMS server in the
redundancy group.

1.

C9

From the currently active server, right-click on the server icon in Viperview to display the pull-
down menu and select Deactivate.

From the standby server that will become the new active server, right-click on the server icon in
Viperview and select Activate.

Verify the new server status using ViperView?2.

Clearing Server Contention

Should contention for active status between two VMS servers occur, use the following procedure to clear
the condition.

1.

From Viperview, right-click on the server icon and select Clear Contention from the pull-down
menu that appears.

A pop-up message will appear on the console indicating that the server will enter standby mode,

and that the contention on the other server must also be cleared before this server status can be
changed to active.

Repeat the previous step for the second server in contention.

Determine which server is to be made active (typically, the server with the highest priority) and
select the Activate command.

This server will become active and the other server will remain in standby mode.
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C10 Hub Device Redundancy

Overview

One of the major complaints with the hub device redundancy feature was the manual process of discon-
necting the interface connections, traffic/management LAN and RF to remove any possible contention

with newly energized primary unit.

With firmware/software (HTO, v3.1.3 - VMS, 3.15.1) or greater there is no need to disconnect any inter-
face links and allow the failed unit to be power up without the possibility of contention for failure analysis

after a failover.

In addition, improves the timing of the file processing when the backup file is loaded with the new con-
figuration to reduce or prevent sites from dropping back into ECM.

The way configurations and files are handled has been modified compared to previous builds. The previ-
ous process required that an operator configure distinct separation between a primary and backup, one

with network operational parameters while the backup is network manageable offline only. The new pro-
cess considers both units as managed backups with a corresponding virtualized primary unit in the VMS.

Hub Modem - Redundancy mode feature

1. Added redundant operation mode, found in Utilities/System page.
2. Redundancy Mode disables parameter entry saves to flash, so the active config becomes volatile

at boot.

a. Redundant disabled all changes are saved, normal operation.
b. Disabling redundancy will write active parameters to flash.
3. Redundant enabled all changes will not save, Active state only.
4. Redundancy State forces the initial timing bus control of HDC-1.
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Figure C-9 HTO Utility Menu, Redundancy Mode Option
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VMS Device Redundancy File Backup Management

The device configuration file is updated automatically when the next reported Status Update Message to
the VMS indicates there has been a change in the parameters. This will automatically keep track of any
changes performed in the Active Online configuration file of each primary unit and when edited, the
VMS will pull out a full copy of the configuration file to update its saved version. For the HTO, it in-
cludes the site table in the parameters allowing to immediately populate its CDRP table and site list to
have the routes ready after the file loads. Therefore, in case of the failover, the VMS will be able to send
the latest configuration file to the backup unit and restore it appropriately.

VMS will have 3 IP addresses registered on it related to these HTOs. One IP address for the online “ac-
tive’ device and other two for the spare units, from which one should always go disconnected because one
of these spares gets loaded with the online configuration.

™%

HTX 1

BUC
TX
HTO 1 . - HDC-1 combiner

TX

HRX's

Figure C-10 HTO 1 to 1 Redundancy Connection Diagram

HTO’s will send a persistent Status Update Message (SUM) to the VMS every minute, reporting the con-
ditions and status of the unit, along with a count of the number of times the parameter file has changed. If
the last recorded count in VMS differs to the next upcoming SUM, it will make the VMS overwrite the
Config Backup taking a newly refreshed copy and saving it in the hard drive, so the backup file is updated
automatically.

The first backup must be manually generated by clicking on the Config Backup option under the Hub De-
vice redundancy manager for the corresponding unit with “primary’ role.
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Figure C-11 HTO Redundancy after a failover of primary unit

After HTO redundancy failover the spare HTO will become the Online unit and the HDC will be con-
trolled by that new Online HTO as master. When the failed HTO unit remains turned off, there is no volt-
age fed to the HDC on that port, but when the failed HTO is booted back on, it will be running the func-
tion of a Slave for HDC purposes. Having the redundancy setting enabled in the modem’s utility page
will ensure the spare unit acts as offline.

Step Process, Setup

All redundant units are configured as spare units, separate management IP address and offline state.
Configuration should be near factory settings.
1. Configure Spare configuration
a. Management IP address, subnet
b. Required management routes
c. Circuit ID (name)
d. Carrier state OFF
Enable redundant mode on unit.
Repeat (1-2) for each spare unit.
Select unit for primary operation and configure as such.
Once a unit is selected and configured for primary operation setup VMS redundancy manager.
(See detailed steps in configuration procedure below)
6. Through the redundancy manager the active primary is identified, which starts the pulling of
active configuration, which is stored in the VMS database.
Note any subsequently modem changes are automatically updated in VMS.
7. On failure the active primary will powered down while the next spare unit becomes active
primary.

AR
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Step Process, Restore

After failure of primary which was powered down by VMS
1. Power on using the Hub device redundancy manager AC power control unit.
2. On boot the stored spare configuration is restored allowing non-contentious operation.
3. After failure analysis is complete and the unit is deemed okay rearm in VMS.
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Figure C-12 HTO Redundancy Stages Covering Failover and Restoration Process

C11 Device Redundancy Structure

Conceptually, there are four major components that comprise the feature. Two are provided by device
redundancy manager, the group and the switch. The other two, devices and resource switches, are "device
drivers" provided by other modules.

A device, in device redundancy's terms, is category of component that represents a piece of hardware that
can participate as a primary or spare unit. A primary unit is one that can be monitored and upon failure,
disconnected and restored by a spare unit. A spare unit is one that is in an idle state and can be used to
restore functionality of a primary should it fail. Each device can have a logical identifier and/or a physical
identifier. A devices logical identifier is typically based on its IP address as that is unique to the device’s
configuration. A devices physical identifier is typically based on its MAC address as that is unique to the
device’s physical hardware.

A resource switch, in device redundancy's terms, is a category of component that represents a physical
piece of hardware that can control the flow of a resource between a device and its environment. A devices
resource flow may also be "grounded" (the exact meaning of this is dependent on the type of resource).
Currently, there are three resources that may be switched, Mains power, RF energy, and VLAN traffic. A
switch exposes a set of ports. These ports role can be either device, environment or both. For an RF
switch, there are input, and output ports and they can take on both roles. For a VLAN, each physical port
on the switch is a "device" port with each VLAN being an "environment" port. For mains power, each
outlet on the strip is a "device" port, with its mains power connector being the "environment” port.

The slot is the smallest unit of redundancy. It is comprised of a set of device bindings, and a set of re-
source bindings. A device binding is a reference to a device, by its physical identifier, and a tag that iden-
tifies the devices role in the slot. A resource binding is a reference to a port on a switch and a tag that
identifies the ports role in the slot. A tag is a user defined string that is used to match devices and resource
bindings between slots. An empty tag matches all other empty tags and is no different, conceptually, then
non-empty tags. All tags within a slots resource binding list, or device binding list must be unique.
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Slots have a role, one of primary, spare, failed Or none. This role controls how device redundancy restores
functionality of faulted units. It is not considered configuration as it can change due to a restoration event.
It defaults to none which renders the slot inert and must be set to primary or spare to make it useful.

A group defines a set of slots where spares can restore functionality of primaries when a fault occurs.

Redundancy Failover Logic

The VMS constantly polls the devices for a heartbeat at a regular interval and a list of alarms is included
along the heartbeat information. When a device within a primary slot fails to report heartbeats or reports
them with a fault, a redundancy operation will occur to restore the functionality of the faulted unit using a
spare slot. All devices within the failing slot will be disconnected from their associated switches. The fail-
ing slots role will be changed from primary to failed. Then each primary device configuration will be
loaded into the matched spare's physical unit. The spare slot's role will be changed from spare to primary.
At this point the spare units will take on the role of their primary counterparts. Finally, each resource
binding to will be switched to whatever the associated primary's resource bindings where pointed at prior
to being disconnected.

The following set of restrictions apply when finding a spare slot to restore functionality for a primary slot.

e The primary and spare must be in the same group.

e The spare must contain at least as many device and resources bindings with matching tags as the
primary.

e Each physical identifier in both the primary and spare must bind to a logical device.

e Each piece of matching (by tag) hardware in the spare must be connected and not faulted.

o Each device in the spare must be compatible with the matching (by tag) piece of hardware in the
primary.

e Each resource binding in the spare must be on the same resource switch as the matching resource
binding (by tag) in the primary.

At a high level, configuration follows this procedure:

create or detect devices

create switches

create a group

create slots with bindings to switches and devices within the group
mark slots primary or spare as needed
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C12 HTO 1:1 Redundancy Configuration Procedure

Register all primary and spare devices involved in the redundancy operation.

Create a Device Redundancy Group

From the Viperview tree view, right click on the Device Redundancy manager and select “Create Group”

from the drop-down menu.
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2. Create a driver element for the SNMP controlled PDU switch. Right click on the Device Redun-
dancy manager and select “Create SNMP Power Strip” from the drop-down menu.
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Open With »

Create Container

Create Group

Create SNMP RF Switch
Create SNMP VLAN Switch
Create SNMP Power Strip

3. A dialog window will pop up where the user can modify the Power Strip name and enter its man-
agement IP address, as well as editing the read/write communities if necessary.

B Create SNMP Power Strip x

Mame

[Sentry POU |
Address

Lano Model
ReadCommunity (®) Sentryd

O Powertiet

WriteCommunity

oK Cancel

4. Assign the power strip to the group by dragging it to one of the edges in the right-side pane win-
dow. Note that there are two buttons available in viperview2, on the top right corner of the screen,
one is to commit and the other to cancel any changes.

& ViperView - Network Management Terminal

- O X
@ Tree View [EEHTO 111 redundancy ~ X
.. VMS20 l
.. Event L
? i U NOTE: I
¥ Metwork Manager w . - .
i 3 Click this check mark t¢ commit
(-, Subnet Manager 2 comm
o = any changes before exjting this
-7 RF Manager o N
i3 = editable screen.
|j-ﬁ Device Redundancy c

H HTQ 1:1 redundancy
L.[m) Sentry PDU
X Snmp Modem Manager
[#-4X Vipersat Manager

Drag apd Drop

5. Commit pending changes to the Device Redundancy editable screen before exiting.
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6. Create a new slot by draging a device to the center section of the Device Redundancy screen.
Extra devices can be added to a existent slot or to the empty section to create new slots.

& ViperView - Network Management Terminal

QP Tree Wiew umﬁ“ i1 reéund:am;y.'
5. VMS20
& Event Log .
BQ Network Manager P
BOH Heights »%
-8 Sat-1 = slot name
£-0% Hub-A e ¥ HTO - 5|0t—1| can be edited
’3; Hub-A Rale | | (C)Enable
B0ty 10.1.0.0/17
r;f:a 10.1.32.10mmmmmmmrt==— [ P 1013210
] Drag device to

P E Lo create|new slot
i

| -0 10.1.32.24
| Qe 1013225
-G 10.1.32.10

#-0% R1
0% R2
#-0% R3
i
E
e

H-0% R4

H-@% RS

H-0% R6

f-@y.y Subnet Manager

jjf RF Manager

-]-.ﬁ Device Redundancy
g HTO 1:1 redundancy
L.} Sentry PDU

- &% Snmp Modem Manager
[F-4% Vipersat Manager

O e e |

7. Name the slot and define its role as Primary.

Z HTO - slot_1

Role| Mone Itj Enable

w1 Primary

SF‘EFE e

Failed

8. Enable slot

Z HTO - slot_1
RDIE| Primar}rl li] Enable &l
- 10,1.32.10 =)

: lCa:n nfiguration is present and up to date.]
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The disk icon represents the status of the device’s Configuration file, when green, the latest configuration

has been saved in the database. The shadowed rectangle icon tells the compatibility status with other
spare slots.

Create Slot Switch Connections

9. A highlithed shadow under the slot notifies the user that a binding connection can be created.
Hold the mouse button while hovering over the shaded border and the available ports for any

SNMP devices will appear. Drag the mouse over while still holding the button and release after
selecting the desired port number to make the connection.

-
7 HTO - slot_1
F‘.DleiPrimar}r- _'i:'Enable o
- 10,1.32.10
l\\‘_‘ .'-./J
outiet (1] [2] (3] () (=] (e] (7] =)
B8 ]

10. Add spare slot

11. Drag a spare device to the empty device redundancy middle section. Assign a new name and set

the role to Spare.

12. Connect the spare slot to its power strip port and ensure it is enabled.

ﬂ HTC 11 redundancy

hY
3
wd
-
= Z HTO - slot_1
10 § Role Primar}ti @ Enable 5
= 10,1.32.10

7 HTO - slot_2
Role| Spare | (@) Enable
‘ =& 10,1.32.11
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The tag identifies the device’s role in the slot.

13. Set Tags for every device

B HTO 1:1 redundancy

nad &nuas [

¥ HTO - slot_1

=
=]
——

Rclei-Primar}ri i'_i]Enab}e = |

Tag |HTO-1 | ( set
| Delete ] !

< HTO - slot_2
9 Role| Spare i"\i}Enable
= 10.1.32.11
A matching device tag is required for the spare slot.
B HTO 1:1 redundancy
L]
g .
g ¥ HTO - slot_1
10 i Rclei Primar_',.ri i} Enzble &
- 10,1.32.10 B
‘ ¥ HTO - slot_2 I
9 Rclei. Spare : (@ Enable
‘\ oo
| Delete |

14. Set resource binding tags.
This applies for every binding connection.

BHTO 1:1 redundancy
s
m
ES
3 ¢ Y
he
g ¥ HTO - slot_1
10[ Role | Primary 'i} Enable 0 |
- 10,1.32.10 J
“ HTO - slot_2
———% | i1
Tog [HTO-1 [se _| Role| Spare | @) Enable
. = — -
| switchon || Switch OFf | ik
| Delete |
15. Commit changes.
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The slot compatibility icon for the primary device will go green when the spare has been completed.

- N
r b
< HTO - slot_1
Role lPrimar}rl @Enzble S |
[Slot has a compatible spare slot, and all devices are backed up.

\ X g

16. Enable Device Heartbeat

== 10,1.32.11 ?

- General

.. Configurations HTO1 Unit Properties

Name
-— |10.1.32.11

IP Address
w . .32 .11

Subnet Mask
255 . 255 . 128 . O

Auto Home State Timeout ?minj

* Heartheat Enabled

Apply Cancel

The redundancy will be completely armed and ready when the 3 icons in primary slot are colored green,
and the spare slot has the lightning icon also without alarms.

HTO 1:1 Redundancy [@)Enable
w
.:_i
e 3
=
10 RGIE:Primar}r: (@)Enable =4
- 10,1.32.10 B £
“10.1.32.11
9 RD|E: Spare (@) Enable
‘ = 10,1.32.11 P4

A
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Redundancy Failover and Rearming

Slot 1 containing the failed device will be flagged as failed, the logical identifier would tempo-
rarily lose MAC address binding since the unit has been powered off. Slot 2 has now become the
Primary slot and its device IP address updated accordingly with the online configuration.

New messages are recorded in the event log with the redundancy group label and the timestamp
of the occurrence.

ﬁ HTO 121 redundancy

nad &nuzs [

Y HTO - slot_1
10 Role| Failed | (@) Enable
lbinding...
Z HTO - slot_2
9 { Role|Primary| (@ Enable
‘ - 10,1.32.10

B vipersat Evenit Log Service E‘Event\:"iew

Timestamp Source Usger Meszage

1. In order to rearm the redundancy, the failed device must be powered on. To do so, right click on

the Power strip port and select the “Switch On’ button. This will boot the device in its spare con-
figuration.

| Z HTO - slot_1

m: Tag |HTO-R.Binding | 5et |{le

[ Sswitchon ][ Switch OF |

| Delete ||

‘ < HTO - slot_2

Rcle:Primar}f- (@ Enable S
‘ - 10,132.10

2. Once the failed Device booted up, the MAC address binding is updated with the spare IP address
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E HTC 1:1 redundancy

O
wy
(1]
=
=
-2
g < HTO - slof_‘l
10 Role| Failed | (@) Enable
- 10.1.32.9
‘ ¥ HTO - slot_2
9

| Role|Primary @ tnzble S
| - 10,1.32.10

B Vipersat Euent Log Service =] Ewent View

Timestamp Source Uszer

Mezzage

3. Manually rearm Redundancy by setting Role from Failed to Spare, Re enable Heartbeat for failed
device, and Enable Group.

g HTO 121 redundancy

nad fAuag D

Z HTO - slot_1
10 £

‘ Role| Spare | (@ Enable

= 10,1.32.9

‘ ¥ HTO - slot_2
9 Role Emar_\,r _. Enable Eh
‘ - 10.1.22.10

Auto Re-Arm

When this function is enabled the Device Redundancy engine issues a Reboot instead of turning off the

power strip port of the failed device, allowing the unit to boot with a spare configuration, Hub redundancy
mode is expected to be enabled on the Hub devices.

Once the failed unit has successfully registered back online in the system, and if no alarms are reported,

the VMS will automatically update the slot role for the corresponding MAC address from Failed to Spare,
leaving it ready to support any future failover from a primary slot.
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C13 Service Area Hub Resiliency for HDNA Networks

This section describes the functionality of the Hub redundancy feature that allows to backup multiple ser-
vice areas with one or many separate backup devices. The primary service areas can be operating in in-
dependent satellites or segregated beam spots in the same satellite, this is achieved via an RF matrix
switch.

Due to the nature of the HDNA networks where the hub devices are interconnected through the HDC-1
box to distribute the timing signaling, it is required that when any of the primary devices fails, the whole
service area would be migrated to other physical set of backup devices, because those spare units will be
already interconnected with their own HDC-1.

1 HTO/MHTX Pl |N 01 sessacecss OUT 16]|— T cn;-nbmer
R 1
. . RX splitter
N QuT 1 == N7 —
kN ;
! HTOMTX B[N 02 ensenmenae OUT 16{ —| TX cOmbiner
B
— 2
RX splitter
HRX JUT 2 enesssesncanslN 8| —
B
2
L HTO/HTX »{IN 03
3(BU)
HRX [« ouT 3
3(BU)

Figure C-13 Default Configuration with Armed Backup Units and Operational Primary Devices

Description of Components

LAN Switching

Each service area is normally configured in its own hub subnet segment, therefore there is a need to route
each hub LAN in such a way that there is connectivity to the hub LAN where the VMS is located. When a
failover occurs the Backup, up devices will inherit the IP address and routing of the primary units and the
VMS will take care of the switchports VLAN configuration, so they belong to the correct LAN segment.

Controllable Power Distribution Units

PDUs will automatically turn off the failed equipment, via an SNMP set command. There could be more
than one power strip and they could be placed in any LAN segment assuming that proper management
connectivity is present.
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Matrix RF Switch

The matrix RF switch allows for the backup/standby devices to be connected to an array of ports, which
will depend on how many primary service areas they are backing up. When unused, the backup units re-
main with transmit muted and receive demods unlocked, so no connection to the combiners/splitters is

needed. At the time of a failover, using SNMP commands, the VMS will setup a connection between the
backup units and the corresponding IN/OUT port based upon the combiner/splitters used by the primary

devices.

Considerations

Default timeout values to trigger a redundancy failover

Four consecutive HTO missed polled heartbeats

Ten consecutive HTO polls with at least one alarm (this covers the HTX-450 failures)
Four consecutive HRX missed polled heartbeats

Ten consecutive HRX polls with at least one alarm (this covers the HDC-1 failures)

Service Area Failover Process

a) On failover, the Device Redundancy engine will first send a command to the PDU(s) to turn

off the outlets of all the devices involved on the failed service area slot.

b) The switchports connecting to the failed equipment will go down at modem shut off.

TX combiner

UT { sesssssssans IN7 RX splitter
A

TX combiner
B

1 -0OUT 16
2
\
HRX UT 2 e IN E
| B
4 2

H
I

) 4
S

HTOMTX

3

A 4

HTOMTX
3 (BU)

HRX  [€——0UT3
3 (BU)

Figure C-14 Hub Device Failover, Part (A)

c) The spare slot’s same amount and type of spare units matching the tag bindings of devices

turned off, will receive then a new configuration file that corresponds to the failed service ar-
ea. At this point, the backup units will change configuration including IP addressing.
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d) Immediately after the configuration load command, an SNMP command is issued to the
VLAN switch forcing it to update the VLAN tag on the access switchports. The full
switchport configuration of the failed port is copied to the switchport where the spare device
is connected. Traffic port on HTO should be Tagged differently than the management ports to
a matching Traffic tag on spare slot, then the Device Redundancy engine can detect between
an access switchport or a trunk port and for the later one, copy the allowed VLAN list for that

trunk.

®The catalyst layer 3 switch must be preconfigured to support IP routing and since each
service area is on a separate LAN segment, the newly configured backup units will match

the VLAN tag of the service area so they can be routed.

e) At the same time, the Device Redundancy Manager will configure the Quintech Matrix
switch via SNMP setting the input and output ports accordingly. The manager will do a GET
SNMP to learn the configuration of the failed port and copy the setup performing a SET

SNMP to the spare port.

IN 01 . OUT 15|—— TX combiner
\_K A
OUT 1 N7l Rxsplitter
Y K A
HTOMTX IN 02 OUT 16 — TX combiner
2 B
i RX splitter
HRX JUT 2 IN 8|—
I B
2
HTOMHTX IN 03
1 | | VMS pushes
primary's
online configs
1
. | | | HRX < ouT3
' 1
X X X X
o A~
When SA-1 fails:
Figure C-15 Hub Device Failover, Part (B)
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C14 Service Area Redundancy Configuration Procedure

Register all primary and spare devices involved in the redundancy operation with a separate LAN seg-
ment for each Hub service area.

Create a Device Redundancy Group

1. From the Viperview?2 tree view, right click on the Device Redundancy manager and select “Cre-
ate Group” from the drop-down menu.

(] ViperWiew - Network Management Terminal

IﬁTree\-"iew :ﬁ Device Redundancy DList\;"iew
VMS20

B Event Log

> Network Manager

- Heights

@y Subnet Manager

RF Manager

b Toc e Redumaancd

% Snmp Modem Mar Open

[-4% Vipersat Manager Open With >

B

Create Container

Create Group e —
Create SNMP RF Switch

Create SNMP VLAN Switch

Create SNMP Power Strip

2. Name the group

B " Create Device Redundancy Group x

Name
[Hub SA Resiiency] |

Enabled

OK Cancel

3. Create RF Matrix Switch

:: eﬁ Device Redundancy

& HTO 1:1 redund:
JE Hub SA Resilienc
-(n) Sentry PDU
8% Snmp Modem Man:
[-i:';--«_-t Vipersat Manager

Open
Open With

Create Container

Create Group

Create SNMP RF Switch
Create SNMP VLAN Switch
Create SMMP Power Strip
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4. Configure Matrix switch properties

B Create SNMP RF Switch x

Name

|QuintechMatrixRFswitch |
Address

ReadCommunity Model

© Qurtch

WriteCommunity

oK Cancel

5. Create VLAN switch

o T
BT reininc R
HTO 1:1 redund

Hub SA Resilien Open With >
(1) Sentry PDU

| L-2%8 QuintechMatrix
- Snmp Modem Man
[#-4% Vipersat Manager Create SNMP RF Switch
Create SNMP VLAM Switch

Create SNMP Power Strip

Create Container

Create Group

6. Configure VLAN switch properties

B Create SNMP VLAN Switch *

Name
|CiscoVLANswitch

Address
0.0.0.0

ReadCommunity Model

®0o

WriteCommunity

08 .
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7. Drag and Drop resources to the group

& ViperView - Network Management Terminal

@ Tree Yiew
B VMS520
™ EventLog

) Network Manager
@44 Subnet Manager
j‘.f RF Manager

3& Device Redundancy

@ Powver Strip

=) C|smVLnN;w--..\
.88 QuintechMatri

- [m]

B Hub 54 Resiliency
Hub SA Resiliency (@)Enable

L35 Jamag D

X Snmp Modem Manager
-4 Vipersat Manager

N\

\ B w
Ll yzRInD !| »

\E CiscoVLANsw

8. Create first slot by dragging the first device, HTO and then the HRX demodulator shelves right
underneath.

@ viperview - Network Management Termina
Tree Wiew

=

VMS20
----- ™ Event Log
(-4 Metwork Manager
£y Subnet Manager
=04t 10.1.0.0/17
M- Qe HTO-1
D HRX-a

& SA resiliancy

g HTO 1:1 redundancy
g Hub 54 Resiliency
..... (1) Power Strip

@] CiscoVLANsw

@ HRX-b
-4 RF Manager \
[—jﬂ Device Redundancy

B HTQ 1:1 redundancy
! HTO 1:1 redundancy

: :: Enable

[Create new device binding in this slot.]

9. Rename slot, set its role to Primary and ensure the slot is Enabled.

= ServArea Devices 1
Role [Primary | (@) Enable
= 10,1.32.10
= 10,1.32.24

10. Set unique Tag identifier per device, the tag identifier can match the one for corresponding device
type in another slot.
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&

Rele | Primary | (@ Enable
= 10.1.32.10

 ERISEREK Tag [HRxa [ Set |
Delete

11. Create device bindings to their resources by dragging the cursor after hovering over the highlight-
ed rectangle slot shade. Connect to the desired port number in the proper switch. A color-coded
bar on the left-hand side will match the color of the resource binding.

Z ServArea Devices 1

E Hub 54 Resiliency

V- 5
= ServArea Devices 1
RDIE_Pr'lmary: i Enable Sl

nad Anuas [

“10.1.32.10
-10,1.32.24
@ y
Qutit E] ()
(]
FastEthernet1/0

(=)
(=)(2](z)(=]
Gigabitethernet1/0 [1][ 2]

input DEREEEEEE
(2)(4)Ce) )

Output
[¢]

BEGE
EEEEEEE

. CiscoVLANswitch

For full-service area redundancy is normally required to have bindings for the 3 different type of switch-
es, RF, power and VLAN.
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52 Hub S& Resiliency N X
[] (=]
& e
3 £
3 (7 . 7
5 . 2
g < ServArea Devices 1 | ES
wo] g
LR R E
6 i 1013210 )
- 1013224 =
J
Outlet (4]
(4
lIFastethernet1/o E
(4
&
GigabitEthemnet1/0
Input E
(4
Output D
(]
10006 0007
M CiscoVLANswitch
12. Repeat slot creation step to produce the spare slot
& ViperView - Network Management Terminal — [m] X
@Tree\."\ew BHub 54 Resiliency ~ %
-1 VMS2D
® EventLog [ ] i|
& Metwork Manager P o
@i Heights 5— ;
44 Subnet Manager o . | §_
S ogh) 10.1.00/17 = ¥ ServArea Devices 1 =
-0 1013210 10 Role | Primary| (@)Enable G | HY &
-0 10.1.32.24 . =
3 -10.1.32.10 B 04 &
ffy 10.1.131.0/24 I - 5
-0y 10.1.132.0/24 1013224 = =
=-0gf 10.1.133.0/24
=-0gf 10.1.134.0/24 ( ] ]
7 Oy 10.1.135.0/24 ~ ServArea Devices 2
ﬁ 10.1.136.0/24 9 Rie| Spare — ]
S04 10.20.0/24 T
& ,2.0. 05
Qe 10.20.11 i e |
[-@a= 10.2,0.21 == 10.2.0.21
EJ---,-',"J RF Manager S J
[—ja Device Redundancy
& Hub SA Resiliency
(1) Sentry PDU
@ CiscoVLANswitch
3 QuintechMatrixRFswitch
8% Snmp Modem Manager 100046 0007 100030009

-« Vipersat Manager

B CiscoVLANswitch
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The HTO LAN bridged traffic trunk port must have a unique tag that distinguishes it from the other man-
agement switchports.

®The HRX GE traffic to HTO LAN expansion ports are not required to be part of the controlled
switch for redundancy purposes, since that LAN segment is isolated from all other service areas.
Only HTO management, HRX management and HTO_LAN traffic ports are considered.

B%Resiliency A
SA Resiliency [@)Enable

g o
a . E
P g
E = ServArea Slot2? z

9 Role| Spare | (@) Enable 03 =

8 = 102.0.11 # 4

= 102021 #
J
< ServArea Slot1
10 Role :Pr\mar}r: i Enable & I-13
6 = HTO-1 4 14
= HRX-a ;4
J
10005@?020 Tag [HTO_LAN_Traff Trun *ﬁ Will apply to both slot bindings
It's possible to multi-select | Delete |
I! CiscoVLANsw bindings to set matching Tags
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C15 HRX Demodulator Shelves Redundancy

VMS automatically attempts to load balance the remote sites among any allocatable demodulator strip-
ping the remotes in various demod shelves. When an HRX stops reporting a good status in its demand
report, the VMS will automatically ignore it for the next frequency map assignment, therefore if a de-
modulator shelf goes unavailable/disconnected it won’t be used in the next cycle. This is a great feature
that HDNA provides because in the next second the remotes will move to another demod shelf.

Dual ECM channels with 1 extra spare HRX, no VMS hub redundancy. (Recommended approach)

Due to the nature of dynamic assignments of demodulators, by having extra HRX chassis available in the
hub antenna down converter, there is an inherit redundancy. Keep in mind that the number of remotes
supported for the service area must include an extra demod shelf to be redundant. For example, consider a
network of 46 remote sites. This would need a quantity of five HRX-64’s from which 2 demodulators
would be assigned as ECM burst controllers. Four HRXs provide 48 demods, minus two controller chan-
nels, plus the extra ‘spare’ HRX.

Having two ECM channels would require two separate bandwidth assignments in the space segment, but
that also adds protection in case of a satellite interference in one of the channel’s frequency. H remote
gateways already support having multiple ECM channels, each with an independent Group ID, but shar-
ing same Multicast IP address.

In the graph below, we can see three scenarios that would not require the use of VMS Hub device redun-
dancy.

1 1
! 1
HRX 1 ECMGPT  4—11remotes—— | 4—10 remotes—— | 4—11 remotes——
SCPC Traffic
HRX 2 ECMGP2 4 11 remotes—— | «—9 remotes  Failed/
+ disconnected
SCPC Traffic
i i
1 1
HRX 3 4—12 remotes—— | #4—9 remotes 4—12 remotes——
SCPC Traffic
HRX 4 4—12 remoles: 4—9 remotes 4—12 remotes:
SCPC Traffic
i i
1 1
HRX 5 Spare <9 remotes <—11 remotes——
SCPC Traffic

Figure C-16 HRX Redundancy Stages with Dual ECM Channels and Multiple HRX Shelfs

Single ECM channel with VMS Hub device redundancy.

Unlike in scenario 1, the VMS hub device redundancy will be required to power off any failed primary
unit.

Only one ECM channel is necessary in this configuration, but multiple ECM’s could be backed up by an
extra spare device as well.
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The remote sites that were allocated to the unit that failed would automatically be re-allocated among the
remaining demod shelves.

In the image below, the column on the left shows the initial scenario where the 3 HRX’s are on and op-
erational, but the HRX-3 has ECM disabled, although the unit is booted in ECM mode. This sample net-
work could support a maximum of 23 remote sites to keep full return path redundancy, because when a
failed unit is powered off only two HRX would remain and one of those should be assigned with the
ECM channel. Depicted in the right column of the diagram, the second scenario is shown after a failure in
the primary HRX unit, remote sites already distributed among the remaining chassis.
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HRX 3

«—38 remotes
ECM Grp 1
"

SCPC Traffic

«4—38 remotes

SCPC Traffic
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HRX 1
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4—12 remotes——

SCPC Traffic
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+

SCPGC Traffic
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C16 Carrier Preservation

The system components are evolving into higher performance and real estate reduction where units are
increasing in the number of carriers that a single rack unit can support. Focusing on the hub receive
initially units only supported one return path demodulator. As technologies evolve the amount of receive
channels in a single unit have increased in steps of (CDD-564) 4, (CDD-880) 12 and (HRX-16) 48
demodulators.

This increase pushes the degree of a single outage where a CDD-880 on failure (device
redundancy/reboot) will push all associated remotes back into entry channel on failure resulting in a large
network outage, which will be greater than 4 minutes. Even with hub device redundancy feature a
switchover will still result in a large network outage.

To reduce this return path outage Carrier Preservation was added to preserve dSCPC carriers during a hub
receive unit failure with or without hub device redundancy.

Currently if the managed hub demodulator unit fails, redundant failover the unit coming online has lost
the entire dynamic allocation configuration leaving all managed dSCPC returns associated in limbo until
carrier recovery logic completes. If the redundancy manager initiates a failover the backup unit assumes
the role of the primary unit that has failed. Within this process the remotes associated are also in limbo
until the disconnect carrier recovery timers expire, which places a large group of remotes into entry
channel contention.

Typically, the remotes are unaware that the hub demodulator unit has changed or gone away, not until the
remote receives a Revert command from the VMS. With the absences of the hub receive path the required
remote SUM messages sent on 60 second intervals will timeout after approximately 3 minutes causing a
disconnect which triggers recovery issuing a Revert. However, during the 3minute recovery window the
remote carriers will remain at last dSCPC state.

To enhance this behavior the carrier preservation process removes the need to force active dSCPC carriers
back through entry channel.

Current Performance:
» Reboot = ~190 seconds + Entry Channel
* Redundancy Switchover = ~204 seconds + Entry Channel

Taking advantage of this recovery window allows the system time to reconfigure the demodulator unit
with remote carrier last state configurations.

The VMS is aware of all dSCPC allocations, which are temporarily stored carrier information.
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Using this information, the carrier preservation feature tracks all current allocations and on a registration
request during a redundancy switchover of the backup unit the preservation task sends switch commands
only to the hub unit reconfiguring the last carrier states. After demodulator reconfiguration the remotes
will resume communications with only a minimal outage.

Redundancy without Carrier Redundancy with Carrier
Preservation Praservation

mahninLa ostion

Switchover Time Switchower Time
~12 Seconds ~12 Seconds
T @ T
HRX-16 (Backup) HRX-16 {Backup)
Total Interruption in Total Interruption in
Service Sevice
Greater than 4 Minutes Less than 13 Seconds

~_~ ~_~
<tmrﬁmanm <tmmﬁ€nm

Figure C-42 Carrier Preservation Process

Performance Enhancements
» Reboot = ~60 seconds

» Redundancy = < 15 seconds

Currently Supported Units:
e CDD-564/564A
» CDM-570/570A
« CDD-880
« HRX-16

MN/22156, Revision 16 Page 354 of 455



SNMP TRAPS

D1 SNMP TRAPS

INTRODUCTION

This appendix describes the use of SNMP traps by the Vipersat Management System (VMS). SNMP traps
enable the VMS to capture significant network events, then generate an SNMP message reporting the
event. In a VMS controlled satellite system, this configuration has several advantages:

» The VMS system, using its existing network monitoring capability, acts as a central collection point
for all changes to the satellite network status and provides a single source for SNMP events reported
for the satellite network. Individual network devices are not required to generate SNMP traps
thereby reducing network overhead bandwidth.

» The VMS collects network changes and status as they occur and as they are reported by the satellite
network’s modems as part of the normal VMS management and control function.

» Only events defined by the VMS MIB are sent as SNMP traps. This reduces the requirement to have
each device transmit an SNMP trap as its status changes thereby reducing network overhead
bandwidth requirements.

®Since VMS only collects and reports SNMP events from the satellite network and it is not the
source of the event, you cannot query the VMS for additional information about an SNMP trapped
event.

Using SNMP Traps

SNMP (Simple Network Management Protocol) along with the associated VMS Management
Information Base (MIB), provides trap-directed notification of network changes.

VVMS can be responsible for many network parameters as defined in the VMS MIB. It is impractical for
VMS to poll or request information from each device in a satellite network. Instead of each managed
device generating its own SNMP traps, the VMS detects network status changes and when an event
defined in the MIB occurs responds with a message called a trap.
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After receiving a VMS generated trap, a high-level SNMP monitor can act based on the trap type, and its
parameters.

Using the VMS SNMP traps results in substantial savings of network bandwidth by eliminating the need
for polling devices or having each device in the network generate its own SNMP traps. The primary
purpose of and SNMP trap is high-order NMS natification.

SNMP Traps Available in VMS

The SNMP trap types available in VMS are:

» Subnet Alarm Trap - This trap is sent to the designated destinations whenever a subnet’s alarm
count or status in Subnet Manager is changed. This trap contains two values: 1) subnetLabel, 2)
subnetAlarmCount

» VMS Server Activated Trap - This trap is sent to the designated destinations whenever a VMS
server is activated (its services are started). The IP address in the trap variable is the VMS server that
has been activated. This trap contains one value: redundancyMode

* VMS Active Server Failed - This trap is sent by a VMS server operating in stand-by (non-active)
mode whenever it has detected a failure of active server. A vmsServerActivatedTrap will follow
when the stand-by is activated. This trap contains one value: redundancyMode

* Redundant Device Restored Trap - This trap is sent by VMS whenever the VMS Redundancy
Manager has detected a failed device, has shut down the failed device, and has restored the failed
unit with another device. This trap has four variables.

®SNMP Traps relative to the operation of servers in an N:1 redundant configuration only applies to
a network which has the optional N:1 redundant capability available, installed, and configured.

D2 Configuring SNMP Traps

To configure SNMP traps, from ViperView2, shown in Server Drop-Down Menu, right click on the
server’s icon and select the Properties command from the drop-down menu.

%‘ Yiper¥iew !E
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224 Subnet Manager
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4| | 3|
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Figure D-1 Server Drop-Down Menu
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Clicking the Traps tab on the server’s properties screen displays the Traps dialog shown in Server Traps
Tab.

B vIPERLAB1 [x]

General | Traps,

— Redundancy
Fiole: Primary
Local Status: Active
Femote Status: Connected

Remate Server

|10.1.1.3

ITI Cancel | Apply |

Figure D-2 Properties General Tab

Select the Traps tab to display the SNMP Manager TRAP dialog shown in Server Traps Tab. You can
enter the Trap’s destination information consisting of:

* |P address of SNMP manager receiving trap
 Port number

e Community String

Bl YIPERLAEL 21X
General  Traps I
SMMP Manager [TRAP
Addrezs | Port | Community
1592.168.150.150 162 public
152.168.150.180 162 public
Inzert | I adify | Bemove |
0K I Cancel | Apply |

Figure D-3 Server Traps Tab
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Insert

Clicking the Insert button displays the Trap Destination dialog shown in Trap allowing you to enter the
Trap’s destination:

« |P Address
» Community String
e Port Number

Trap Destination

Address

| .0 .0 .0 CK I
Community String Cancel |

I public

Port Number
162

Figure D-4 Trap Destination

Modify

Selecting an existing Trap Destination from the list as shown in Server Traps Tab then clicking the
Modify button will display the destination as shown in Trap allowing you to change the Trap destination
as required.

Remove

Selecting a Trap Destination from the list shown in Server Traps Tab then clicking the Remove button
will remove the Trap Destination.

D3  Summary

You should keep in mind the following characteristics of an SNMP Trap.

» SNMP is not a “reliable” transport protocol. If the Trap message is lost due to network issues
(congestion, noise, delays, etc.), the SNMP protocol will NOT retransmit the lost trap message.

» SNMP (v1&v2) is not a secure protocol. It is not difficult to eavesdrop or spoof messages. Isolating
SNMP traffic from end-user channel is recommended.

» VMS will generate a trap message for each destination entered. Entering 10 trap destinations, for
example, will generate 10 trap messages for each event.

» Only a VMS server in Active mode will generate trap messages. A redundant VMS server in stand-
by mode will not generate or send a trap message until it is switched to Active mode for example the
Primary server failure is detected.

 Currently there is no VMS SNMP agent in VMS. An SNMP Manager cannot poll VMS for status or
configuration detail information.

e Current trap uses SNMP v1.
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AUTOMATIC SWITCHING

E1 Automatic Switching, dSCPC

INTRODUCTION

Automatic switching is a feature of the VMS that allows dynamically changing the network configuration
in response to changes in either network traffic loads (Load switching), traffic type (Application
switching), or Type of Service (ToS switching) detecting stamped packets with Diffserv values. Entry
Channel Mode switching, and Carrier Presence switching are also covered here.

These switching types are presented in the following material which uses CDM-570/L, SLM-5650A/B,
and Series800 modem units for purposes of illustration. For simplicity, these units shall be referred to as
modems.

The basic signal topology in a CEFD network is TDM (Time Division Multiplex) outbound and
proprietary STDMA (Selected Time Division Multiple Access) inbound. The STDMA slots can have
their duration and bandwidth allotments varied, tailoring bandwidth allocation to meet the bursty traffic
load of a typical data network.

When required, a network is switched from STDMA to SCPC. SCPC bandwidth is allocated from a
bandwidth pool by the VMS to meet QoS or other requirements for the duration of a connection. When
the SCPC connection is no longer required, the bandwidth is returned to the pool for use by another
client.

This basic structure gives the VMS-controlled network its flexible, automated network utilization and
optimization capability.

The VMS has the intelligence to interpret the constantly changing statistics gathered by the CEFD
network modems and uses this data to issue commands back to these intelligent modems, effectively
managing the CEFD network operation in real time, and optimizing each site’s bandwidth usage to meet
their QoS and cost requirements within their bandwidth allocation. The result is a stable satellite network
connection that automatically responds to the customer’s requirements while continuously monitoring and
reacting to changing load, data type, and QoS requirements.
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E2 Hitless Switching

Unless inherent delays in configuring both ends of a satellite bandwidth link during dynamic switching

are accounted for, transmitted data may be lost during the transition. The

time for a switch command to be

sent across the satellite link (~ 250 ms), the command processing time, as well as receiver acquisition
time must be considered. The Vipersat Hitless Switching feature provides a means to coordinate timing

and utilize buffering to eliminate these data outages.

The parameters for configuring the Hitless Switching feature for a CDM-

570/570L are set from the screen

shown in Hitless Switching screen. This screen is accessed from the STDMA/SCPC Auto Switching
screen (see Auto Switching Menu, CDM-570/570L Hub and Auto Switching Menu, CDM-570/570L

Remote).

e+ Telnet 10.75.0.10

Hitless Switching

elay for hitless switching of Mod (MSecs). .. . [B). . ... .. . .. .o ieiimoamnnnnn
elay for hitless switqhing of Demod (M8ecs>. . [B]. ... ... .. i iiiniiacnennnns

et LocklTime for 64kbps.. ... ... oo 0] N
et LockTime for 128kbps..... .. oo cmninaannn % O
et LockTime for 256kbps. ... ..o miimnnnnnnnns 2 O
et LockTime for S512kbps.... ..o ieicnnnncanns I 1
pply Delay Values. .. ..o ncieiacaececaecacassacnaasacsnassacsnasnnnaonncnonncnonnsnns

Figure E-2 Hitless Switching screen

» Enable/Disable — The Hitless Switching screen will initially display all lock times as -1, indicating
that the feature is disabled. The Restore Default Lock Times command is used to enable this feature.

» Delay for Mod — This parameter allows the operator to insert additional delay to buffer more data

after modulator transmission is ceased.

» Delay for Demod — This parameter allows the operator to insert additional delay to account for the

tuning of the demodulator.

» LockTimes — LockTime settings for the four data rates displayed can be adjusted either up or down,
but default settings based on satellite testing should be used as a starting point. These defaults are
stored in each modulator/demodulator unit and are restored by entering R at the command prompt.

Once restored, the lock time for each data rate can be modified by entering the corresponding

number.
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E3 Load Switching

OVERVIEW
There are three primary functional components involved in the load switching process.

» Hub Controller(s)—These are the Hub units that provide the load switching detection mechanism
for Remotes that are operating within the shared channel(s). Hub units that can serve as controllers
include CDM-570/570A, CDD-56x/564A, CDD-880, and SLM-5650A/B.

* Remote InBand Modems—The Remote modem units provide the load switch detection mechanism
when operating in dedicated SCPC return channel. These modems include CDM-570/570A, CDM-
840, and SLM-5650A/B.

* VMS—The Vipersat Management System provides the switched capacity and resource control for
each request generated by the components described above.

Load Switching is the mechanism by which the CEFD network switches a Remote terminal based on
traffic levels at the Remote. This mechanism controls both the switch from STDMA to SCPC mode as
well as switches for SCPC capacity changes. The main components of load switching in a CEFD system
are the VMS (network management) and the Comtech modem. The VMS component receives switch
requests from the modem, and based on policy settings and available resources, either grants or denies the
request. Within the modem component, load switching is managed at either the Hub or the Remote, based
on the current mode of operation. When a Remote is in STDMA mode, load switching requests for that
Remote are managed by the Hub STDMA Controller. After a Remote has been switched to SCPC mode,
it manages its own switching (or Step Up/Step Down) requests.

®For Hub STDMA Controllers operating in either GIR (Guaranteed Information Rate) or Entry
Channel Mode, typical load switching is not the mechanism that performs the transition from STDMA to
SCPC mode due to traffic load. In GIR mode, the Remote is switched to SCPC as soon as the GIR
threshold is reached. In Entry Channel mode, the Remote is switched to SCPC as soon as the Hub re-
ceives the first transmission from the Remote.

For both GIR and ECM, the event of switching from STDMA to SCPC can only occur if the SCPC
Switch Rate parameter is set to a value greater than 0 (zero).

The basic concept for all load switching is that a running average of current utilization is maintained, and
when that utilization exceeds a preset threshold, a switch is initiated. The data rate for the switch is
computed by determining the current bandwidth requirement of the Remote and adding some percentage
of excess margin.

The main difference between switching from STDMA to SCPC and adjusting within SCPC is that in
STDMA mode, the current available bandwidth is constantly changing, while in SCPC mode, it is
constant between switches. Furthermore, switches from STDMA to SCPC mode are always caused by the
traffic level exceeding the switch rate threshold. Within SCPC mode, switches can be caused by traffic
exceeding an upper threshold or dropping below a lower threshold. However, in both cases the new data
rate is based on the actual traffic requirements adjusted up by the margin percentage. Also, based on
policy settings in the VMS, if a Remote request less than the specified threshold amount of bandwidth,
the Remote is put back into STDMA mode. The exception to this is a Hub controller operating in ECM
whose Remotes will remain in SCPC mode but drop down to the specified entry rate.
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Bandwidth Allocation and Load Switching by the Hub STDMA Burst Controller

As part of normal STDMA processing, the Hub monitors the traffic levels from each of the Remotes for
which it is allocating bandwidth. This is done using the STDMA ACK management message (STDMA
ACK Message) that is transmitted at the beginning of each burst from the Remote. The STDMA ACK
contains two metrics that are used by the Hub:

» The number of bytes received for transmission (Queued Bytes) since the last cycle.
» The number of bytes currently waiting to be transmitted (Bytes In Queue).
These metrics are used by the Hub for three purposes:
» Determine the amount of STDMA bandwidth (slot size) to allocate in the next cycle.
 Provide statistics of the amount of activity at each Remote (Average Bytes Received).

» Determine if a Load switch is needed.

Table E-1 STDMA ACK Message

Data Size in Unit of
Type Bytes Description Measure Notes
IP 4 IP Address of N/A Used by Remote to identify
Remote itself
Unsigne | 4 Queued Bytes Bytes Total number of bytes
d queued since last cycle
(includes possible
buffer overflow)
Unsigne | 4 Bytes in Queue Bytes Number of bytes currently
d queued
Unsigne | 1 Group Number N/A
d
Unsigne | 1 Dropped Buffers Packets Number of packets dropped
d (due to limited
bandwidth)

If there is adequate return path bandwidth available, the values of these two metrics will be the same.
However, if there is not enough bandwidth to satisfy the traffic requirements of the Remote, or if the
Remote has exceeded the maximum allocation, some data will be held for the next cycle. In this case, the
number of Bytes in Queue will start to grow and will exceed the Queued Bytes. In other words, the Bytes
in Queue is the sum of the data not yet transmitted plus the new data received.

If the condition is due to a short burst of data, the backlogged data will eventually be transmitted, and the
system will return to a sustainable rate. However, if the overload condition is due to long term increased
activity, then the backlog condition will continue to grow and eventually trigger an SCPC switch.
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If the overload condition lasts long enough, buffer capacity will eventually be exceeded, and some data
may have to be discarded.

®This is not necessarily bad, as it is often more effective to discard old data than transmit it after it
has become “stale’.

The “Bytes in Queue” metric is used to determine the STDMA bandwidth allocated (slot size) for the next
cycle; the goal being to keep the data backlog to zero. The Hub uses this metric to compute the slot size
for each Remote in the next cycle as follows:

» Fixed Mode — All Remotes get the same slot size, regardless of need. This is the only mode that
uses a static assignment of available bandwidth; the Bytes in Queue metric is not used here.

» Dynamic Slot Mode - The slot size for each Remote is computed based on the time (at the current
data rate) needed to transmit all the “Bytes in Queue”. If the result is less than the minimum slot size
or more than the maximum slot size, the slot is adjusted accordingly.

» Dynamic Cycle Mode — Available bandwidth is allocated to Remotes proportionally, based on
current need. The Bytes in Queue for each Remote is divided by the total Bytes in Queue for all
Remotes to determine the percentage allocation of bandwidth for each Remote.

* GIR (Guaranteed Information Rate) Mode — Initially computed the same as Dynamic Cycle,
except there is no maximum limit. After all Remotes have been assigned slots, the Burst Map is
checked to see if the total cycle length exceeds one second. If not, then all requirements are satisfied,
and the Burst Map is complete. However, if the cycle is greater than one second, then the slots are
adjusted proportionally so that all Remotes receive at least their guaranteed rate plus whatever
excess is still available.

In the current design, when the one second restriction is exceeded, Remotes without a specified GIR
are reduced to the global minimum slot size and the remaining bandwidth is distributed amongst
Remotes that have been assigned a GIR rate. This approach assumes that Remotes that have been
assigned a GIR are paying a premium and should benefit from available excess bandwidth when
needed.

Note that the GIR allocations are restricted so that the assigned GIR totals cannot exceed available
bandwidth. If this restriction is somehow violated, then it will not be possible to properly allocate
bandwidth when the network is overloaded.

» Entry Channel Mode — This is the same as Dynamic Cycle, except that as soon as the Hub receives
an STDMA ACK, it initiates a switch to SCPC mode based on the policy set for that Remote.

Note that load switching is disabled for ECM Remotes while operating in STDMA mode.

The important thing to understand about “Bytes in Queue” is that any data that is not transmitted (i.e.,
does not fit) in the next slot will be reported again in the next STDMA ACK. Thus the “Bytes in Queue”
is not necessarily an accurate measure of the actual traffic being passed through the Remote.

The “Queued Bytes” on the other hand, reflects only the data that was received in the last cycle and thus
is never duplicated (not including TCP retransmissions). This is the metric that is used for computing
average load and initiating a load switch as needed.
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Load Switching—STDMA Hub

Before discussing how load switching is determined, it is necessary to explain the modem parameters that
control the switch.

Hub Switching Parameters

The screens shown in Auto Switching Menu, CDM-570/570L Hub (CDM-570/570A modem) and Hub
Load Switching Page, SLM-5650A (SLM-5650A modem) are examples that show the entries in the
Automatic Switching page at the Hub that are used to control load switching.

¢+ Telnet 10.1.0.16

STDMA/SCPC Auto Switching

....................................... [Enabled]
............................ [Continuous]

TS Switch Detection..... ... eeennnnnnnnnnnnnnnnnnnnn [Disabled]........c....... Z

i 1 [Enabledl................. B

TDMA Slot Capacity.....cceieeeenacacnacncnncnnnannns | u

TDMA Switch Delay. .. ..o eicciacecnacnanacnnnannns [18 seconds].............. ]
ercent Allocation......cceieceemacancnacnnnncnnnnnnns 0 EJ

eep Alive Timer for Carri Inhibit <@ to disable>..[B])... ... .. c.ccicccrinnnnnn C

itless Switching Parameters.......ccieiccaeiacanacaoceacnocaacaanacnannonnnennns H

OTHM Update Enable. ... ... oo imaiccecacaaancnannnn [Enabledl. ... ... canmannn F

........................................... 8

........................................................................... L]
.................................................................. L__|

Figure E-3 Auto Switching Menu, CDM-570/570L Hub
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Figure E-4 Hub Load Switching Page, SLM-5650A

» Auto Switching — This is a Vipersat feature that is enabled in the CDM-570/570AFeatures menu. If
Auto Switching is not enabled, Load Switching will be ignored. There is no automatic switching
enable button in the SLM-5650A modem configuration menus; the operator enables each switching
function individually.

» Load Switching — This is a type of Automatic Switching that is based on the amount of traffic at a
Remote. If this feature is not enabled, then no Remote in this STDMA group will be switched based
on load.

» STDMA Slot Capacity — This is a threshold value. When the amount of outbound traffic at a
Remote exceeds this percentage of the current STDMA slot capacity, a load switch is initiated. It is
important to understand that in most STDMA modes, the amount of bandwidth allocated to a
Remote varies with need and thus from cycle to cycle. Thus, the amount of traffic that constitutes
X% will also vary from cycle to cycle.
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Note for Dynamic Cycle mode:
Since Dynamic Cycle mode tends to provide no more bandwidth than is needed, Remotes will

typically appear to be near 100% capacity whenever they are passing real traffic. Thus, in this mode,
if the threshold is set too low, switches will occur unnecessarily.

» STDMA Switch Delay — This is a built-in latency that forces a Remote to maintain an average load
over some number of seconds after reaching a switch condition before the switch is actually
initiated. This prevents switches due to momentary traffic bursts.

» Percent Allocation — This is an excess amount of bandwidth that is allocated beyond the current
traffic rate when the switch to SCPC is made. For example, if the current average traffic at the time
of the switch is 60 kbps, and the Percent Allocation is 10%, then the allocation will be for 60k + 6k
= 66 kbps.

Note that, because the Hub always allocates bandwidth in 8 kbps blocks, the 66 kbps will be
rounded up to 72 kbps in this example.

Hub Switching Process

Each time the Hub receives an STDMA ACK, it computes the average load for that Remote. This average
is then compared to the bandwidth currently allocated to the Remote.

For example, if a Remote gets a 50ms slot in an upstream that is running at 512000 bps, then it can
transmit 0.050 * 512000 = 25600 bits = 3200 bytes. If the Queued Bytes was 3000, then for that cycle, the
Remote was at 3000/3200 = 93.75% of capacity. If the current cycle time is exactly 1 second, then the
effective data rate of the Remote is also 25600 bits per second. However, if the cycle time is only 500
milliseconds, then the effective data rate is actually 25600/.5 = 51200 bits per second. The effective data
rate is important for calculating switch data rates.

If the average bandwidth used exceeds the threshold percentage of available bandwidth, then a flag is set
indicating a switch is pending. At this point, the statistics are reset, and the traffic load is then computed
for the time period specified by the switch delay. At the end of this delay, if the threshold is still
exceeded, a switch is initiated. The data rate specified for the switch is determined by taking the current
load, as indicated by the bytes queued during the delay period, multiplying it by the percent allocation and
rounding up to the next 8 kbps.

A key point is that in most of the STDMA modes, the bandwidth allocated to each Remote is constantly
being adjusted to the needs of the network. As long as the network is running below capacity, most
Remotes will get the bandwidth they need, and a switch will not be required. Only when a Remote
requires more bandwidth than is available in STDMA will a switch occur.

In Dynamic Cycle mode, each Remote will always appear to be running at near 100% capacity, even
when there is excess bandwidth available. This is because in this mode, the Remotes are almost never
given more bandwidth than they need. As a result, the algorithm for this mode uses a maximum allowed
slot size rather than the actual allocated slot size to calculate the effective data rate. This results in a more
accurate estimate of the available STDMA bandwidth.
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Load Switching—Remote

Once a Remote has been switched from STDMA mode to SCPC mode, it checks its bandwidth
requirements to see if a change is needed. A running average of the data traffic passing over the WAN is
maintained as a percentage of the current data rate for the Remote. This average is accumulated for at
least the specified delay (Step Up/Step Down) period. Then, once per second, the current utilization is
checked against the Step Up and Step-Down Thresholds. If the utilization is outside the up/down range, a
request is generated to switch to the calculated rate. After the request is granted, the running average is
reset, and the cycle is repeated.

Remote Switching Parameters

The parameters for controlling the Step Up/Step Down switching process for a CDM-570/570L Remote
are set in the page shown in Auto Switching Menu, CDM-570/570L Remote. An example of this page for
an SLM-5650A Remote is shown in Remote Load Switching Page, SLM-5650A.
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Figure E-5 Auto Switching Menu, CDM-570/570L Remote
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Figure E-6 Remote Load Switching Page, SLM-5650A

» Auto Switching — This is a Vipersat feature that is enabled in the CDM-570/570A Features menu.
If Auto Switching is not enabled, Load Switching will be ignored. There is no automatic switching
enable button in the SLM-5650A modem configuration menus; the operator enables each switching
function individually.

» Load Switching — This is a type of Automatic Switching that is based on the amount of traffic at the
Remote. If this feature is not enabled, then this Remote will not be switched based on load.
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» SCPC Step Up Threshold — This is a window threshold that initiates a load switch to a higher data
rate when the amount of traffic as measured within the transmit queue exceeds this setting. The
value is specified as a percentage of the current data rate.

Similar to the Hub parameter STDMA Slot Capacity.

» SCPC Step Down Threshold — Similar to the Step-Up Threshold, except Step Down is used to
trigger a switch to a lower data rate when the average traffic load falls below the set value.

» SCPC Step Delay — This is a built-in latency that forces the Remote to maintain an average load for
the specified period (seconds) that exceeds the switch threshold before a switch to a new data rate is
actually initiated.

Similar to the Hub parameter STDMA Switch Delay. However, the Remote offers two switch delay
parameters once the unit has entered SCPC mode: a Step Up and a Step Down. This provides the
operator the option of specifying, for example, a shorter step up delay and a longer step-down delay
to ensure bandwidth requirements are quickly met and sustained while minimizing repeated switch
events due to short-term fluctuations in the data rate.

» SCPC Step Up Excess — This is an additional amount of bandwidth that is allocated beyond the
calculated traffic rate and is added to each switch request.

Note that the value applies to both Step-Up and Step-Down switches and is computed against the
average traffic load at the time the switch is initiated.

For example, if the current average traffic at the time of the switch is 130 kbps, and the Step-Up
Excess is 10%, then the allocation will be for 130k + 13k = 143 kbps. And because bandwidth is
always allocated in 8 kbps blocks, the rate will be rounded up to 144 kbps.

Same as the Hub parameter Percent Allocation.

Determination for Switching

The following process is used to determine if bandwidth utilization warrants a change, and thus a switch
to a new data rate.

The operator defines both a Step Up and Step-Down threshold in terms of percent utilization, a bandwidth
margin value, and a latency or averaging period. Once per second, the modem software determines the
current percent utilization by dividing the bits transmitted by the current transmit data rate.

If the percent utilization exceeds the step-up threshold or is less than the step-down threshold for the
entire latency period, then a Switch Request is sent to the VMS. The bandwidth requirement in the
request is computed by taking the average percent utilization over the latency period and multiplying that
by the current data rate to determine the actual data rate used over the measured interval. This number is
multiplied by the margin value and rounded up to the nearest 8 kbps to determine the requested
bandwidth.
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Load Switch Example

An automatic load switching example, illustrated in the schematic diagram in Load Switching diagram,
illustrates how a network can respond to changes in traffic volume or load conditions. The network’s
capability and method of response to load changes is determined by the setting and capability of each of
the components in the system, such as the transmitter power output, the antenna capabilities for each of
the sites in the network, and the policies set in the VMS.

The elements for determining policies and their interactions are covered in this section.

Load is
generated by

remote
o application

Satport buffer status

\

Streaming

[\.I'ME processes the switch

request and sends tuning
commands which switch

the remaote out of STOMA
|i:lo SCFC

Buffer utilization continues to be

an
steps up/down based on traffic loads

.\ °

STOMA Controller detects pre-
selected buffer limits and sends
Automatic Switch Request (ASR)
to the VMS

DG-000009a

Figure E-7 Load Switching diagram

A load switch is illustrated in Load Switching diagram using the following process:

1.

A load is generated by an application that is running at a Remote. In this example, the application
is a video stream.

The data is connected to the Remote modem over an Ethernet link for transmission to the satel-
lite. While the data-stream transmission is in progress, the Satport buffer status is captured and
the Remote’s buffer status is sent to the STDMA Hub Controller.

The STDMA Controller compares the Remote’s pre-selected buffer limits with its buffer status
and, if the buffer status exceeds the preselected limits, the STDMA Controller increases the time-
slot allocated to that channel. If this brings the buffer status within established limits, no further
changes are made.

If the buffer status continues to exceed the preselected limits, the STDMA Controller sends an
ASR to the VMS.

The VMS processes the switch request by checking for available resources: first determining if
there is a free demodulator, and then determining the channel space (bandwidth) requirements to
accommodate the data flow requested by the STDMA Controller.
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6. If the VMS finds available resources, it processes the switch request and sends tuning commands
that switch the Remote out of STDMA and into SCPC mode.

The modem continuously monitors traffic flow volume. Whenever a preset upper or lower limit is
exceeded, the modem sends a request to the VMS to change bandwidth by the amount needed to meet the
new requirement. By this process, the bandwidth is continuously optimized in real time, precisely
accommodating circuit traffic volume.

The ideal condition is for utilization of the channel to reach approximately 90%, thus optimizing the use
of available bandwidth. The ability to actually accomplish this is limited by the currently available carrier
bandwidth and, ultimately, the power output and antenna size available at the transmitting Remote site.

If the requested bandwidth is not available, the STDMA Controller will continue to receive buffer status
reports from the Remote indicating that buffer flow is continuing, and the STDMA Controller will, in
turn, continue to request additional bandwidth from the VMS. When bandwidth does become available,
the VMS will perform the switch the next time that the STDMA Controller makes the request.

If the video data stream ends before the switch in bandwidth is completed, the channel is closed, the
bandwidth which had been allocated is made available again to the pool, and no further action is taken.

Reduced Data Flow in Switched Mode (SCPC)

In the event the data flow is reduced—for example, a streaming file transfer terminates—the SCPC
switched demodulator detects the reduced flow and notifies the VMS. The VMS will then send a switch
command to reduce the size of the carrier bandwidth to the newly calculated requirement.

This entire process is automatic, following the policies established for the network. The network is
dynamically modified, changing configuration to automatically respond to changes to the network’s load.

The Home Threshold is the bit rate set to trigger a return to the home condition. This function is used
when bandwidth has been allocated to meet load requirements, and then the load has been either removed
or partially removed. The Home Threshold is used to determine whether the current bit rate has fallen
below this preset level and, if so, the channel is switched back to its home condition (STDMA mode, for
example).
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E4 Application Switching

®This Application Switching section refers to functionality of the CDM-570/570A modem. Appli-
cation Switching is not available for SLM-5650A modems.

Application switching, illustrated in Application Switching diagram, also is capable of changing
bandwidth use, but the change is determined entirely by the type of application being requested, ignoring

load requirements.
- D o o

! User calls
Remote modem detects to Hub
I application and sends 3
this information to the \
f VMS ﬂ]
- o
o / 6 i
e §
VMS receives the new application ‘:’- (3? \ -
information, checks for available N [
resources, and if available, sends \
tuning commands via VESP back to f
the remote modem which switches
the remote out of STOMA into SCPC /
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Figure E-8 Application Switching diagram

In a system configured for application switching, the Remote site modem looks for a packet in the data
stream coming from the LAN that is configured using the H.323 stack protocol and containing an H.225
signaling protocol. In the diagram above, the signal is a voice call initiated at the Remote site.

The packet is examined to determine the port number, then, from the allocated port ranges, the modem
determines the type of application being sent.

The modem sends a switch request to the VMS requesting a carrier for the application type. Typical
applications include:

* Video
* Voice over IP (VolIP)

Each application type will have been assigned a bandwidth allocation when the policy for the Remote is
established. The voice application, for example, might have had the bandwidth set in the policy to handle
three simultaneous voice connections. When a VolIP protocol is detected in the H.225 signaling protocol,
the modem requests the VMS to switch the bandwidth to accommodate three voice circuits.

The same process applies if the protocol detected is Video.
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When both VolIP and Video are requested, the bandwidth required for the Video is used and the VolP,
which has priority, shares the SCPC with the Video.

Once the VMS receives the request to switch, it determines if there is a free demodulator and if there is
bandwidth space available to handle the requested application. If the resources are available, the VMS
then performs the switch.

Applications are streaming data. The Remote looks at the streaming data flow until it sees a break in the
data exceeding 10 seconds. Once a break is detected the modem presumes that the application is
terminated (or has malfunctioned), drops the carrier, and makes the bandwidth resources available for
another service.

E5 ToS Switching

Background

The Type of Service (ToS) byte is an 8-bit field contained within the IP header portion of an IPv4 packet.
This field provides a means of marking packets for traffic identification and classification purposes.
Devices within the network can utilize the ToS value to classify traffic and apply per hop queuing and
Quality of Service (QoS) for different types of traffic.

The first 3 bits of the ToS byte are referred to as IP precedence bits. The IP precedence bits and the next 3
bits combined are known as the Differentiated Services Code Point bits (DSCP). The 6 bits of DSCP
allow for 63 discrete traffic identifiers. The DSCP field is the portion of the ToS byte that can be detected
by the SLM-5650A modems and can be used for dSCPC switching within a CEFD network. ToS Field
Location within the IP Header provides a graphical representation of the ToS field within an IPv4 packet.

Version | yos | Len | 10 | offset| TIL | Proto | Fcs [P sre [iposT Data

Length /

76543210

IP Precedence Not Typically Used
pscp

Figure E-9 ToS Field Location within the IP Header

The process of marking a packet with a ToS value is typically done in one of two places, either by the
application device itself (e.g., VolIP phone), or by the packet marking capabilities of a network device
such as a router.

Encrypted networks often pose additional limitations for prioritizing and classifying traffic. When
encryption is applied to an IP packet, a majority of the information is no longer available for
classification. Application layer protocols can no longer be detected by routers for classification purposes.
In many encrypted environments the IP header, which includes the ToS value, typically remains in the
clear and often provides the only mechanism for identifying and prioritize traffic within the network.

The ToS switching feature in the SLM-5650A provides a reliable method for performing automatic
dSCPC switching and is the preferred method for most encrypted environments that leave the IP header
intact.
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Detection of ToS Stamped Packets

The configuration and detection of ToS stamped packets occurs in the Network Processor (NP) card of
the remote modem. In the remote modem, the user defines the ToS value to be detected and specifies the
bandwidth to be requested, should that value be detected.

Once a packet with the ToS value is detected, the modem will send a switch request to the VMS. The
VMS will then determine if policy settings, hardware, and bandwidth are available, before sending out
tuning commands to reconfigure transmission communications.

Only IP traffic that is coming from the Ethernet port and is destined for the Satellite interface will trigger
a switch. Traffic coming from the hub or another remote will not trigger a switch, regardless of the ToS
value within the packets. This means that an application or remarking device located at the remote must
be the source for stamping packets that are transmitted out of the remote site and over the satellite.

A tear down request is sent by the remote modem to the VMS if no more packets are detected with the
ToS value after a user definable timeout occurs.

ToS switching can also be utilized in non-encrypted networks. One advantage for this is that each packet
associated with the application will have ToS set, thus making ToS switching extremely reliable. A
drawback, however, is that unless each application can set a different ToS value, granular resolution per
application will be lost.

®Only ToS stamped IP traffic that is coming from the Ethernet port of a remote modem and is des-
tined for the Satellite (WAN) interface will trigger a switch request.

Configuration

The ToS switching feature can be configured within the SLM-5650A modem using either the CLI or the
Web user interface. For simplicity, the Web interface (Remote ToS Switching menu) will be presented in
this example.

Remote TOS Switching
TOS Detechon.  Disablod 7 Enablod Subomd

(ViawlEdit Existing TOS Rulos)

Service s Trpw OF Survice: | Swach Ty | 3CPC Tt - 3CPC b

- N e T -
SubmitChanges |

Add New TOS Rule

Tndex - ha | Susach Type | 305 Timgoat - SCPC 0 STOMA (vect}
I EE N —
Add TOS Rule I

Dobe TOS Rulo

Foater indes m Deiets Dalata TOS Rula I

T T ——rT— T T Y W T Wy W

Figure E-10 Remote ToS Switching menu

The remote ToS switching is optioned by selecting 'Enable’ or 'Disable’. In addition to the enable/disable
control, the menu provides the ability to create a list of ToS Rules for which a switch will be initiated. In
defining these fields, certain characteristics are created depicting what types of switch service connections
are established. These fields are described in
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Table E-2 ToS Switching Settings

Field Values Description
Service Name Text (15 char A user defined ID association.
max)
ToS ID 1-63 The ToS value for which a switch should occur. Note that 0 cannot be used to
set a ToS based switch.
Switch Type 64 - 254 The type of Vipersat switch which will occur for this ToS value.
SCPC Data Rate kbps The data rate for the switched SCPC link.
SCPC Timeout seconds The number of seconds of inactivity before the SCPC circuit will be torn down.

®Load switching by the VMS is not affected by enabling ToS detection.

Example Implementations

ToS Switching Per Device

For applications that require an increase in SCPC bit rate for each application device, a separate ToS
value must be assigned to each device individually. This provides granular switching for each device and
also allows a mesh connection to be established for each device independently. Per Device ToS Switching
Example depicts a per device configuration example.

The remate madem can ba configured to ™  Each device is assigned a uniqua TaS value

datect and request A separate SCPC

bltrate for sach TaS value Independently @ /
TOS Valua Sot to 1"

‘ TOS Value Sef to 27

-8

TOS Value Setto 3"

L

Figure E-11 Per Device ToS Switching Example
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ToS Switching Per Traffic Type

For applications that only require a single SCPC bit rate, regardless of the number of active application
devices, the same ToS value can be assigned to each device. This method does not provide granular
switching for each device and a mesh connection will only be set up for the first device that sends packets
with the designated ToS value. Per Type ToS Switching Example depicts a per traffic type configuration
example.

i o —
The remate modem can be configured fo Each device is assigned a the same TaS valus
datect and reguest & singls SCPT bit rate

i 8 Type 1 TaS is detected from any of the
phonas,
TOS Value Setto ~17
—
—b- 2

TOS Value Set to "1"

K

TOS Valua Set to =1

=

Figure E-12 Per Type ToS Switching Example

ToS Remarking

For situations where the application device is not capable of stamping a packet with a ToS value, or
where the application traffic is generated by a variety of different hosts and protocols, ToS remarking
should be considered. ToS remarking refers to a device, such as a router, that has the capability of re-
stamping packets with a user defined ToS value. Devices that support remarking often allow users to
assign a ToS value to packets that match certain source or destination IP addresses, port numbers, and/or
protocols.

Example 1: A user wants to switch up whenever a host performs an FTP across the satellite. A device
that supports remarking can be placed between the applications and the remote modem. The device can
then be configured to stamp all traffic that utilized FTP port 21 with a particular ToS value. The remote
modem can then be configured to detect this value and switch to a specific SCPC bit rate.

Example 2: A remote customer is using an IP based video encoder to transmit video over the satellite.
The encoder does not have the option to assign a ToS value for prioritization. Again, a remarking device
can be placed between the encoder and the remote modem and configured to assign a ToS value to all
packets received from the encoder.

ToS Remarking Application provides an example of a router performing ToS remarking for VolIP phones.

ticns are unable to mark the
sy ot ba canfigursd so th

ToS Value 1 To!
Remark Phone 2: ToS Value 2
Remark Phone 3: ToS Value 3
O TOS Value Set to "0"
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E @
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Same aj
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Figure E-13 ToS Remarking Application
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ToS to DSCP Value Conversions

Application devices or remarking devices often have different ways of displaying or configuring the ToS
or DSCP values used to mark packets. Some devices require the user to input the ToS value while others
require input of the DSCP value. Depending on the manufacturer, these values may be displayed in
binary, decimal, or hexadecimal formats.

The information below can be used to convert between various formats:
Convert from ToS to DSCP - Divide the ToS decimal value by 4
Example: Convert a ToS decimal value of 184 to DSCP

DSCP = 184/4

DSCP = 46

Converting ToS and DSCP to/from Binary - ToS and DSCP Conversion Chart provides an example of the
conversion to and from binary and can also be used to convert to and from ToS and DHCP values.

1 01 1 1 0:X X

32 16 8 4 2 1

DSCP = 32+8+4+2 = 46
\— DSCP Value é

128 64 32 16 8 4

ToS Value

2 1 | ToS =128+32+16+8 = 184

Figure E-14 ToS and DSCP Conversion Chart

Mesh Setup Based on ToS Detection

The detection of a ToS stamped packet by a remote modem can provide the means for setting up a Single
Hop On Demand (SHOD) mesh connection from that remote to another remote within the network. For
these SHOD connections, it is assumed that each remote site that is part of the SHOD connection has, at
minimum, one additional demodulator configured as a Remote Expansion.

When a remote modem detects a packet that has been stamped with a ToS value that matches the user
defined value, the modem will look at the destination IP address within the packet. The remote modem
will then send a switch request to the VMS requesting the user defined bandwidth. The switch request
also contains the address that the ToS stamped packet was destined for. The VMS processes the switch
request and compares the destination address to the list of known subnets to determine if the destination
belongs to another remote within the network. If the address does belong to another remote, the VMS will
look for available hardware and bandwidth and then issue tuning commands to set up the connection.
Each direction of the mesh is set up independently; i.e., the detection that occurs at remote 1 will establish
a connection from remote 1 to the other remote involved. However, the other remote must perform
detection for set up in the opposite direction.
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E6 Entry Channel Mode Switching

Entry Channel Mode (ECM) provides a method for Remotes requiring SCPC access channels to enter/re-
enter the network, initially or after a power or other site outage.

Two versions of Entry Channel Mode switching are used in CEFD networks. The version that is available
for implementation in a CEFD network will vary depending on the satellite modem model that is
deployed in the network. STDMA ECM is currently available for CDM-570/570A and SLM-5650A
modems. Dynamic ECM (ECMv2) is currently available for CDM-570/570A modems and the Advanced
VSAT Series 800 modems that include the CDM-800, CDM-840, and CDD-880.

STDMA Entry Channel Mode

With STDMA Entry Channel Mode, the switch time will be variable based on the burst rate (bps) of the
STDMA group, the number of Remotes with slots in the group, and where in the burst cycle the Remote
is when it acknowledges receipt of the burst map.

Initial SCPC rates are settable for each Remote in the STDMA group(s). Upon detection of a burst map
acknowledgement from a Remote, the STDMA burst controller will send a switch request to the VMS
with the operator-specified initial SCPC rate. Upon determining that there is an available demodulator
and sufficient pool bandwidth, the VMS will send a multi-command to remove the Remote from the
STDMA group, tune it and the switched demodulator to the specified initial bit rate and selected pool
frequency. The Remote will stay at this initial rate unless an application (such as VTC) or consistent load
causes it to request additional bandwidth from the VMS.

The initial switch from Entry Channel Mode to SCPC mode is not driven by the presence or absence of
customer traffic. Once in SCPC mode, the switched initial data rate becomes the new temporary home
state. This temporary home state sets the low limit data load threshold, where the Remote will stop
sending load switch request commands. ECM Remotes in SCPC mode do not require burst maps to
maintain SCPC transmission.

®Remotes operating in ECM toggle directly from STDMA to SCPC. The initial SCPC switch state
is used instead of the modem’s internal Home State.

After the ECM Remotes are processed into SCPC, the burst controller drops into sanity mode, sending a
keep alive map to service Remotes which may have their SCPC carrier inhibit flag set. The keep alive
message is sent once every two seconds until re-entry is invoked.

Fail-Safe Operation

For Entry Channel Mode switching, it is useful to describe the fail-safe mechanism used for freeing pool
bandwidth.

If the VMS loses communications with a switched Remote for more than three minutes, it will attempt to
return the Remote to its home state. If the revert-to-home state command succeeds (restoring
communications), Entry Channel Mode will cause the Remote to switch to its initial SCPC bit rate.
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If the revert-to-home state command fails, the VMS will send a command to return the Remote and the
Hub demodulator to the state where they were prior to losing communications but leave the Remote
enabled in the STDMA burst controller.

This provides the Remote with 2 paths to rejoin the network:

1. If the outage was the result of a power loss at the site, the Remote will reboot in its home state
(STDMA), then acknowledge the receipt of the first burst map, causing it to rejoin the network
through ECM. The VMS will park the demodulator previously in use and free the bandwidth slot.

2. If the outage was due to an extended rain fade or other communications blockage with no loss of
power, the Remote will rejoin the network via the previously assigned SCPC channel. When the
VMS receives a PLDM, it will send a revert-to-home state command and free the bandwidth slot
and burst demodulator. The Remote will then rejoin the network through ECM.

Since it is not possible to know which of the above scenarios caused the communications outage, the
VMS will not free the bandwidth slot except through operator intervention.

ECM Switch Recovery: < 3 minutes and ECM Switch Recovery: > 3 minutes diagram the time state
differences and the process of recovery. Note that the times referenced in the diagrams are approximate.
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Figure E-15 ECM Switch Recovery: < 3 minutes
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ECM Switch Recovery 3min.
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Figure E-16 ECM Switch Recovery: > 3 minutes

Using STDMA ECM

Entry Channel mode operates slightly differently from other STDMA modes due to the STDMA burst
controller losing the ability to automatically control the modem unit once it is operating in SCPC mode.

Once the switch from ECM to SCPC has occurred in the modem, the unit no longer sends switch
requests, so VMS does not have a switch request to respond to switch the modem back to STDMA from
SCPC mode. The operator will have to manually intervene to force a switch back into STDMA mode.

The following procedure illustrates this and demonstrates how to change the operation of a modem
operating in SCPC mode back to STDMA mode.

STDMA Page with Entry Channel Mode, CDM-570/570A shows the STDMA page for the CDM-
570/570A set up to run in Entry Channel mode.

®Refer to the Vipersat SLM-5650A/B modem manual for Entry Channel configuration setup. The
text referenced within is similar between the CDM-570/570A and the SLM-5650A/B; the Ul page
appearances may differ, however.
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Switching an ECM Remote from SCPC to STDMA
Use the following procedure to switch an ECM Remote operating in SCPC mode back to STDMA mode.

This switch must be performed manually.

Figure E-17 STDMA Page with Entry Channel Mode, CDM-570/570A

3. Click the Remote List menu item on the STDMA page shown in STDMA Page with Entry
Channel Mode, CDM-570/570A above to display the STDMA Remote List shown in ECM
Remote List Page, CDM-570/570A.
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Figure E-18 ECM Remote List Page, CDM-570/570A
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4. From the STDMA Remote List, select the Remote modem unit to be switched from running in
SCPC to STDMA mode. Use the up and down arrows next to the Modify button to change the se-
lected Remote.

5. Click the Modify... button to display the Remote Entry dialog shown in Remote Bandwidth En-
try, CDM-570/570L.

Remote Entry x|
Station Mame: I Remate 3
[ Disable
address: | 192 . 166 . 153 . 1
SCPC Data Rate: |
Switch Tyvpe: I i} Cancel |

Figure E-19 Remote Bandwidth Entry, CDM-570/570L

6. To force a switch from ECM SCPC mode to STDMA mode, set the current value in the SCPC
Data Rate dialog box to 0 (zero), then click the OK button.
Note that the 0 bps setting will cause the modem to remain in STDMA ECM and not switch out to
SCPC unless either an application switch occurs or a manual switch is invoked.

7. In VMS, right-click on the remote site as shown in Revert Uplink Carrier Command, VMS mo-
dem, then select the Diagnostic Revert command from the drop-down menu. The VMS will send
the revert command to the target modem, causing it to revert to its STDMA home state.
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Figure E-20 Revert Uplink Carrier Command, VMS modem
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@ If the remote site is offline or the remote may be in an unknown state, sending a Diagnostic Reset
will issue a command to remote forcing home state configuration and the VMS will clear ALL al-
locations associated.

This completes resetting the Remote modem to operate in the STDMA mode.
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E7 Dynamic Entry Channel Mode

Dynamic ECM (ECMv2) utilizes a modified slotted Aloha method for Remotes to establish registration in
the network and obtain the means for switching into SCPC mode. Rather than sharing an STDMA burst
map, as is the method with STDMA ECM, the Remotes rely on communicating with the Hub channel
controller using a multicast Transmission Announcement Protocol (TAP) message. This eliminates the
restriction in the number of Remotes in an Entry Channel group that is inherent with the burst map
method.

The TAP, broadcast periodically, supplies the Remotes with the transmit parameters that are required for
transmitting back to the Hub. In addition, the TAP provides timing information in the form of slot
parameters that define the required acquisition time of the receiver and the amount of time allowed for
M&C packet transactions.

All Remotes will receive the TAP message from the Hub, but a Remote will only transmit back to the
Hub if it is a member of the specified group. Upon receipt of the TAP, the Remote resets its timing and
uses the provided slot information to determine the next transmit opportunity. This allows each Remote to
transmit at a discrete time to minimize the chance of collision. When a transmission to the Hub is not
received, the Remote uses a random back-off (next slot) algorithm to further reduce contention and will
try again until a Hub response is received.

Upon valid reception of the Remote’s transmission, the Hub channel controller will place the Remote into
gueue for assignment of switching into a dSCPC channel. The Remote will be registered in the VMS,
then await the availability of the hardware and bandwidth resources necessary for execution of the switch
request. The TAP will continue to be received even after the Remote has been switched out into SCPC.

Only management traffic is allowed while a Remote is in ECM. No data traffic is transmitted until the
Remote is switched out of ECM and is operating in dSCPC mode.

Hub Configuration

The Hub channel controller is a dedicated demodulator that has been selected as an ECM controller. The
Entry Channel configuration settings of this demodulator (Entry Channel Mode v2 Configuration, Hub)
determine the channel parameters that are transmitted in the TAP message and include:

ECM Enable

Group ID

TAP IP Multicast Address
Preamble

Guard Band

LNB LO Frequency

Satellite Frequency Conversion
Total Slot Count
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Figure E-21 Entry Channel Mode v2 Configuration, Hub

The demodulator (receive) configuration of each Remote in the group must be set appropriately in order
to receive the TAP from the Hub. Because the TAP provides the necessary transmit parameters for the
Remotes, manual modulator configuration by the operator is unnecessary. The Entry Channel

configuration of the Remote (Entry Channel Mode v2 Configuration, Remote) must include:

o ECMv2 Mode (Online, Wait, Offline)
e Group ID

e TAP IP Multicast Address

e BUC LO Frequency
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Figure E-22 Entry Channel Mode v2 Configuration, Remote

A detailed representation of the sequence of steps that occur between the Hub units (the channel
controller and a switched demodulator), the Remote unit, and the VMS during the ECM process is shown
in ECMv2 Processing Diagram.
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Carrier Presence Switching

E8 Carrier Presence Switching

Overview

Carrier Presence Switching (CPS) allows the VMS to autonomously manipulate carriers through
presence-based distributions within the satellite bandwidth pools. This switching type is determined by
the presence or absence of carriers, executing bandwidth shifts governed by divisional carrier distribution
and individual policy settings. CPS is a Hertz defined switching method in which a carrier may occupy a
large segment of bandwidth even with little to no traffic load on the terminal.

Typically, the VMS does not resize or move carriers unless requested to do so. However, a Carrier
Presence switch, when enabled, will change the position and allocation of active carriers due to the
addition or removal of carriers. But in this scenario, the Remote is not initiating the switch with a request
for additional bandwidth. The resizing and movement of carriers is equally distributed based on available
bandwidth and utilizing site policies, while always observing guarantees.

Switching Parameters / Configuration

The Carrier Presence Switching feature is not simply enabled or disabled in the VMS; it requires a
specific combination of parameter settings within the group(s) of Remotes to become operational. The
following switching parameters must be configured as specified for CPS to become fully functional.

@ Itis NOT recommended to enable automatic switching functions—Load and/or Application—for
a group of Remotes that will be utilizing CPS; undesirable behavior will result.

Entry Rate — InBand Application Policies

Before version 12 of the VMS, site minimum and maximum rate settings were provided, with the
minimum setting specifying the dSCPC entry rate from the shared access channel. The Entry Rate setting
(Entry Rate, InBand Application Policies) now provides for more flexibility when entering into the
bandwidth pool, where the first switch may be greater than the site minimum. This setting can be any
value between the Switch Rate Min/Max Limits (Switch Rate Limits, InBand Return Path Settings),
which the system will attempt to honor, depending on available resources. Note that this is not necessarily
a guaranteed rate.
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Figure E-25 Switch Rate Limits, InBand Return Path Settings

As a policy setting, the Entry Rate parameter is hierarchical. By default, it is inherited from the top of the
Network tree Application Polices and branched to all associated Groups and Sites underneath. The
operator has the option to leave the inherited setting or modify each group/site individually.

The Entry Rate is a key parameter for CPS when used in combination with Reservations.

Typically, when setting up groups of Remotes for CPS, it is desired for each Remote to enter into dSCPC
at a rate much greater than the guarantee, or even to be at the maximum rate. This initial switch out will
attempt to allocate as much bandwidth as possible, which either will be granted or cause a redistribution
of all other carriers. Either way, this is the best approach to optimize available bandwidth.

In the example illustrated in the above figures, the Remote will attempt to switch out at a maximum site
limit using the oversubscription settings.
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Ideal Rate & Minimum Rate — InBand Reservations

The Minimum Rate setting controls the behavior of the switching operation for a Remote unit. When this
parameter is NOT enabled, the Ideal Rate is the site’s guaranteed rate and there is no oversubscription
within the bandwidth resource pools.

Figure E-26 InBand Reservations

For CPS to become functional for a group of Remotes, the Minimum Rate parameter must be enabled—
selecting the check box and specifying the data rate—for each Remote.

The Ideal Rate then becomes the oversubscription (maximum) rate and the Minimum Rate becomes the
guaranteed rate. This will assure carrier redistribution upon bandwidth availability.

With the settings shown in the example above, this particular Remote will attempt to occupy 9 Mbps in
the available pool, but if bandwidth resources are limited, the carrier will have no less than 64 kbps.

In the example shown in Single Remote example, a single Remote has attempted to occupy the 9 Mbps
specified in an empty pool. However, because the pool capacity is less than this amount, the system has
allocated all available bandwidth to the carrier.

Figure E-27 Single Remote example

In Two Remotes example, a second Remote has also requested a 9 Mbps carrier from the same pool, and
because this amount of bandwidth was not available, the system provided an equal split of bandwidth
between the two Remotes.

I i CermEr] vy

Figure E-28 Two Remotes example
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®Equal divisions are only possible if all Remotes are provisioned with the same rate policies, oth-
erwise unequal splitting of bandwidth will occur for carrier assignment.

The next example (Pool VVacancy example) shows available bandwidth or an absence of a carrier where a
Remote vessel has roamed away, leaving a vacancy within the pool.

] & Sl

Cpmraior: DEFEXER AT

Figure E-29 Pool Vacancy example

The allocation of bandwidth will remain unchanged until a successful roam operation is performed with
the Remote leaving the pool, or until another Remote enters. Bandwidth vacancy is only automatically
reevaluated when the Switch All on Roam Away parameter is enabled and/or there are new entries to the
pool.

When setting up CPS oversubscription reservation bandwidth, notice that the status bar will be
completely blue (Satellite Reservations), indicating that all available bandwidth is allocated for use. If all
Ideal data rates for these Remotes are totalled, the sum may exceed the available by a very large
percentage. This is the oversubscription aspect ratio that the system will attempt to fulfill.

Satellite 1 Reservations L]

Assigned : 3.799998MHz  Avalable : e Fragmented : DHz

Identity DataRate  Bandwidth Extra Status
| R1-840 SMbps L26047MHz  8-QAM 0,78 Rate LDPC (VersaFEC) Actve
¥| R2 -840 SMbps L26047MHz  B-0AM 0.78 Rate LDPC (VersaFEC)  Active
V| R3 57 Mbos 1.279048MHz  QPSK, 3/4, Tusbo Active

Figure E-30 Satellite Reservations

The Minimum Rate is NOT oversubscribed even in this CPS configuration, but it is not represented in the
status bar. If the guarantees are oversubscribed, each Remote exceeding this amount will show a status of
Inactive or during selection may indicate an Error (Resource Error). In either instance, the operator must
readjust the configuration based on available resources.

Error Occured

IQI insufficient bandwidth!

Figure E-31 Resource Error
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Switch All on Roam Away — Satellite Pools

The only automation of CPS is through a successful roam where a vessel leaves a service area and enters
another. When the Switch All on Roam Away parameter is enabled, the roaming operation forces the
system to reevaluate the bandwidth distribution among the remaining Remotes and adjust all carriers to
fully occupy the pool.

r e -
¥ Satellite 1 — =
Generd 1|
enel :
Transponders Allocatable Bandwidth [
Pools I
Center idth
14.246GHz 3.8MHz
View a5 Base/Top o Switch All on Roam Away :
_ . Guardband
Create 30
(heob | [ Concel
=

Figure E-32 Switch All on Roam Away, Allocatable Bandwidth

This parameter must be enabled on all satellites within the network when configuring CPS for roaming.

Switch All Active — Satellite Command

Remotes can leave the pool for various reasons, some of which may be unknown to the VMS—e.g.,
communications failures and vessels that move into port and shut down communication—and leave
spectrum underutilized. In these cases, a manual operation is available to clean up the vacancies by
redistributing the bandwidth to the remaining active Remotes. The Switch All Active command, accessed
from the Satellite pull-down menu (Switch All Active command, Satellite Menu), will execute an attempt
to reevaluate all active carriers within its resource allocations. When selected, the system will send
command(s) to all carriers within the pool(s) to redistribute the bandwidth amongst all of them based on
individual policy settings.

Coen

Craate Ardenns

Craste Transpondar

Delete
Rezercations

Switch All Beknee [.-
s
Remowe

Properties

Figure E-33 Switch All Active command, Satellite Menu
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A Issuing this command will switch all active carriers at once. Disruption of service on some carri-
ers may not be desirable during working hours. If so, this operation should be executed only during a
scheduled maintenance period.
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E9 Point-to-Point Switching

In addition to dynamic SCPC (dSCPC) return channel capabilities the system provides a mode of
operation that can pick from a pool of standby hub modulators and assign routing and carrier information
establishing a separate forward path while still maintaining the return path dSCPC allocations. There are
many applications that can benefit from this feature, e.g. disaster recovery, circuit restoral, video
conferencing and mobility COMs on the pause requiring instantaneous dedicated bandwidth capacity.

Dynamic Switching Fundamentals

The basic network architecture is star topology utilizing a common outbound with separate multiple
dSCPC returns. All the remotes within the service connection of the outbound must share bandwidth
resources relying on statistical multiplexing and queuing priorities to fairly divide and distribute outbound
traffic amongst all receiving terminals.

The hub outbound transmission is the foundation from which all terminals receive their reference
connection point. Without this reliable fixed frequency and bandwidth channel the terminals would not
have a point origin losing management control, data access and the ability to return dynamic data
connections. This places restrictions on the outbound whereby modifying any part of the carrier
parameters becomes a major interruption of services during maintenance periods.

The autonomous operations on the remote return path provide carrier bandwidth flexibility without
having to schedule any maintenance downtime to modify transmission. These dynamic allocations are
managed through network control messaging that modify frequency and bandwidth on demand with a
miniscule amount of interruption, typically measured as inter packet latency or jitter during each switch.

Remote transmission return path dynamics are designed to fulfill all request based on site policies and
configurations. Bandwidth is distributed through requests beginning with initial entry and up to maximum
terminal capacities. All remotes enter dSCPC at an ER and may remain at that rate unless conditions
change requiring greater capacity. Each remote may request up to their MIR (terminal maximum) if
bandwidth is available.

» Entry Rate - ER is the minimum SCPC entry rate. That is, a site with a minimum SCPC rate gets at
least the ER allocation all the time.

» Maximum Information Rate - MIR is a true peak rate. That is, a site operating at MIR could
potentially occupy up to the entire pool segment capacity, if no other site requires it.

e Committed Information Rate - CIR is a high-priority rate that a given site will be assured if
requested.

Return path dynamic control involves modifying the remote modulator and a hub demodulator. The
signaling to request bandwidth changes are proprietary network management packets destine to the VMS
switching engine or bandwidth manager. These packets are initiated from the remote based on triggers
that are defined configurations as part of the remotes packet classifier. Through these settings the remote
can detect traffic patterns sending Automatic Switch Request (ASR) messages to switching engine. The
engine compares the ASR information against remote site policies to determine how to appropriately
modify the remotes return transmission.

MN/22156, Revision 16 Page 392 of 455



Remote Site Policies

Site policies govern the capabilities of the remote assuring that ASR does not exceed hardware or link
budget limitations. The standard dSCPC policies only modifies the return path devices (remote modulator
to hub demodulator) excluding any changes to the remote demodulator which is configured to operate on
the hub outbound.

Leveraging the technology of the return path capability we've introduce Forward Path Switching or Point-
to-Point. By adding forward path switching into the system, remote site policies introduce the option of
managing hub modulators. This opens a new dimension in the dynamic switching capabilities allowing
allocations to not only (remote modulator to hub demodulator) also (hub modulator to remote
demodulator). If we combine these two methods (return and forward path switching) as a single
autonomous operation a switch now represents a separate and dedicated link between hub-and-remote.

Point to Point Description

Definition of Point-to-Point mode: A method in which the remote is dynamically assigned a return and
forward link dedicating a hub demodulator and modulator creating duplex SCPC operation.

Forward path technology requires different rules of arbitration than return carrier control. Return path
dSCPC involves modifying the remote modulator and a hub demodulator, but not the remote demodulator
which leaves a firm path in place from the outbound for management control.

When a forward path switch is applied there is a short duration of time where the remote drops the hub
outbound and retunes to the assigned forward path. As mentioned previously the switch is one
autonomous operation making this type of switching possible. In a case where a communication failure
could occur during this operation the system has recovery processes in place to handle all situations, this
is discussed in the Failure Handling selection.

A simplistic depiction of a P2P switch in Point to Point Switch shows Remote-1connected to a separate
hub modulator and demodulator. Two carriers are assigned at a requested data rate and routing
information is moved from the outbound to the forwarding modulator to complete the data circuit.

E
TDM I;\’fjjﬁ\ i /PtoP \ / PtoP\
____________________ T SR N R Y e museod S0 SO, B

Remote Gateway 1

RIP —— Outbound Modulator

Next Hop Demodulator
Router Shelf

‘ Remote Gateway 2

PtoP Modulator/
Demodulator

Remote Gateway 3

Figure E-34 Point to Point Switch
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Operation

All remotes enter the dSCPC bandwidth resource pools through separate command processing. Each
phase requires different messaging to direct and modify return path carrier configurations. The initial
phase requires that remote gateway is locked and receives a Transmission Announcement Protocol which
is sent from a hub Entry Channel Controller (ECC). This network multicast message provides tuning
information for all listening remotes allowing each to modify their transmission frequency, bandwidth and
timing to contend for slices of shared bandwidth signaling that they wish to register and switch into
dSCPC.

Remotes cannot switch to SCPC until they have properly registered with the VMS. After registration the
remote again signals on its next transmission to the ECC indicating a switch to dSCPC. On behalf of that
remote the ECC sends an ASR message to the VMS requiring a switch.

Once a remote has switched to dSCPC entry rate it remains within the bandwidth pool and may modify its
return rate based on load or application requests. If remote site policies promote forward path switching it
may request a P-to-P setup.

Forward Path Switch

P2P switching is a transitional state from dSCPC and is driven by a request from the remote. While the
remote is operating in dSCPC an application (traffic pattern or stamped packet) which is detected in the
remote generates a specific type of ASR and is forwarded to the VMS, and if the ASR contains a policy
setting the bandwidth manager will issue a P2P switch command.

The P2P command is broadcasted (multicast) locally to the hub LAN and over the outbound containing
all hardware and transmission parameters required to establish a new forward and return path link. The
remote processes the command adjusting both receive demodulator and transmit modulator, which are
tuned to match a hub modulator and demodulator. Note hub modulator and demodulator don't have to
occupy the same chassis.

The illustration in Switch from dSCPC to P2P depicts a scenario where remotes are operating in dSCPC
and one remote has switch to P2P.

On a successful PtoP switch the
forward routes for the remote are
moved to PtoP modulator, which
causes the both units to announce

the route update.
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Figure E-35 Switch from dSCPC to P2P

During the PtoP setup the VMS
moves the route from the outbound
modulator coping to the switched
PtoP modulator.
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Route Update

To complete the P2P switch, it is necessary to move routing information associated with the assigned
remote. Route updates are managed through dynamic route tables configured in the VMS under the
outbound modulator proprieties. This route table configuration applies remote routing entries on demand,
which are added to the hub outbound modulator on boot or registration. Any route that is not fixed, i.e.
default local next hop gateway or routes not part of the dynamics is added to this list.

While processing a P2P switch request a separate route update message is sent to both hub outbound and
assigned forward path modulator. The outbound removes the route entries and the assigned modulator
adds associated entries. Each modulator announces (RIP) to the next hop router updating the route tables.

When the P2P is no longer required the remote can send an ASR releasing the forward path modulator
dropping back to dSCPC switching. The route updates follow the same process but in the reverse order.

During this P2P switch state all normal features function as normal.

Caveats associated with P2P

Remotes operating in P2P have constrains that must be enforced to preserve link reliability. One of the
main enforced rules is once the remote switches to P2P mode the two carriers must remain immobile.
Moving or modifying the forward carrier is possible but risky because there is a potential that the hub to
remote channel configuration is missed when applied and one or the other end of the link is out of sync
breaking the M&C communication. If this should happen failure handling comes into effect which will
reestablish communications.

®Point-to-Point Switching only works in routed mode.
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Figure E-36 Point to Point Switch Flow

Failure Handling

Failures may occur while attempting to transition a set of carriers to a new layout. When they do, all
carriers are pushed back to their original state prior to the switch. This is deemed a safe approach to
returning the system to known state as the assumption is that if the devices received the initial tuning
command and did in fact begin transmitting on the new frequency, they will have also received the
cleanup tuning command returning to their original frequency. On the other hand, if they did not receive
the initial tuning command, it does not matter if they receive the cleanup tuning command as they are
already in their original state. In either case at the end of the failed switch, all devices are in a known state
(their original state, as if the switch never occurred).
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Upon executing the initial switch commands, one or more failed modulators can indicate failures in
additional modulators due to possible bandwidth contention with the failing modulators(s). During
cleanup of a failed switch, modulators that respond to the cleanup are not considered failed, where as
modulators that still do not respond are considered failed. When a modulator is considered failed, it is put
into recovery mode.

Upon entering recovery mode, all resources allocated to the modulator are marked as unavailable and its
allocations are removed. The modulator remains in recovery mode until it can be successfully reverted
(including an impending automatic home state operation). This successful revert will also have the effect
of making the unavailable resources available for allocation again.

While a modulator is in recovery mode:
 All external requests for that modulator are immediately failed
» The system periodically attempts to revert the modulator
» The option for a solution to push all carriers to their reserved slots is disabled

If any modulator is in recovery mode, the entire allocation-space is considered in a recovery mode. While
in this recovery mode, data-rate guarantees are not honored, since as long as there is an interfering carrier
(the modulator(s) that have not been recovered); The pre-allocations are likely to be compromised.

In the case during a P2P switch and the remote demodulator is no longer locked to either the hub forward
path or outbound the remote auto home state will be invoked forcing the remote back to a know state of
ECM. From this point the remote will start receiving recovery messages while all hub related allocated
resources are cleaned up.

Example Applications

There are many applications that can benefit from P2P switching mode some are more obvious than
others like in Point to Point E1 Recovery, which represents a terrestrial E1 link that is backed up through
P2P switching.

10.10.1.0/24 Subnet

ToS switching is used to setup symmetrical SCPC
carriers with remote CDM-570L and hub CDM-570L,
dynamic routing is applied. The PtoP in this case was

used for failure backup of E1 circuit.

e

E1 Outage

BTS

Figure E-37 Point to Point E1 Recovery
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Mobility is another very good example that can provide unique capabilities to a mobile truck. As the
mobile unit moves into location it can switch to dSCPC communication sending low resolution video data
allowing the control center to monitor views. When monitoring indicates a need to switch to high speed
video a command can switch the mobile to a P2P link.

MN/22156, Revision 16
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Page 398 of 455



E10 Carrier in Carrier Switching

Carrier in Carrier takes advantage of Point to Point feature with the enhancement of new switching
technology.

One of the main reasons to perform a CnC switch is to utilize the Carrier in Carrier function of Comtech
CDM-570A modems allowing the return and forward path to be under the same allocation space segment
automatically determined by VMS.

This section describes the requirements and configuration setup necessary to operate a Point to
Point/Carrier in Carrier link.

| \
| |
| I
> HUB 1 | |
_r 1 — -‘-'I;/j dscpc | ( I;/ !
| > . o, —-— I
CDM-570AL | ' |
VMS | |
| |
| (m— -

CDM-570AL Routes 570A Hub Expansions:

DFG: 0.0.0.0/0 to Eth
& B =
Hub Router: ‘ I —
{ router rip .

version 2
network X.x.x.x

Figure E-39 Diagram of Basic Connection

Systems Requirements
* VMS v3.14.0 or greater
» Routers at Hub site with RIPv2 support

e CDM570A modems FAST code CnC enabled Running firmware versions: BM v1.5.2, and PaP
v1.5.2 or greater

Configuration Checklist

There are few additional settings that are required to allow proper operation of this new feature. The
following steps outline the basic parameters that makeup the non-dynamic controls that are not issued by
the VMS commands.
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Hub Configuration

» The TDM outbound will be transmitted by a CDM570AL, which the demodulator may also function
as a burst controller.

» Dynamic routes will be needed to update the route when it is migrated to the expansion
demodulators.

* SOTM enabled on all Hub modulators and Outbound IP address configured to match TDM IP.

» Burstmap multicast IP address has to be configured on Expansion modulators, or at least a LAN to
SAT multicast route for the burstmap multicast IP to maintain the keep-alive counter for auto home
state while in CnC operation.
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Figure E-40 Hub STDMA Parameters

» Expansion modems CnC configuration menu -> set Search Delay and Max Power level increase.
» Use of IESS-315 Scrambler is required in both (Tx/Rx) directions.
e Determine if ACM / AUPC will be required during CnC switches.
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Figure E-41 CnC ACM Parameters

CnC ACM mode can also be configured from console or telnet at:
Main Menu > Vipersat Configuration > option “J” for CnC_ACM_Mode
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Remote Configuration
» CDM570AL operating in Vipersat mode with STDMA enabled.
» Home state configuration set to receive TDM and transmit on STDMA/ECM channel.
» CnC configuration menu -> set Search Delay and Max Power level increase.
* Determine if ACM / AUPC will be required during CnC switches.
To enable CnC in the modem, the CDM570AL must be running in CDM-570A Mode compatibility.

Figure E-42 Modem Compatibility Mode

Modem CLI > Satellite Modem Configuration “M” > Configuration “C” > CnC Configuration “C”

Figure E-43 CnC Configuration

For a Low-Fly back to back test environment the 'Search Delay' range must stay below 20ms. Once the
modems are transmitting to the satellite the delay will have to be increased around the 250ms range, see
CDM570AL modem manual for further references.

VMS Configuration

VMS has been updated with CnC support providing a newly modified multi-command to adjust modems
involved in a paired switch to utilize this feature. The new command is triggered by an application switch
type number 253, and when activated the system will tune hub/remote devices in Point-to-Point paired
configuration allowing both carrier uplinks to occupy only a single slot of bandwidth.

®Not all the hub/remote CnC parameters are controlled by the switch command and must be pre-
configured to operate correctly. Important, make sure that CnC static parameters match between hub re-
mote or the link will fail setup.
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Figure E-44 Forward Path Managed Device

Forward Path switching can remain disabled. Nevertheless, it is necessary to initially enable it to set TDM
outbound's home state parameter and then disable if desired, after the power has been configured. It
recommended to leave Enabled.

A global or local application policy, with type 253, must be applied for the remote site, in order to trigger
the CnC switch.
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Figure E-45 CnC Inband Application Policies

Expansion demodulators are selected for allocation purposes. But the Hub antenna must have available
modulators matching each of the CnC expansion modems.

% vporew [ ICT=]

CIE [ r— T 7]

& R

&

B

© ¥ 3 Il S

Ot et spmind
St M Bt b i

Figure E-46 Expansion Demod Allocation
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Once the site has switched to a CnC dSCPC link, the VMS will update the satellite view, CnC Switched
View with the graphic representation of both carrier, and the horizontal bars represent the average Eb/No
reported by each demod. User can right-click on the carrier to view a list of all devices involved with this

bandwidth allocation.
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E11 dSCPC Meshing, Single Hop on Demand

Meshing allows Remote Gateway's to communicate with another Remote Gateway location without
double hopping traffic through the hub. This type of connection minimizes delay and often is used for
very high-quality voice and video conferencing applications.

Single satellite hop technology provides less delay, ensures higher quality voice communications and
efficient use of the satellite space segment.

Single Hop On Demand (SHOD) switching technology offers IP packet circuit switching at the
application level. SHOD provides significant and dynamic connectivity between latency connections
without suffering the high costs associated with multiple carriers and/or 1:1 multi-receiver links.

Mechanisms

SHOD deploys automatic application protocol traffic detectors and dynamic filter routing tables that
eliminate double packet re-transmission.

The environment consists of three types of control mechanisms:
System Master Control - (SMC)
HUB VMS Switching Bandwidth Manager

SMC maintains the associated remote mesh subscriber list and mesh filter routing database information.
Synchronizes and distributes connection setup information for all active nodes while maintaining
distributed satellite resources.

Automatic Switch Request - (ASR)

Remote Gateway packet classifiers detect control protocols using Type of Service (ToS) IP header and
manages switched application services in real-time. Each Remote Gateway with the ToS switching
enabled locates packets with matching set values sending the ASR message to the hub initiating a
bandwidth circuit change.

Destination Packet Filter - (DPF)

The SMC applies an IP DPF packet filter dynamically to the corresponding hub demodulator for each
active switched meshed circuit. Packets that are destined for the hub network are passed through
normally. This filtering type eliminates double packets received at the remote destination and additionally
removes unnecessary traffic on the broadcast (outbound) transmission.

Functional Description

The networks operate in star topology, where the Remote Gateway send data packets to the hub via the
inbound transmissions. If the data is destined for another Remote Gateway, the packets are retransmitted
on the hub outbound carrier redistributing the data to the destined Remote Gateway. This method of re-
broadcasting the data constitutes a double hop condition multiplying the latency x2 (approx. 560ms one
way) and using more outbound capacity. Normal data applications do not have any problem with the
additional latency. However, applications requiring minimal jitter and low latency, namely VVolP (voice)
or IPVC (video) or any other real time protocol applications that cannot tolerate long latency connections,
make double hop unacceptable.
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The following Remote to Remote without Meshing shows a one-way data path for a Remote to Remote
communication without a mesh topology, making evident the Double Hop to the satellite.

==

Second
First trip tripto Sat

to Sat
A

[3] Data sent from

[1] Datasent R1re-broadcasted

from R1

[4] Data sent from
R1re-broadcasted
and received at R2

[2] Data sent from
R1received at Hub

Remaote 1 Remote 2

HUB

Figure E-48 Remote to Remote without Meshing

To mitigate the double hop condition the system incorporates mechanisms that automatically detect
packets transmitted from one remote and are destined to another. As traffic passes through the Remote
Gateway the packet classifier/switch manager detects a switch sending an Automatic Switch Request
(ASR) to the VMS signaling a change in capacity and if the ASR's traffic IP destination is for another
Remote Gateway the request is then compared against site policies which tries to match the external
subnet before issuing a command. If the policy check returns true the command will not only have the
requesting Remote Gateway and hub Demodulator shelf configuration, but also the addition of the destine
Demodulator shelf on another Remote Gateway site.

This problem is resolved by implementing an automatic mechanism that subtracts the additional hop
without necessarily adding more transponder space. This is accomplished by adding software control and
a second demodulator/router at all remote sites supporting low latency application.

NOTE

Demodulator/routers can be increased at each remote for additional circuit capacity.

The software is configured to detect, switch and filter communications from receiving low latency
application messages on the hubs inbound star data demodulator/router connections. The received low
latency application messages are only passed through the additional demodulator/router when double hop
conditions exist. The additional demodulator/router receives control messages from the hub SMC
whenever a call is placed between remotes tuning frequency, date rate.

Each demodulator/router is tuned to listen to the opposite remotes inbound carrier completing a single
hop circuit. The Remote to Remote with SHOD represents a single hop example where Remote 1 is
transmitting data to Remote 2 with SHOD enabled.
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Figure E-49 Remote to Remote with SHOD

Mesh Setup Based on ToS application detection

The detection of a ToS stamped packet by a remote gateway modem can provide the means for setting up
a Single Hop On Demand (SHOD) mesh connection from that remote to another remote within the
network as described above.

For these SHOD connections, it is assumed that each remote site that is part of the SHOD connection has,
at minimum, one additional demodulator configured as a Remote Expansion. When a remote modem
detects a packet that has been stamped with a ToS value that matches the user defined value, the modem
will look at the destination IP address within the packet. The remote modem will then send a switch
request to the VMS requesting the user defined bandwidth. The switch request also contains the address
that the ToS stamped packet was destined for. The VMS processes the switch request and compares the
destination address to the list of known subnets to determine if the destination belongs to another remote
within the network. If the address does belong to another remote, the VMS will look for available
hardware and bandwidth and then issue tuning commands to set up the connection. Each direction of the
mesh is set up independently; i.e., the detection that occurs at remote 1 will establish a connection from
remote 1 to the other remote involved. However, the other remote must perform detection for set up in the
opposite direction.
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After receiving a switch request, the
bandwidth manager will, process it
within the switching engine by checking
for hardware and bandwidth availability,
secondly, if the destination IP of the
request does not match any of the other
remote sites among the same satellite
domain then the return path switch is
completed for a single remote upstream.
If destination IP is matched to another
remote site, then the switching engine
will verify for expansion demodulator
availability under the remote subnet.

The expansion demodulators at the
remote site would require a valid
frequency range to support the L-band
tuning command. These start / stop
frequency limits would normally match
the values of the hub demodulator
shelves.

Once the previous checks have been
passed the bandwidth manager will
proceed to issue the multicommand, a
UDP packet including all involved
devices in the switch, configuring
necessary frequency, symbol rate, and
modulation changes as well as adding
the required filter routes for the hub
demodulator shelf.

Finally, the bandwidth manager will
consider switch completion  upon
success of receiving all devices
confirmation messages, otherwise a new
recovery process would re-try the
switching steps.

Figure E-50 Mesh/SHOD Flow Diagram

Implementation Requirements

The Mixed dSCPC Mesh Network depicts an example of a mixed SCPC network topology with two
meshing capable sites and one-star topology remote.
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Figure E-51 Mixed dSCPC Mesh Network

» At least one expansion demodulator is required at each remote to support SHOD.
* VMS server at the Hub
* Link budget analysis

A half SHOD would be a connection where a Remote Gateway 1 is receiving the transmission from
Remote Gateway 2 but not the other way. Therefore, only one direction of the link would obtain single
hop benefits, whereas the other return remains on a double hop.

Meshing Considerations
External Subnets

The VMS management system registers only the remote gateway's management subnet; therefore, it is
required to associate the remote's traffic subnet and any extra subnets behind that could be a potential
destination to trigger a Mesh or SHOD. These parameters are set per remote site.

Below Mesh/SHOD with External Subnets shows a sample configuration to demonstrate the routing
requirements for the external subnets, keeping in mind that the Traffic subnet of the Remote Gateway is
an external subnet for the VMS point of view. Proper traffic and management segregation should always
be maintained, notice the Routing tables of the Demodulator shelves, redirecting default gateway data to
the traffic interface and all management from other remotes/hub subnet to the corresponding Management
Fast Ethernet ports.

MN/22156, Revision 16 Page 408 of 455



Route able
Traffic DFG 00.0.00 to WAN

bnet R1 External_Traff_LAN_R1 © GO/0
subne il it net R1
( ) \ gbne subnet R1
Comtech Dynamic Routing \

Protocol (CDRP) — ON -@——— Remote Gateway

DFG 00.0.0/0 to G0/0
gg_ By A— @ 1 FE
G0/0
LAN1,
Demodulator Shelf
1

Traffic External Traffic

. Outbound Modulator °
FE
K Mngmt
‘ ( | subnet R1
Roue @ble:
I ‘ DFG 00.0.00 to RemGateway 1 GE
— HubManagementLAN to RemG ateway 1_FE
Demodulator g | R2_ManagementLAN toRemGatewayl FE )
Shelf Hub ;\ZnerMF?nutes R Traffic Ext | Traffi
2_Managemen on Port ernal Traffic
R2_TrafficLAN on Port 1 subnet R2 subnet R2
v R1_ManagementLAN on Port 2
\ R1_TrafficLAN on Port 2
S Remote Gateway
| 3 :
subnet R1 DFG 00.0.0/0 to Outbound_LAN1
Remotes_ManagementLAN to Oubound_FE
e Demodulator Shelf
2
Mngmt
subnet R2
Figure E-52 Mesh/SHOD with External Subnets

The newest Comtech's multiple demodulator shelves cover the whole L-band Frequency Range but since
numerous internal demods are multiplied and shared by the processor capabilities, is necessary to narrow
down the range in the Global Demodulator Settings, e.g. to a 70 MHz segment for all demodulated
carriers within that chassis. This is particularly important for any Hub and Remote Expansion
demodulators in a meshed environment.

Distribution List

Distribution Lists allow the operator to set up a list of sites to be included in a switch under defined
circumstances, such as meshing based on an ECM switch, multicast transmission from a remote to a
group of remotes, or the setup of monitor remotes.

This feature can be used to tune expansion demodulators at a list of sites for upstream switched services,
to provide for point-to-multipoint distribution on an InBand service connection.

This is very advantageous in applications such as:

* Video Transmissions - can direct a multicast video stream to multiple target sites using just one
session / one carrier as opposed to having to establish individual sessions for each target site.

* File Transfers - distribute file data from corporate home office to multiple field offices using a single
carrier session.

The Remotes that are members of the Distribution List group (SHOD/Mesh) can enter and/or exit the
session at any time; after it starts and before it terminates.

Active Distribution List

In the event of a component failure within the distribution list, the system will recover upon total or
partial remote site disconnection. When a remote expansion demodulator gets reset or disconnected it will
boot back in parked state with all its demodulators disabled, but after registration with VMS, the system
will automatically issue a new multicommand tuning the proper expansion demod(s) again to recover the
meshed links.
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Power Control and Calibration

The VMS SHOD/Mesh operates in environments where variations in geographical location and Remote
site hardware (antenna, power amplifier, etc.) can create link power inconsistencies when referenced to
the Hub. Budgetary calculations may provide adequate link performance to the Hub but will differ when
establishing mesh connections to one or multiple Remote sites.

The link budget is a calculation involving the gain and loss factors associated with the antennas,
transmitters, transmission lines and propagation environment. It is used to determine the maximum
distance at which a transmitter and receiver can successfully operate. In other words, a link budget
considers the location (latitude and longitude), size of the satellite dish (1.0, 1.2, 2.4, etc), BUC size (2W,
3W, 6W) and modem for acceptable service level.

In the case of a meshed network the link budget has to be considered for each individual link in relation
from the site that is transmitting to all of the potential other sites that can receive this signal.

The EiRP Antenna Gain Variation shows an example of a 2-remote meshed network antenna receive gain
differences between one location and any others within the mesh connection.

° Q Remote Gateway 1
‘\V 4 m Dish

. Demodulator Shelf

Demod 1 - Es/no:
8 m Dish 9 dB

Demod 1 - Es/no:
Demodulator 14 dB

Shelf

Demod 2 - Es/ho:

12 dB Remote Gateway 2

2 m Dish

Demodulator Shelf

Demod 1 - Es/no:
8 dB

Figure E-53 EIiRP Antenna Gain Variation

DPC

The CEFD demodulator shelves incorporate a mechanism to maintain or adjust ACM during degraded
conditions. This control uses the Link Quality Receive Message (LQRM) which is generated for each
individual demodulator available within the unit sending signal quality Es/No value to corresponding
remote gateway modem. Messages are sent on timed intervals, 60sec normally or .5 sec if measured BER
falls below defined thresholds or MODCOD is below maximum ACM MODCOD. The DPC function
reuses this messaging to adjust power in conjunction with ACM control. The LQRM is used to adjust
power during fade conditions, and to determine power reference during the calibration period.

In a mesh environment each Remote Gateway would be receiving more than one LQRM, one for each
demodulator receiving its transmitted carrier. The adaptive control loop will adjust power based on the
lowest Es/No reported by all received LQRMs.

MN/22156, Revision 16 Page 410 of 455



VMS has nothing to do with DPC, the modems will control their power based on the demods report, as
explained above. The management system will be only a tool to monitor the power and to configure
certain power related parameters.

Antenna Gain

The receive gain compensation factor applies a power delta between any meshed Remote sites. The Hub
is used as the reference value when calculating a power delta value between Remotes with smaller
antennas.

This is accomplished through comparing it receive gain to the gain differences between Remotes. During
a mesh switch setup, the VMS compares the delta values and modifies the power adjustments at each
Remote site to compensate for differences in receive gain. If DPC is enabled, the system will then further
fine tune power to the targeted configuration values.

If multiple Remotes are involved in a SHOD connection, the VMS uses the lowest Remote gain value for
compensation control.

®That if the gain is set on any antenna, it must be set on all antennas that belong to the same satel-
lite. This includes all Hub and Remote antennas. Failure to do so will result in a network imbal-
ance that may cause the satellite to overdrive a site that is set incorrectly.

User can define this value based on link budget and antenna manufacturer gain specifications or more
practically, performing a manual calibration after the sites have been commissioned under clear sky
conditions and adjusting to maintain baseline parameters.

SHOD Limits

InBand management provides the SHOD Bit Rate Limit feature that can be used when configuring a
remote site that will be utilized in SHOD/Mesh applications.

Use of this feature may be required to accommodate for varying link factors, such as disparity in antenna
sizes and/or BUC specifications, which affect transmit power limitations. For example, a given data rate
that is achievable when establishing a link with the hub may not be achievable when meshing with
another Remote, due to differences in the respective link margins. The differences could be significant
enough to prevent reliable communications for some mesh connections.

Both Transmit and Receive settings are presented for specifying minimum and maximum bit rates:

» The transmit setting defines the range limits for this remote's modulator when this Remote is sending
to another remote or remotes.

» The Rx setting defines the range limits for any Remote's modulator when this Remote is receiving
from that Remote.

* When a Remote with a defined transmit limit is transmitting to a remote with a defined receive limit,
the lesser of the two SHOD limit values will govern the transmission rate.

These SHOD limitations may reduce and restrict application performance to the Hub during mesh
connection allocations. There will be no provisions to block or notify applications that require greater
bandwidth during mesh reductions.
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NORTHBOUND INTERFACE

F1 Northbound Interface

General

The VMS SNMP module Northbound Interface (NBI) available in version 3.10 or greater provides two
services to external network management systems. First, it allows an external NMS to query the VMS for
certain operational status. Second, it can operate as a proxy to Comtech EF Data networking hardware
and fulfill certain requests with information collected via CEFD's proprietary management protocol, thus
minimizing satellite bandwidth utilization for common queries.

Typically, all SNMP GET requests to a Remote are handled directly from the modem’s built-in SNMP
v1/v2c agent through satellite communication links. To support statistical reporting and control, these
messages travel over each established link, sharing a small portion of the end user’s bandwidth. Even
though the total amount of link capacity per Remote is typically low, the aggregate bandwidth on both the
outbound and all of the return links could potentially occupy much larger percentages, infringing on
Service Level Agreement contracts. Considering the high cost of satellite space segments, which
represent a large portion of the end customer’s SLA, SNMP's requirement for bi-directional and Basic
Encoding Rule (BER) formatted message exchange has at least one disadvantage: inefficient bandwidth
resource usage which, as previously stated, is multiplied by the number of Remotes.
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F2 NBI Feature Description

In order to reduce the management overhead for typical device monitor queries, the new NBI feature of
the VMS adds many advantages through caching techniques. Each of the devices (modems and gateway
routers) in the network, by design, already report using an unsolicited message that contains most of the
key parameters required by monitor systems. These Status Update Messages (SUM) are sent on 60 second
intervals to the active VMS. These messages are encoded using a highly efficient “over the air” format
that can reduce the data per variable to as little as 5 bits, as compared to a typical SNMP variable binding
consuming hundreds of bits when considering the bi-directional nature of SNMP. Disregarding per packet
overhead, a typical alarm query will require ~300 bits by SNMP, whereas the worst case for a SUM
would be 9 bits, and for no alarm states it’s 5 bits. That's a 30x to 60x saving overall, and that is only one
example.

Per packet overhead is also significant. A round trip SNMP message will use around 128 bytes just for
headers within the UDP payload, whereas the SUM message has a per packet overhead of around 30
bytes. The content of these SUM messages is parsed and processed to support the Ul, system events, and
key internal processes. Some of these collected values are stored in volatile memory while others are
stored to non-volatile memory. In either case, an active VMS can fulfill all standard queries directly while
reducing overhead significantly.

The nomenclature behind Northbound refers to an interface that conceptualizes lower level details; e.g.,
modems and the VMS. It interfaces to higher level layers (managers) which are normally drawn at the top
of an architectural network overview. With that said, the feature is an exposed single interface that
accepts SNMP messages—GET, GET NEXT, etc.—parses packet data, and redistributes to internals and
network agents. This interface acts as a Proxy to incoming SNMP requests forwarding to the appropriate
handlers, providing a single point of entry for one or more managers.

The Proxy cache currently accepts MIB OIDs as read only for Series800, CDM-570, CDD-56X, and
SLM-5650/A, and processes a subset of variables using a proprietary CEFD caching mechanism. All
other requests that fall outside of the scope of the local caching are directly forwarded to the end agent for
standard processing.

The following diagram (figure F-1) depicts a simplistic overview of the module flow. Note that the Proxy
function is integral to the core software libraries of the VMS.
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Figure F-1 SNMP Flow Diagram

F3 Operational Status Queries

The VMS exposes certain operational status via SNMP to external agents. The status is exposed as a set
of virtual SNMP entities identified via a unique community string. Branches of the defined MIBs are only

valid on certain entities.
The following table describes the exposed entities, and what branch of the MIB they support.

Table F-4 Exposed Entities with MIB Branches

Entity Description Valid MIB Branches

system Represents the VMS as a whole | vms.system.health.systemStatus

site A site from the network manager | vms.system.health.objectStatusvms.switching.site

unit Represents a modem as a whole | vms.system.health.objectStatusvms.switching.unit

modulator Represents a single modulator vms.system.health.objectStatusvms.switching.managedDevice
subcomponent of a modem

demodulator |Represents a single demodulator | vms.system.health.objectStatusvms.switching.managedDevice
subcomponent of a modem
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Entity ldentifiers

The unique identifier for the system entity is the community string “server”. The other identifiers are for
the purpose of the SNMP agent, without format, and can only be obtained via queries to other entities.
The exception is the unit which can also be referenced via the same community string used to perform a
proxied request to the associated physical hardware.

As an example, the modulator identifier for the first modulator subcomponent of a modem with the IP
address 172.18.100.1 can be obtained by querying the VMS for the “modulatorld” variable of the
switching MIB, with an instance of 1 and a community string of “public@172.18.100.1”. The resulting
octet string will be the entity identifier “moniker” to be used as the community when querying related
MIB variables.

Hub Demodulator Eb/No

One of the main preferences is to correlate the Eb/No for the Hub demodulator of a switched Remote
modulator, which can be obtained by querying the modem via the proxy for the
“unitinbandReturnPathEbNO” variable in the switching MIB. This variable is designed to look like part of
the Remote modem, when in reality the VMS intercepts the request and fills in the Eb/No of the currently
allocated Hub demodulator. This allows for a very simple way of monitoring the quality of a dynamic link
without the complexity of multiple queries involving different community strings.

For example, if the Remote data unit is a CDM-840 with an IP address of 172.18.100.1, the operator
would use the VMS as a proxy by directing the SNMP requests to the VMS using a community string
such as “public@172.18.100.1”. Along with querying the Remote modem for standard values like
*cdm840TxFrequency” or “cdm840RxLock”, a request for “unitinbandReturnPathEbNO” can be included
to get the Eb/No of the currently receiving Hub demodulator as well. This variable operates much like one
of the cached modem parameters. To determine the value for this parameter, the VMS searches for an
allocation associated with the specified unit's first modulator. If the modulator has an associated
allocation, it queries the first allocated demodulator (which is always at the Hub) for its last known Eb/No
value. If the modulator does not have an associated allocation, the value returned is null.

Tables Support

The current support for tables is limited. It is roughly equivalent to SNMP version 1. There is support for
Get, Get Next, and Walk, but no support for GETBULK requests. The way to enumerate a table is to send
Get Next or Table View.
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Proxy Caching Support

When operating as a proxy on behalf of Comtech network equipment, the VMS will fulfill the requests
for a subset of the MIB using data collected via proprietary protocols. When a request is made for one of
these MIB variables, the VMS will report the last known value without forwarding the request to the end
node. This data is collected at a frequency of at least once per minute.

To use the proxy/cache support, send SNMP queries for the modem to the VMS, and use a specially
formatted community string to identify what device is being queried. The community string format is
“community@ip-address”. For example, to target a device with the IP address of 172.16.128.1, using a
read community of public, the community string sent to VMS would be “public@172.17.128.1".
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F4

Operational Procedures

There are two sets of VMS MIB files that comprise the interface structure for internal caching parameters:
VMS and Switching.

A list of objects available through this interface is presented below, and the following procedure will
provide steps to exercise for a better understanding of functionality. Each parameter value queried will
return results that can be compared to already available user interfaces as a sanity check and verification.

Table of Remotes

Alarm Status per Remote
Link Statistics:

Eb/No

Frequency

Data Rate

FEC

Modulation

Offset (frequency)

Setup Procedure

1. Backup the current configurations.

. Update all network components—the VMS, CDM-800, CDD-880, and CDM-840—to the latest

builds.

. Verify standard operations.

. Install iReasoning or use the supplied MIB browser.

. Load all associated MIBs into the browser library.

. Exercise each of the contractual parameters using SNMP command operations.

. Set the proper Community String:

Enter “server” in the Read Community field for System queries, as shown in figure F-2.
Enter “public@IP Address” in the Read Community field for Unit queries,
as shown in figure F-3.
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N
@ Advanced Properties of SNMP Agent | & |

Address |192,168,150.190
Port |161 /
Read Community |server -
Write Community

SNMP Version | 2

Figure F-2 Read Community for System Queries

@ Advanced Properties of SNMP Agent @

Address |192.168.150.130 -
Port 161 /
Read Community 172, 18.100.1| B
Write Community

SNMP Version | 2

Figure F-3 Read Community for Unit Queries

Table of Remotes

The VMS provides a table of configured devices through the ipHardwareTable MIB branch. This allows a
Northbound management entity to list the hardware configured in the VMS database. The hardware is

identified by its IP address and type. To retrieve this table, the VMS must be targeted with a community
string of “server”.
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iReasoning MIB Browse

File Edit Operations Tools Bookmarks Help

Address: [192, 168,150,190 -

SNMP MIBs

Advanced...

_1

£ MIE Tree

= i iso.org.dod.inhernetm\he.enterprises.co

comtechCDM340

| comtechCDDa30

| comtechCDM300

| vms
=l
= U health

[

|

. objectStatus
‘alarmCount/
B |y hardware

system

L]

systemStatus
&) systemversion
& serialNumber

‘ upTime

redundancyStatus

-

ipHardwareEntry
% ipDevicelndex
i ‘ ipDeviceType
e ‘ ipDeviceAddress

. switching

1

2

| OID: |.1.3.6.1.4.1.6247.75.1.2.1

Result Tables 192.168.150.190 - ipHardwareTable

S rotate [#] Refresh £ eport Fol SNMP SET or
ipDeviceIndex ipDeviceType ipDeviceAddress | Index Value
il i comtechCDM300 172.17.0.5 1
2 2 comtechCDM300 192.168.150.211 |2
3 3 comtechCDM300 192.168.150.213 |3
4 4 comtechCDM300 192.168.150.218 |4
5 5 comtechCDM300 192,168, 150,30 5
] 5 comtechCDM300 192.168.2.7 5
7 7 comtechCDM340 172.17.64.1 7
8 3 comtechCDM340 172,17.64.113 3
9 £l comtechCDM340 172.17.64.17 £l
10 |10 comtechCDM340 172.17.64.33 10
11 il comtechCDM340 172.17.64.49 11
12 iz comtechCDM340 172.17.64.65 i
13 |13 comtechCDM340 172.17.64.81 13
14 14 comtechCDM340 172.17.64.97 14
15 |15 comtechCDM340 172.158.100.1 15
16 |16 comtechCDM340 172.18.150.1 16
17 |17 comtechCDM340 192.168.150.216 |17
18 |18 comtechCDM340 192,168.150.222 |18
19 |19 comtechCDD380 172.17.0.6 19
20 |20 comtechCDD380 192.168.150.212 |20
21 |21 comtechCDD380 192.168.2.37 21

Figure F-4 Table of Remotes

The example above used a Tree View or table get to poll all instances within the table. Get Next will
step/walk the table. This option is not like network discovery where a manager will poll through a range
of addresses for any MIBII devices connected to a network populating map view. These are local
database entries that were either previously discovered or manually declared to the VMS only. Other
devices outside the VMS database will not be listed.

Alarm Status per Remote

Each of the structured devices forward SUM messages on interval containing not only parameter settings
and status values, but also alarm information. What is presented through this call is an integer value
representing a count of alarms set within the device, unit, modulator, demodulator, etc. To further

evaluate the alarm information or type, the device’s MIB would be used to query alarm lists.

To query individual unit alarm status, set the community read string to the IP address of the device. Select
the alarm Count OID for the result.
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iReasoning MIB B o

File Edit Operations Tools Bookmarks Help

Address: | 192, 168, 150,190 - Advanced... |OID: .1.3.6.1.4.1.6247.75.1. 1.3.1.0
SNMP MIBs Result Table | 152.168.150.190 - ipHardwareTable x
MIE Tree Name/OID Value
=5 N iso.org.dod.internet. private. enterprises. comtechEFData alarmCount.0 1
[ | comtechCOMB40
[ |, comtechCDD&30
[ |, comtechCDMB00
B Ly vms
- | health
systemStatus
&) systemVersion
& serialNumber
&) upTime

redundancystab.ly

- | objectStatus 5

..... m

= |, hardware

= [ ipHardwareTable

ipHardwareEntry

% ipDeviceIndex

{8 ipDeviceType

e ‘ ipDeviceAddress

[H- 1y switching

Figure F-5 Remote Alarm Count

Link Statistics

Hub Demodulator Eb/No

One of the main preferences is to correlate the Eb/No for the Hub demodulator of a switched Remote
modulator. This can be obtained by querying the modem via the proxy for the
"unitinbandReturnPathEbNOQ" variable in the switching MIB. This variable is designed to look like part of
the Remote modem, when in reality the VMS intercepts the request and fills in the Eb/No of the currently
allocated Hub demodulator.

This allows for a very simple way of monitoring the quality of a dynamic link without the complexity of
multiple queries involving different community strings.

For example, if the Remote data unit is a CDM-840 with an IP address of 172.18.100.1, the operator
would use the VMS as a proxy by directing the SNMP requests to the VMS using a community string
such as “public@172.18.100.1”. Along with querying the Remote modem for standard values like
“cdm840TxFrequency” or “cdm840RxLock”, a request for “unitinbandReturnPathEbNO” could be used
to get the Eb/No of the currently receiving Hub demodulator as well. This variable operates much like one
of the cached modem parameters.

To determine the value for this parameter, the VMS searches for an allocation associated with the
specified unit's modulator. If the modulator has an associated allocation, it queries the first allocated
demodulator (which is always at the Hub) for its last known Eb/No value. If the module does not have an
associated allocation, the value returned is null.
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B iReasoning MIB Browse

File Edit Operations Tools
Address: |192,168.150.190 -

SNMP MIBs

Bookmarks Help

Advanced... COID: |.1.3.6.1.4.1.6247.75.2.2.2.2.0

. Result Table | 152.165.150.150 - ip

dwareTable

| 4% MIE Tree

| comtechCDM340
| comtechCDDa30
| comtechCDM300
| vms
. system
- switching
B L site
B L unit
B . unitGeneral

[#- |, managedDevice
) allocatableDevice

=8 i iso.org.dod.internet. private. enterprises. comtechEFData

=+ [ modulatorTable
= modulatorEntry
; % modulatorIndex
) modulatorld
= [ demodulatorTable

B E' demodulatorEntry
; % demodulatorIndex
&) demodulatorld
unitinband
@) unitinbandsite

A YunitinbandReturnPathEbNO

----- &) unitOutoofband

Figure F-6 Demodulator Eb/No Value

MName/OID
| unitinbandReturnPathEbMNO.0 85

\

The example above shows a single instance of an In-banded Remote switched into dSCPC with the
correlated Hub demodulator's signal link quality.

This next set of OID queries will further demonstrate caching through device MIB interception, where we
step through the objects that represent the dynamic switch state. Note that, for VMS managed (switched)
devices “CDM-840" and “CDD-8807, there is a separate set of objects that provide the current dynamic
switched state, not to be confused with static state objects. All dynamic OIDs are labeled with “VS”
which signifies Vipersat Switched. An example of this is shown below in figure F- 7.
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=
-l cdmB40VSActive
-l cdmB40vs oo
- cdm340VSFrequency
-l cdmB40V55ymbolRate
-4l cdmB40VSDataRate
E cdm340VSPowerLevel
cdm340VSReset
‘ cdma40VSTxCarrier

Figure F-7 Example VS OIDs
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The example below shows a step through of CDM-840 dynamic parameters.

SNMP MIBS

|Address: | 192,168,150, 147

P iReasoning MIB B

File Edit Operations Tools Bookmarks

= | Advanced... |01D:.1‘3‘5.1‘4.1‘6247.59.1‘2.2‘16‘5‘0

+ | Operations: | Get Next - @ co

Result Fable | 152,153, 150,147 - ipHardwareTable x | 192,168, 150. 147 - ipHardwareTable

camBH0TxEpeckruminvert
cdmB40TxPowerlevel
cdm@40TxCarrierState
cdmB40TxTerminalMix
cdm340TxSpreadSpectrum
cdm340Transmitinhibit
i
-4 cdmB40VSACtive
&) ccm340vSMODCOD
) ccma<0VSFrequency
{8 cdmB840VSSymbolRate
-4 cdm840VSDataRate
E cdmB40vsPowerLevel
cim340VSReset
&) cdm340VSTxCarrier
- [2F cdm@40TxRFFrequency
cdma40Demod
cdmB40E1
cdm34000U
cdm840Clack
cdmB4TXACM

EEEEE

cdmB40Ne torkManagement
cdmB40ECH
cdmB40Switching
CAMB4ORKACM

cdm840Monitor

cdmB40Test

cdm840SaveLoad

cdmg 40Ut

cdma40Notifications

- Name/OID Value Type PiPort
cdm840VSActive.0 lenabled (1) fnteger |192,168.150...
cdmB40VSMODECD. 0 lqemB0780 (7) Integer  |192.168.150...
cdm840VSFrequency.0 1193517700 (Gauge

cdm840vSSymbolRate.0 127346 Integer
cdmB40vSDataRate.0 /64000 fInteger
cdm840VSPowerLevel.0 368 Integer _|192.168.150...
cmB40VERes=t.0 reset () finteger |192.168.150...
cdmB40VSTxCarrier.0 on (1) Integer 192.168.150...

{
192.168.150... t
192.168.150... [

|
a
]
L

192,168.150...

!

Name cdm340ModVSStatus

oo 1.3.6.1.4.1.6247.59.1.2.2.16

MIB COMTECHEFDATA-CDMB40-MIB

Syntax

Access

Status

Defyal

Indexes

Desa
| .is0,org.dod.internet. private.enterprises. comtechFFData.comtechCDM&40, cdm@400bjects.cdm340Config. cdm840Modulator cdm840ModVSS tatus, cdm840VSTxCarrier. 0

Figure F-8 Dynamic Parameters, CDM-840

Offset (Frequency)

The demodulator acquisition frequency offset is in two parts, one from the demodulator at the Remote
receiver and the other from the coordinated or associated (switched) demodulator at the Hub. The
outbound receiver offset is a pass-through not cached, whereby the proxy forwarder sends the request to

the Remote agent.

The second Hub associated (switched) demodulator is known in the VMS switching engine and is thus a
cached value. To retrieve this information requires some finesse, as the association is not as straight
forward as the Eb/No. The allocated device must first be learned through a series of steps and, once the
association is known, the internal value can be polled.

Steps to Identify Device

8. Set Read Community string “public@IP Address” to the modulator device in question.

9. Query “modulatorld” OID to learn the entity identifier “moniker” ves:cdm840-172.18.100.1,1,0

10. Copy the moniker or octet string into the Read Community.

11. Next, query the “deviceAllocationAllocatedDeviceld” OID to identify the associated demodu-
lator, ves:cdd880-192.168.150.212,2,0.
Note the device # in the octet string (shown in red below).
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This is the instance that is part of the query:
ves:cdd880-192.168.150.212,2,0

12. Write the learned demodulator IP Address (example, 192.168.150.212) into the Read Commu-

nity.

13.  Query the modem’s MIB “cdd880RxFrequencyOffset” with an instance from the learned (ex-

ample #2) octet string.

Caching Test Verification

'_"Figure F-9 Results of Learned Association

@ iReasoning MIB Browser e [ =
File Edit Operations Tools Bookmarks Help /
Address: 192.168.150.147 = | Advanced... |OID:|.1.3.6.1.4.1.6247.60.13.4.1,17.2 ~ | Operations: Set i
SNMP MIBs | .7 ResultTable | 152.163, 150, 147 - ipHardwareTable x | 192.168,150.147 - ipHardwareTab
EE cddB80DemodStatusEntry - MName /0ID Value Type IP:Port
@, casmoRxStatushumber cdd8B0RXFrequencyOffset. 2 -1700 Integer  192.168.
) cddss0RxLock
&) cdds30RxEbNY
) cdd330RXBER =
il cddBA0RBERMultiplier [
. cdd3a0RxSignalLevel S
i : cddaal)F'..\d:requencyOFfset =
(- [ cddBs0LinkAdaptionStatusTable
- | cdd8300DUParams
- | cddBa0Statistics -
4| I |
Name cdd880RxFrequencyOffset -
oD .1.3.6.1.4.1.6247.60.1.3.4.1. 1.7 =
MIE COMTECHEFDATA-CDDB50-MIB
Syntax INTEGER (-200000.200000) <
e T T e T e B T e i O g S Ot A

Use one or all listed variables in the “Vipersat Management System SNMP Module” to exercise the

caching capabilities, at customer's discretion.
Execute the following procedure:

14. Verify normal communications to Remote device using the VMS device parameter view, as

shown below in figure F- 10.

El Dynamic Parameters
VMS Control

Data Rate
Symbaol Rate
Frequency
E|°13 S MODCOD
& SITEL Power Level
£-@g% 17218.100.0/24 et e
b EACM
—-@== 172181001
.o Modulatol e
Max MODCOD
..ol Demodulator

Target Es/MNo Margin
Last Reported Es/MNo
Current MODCOD
Current Data Rate

Enabled

64Kbps
27.346Ksps
11935533GHz
(7) 8-QAM 0.780
-36.8dB

On

Enabled

(7) 8-QAM 0.780
0.5dB

11.9dB

(7) 8-QAM 0.780
63.999Kbps

Figure F-10 Modulator Device Parameter View, VMS
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15. Select the OID from the supported list.
16. Power off the Remote unit to disable it.
17. Query the selected OID.
®During the time of communications failure, the caching will be valid for up to three minutes, with

the connection state identified as “Disconnected”. After this period, the VMS will return a
“Timeout” connection error.

This provides a simple method for determining whether caching is working correctly.
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Cached MIB Variables

The specific MIB variables that are cached vary per supported modem, and potentially per revision of a
specific modem. The following lists summarize what MIB variables are cached for supported modems at

their latest release.
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Cached 800 Series MIB Values

The following lists are cached MIB values supported through VMS unsolicited system updates.

CDM-800, Version 1.4.x

cdm800UnitAlarms
cdm800TrafficEthernetAlarms
cdm800TxAlarms
cdm800TxFrequency
cdm800TxDataRate
cdm800TxMODCOD
¢cdm800TXFECType
cdm800TxPowerLevel
cdm800TxCarrierState
cdm8005vPowerAlarm
cdm80012vPowerAlarm
cdm800TxSynthPLLLockAlarm
cdm800FPGALockAlarm
cdm800TXFPGALoadAlarm
cdm800PrimaryFPGALoadAlarm
cdm800ExtFPGALoadAlarm
cdm800NoExtRefAlarm
cdm800ExtRefLockAlarm
cdm800NoLinkGEAlarm
cdm800NoLinkEthAlarm
cdm800Tx10PLLLockAlarm
¢cdm800TXLMKPLLLockAlarm
cdm800FIFOSlipAlarm
cdm800S2DatalengthMismatchAlarm
cdm800ModCardAlarm
cdm800TempExceededAlarm
cdm800E1ExceedsMinus50PPMAlarm
cdm800E1ExceedsPlus50PPMAIlarm
cdm800E1RefInactiveAlarm
cdm800HardResetAlarm
cdm800Tx130PLLLockAlarm
cdm800BUCCurrentAlarm
cdm800BUCVoltageAlarm
cdm800PTPConfigErrorAlarm
cdm800PTPErrorThreshAlarm
¢cdm800PTPSyncThreshAlarm
cdm800PTPFollowupThreshAlarm
cdm800PTPDelayResThreshAlarm
cdm800PTPMasterNotAcceptableAlarm
cdm800ctogNoLinkLANAlarm
cdm800ctogNoLinkExpansionAlarm
cdm800ctogFanSpeedAlarm
cdm800ctogCPUTempAlarm
cdm800ctogDriveFailureAlarm
cdm800ctogPowerSupplyAlarm
cdm800ctogHeartbeatTimeoutAlarm
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CDM-840, Version 1.4.x

cdm840UnitAlarms
cdm840TrafficEthernetAlarms
cdm840TxAlarms
cdm840TxFrequency
cdm840TxSymbolRate
cdm840TxDataRate
¢cdm840TxMODCOD
cdm840TXFECType
cdm840TxPowerLevel
cdm840TxCarrierState
cdm840TxACMLastMsgEsNo
cdm840TxXACMCurrentModcod
cdm840TXACMCurrentDataRate
cdm840VSActive
cdm840VSMODCOD
cdm840VSFrequency
cdm840VSSymbolRate
cdm840VSDataRate
cdm840VSPowerLevel
cdm840VSTxCarrier
cdm840RxAlarms
cdm840RxFrequency
cdm840RxSymbolRate
cdm840RxDataRate
¢cdm840RxMODCOD
cdm840RxLock
cdm840RXEsNo

CDD-880, Version 1.4.x

cdd880UnitAlarms

cdd880T rafficEthernetAlarms
cdd880BaseFrequency

cdd880RxAlarms

cdd880RxLock

cdd880RxEbNo

cdd880RxFrequency

cdd880RxSymbolRate

cdd880RxDataRate

cdd880RXxMODCOD

cdd880RxEnable

cdd880L inkAdaptionStatusCurrentDataRate
cdd880LinkAdaptionStatusCurrentEsNo
cdd880L inkAdaptionStatusCurrentModCod
cdd880VSActive

cdd880VSMODCOD

cdd880VSFrequency

cdd880VSSymbolRate

cdd880VSDataRate

cdd880VSEnable

For more information on NBI supported devices and cache MIB variables, contact PSO.
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VMS CLIENT USERS

G1 VMS Client Users Account Control

General

VMS v3.11.x (and later) offers user authentication, with the ability to create remote clients with either
read-only or read-write access to the VMS server.

Administration of client user authorization for read/write privileges allows two levels of VMS access:

» Read and Write — Full access to all VMS features and functions with write authorization. Typically
assigned to administrator-level operators who are authorized to perform system setup and
maintenance, configuration changes, manual/diagnostic switching, etc.

» Read Only — Access restricted to viewing network settings and status. Typically assigned to users
who will use the VMS for monitoring purposes.

This appendix details the steps required to set up the security and account policies between the Server and
the Client machines through MS Windows. The assumption is made that the VMS servers are configured
as work-group machines rather than as active-directory domain controllers, since the majority of VMS
installations are configured this way. If the VMS servers are set up as part of a domain, policy
configurations will be performed under active directory rather than local settings.

Configuration of the server is performed first, followed by configuration of the client workstation(s).
These procedures are presented below.
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G2 Server Configuration

Most of the required configuration is done on the server. If the VMS administrator creates a group and
adds additional client users to that group, the security settings need only to be performed once for each
VMS server (primary and backups). The following step by step instructions assume the administrator

creates a group called “VMS Users”.

1. Create the VMS user group.

Log into the VMS server as the administrator and browse to Administrative Tools\Computer

Management\Local Users and Groups.

Expand the Local Users and Groups tree, right-click on the Groups folder and select New Group

from the drop-down menu, as shown in Computer Management, Groups.

¢ L Computer Management

File Action View Help

s @ = 1E

A Computer Management (Local)

F] ]:['j System Tools
> @ Task Scheduler
> [2] Event Viewer
> @a| Shared Folders
4 i Local Users and Groups
| Users

Name

]ﬁ Systemn Tools

=5 Storage

::je', Services and Applications

| Groups
> l@l Performan
= Device Ma

4 =3 Storage
= Disk Mana Help

MNew Group... I}

Refresh

> :::(_" Services and Appreanon

Py T A Ao S

PPy T 1

Figure G-1 Computer Management, Groups

In the New Group dialog, enter the group name “VMS Users” and click Create (Create VMS User

Group).
Close the window.
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Group name: IVMS User:
Description: ||
Members:

Add... I Femove |

Help |

Close

Figure G-2 Create VMS User Group

2.Set the local network access security.

Browse to Administrative Tools\Local Security Policy.

Expand the Local Policies folder and click on Security Options to open the settings view in the right
panel (Security Options Setting).

Scroll down to Network access: Sharing and security model for local accounts.

If not already set to Classic, right-click on the security setting and open the Properties dialog to set it.

Close the window.

E

File:

al Sec

¥

Wiew

Action Help

€& [ HEIRE (=]

H

é Security Settings
4 Account Policies
= [[4 Local Policies
7 Audit Policy
7 User Rights Assignment
7 Security Options

j Metwork List Manager Policies
~| Public Key Policies
| Software Restriction Policies
~| Application Control Policies

4]

| windows Firewal with Advanced Security

.g IP Security Policies on Local Computer
- Advanced Audit Policy Configuration

Palicy +

| Secutity Setting |

Micrasoft netwark client: Send unencrypted password ko third-pa...
Micrasoft netwark server: Amaount of idle time required before su...
Micrasoft netwaork server: Digikally sign communications {always)

Micrasoft network server: Digitally sign communications {f client a...

Microsoft network server: Disconnect dients when lagon hours &. ..
Microsoft network server: Server SPH target name walidation lewvel
Metwork access: Allow anonymous SID{Name translation

Metwork access: Do not allow anonymous enumeration of SAM ac...
Metwork access: Do not allow anonymous enumeration of SAM ac...

Metwork access: Do not allow storage of passwords and credenti...

Metwork access: Let Everyone permissions apply to anonymaous u...

Metwork access: Mamed Pipes that can be accessed anonymously
Metwork access: Remotely accessible registry paths

Metwork access: Remotely accessible reqgistry paths and sub-paths
Metwork access: Restrick anonymous access ko Named Pipes and ...
Network acces:

Shares that can be accessed anonymously

Disabled
15 minutes
Disabled
Disabled
Enabled
Mot Defined
Disabled
Enabled
Disabled
Disabled
Disabled

System|CurrentControlse. ..
SystemiCurrentControlse. ..
Enabled

Mot Defined

|

Metwork security: Allow Local System to use computer identity Fo...
Metwork security: Allow LocalSystem NULL session Fallback.
Metwork Security: Allow PKUZU authentication requests to this co...
Metwork security: Configure encryption types allowed for Kerberos
Metwork security: Do nok store LAKN Manager hash value on next ...
Metwork security: Force logoff when logon hours expire

Metwork security: LAN Manager suthentication level

Metwork security: LDAP client signing requirements

Metwork securiby: Minimur session security For MTLM S5P based (...
etk e ik Minimim caccion cacorits For BT S50 hacad (

Not Defined

Not Defined

Mot Defined

Mot Defined

Enabled

Disabled

Mot Defined

Megotiate signing

Fequire 128-bit encryption

Daniva 1 28hit anceunkion
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3. Set the COM Security permissions.

Browse to Administrative Tools\Component Services.

Expand the tree view and right-click on My Computer (Component Services, My Computer
Properties).

Open the Properties page and select the COM Security tab (COM Security Settings).

The two group settings, “Access Permissions” and “Launch and Activation Permissions”, require
editing.

Click on the Edit Limits button in the Access Permissions panel.

The Security Limits dialog will open showing Groups and Users authorized by the current Limits for
Local and Remote Access (Access Permission, Security Limits). Click on the Add button.

The Select Users or Groups window shown in Select Users or Groups will open. In the white area,
type “VMS Users” and click on Check Names.

If typed correctly, the group will appear, preceded by the computer name. Click OK.

%. File Action View Window Help

= 2B B BE DIEZ

[Z1 Console Root E
4 % Component Services =
a [ ] Computers Computers
- |1 My Computer
> f2] Event Viewer (Local) Refresh all compenents 4

» L5 Services (Local)
Mew Window from Here

Properties L\)

Help

{
|

Figure G-4 Component Services, My Computer Properties

i e Tt S st P PP Y

MN/22156, Revision 16 Page 431 of 455



MN/22156, Revision 16

My Computer Properties

General I

Access Permissions

Optiong | Default Properties
Diefault Protocols _.EDM Security

MSDTC

zecurely.

You may edit who iz allowed default access to applications. Y'ou may
alzn zet limits on applications that determine their own permissions.

Caution: Modifving access permissions can affect the ability
l . of applications to start, connect, function and/or run

_~ Edit Limits...

| EditDefault |

determine their own permissions.

and/or run gecurely.

~ Launch and Activation Pemizsions

*r'ou may edit who iz allowed by default to launch applications ar
activate objects. “rou may alzo zet limitz on applications that

Caution: Madifving launch and activation permiszsions can
l . affect the ability of applications to start, connect, function

_. Edit Limits...

Edit Default...

Learn more about setting these properties.

oK

Cancel | Apply I

Figure G-5 COM Security Settings

ficcess Permission
Security Limitz I

GTDUD ar W=El names::

NE

42,75 Web

52 ANONYMOUS LOGON

Access Computers [LAB-SECONDARYATS Web A,
5 Performance Log Users (LAB-SECONDARYPerfarmance L...
‘:?_ Diztributed COM Users [LAB-SECOMDARYDistributed CO. ..

—»  Add.

HE

| Remove |

Permizzions for Everyone

Allaw

Deny
Local Access a
Femote Access O

Leam about access control and permissions

Ok I Cancel |

Figure G-6 Access Permission, Security Limits
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Select Users or Groups

Select thiz object tupe:

Advanced... | ak I Cancel

K E3

IUsers, Groups, or Built-in security principals Object Types.. |
From this location:

ILAB-SECDND;AF!Y Lacations. . |
Enter the object names to select [examples):

LAB-SE CONDARYWMS Users| < — Check Mames |

Figure G-7 Select Users or Groups

4

In the Security Limits dialog (Permissions for VMS Users), highlight VMS Users and select Allow on
Remote Access, then click OK.

Repeat the process to add the “VMS Users” group to Launch and Activation Permissions (Launch and
Activation Permissions, Security Limits).
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Security Limits I

Group or user names:

52 Performance Log Users (LAB-SECONDAR'Performance lﬂ
52 Distributed COM Users (LAB-SECONDARY\Distributed CO.
52 ANONYMOUS LOGON

B2, M5 Users (LAB-SECONDARYWMS Users)

4| | B

Permissions for VM5 Users

Local Acoess
Remote Access

Learn about access control and permissions

0K I Cancel |

Figure G-8 Permissions for VMS Users
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Launch and Activation Permission

Security Limits

Group ar user names:

Q{Administrators [LAB-SECONDAR Y &dministratars) ﬂ
!73‘ Performance Log Users (LAB-SECONDARY Performance |
82, Distributed COM Users [LAB-SECONDARYDistributed CO.
B2, M5 Users (LAB-SECONDARTWMS Users)

« | B
Add... | Remove |
Permigsions for VM5 Users Allaw Dery
Lacal Launch a
Femote Launch —_— O
Local Activation a
Femote Activation — ]

Leam about access control and permissions

Ok I Cancel |

Figure G-9 Launch and Activation Permissions, Security Limits

4. Set the DCOM Security.

Return to the Component Services window and expand the My Computer tree view, then expand the

DCOM Config directory, as shown in Component Services, DCOM Config directory.

(7 Componen s
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Figure G-10 Component Services, DCOM Config directory

Scroll to locate Vipersat Management Server, right-click and select Properties (DCOM Config,

VMS Properties).
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Figure G-11 DCOM Config, VMS Properties

Open the Security tab and ensure that the Customize radio buttons are selected, as shown in VMS
DCOM Security dialog.
General Imh Security | Endpointsl Identit}ll

i~ Launch and Activation Permizsions

€ Use Default

' Customize <+ = Edi. |
Access Permissions

€ Use Default

= Eustomize*— —. Edit... |

— Corfiguration Permizsions

 Use Default

% Customize Edit... |

Learn more about setting these properties.

Ok I Cancel | Apply |

Figure G-12 VMS DCOM Security dialog

Edit the Launch and Activation Permissions to add the “VVMS Users” group.

Check all of the Allow boxes, as shown in VMS Security, Launch and Activation Permissions, and
click OK.
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Repeat this procedure for Access Permissions (VMS Security

Launch and Activation Permission

, Access Permissions).

Security I

GIDUD ar user names:
52 SYSTEM
2 WMS [LAB-SECONDARY\WMS]
‘ﬁ_ Administrators [LAB-SECONDARY adminiztrators)
52 INTERACTIVE
B WMS Users [LAB-SECONDARYYWMS Users]
Add... | Remaove I
Permizsions for Y5 Users Allowy Deny
Local Launch a
Remate Launch a
Local Activation a
Remate Activation a
Learm about access control and permissions
oK I Cancel |

Figure G-13 VMS Security, Launch and Activation Permissions

Access Permission
Security I
Graup or user names:
KR SELF
52 5YSTEM
‘3_ Administrators [LAB-SECOMNDARY" A dminiztrators]
B WMS Users [LAB-SECONDARYAWMS Users)
Add... | Remove |
Permizzionz for WS Users Al Deny
Local Access O
Femoate Access O
Leam about access control and permissions
oK I Cancel |
Figure G-14 VMS Security, Access Permissions

5. Create the VMS user.

Browse to Administrative Tools\Computer Management\Local Users and Groups.
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Expand the Local Users and Groups tree, right-click on the Users folder and select New User from the
drop-down menu, as shown in Computer Management, Users.
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Figure G-15 Computer Management, Users

In the New User dialog (Create new VMS Client User), enter the user name and password of the client
account.

De-select the User must change password at next logon checkbox, then check the next two boxes.
Click Create.
Repeat this process to create additional client users, as required.

Close the window.

In the Computer Management window, select the Users folder to display the users in the center panel.
Right-click on the newly created user and select Properties from the pull-down menu.
Select the Member Of tab, as shown in New Client User Properties, Member Of tab.
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If any user group names appear in the list, select them and Remove them.
Click the Add button and add the “VMS Users” group name to the list, then click OK.

MNew User ﬂ E

Uszer nare: INBW_CIient

Full narne: INew_CIient

D ezcription: I

Pazzword: IO......
Confirm password: I“"On

™| Wser must chatige password &t nest logen
V¥ User cannot change pagsword *—
¥ Pazsword never expires ‘*_

I Account iz disabled

Help | Create I Close I

Figure G-16 Create new VMS Client User

New_Client Properties 7]

Femote Desktop Services Profile I Perzonal Virtual Deskiop I Dial-in I
Erermermi=gplidcmber Of | Profile | Envirorment | Sessions | Remote contiol

Member of:

PG Users <

Changes to a user's group memberzhip

Add... Femave are not effective until the next time the
uger logs on.
ak. | Cancel | Apply | Help

Figure G-17 New Client User Properties, Member Of tab

Repeat this process for all newly created users.
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G3 Client Configuration

Configuration of the client workstation is simple. Always ensure that the User account created for remote
access to the VMS is an exact match (username and password) as the one created on the VMS server. If
the client machine already has a user account for login purposes it can be used to login to the server (the
account created on the server must match this account). If the client machine is used by several persons
(shift operators, for example), it is recommended that a separate login be created for each person. Each
user account must be a member of the VMS Users group on the server.

1. Create the VMS client user account.

Login to the client workstation with administrative privileges.

Create an account that is an exact match of the account that was created previously on the VMS server
(step 5 of Server Configuration).

2. Perform a VMS Client Install on the client workstation (Client Install, VMS Core Setup).

[Refer to the section “VVMS Client Installation” for procedural details.]

This type of install does not require a USB crypto key.

® Select the type of installation g|§|g]

Installation Type

s

Select the type of installation you would like to perfarm. K @ 7

) Full Instal

This inskalls both the client & server, This requires a USE key to operate. This
allows this machine to connect and be connected, localy and remotely.

() server Inskal

This installs only the server, This requires a USE key to operate. This allows

his machine to be connected ko remotely,
nt Install
his installs only the client. This does not require a USE key, This allows this

machine to connect remotely to other machines.

< Back Neg[t = Cancel

Figure G-18 Client Install, VMS Core Setup

3. Verify VMS client access.

[The VMS Server must be running VOS, the Vipersat Management System service (see “Verify
Server Installation” for the necessary steps to start the VMS service).]

On the client workstation, log out as administrator and log in as the new VMS client user.

Open the ViperView?2 using the path Start > Programs > VMS > ViperView?2.
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Enter the IP address of the VMS server in the Connect dialog, then click OK (Connect dialog).

| localhost ~

Load Last Window Layout

OK Cancel

Figure G-19 Connect dialog

The main ViperView2 window will open, as shown in ViperView2 window, VMS Client.

& localhost - ViperView

@Tree Wiew

-
Event Log

© Network Manager
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/\:f RF Manager

@ Switching Manager
Eﬂ Device Redundancy

X Snmp Modem Manager
E4X Vipersat Manager

) AMSTOT

[ List Wiews

b Event Log
P
w Network Manager
7 Status
N RF Manager
Switching Manager
Fta Device Redundancy
=
ﬁ Snmp Modem Manager
:Q Vipersat Manager

Figure G-20 ViperView2 window, VMS Client

@ If multi-layer login security is employed for this VMS, access may be read-only.

To enable this user for read-write privileges, refer to the procedure in section “Client User Authentica-

tion”.
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H1 Glossary

ACK

A signal used in computing and other fields to indicate acknowledgement, such as a packet message used
in TCP to acknowledge the receipt of a packet.

ACM

Adaptive Coding and Modulation — A technique that optimizes throughput in a wireless data link by
adapting the forward error correction code rate and the modulation order according to the noise conditions
(or other impairments) on the link. A feature that is supported in CEFD modems such as the CDM-840
Remote Router.

ARP

Address Resolution Protocol — A protocol for a LAN device to determine the MAC address of a locally
connected device given its IP address. See also MAC.

ASR

Automatic Switch Request — A switch request message generated by older CEFD modems (e.g., CDM-
570/L) that is sent to the VMS to establish a new satellite link or adjust bandwidth between source and
destination IP addresses.

Base Modem

The main component in a satellite communications modem that consists of a circuit board with the
modem hardware and firmware and the associated interfaces.

BER
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Bit Error Rate (sometimes Ratio) — A measure of the number of data bits received incorrectly compared
to the total number of bits transmitted.

BPM
Bridge Point-to-Multipoint — Routing mode option available in the SLM-5650A satellite modem.
bps

bits per second — A measure of the bit rate or transmission speed of a digital communication link. See
also kbps and Mbps.

BPSK

Binary Phase Shift Keying — Sometimes referred to as 2-PSK. A digital modulation technique in which
the carrier is phase shifted +/-180 degrees (two phases). The simplest and most robust of all PSKs, but
unsuitable for high data-rate applications when bandwidth is limited due to encoding just one bit per
symbol. See also QPSK and OQPSK.

BUC

Block Up Converter — An upconverter so called because it converts a whole band or “block” of
frequencies to a higher band. The IF is converted to final transmit frequency for satellite communications.
The BUC is part of the satellite ODU/transceiver.

C-band

A frequency band commonly used for satellite communications (and sometimes terrestrial microwave).
For terrestrial earth stations, the receive frequency band is 3.7-4.2 GHz and the transmit frequency band
is 5.925-6.425 GHz. See also Ku-band and L-band.

CDD

Comtech Data Demodulator (CEFD model designator; e.g., CDD-564)
CDM

Comtech Data Modem (CEFD model designator; e.g., CDM-570)
CEFD

Comtech EF Data — Global leader in satellite bandwidth efficiency and link optimization, and supplier of
advanced communication solutions. A subsidiary of Comtech Telecommunications Corporation.

CIR

Committed Information Rate — A specified data rate up to which a remote terminal is always guaranteed
to be granted service from reserved bandwidth in the shared pool.

CLI

Character Line Interface — A mechanism for interacting with a computer operating system or software by
typing commands to perform specific tasks.

Codecast
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A network coding based ad hoc multicast protocol well-suited for multimedia applications with low-loss,
low-latency constraints. Because data is streamed with no verification, high delivery ratios are obtained
with very low overhead.

CRC

Cyclic Redundancy Check — A method of applying a checksum to a block of data to determine if any
errors occurred during transmission over communications links.

CXR

Carrier — A radio frequency transmission linking points and over which information may be carried.

D

DAMA

Demand Assigned Multiple Access — A process whereby communications links are only activated when
there is an actual demand.

dBm
Decibel referenced to 1 milliwatt.
DES

Data Encryption Standard — A federal standard method for encrypting information for secure
transmission. The CEFD system offers 3xDES (Triple DES) for encrypting traffic.

DHCP

Dynamic Host Configuration Protocol — An Internet protocol for automating the configuration of
computers that use TCP/IP.

DLL

Dynamic Link Library — The implementation of the shared library concept in the Microsoft Windows
system.

DPC
Dynamic Power Control
DSCP

Differentiated Services Code Point — The 6-bit field in an IP packet header that is used for packet
classification purposes and is the portion of ToS that is detected by CEFD modems.

DvB

Digital Video Broadcasting — A suite of internationally accepted open standards for digital television.
DVB-S, DVB-S2, and DVB-RCS are the standards utilized by satellite services.

DVP
Digital Voice Processor — Used in packet voice applications.
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En/No

The ratio of Ep, (energy per bit) and No (noise power spectral density per Hz). This is a normalized signal-
to-noise ratio (SNR) measure, also known as the “SNR per bit”. The bit error rate (BER) for digital data is
a decreasing function of this ratio. Ey is the energy of an information bit measured in Joules or,
equivalently, in Watts per Hertz.

ES/NO

The ratio of E; (energy per symbol) and N (noise power spectral density per Hz). This is closely
approximate to the carrier-to-noise ratio (C/N). Es is the energy of a bit (not an information bit) measured
in Joules or, equivalently, in Watts per Hertz. This measurement is typically used to quantify a DVB-S2
carrier.

ECM

Entry Channel Mode — In a CEFD network, ECM provides a quick and reliable method for Remotes
requiring SCPC access channels to enter/re-enter the network initially or after a power or other site
outage.

FAST Code

Fully Accessible System Topology Code — Designation for feature code used by Comtech EF Data for
their satellite modems. The FAST method makes it easy to quickly upgrade the feature options of a
modem while it is running live in the network, either on site or remotely.

FDMA

Frequency Division Multiple Access — A technique where multiple users can access a common resource
(e.g. satellite) by each being allocated a distinct frequency for operation. See also TDMA and STDMA.

FEC

Forward Error Correction — A process whereby data being transmitted over a communications link can
have error correction bits added which may be used at the receiving end to determine/correct any
transmission errors which may occur.

Flash

Non-volatile computer memory that can be electrically erased and reprogrammed.

Forward Path

Transmission path from the Hub site to a Remote site.

FTP

File Transfer Protocol — An application for transferring computer files over the Internet. See also TFTP.
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G.703

ITU-T standard for transmitting voice or data over digital carriers such as T1 and E1.

G.729

ITU standard for LD-CELP (Low Delay — Code Excited Linear Prediction) voice encoding at 8 kb/s.
GIR

Guaranteed Information Rate

Group ID

A number assigned to equipment which defines it as a member of a group when addressed by the VMS
Hub Controller.

GUI

Graphical User Interface — A form of graphical shell or user interface to a computer operating system or
software application.

H.323

A protocol standard for multimedia communications designed to support real-time transfer of audio (such
as voice over IP) and video data over packet networks. Quality of Service is a key feature of H.323. An
alternative to SIP.

HCC

Hub Channel Controller — A dedicated Hub demodulator that has been designated as the ECM (ECMv2)
controller, and which provides the TAP multicast message to the Remotes.

HDLC

High Level Data Link Control — A standard defining how data may be transmitted down a synchronous
serial link.

HDNA

Heights Dynamic Network Access - Ensures that bandwidth is instantly made available to users and sites
across the network as the demand changes.

HRG

Heights Remote Gateway — Remote modem, H-PRO, H-Plus, and H-Pico integrates with Heights hub
components.

HPA

High Power Amplifier — The amplifier used in satellite communications to raise the transmit signal to the
correct power level prior to transmission to satellite.
MN/22156, Revision 16 Page 445 of 455



HTTP
Hyper Text Transfer Protocol — The Internet standard for World Wide Web (WWW) operation.

HTO
Heights Traffic Optimizer - Integrates Comtech’s point-to-multipoint HTX-450 Hub Modulator for Service
Area outbound component of the Heights Networking Platform.

HRX

Heights Multi Channel Receiver — In tandem with HTO-1 Heights Traffic Optimizer with HTX-450
Modulator, servers as the “Hub” or local site equipment component of Heights Networking Platform.

Hub
The central site of a network which links to several satellite earth sites (Remotes).

ICMP

Internet Control Message Protocol

IDU

Indoor Unit — In a VSAT system, the satellite modem is referred to as the IDU.
IF

Intermediate Frequency — In satellite systems, IF frequencies are usually centered around 70/140 MHz
(video/TV), or 1200 MHz (L-band).

IFL

Intra-Facility Link — The coaxial cabling used to connect the satellite ODU to the IDU. Carries the
inbound and the outbound signals, and the 24 \VDC for the LNB.

IGMP

Internet Group Management Protocol — An IP communications protocol used by network hosts and
adjacent routers to establish multicast group memberships.

Image

A binary firmware file that provides the operational code for the processor(s) in a network unit.
IP

Internet Protocol — A format for data packets used on networks accessing the Internet.

ISP

Internet Service Provider — A company providing Internet access.

ITU

International Telecommunications Union
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Kbps

Kilo bits per second — 1000 bits/second. A measure of the bit rate or transmission speed of a digital
communication link. See also bps and Mbps.

Ku-band

A frequency band used for satellite communications. For terrestrial earth stations, the receive frequency
band is in the range 10.95-12.75 GHz and the transmit frequency band is 13.75-14.5 GHz. See also C-
band and L-band.

L-band

A frequency band commonly used as an L-Band for satellite systems using block up/down conversion.
Typically, 950-2150MHz Tx/Rx, See also C-band and Ku-band.

LAN

Local Area Network

LLA

Low Latency Application
LNA

Low Noise Amplifier — An amplifier with very low noise temperature used as the first amplifier in the
receive chain of a satellite system.

LNB

Low Noise Block — A downconverter so called because it converts a whole band or “block™ of
frequencies to a lower band. The LNB (similar to an LNA) is part of the satellite ODU/transceiver.

LNC

Low Noise Converter — A combined low noise amplifier and block downconverter, typically with an L-
band IF.

LO

Local Oscillator — A component used in upconverters, downconverters, and transponders for frequency
translation (heterodyne) of the carrier signal.
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M&C

Monitor & Control

MAC

Media Access Control — A protocol controlling access to the physical layer of an Ethernet network.
Mbps

Mega bits per second — 1 Million bits/second. A measure of the bit rate or transmission speed of a digital
communication link. See also bps and kbps.

MIB

Managed Information Base — A database used for managing the entities in a communications network.
Typically associated with Simple Network Management Protocol (SNMP).

MIR

Minimum Information Rate — A minimum level of service available to a remote terminal, ensuring the
ability to enter a clear channel SCPC circuit or have a timeslot in STDMA.

Modem

Modulator and demodulator units combined.

Multicast

Transmitting a single message simultaneously to multiple destinations (group) on the IP network.
Multi-command

A command that allows multiple input choices in a single command execution.

NAT

Network Address Translation — An Internet standard that enables a LAN to use one set of IP addresses for
internal (private) traffic and a second set of addresses for external (public) traffic.

NBI

Northbound Interface — The SNMP interface offered by the VMS to extend services to an external
network management system (NMS).

NIC

Network Interface Controller — The network interface for a PC/workstation that provides Ethernet
connectivity. Depending on the computer, the NIC can either be built into the motherboard, or be an
expansion card. Some computers (e.g., servers) have multiple NICs, each identified by a unique IP
address.

MN/22156, Revision 16 Page 448 of 455



NMS
Network Management System
NOC

Network Operations Center — The main control center for network operations. A NOC can interrogate,
control, and log network activities for the satellite Hub as well as any Remote node.

NP

Network Processor — Also referred to as the IP Module. An optional assembly for Comtech EF Data
modems that provides the 10/100 BaseT Ethernet interface that is required when used in CEFD networks.

O

OobU

Outdoor Unit - In a VSAT system, the RF components (transceiver) are usually installed outdoors on the
antenna structure itself and are thus referred to as an ODU. The ODU typically includes the BUC and
LNB and is connected to the IDU/modem by the IFL cabling.

OQPSK

Offset Quadrature Phase Shift Keying — A variant of phase-shift keying using four different values of the
phase to transmit. Offsetting the bit timing limits the phase shift and yields lower amplitude fluctuations
as compared to QPSK and is sometimes preferred for communications systems. See also QPSK and
BPSK.

OSPF

Open Shortest Path First — An open standard interior gateway routing protocol used to determine the best
route for delivering the packets within an IP network. OSPF routers use the Shortest Path First link state
algorithm to calculate the shortest path to each node in the network. The CEFD OSPF feature in the
Comtech SLM-5650A modem provides for dynamic routing functionality.

P

PIR

Peak Information Rate — The bandwidth available for use by any remote terminal on best effort basis,
categorized through multilevel prioritization.

PLDM

Path Loss Data Message — A packet message that is sent by older CEFD modems (e.g., CDM-570/L) to
the VMS every sixty seconds, providing status update and operating parameter information.
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PSK

Phase Shift Keying — A digital modulation scheme that conveys data by changing the phase of a base
reference signal, the carrier wave. Different PSKs are used, depending on the data rate required and the
signal integrity. Examples are binary phase-shift keying (BPSK or 2-PSK) which uses two phases, and
guadrature phase-shift keying (QPSK or 4-PSK) which uses four phases.

PSTN

Public Switched Telephone Network — The world’s public circuit-switched telephone network, digital
and analog, and includes mobile as well as land-line voice and data communications.

PUM

Periodic Update Message — A packet message that is sent by newer CEFD modems (e.g., CDM-840) to
the VMS every sixty seconds, providing either registration request or status update and operating
parameter information (SUM).

Q

QAM

Quadrature Amplitude Modulation — A digital modulation technique in which the amplitude of two
carrier waves is changed to represent the data signal. These two waves are 90 degrees out of phase with
each other.

QoS
Quality of Service
QPSK

Quadrature Phase Shift Keying — Sometimes referred to as 4-PSK, or 4-QAM. A modulation technique in
which the carrier is phase shifted +/-90 or +/-180 degrees. With four phases, this modulation can encode
two bits per symbol—twice the rate of BPSK. However, it also uses twice the power. See also OQPSK
and BPSK.

Remote
Satellite earth site that links to a central network site (Hub).
REST

REpresentational State Transfer — An architectural style of large-scale networked software that takes
advantage of the technologies and protocols of the World Wide Web. REST describes how distributed
data objects, or resources, can be defined and addressed, stressing the easy exchange of information and
scalability.
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RESTful

The VMS RESTful interface is a Web Services API that adheres to the REST principles. This interface
provides a high-level control of VMS element structures via document-addressable URL’s simplifying
and standardizing on an external application interface, such as to/from a network management system
(NMS).

Return Path

Transmission path from a Remote site to the Hub site.

RF

Radio Frequency — A generic term for signals at frequencies above those used for baseband or IF.
RFC

Request For Comment — The official publication channel for Internet standards (such as communication
protocols) issued by the Internet Engineering Task Force (IETF).

RIP
Routing Information Protocol
RS-232

A common electrical/physical standard issued by the IEEE used for point to point serial communications
up to approximately 115 kb/s.

RTP

Real-time Transport Protocol — A standardized packet format for delivering real-time applications such as
audio and video over the Internet. Frequently used in streaming media systems, videoconferencing, and
VolP.

Rx
Receive

SCPC

Single Channel Per Carrier — A satellite communications technique where an individual channel is
transmitted to the designated carrier frequency. Some applications use SCPC instead of burst
transmissions because they require guaranteed, unrestricted bandwidth.

SIP

Session Initiation Protocol — A general purpose protocol for multimedia communications, commonly
used for voice over IP (VolP) signaling. An alternative to the H.323 protocol.

SLM
Satellite Link Modem (CEFD model designator; e.g., SLM-5650A)
SNG
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Satellite News Gathering — A satellite uplink van/truck with television crew on location conducting a live
report for a newscast.

SNMP

Simple Network Management Protocol — A protocol defining how devices from different vendors may be
managed using a common network management system.

SOTM

SatCom-On-The-Move — The ability of a mobile remote terminal to roam across satellite beams to
preserve link integrity and to automatically connect from one satellite and/or hub to another in a global
network.

Star Topology
A network topology which, if drawn as a logical representation, resembles a star with a hub at the center.
STDMA

Selective Time Division Multiple Access — A multiple access technique where users time-share access to
a common channel with variable-sized time slots allocated on usage.

Streamload Protocol
A proprietary CEFD data streaming protocol.
SUM

Status Update Message — A packet message that is sent by newer CEFD modems (e.g., SLM-5650A,
Heights/HDNA) to the VMS every sixty seconds, providing status update and operating parameter
information.

TAP

Transmission Announcement Protocol — A proprietary multicast message sent out by the HCC to all
associated Remotes in the group, specifying the relative start time and duration for each terminal to
transmit while in Entry Channel mode (ECMv2).

TCP/IP

Transmission Control Protocol / Internet Protocol — A standard for networking over unreliable
transmission paths. See also UDP.

TDM

Time Division Multiplexing — A method of multiplexing that provides the transmission of two or more
signals on the same communication path or channel, but at different times by utilizing recurrent timeslots.
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TDMA

Time Division Multiple Access — A multiple access technique where users contend for access to a
common channel on a time-shared basis. See also FDMA and STDMA.

TFTP

Trivial File Transfer Protocol — A simple file transfer protocol used over reliable transmission paths. See
also FTP.

ToS
Type of Service
TX

Transmit

UDP

User Datagram Protocol — A standard for networking over reliable transmission paths.
UDP Multicast

A multicast transmission using the UDP protocol.

Unicast

Transmitting information/data packets to a single destination on the IP network.

V

VCM

Variable Coding and Modulation — A technique that optimizes bandwidth utilization in a wireless data
link by varying the forward error correction code rate and the modulation order within a single carrier. A
feature of DVB-S2 that is supported in CEFD modems such as the CDM-800 Gateway Router.

VersaFEC

Advanced forward error correction technology from CEFD that provides maximum coding gain with
lowest possible latency to support latency-sensitive data applications, such as voice, video, and cellular
backhaul.

VESP

Vipersat External Switching Protocol — A switch-request protocol that allows external VPN equipment
and Real-time proprietary applications to negotiate bandwidth requests between any two subnets on a
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CEFD network. VESP is used by newer CEFD modems (e.g., SLM-5650A) to send a switch request to
the VMS to establish a new satellite link or adjust bandwidth for an existing link.

VFS

Vipersat File Streamer — A file transfer application utilizing UDP and a proprietary Streamload protocol
to transmit data across the CEFD network.

ViperView2

The graphical user interface for the client component of the VMS that provides the means to configure,
control, and monitor CEFD satellite networks.

VLoad

Vipersat Load Utility — A comprehensive tool for managing and distributing application, configuration,
and identification information for the modems in CEFD satellite networks.

VMS

Vipersat Management System — A comprehensive M&C tool providing rapid and responsive control of
CEFD satellite networks. Comprised of client and server components.

VNO

Virtual Network Operator — A provider of management services that does not own the telecommunication
infrastructure. The Comtech Network Products’ VNO solution allows satellite space segment operators to
selectively expose resources in their satellite network to other service providers, customers, or partners.

VolIP

Voice over IP — The routing of voice communications over the Internet or through any IP-based network.
VOS

Vipersat Object Service — The main software service of the VMS application.

W

Wizard
A specialized program which performs a specific function, such as installing an application.
WRED

Weighted Random Early Detection — A queue management algorithm with congestion avoidance
capabilities and packet classification (QoS) providing prioritization.
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